3GPP TSG RAN WG1 Meeting #90

R1-1713697
Prague, Czech, 21th – 25th August 2017
Agenda Item: 6.1.2.2.7
Source: MediaTek Inc.

Title:
Discussion on Beam Recovery Mechanism
Document for: Discussion
1. Introduction 

Some progress has been made on beam recovery mechanism in previous RAN1 meetings. In this contribution, we discuss more details on trigger condition for beam failure recovery request transmission, beam failure recovery request channels, and gNB response for beam failure recovery request.
2. Trigger Condition for Beam Failure Recovery Request
Agreements (RAN1#88):
· Beam failure event occurs when the quality of beam pair link(s) of an associated control channel falls low enough (e.g. comparison with a threshold, time-out of an associated timer). Mechanism to recover from beam failure is triggered when beam failure occurs

· Exact definition of such threshold is FFS and other conditions for triggering such mechanism are not precluded

Working assumption (RAN1#89):

· Support at least the following triggering condition(s) for beam failure recovery request transmission:

· Condition 1: when beam failure is detected and candidate beam is identified at least for the case when only CSI-RS is used for new candidate beam identification
Agreements (RAN1#89):

· Support the following channel(s) for beam failure recovery request transmission:

· FFS Contention-based PRACH resources as supplement to contention-free beam failure recovery resources

Current beam failure recovery design pursues a recovery mechanism whose latency is lower than e.g., RLF-triggered beam recovery. Compared with beam alignment procedure during initial access, the design for beam failure recovery should be at least similarly efficient. During initial access, PRACH resource used for Msg1 transmission implicitly carries information on UE-preferred SS-block to facilitate subsequent Msg2 transmission. It is sensible that similar mechanism is applied in beam failure recovery design for efficiency. As baseline, a candidate beam identification should be considered as part of trigger condition for beam failure recovery request transmission, in addition to beam failure detection. 
Observation 1: Requiring candidate beam identification as part of trigger condition for beam failure recovery request transmission makes subsequent gNB response transmission as efficient as Msg2 transmission in initial access.
Proposal 1: Confirm the working assumption on trigger condition 1: when beam failure is detected and candidate beam is identified at least for the case when only CSI-RS is used for new candidate beam identification.

Quality measure used for trigger condition evaluation is still an open issue. We think that a single quality measure that is generally applicable for whole beam management procedure makes the whole system more consistent. This prevents possible ping-pong effect between beams if different quality measure is applied for beam failure evaluation and for candidate beam evaluation. From this perspective, RSRP is preferred than SNR. Additional benefits of applying RSRP as quality measure is that RSRP provides NW with more flexibility on UE behavioural control related to beam failure recovery mechanism. More details are discussed in the following.

Proposal 2: Adopt RSRP as quality measure for beam failure detection and candidate beam identification. 

Latest RAN1 agreements provide some requirements on trigger condition for beam failure recovery request. However, details on how to piece these requirements together need further clarification. Based on current agreements, different trigger conditions can be considered for NW configuration for flexibility.

A simplest trigger condition for beam recovery request transmission can be for NW to configure constraints only on serving beam pair link(s). For example, serving beam RSRP threshold. Qualification of a new beam pair link to serve as a candidate beam is decided by UE itself.

More involved trigger conditions for beam recovery request transmission can be for NW to control both beam failure detection and candidate beam selection. In addition to serving beam RSRP threshold, NW also controls a candidate beam selection threshold. To guarantee the quality of selected candidate beam, NW can simply require the quality of a selected candidate beam is better than beam failure threshold by an offset. A few potential trigger conditions/events are summarized below.
· Event R1 (candidate becomes offset better than serving and serving becomes worse than threshold)
· Event R2 (candidate becomes offset better than serving and candidate becomes better than threshold)
· Event R3 (serving becomes worse than threshold)
In the above, the intention of event R1 and event R3 is to consider beam recovery only when serving beam pair link is low enough. For event R2, beam recovery can be triggered when a qualified candidate beam pair link is better than serving beam pair link. This would allow UE to proactively assist beam management. As a result, periodic P-1 reporting periodicity can be increased, or even simply replies on aperiodic reporting. If the threshold for serving beam pair link failure is predefined, event R3 becomes an empty configuration and can be deemed as a default configuration. Within such triggering framework, beam recovery triggering behavior can be controlled by NW. Through recovery event and threshold value configuration, NW can flexibly decide to what extent UE is involved to assist normal beam management procedure.

Observation 2: Recovery trigger events provide NW with flexibility to control UE behaviour in beam recovery triggering.

Proposal 3: NR supports configurable parameters for triggering beam recovery request transmission.
3. Beam Recovery Request Transmission
3.1 Use scenarios for beam recovery request channels
Agreements (RAN1#89):

· Support the following channel(s) for beam failure recovery request transmission:

· Non-contention based channel based on PRACH, which uses a resource orthogonal to resources of other PRACH transmissions, at least for the FDM case

· FFS whether or not have different sequence and/or format than those of PRACH for other purposes 

· Note: this does not prevent PRACH design optimization attempt for beam failure recovery request transmission from other agenda item 

· Support using PUCCH for beam failure recovery request transmission

· FFS whether PUCCH is with beam sweeping or not

· Note: this may or may not impact PUCCH design

· FFS Contention-based PRACH resources as supplement to contention-free beam failure recovery resources

· From traditional RACH resource pool

· 4-step RACH procedure is used

· Note: contention-based PRACH resources is used e.g., if a new candidate beam does not have resources for contention-free PRACH-like transmission 

While both non-contention based PRACH and PUCCH are supported for beam failure recovery request transmission, it is sensible to differentiate their usage cases. For non-contention based PRACH, NW beam sweeping behaviour for receiving request transmission can be considered in a similar manner as for e.g., PRACH during initial access. With non-contention based PRACH as baseline, there seems no strong demand to optimize PUCCH for beam recovery purpose. Thus, it is reasonable not to assume beam sweeping behaviour for PUCCH. This is also beneficial from perspective of PUCCH overhead. As a result, using PUCCH for beam failure recovery request transmission is an opportunistic behaviour if a UE is configured to do so. 
From UE perspective, mechanism to allow for beam recovery request transmission in both PRACH channel and PUCCH channels is complex, with unclear gain. It is preferred that UE is not configured to use both of them for beam recovery request transmission. To achieve this, UE can semi-statically use either one of them for beam recovery request transmission.

Proposal 4: NR does not support PUCCH-based beam recovery request transmission with TRP Rx beam sweeping.
Proposal 5: UE is not configured to use both non-contention based PRACH and PUCCH for beam recovery request transmission.
3.2 Contention-based PRACH as supplemental channel

Another issue that should be addressed for PUCCH-based beam recovery mechanism is its supplemental channel for beam recovery request. As discussed earlier, using PUCCH for beam recovery request mechanism provides opportunistic probability of being successfully received by TRP. In many cases, the efforts may not be enough for successful beam failure recovery. In such cases, intra-cell SS-blocks provide more opportunities for UE to detect and identify candidate beams for recovery, though in this case, non-dedicated resources is used for the purpose of beam recovery. Specifically, UE would be able to identify e.g., RACH resource associated with the identified SS-block. With beam recovery based on non-dedicated resources, e.g. RACH resource, we can estimate the recovery latency by analogy to LTE control-plane establishment latency including RACH procedure and RRC connection establishment message exchanges, which is around 50ms [1]. It is noted that the value of latency is loose since RRC connection still exists in our case, and is still much smaller than the delay introduced by RLF and the subsequent connection re-establishment procedure if RLF is triggered for recovering the connection.

Observation 3: A supplemental channel is required for PUCCH-based beam recovery which suffers from angular coverage issue.

Observation 4: If contention-based PRACH is used as supplemental channel for beam recovery request transmission, the estimated latency is still much smaller than the delay introduced by RLF and its subsequent connection re-establishment procedure if RLF is triggered for recovering the connection.
Depending on resource configuration for contention-free PRACH used for beam recovery request transmission, it may happen that candidate beam search space is configurable by NW in terms of BM CSI-RS resources and its search space is not big enough to capture all meaningful transmission paths for UE, or when dedicated resources for beam recovery do not exist for all detectable SS-blocks if SS-blocks can be used for new candidate beam detection. In this case, contention-based PRACH discussed above can be used as well.

Observation 5: If candidate beam search space configured in terms of BM CSI-RS and its coverage is smaller than SS-blocks, contention-based PRACH resources associated with SS-blocks can be used as supplemental channel for beam recovery request transmission.
Proposal 6: NR supports contention-based PRACH resources as supplement to dedicated beam recovery resources in beam failure recovery mechanism.
3.3 Joint design of beam recovery request and scheduling request
Agreements:
· Beam failure recovery request transmission

· Beam failure recovery request resource/signal may be additionally used for scheduling request

In this subsection, we propose reusing beam recovery request resource on serving beam as scheduling request. Time-frequency resources allocated for beam recovery request are for UEs to report beam failure and indicate new beam information to gNB when beam failure happens. However, when the link condition is good and there is no beam failure, these time-frequency resources are being wasted. To fully utilize these allocated resources, for example, gNB can adopt the following mechanism  to decide between beam recovery request and SR. If a UE transmits its dedicated PRACH preamble on the serving beam, it means a scheduling request. On the other hand, if a UE transmits its dedicated PRACH preamble on a non-serving beam, it means a beam recovery request. The example of reusing beam recovery request resources in spatial domain for SR is illustrated in Figure 2. 
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Figure 2: Joint design of beam recovery request and scheduling request
Proposal 7: In NR multi-beam operations, beam recovery request resource transmitted in working serving beam is reused as scheduling request for better resource utilization.
4.  gNB Response for Beam Recovery Request
Agreements:

· To receive gNB response for beam failure recovery request, a UE monitors NR PDCCH with the assumption that the corresponding PDCCH DM-RS is spatial QCL’ed with RS of the UE-identified candidate beam(s)
· FFS whether the candidate beam(s) is identified from a preconfigured set or not
· Detection of a gNB’s response for beam failure recovery request during a time window is supported

· FFS the time window is configured or pre-determined

· FFS the number of monitoring occasions within the time window

· FFS the size/location of the time window

· If there is no response detected within the window, the UE may perform re-tx of the request

· FFS details
· RAN1 agrees that the certain number of beam failure recovery request  transmissions is NW configurable by using some parameters

· Parameters used by the NW could be:

· Number of transmissions

· Solely based on timer

· Combination of above

· FFS: whether beam failure recovery procedure is influenced by the RLF event
UE behaviour for receiving gNB response for beam failure recovery request depends on corresponding trigger condition. As shown in the proposed recovery events, a beam recovery request could be triggered when serving beam pair can still be used for communication. Thus, based on the triggering conditions, NW may still be able to choose either to use serving beam pair link for the time being, or to use UE-indicated candidate beam pair link instead. To provide indication of NW reaction to UE, a signalling specifically applicable to this case is not necessarily needed. For example, following options can all be considered as implicit indication.

· Trigger an aperiodic beam measurement and reporting, either from serving beam pair link or from UE-indicated beam pair link

· Initiate dedicated transmission on UE-indicated beam pair link

· Trigger beam switch command from either serving beam pair link or UE-indicated beam pair link

It should be noted that a dedicated transmission of user data in serving beam pair link provides no information of whether beam recovery request is received or not by NW. To reduce UE effort on monitoring NW reaction, some behavioural constraint can be configured by NW together with recovery events configuration. For example, UE can be configured with recovery event R3 and monitoring target of UE-initiated beam pair link. Such configuration is sensible if the corresponding threshold is low so that when R3 is triggered, serving beam pair link is not workable.

On the other hand, for capable UE, more complex behaviour can be assumed to increase the robustness. As illustrated in Figure 3, UE is configured to monitor both serving beam pair link and UE-indicated beam pair link for NW response.
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Figure 3. UE illustration of NW reaction monitoring
Observation 6: Aperiodic trigger of beam measurement and/or reporting, and beam switch indication received from serving beam pair link can be considered as NW response to beam recovery request.
Observation 7: Any activity observed from new candidate beam can be considered as NW response to beam recovery request.
Proposal 8: Support UE to observe NW response for beam recovery request from serving beam pair link based on NW configuration.

A beam failure recovery mechanism can be considered as triggered once beam failure is detected. In earlier discussion, a candidate beam needs to be identified as well for triggering beam recovery request transmission. If unsuccessful recovery of beam failure is solely decided by a maximum number of beam recovery request transmission, a beam recovery mechanism may operate for a very long time before it is terminated by other entity, e.g., MAC, as long as a candidate beam cannot be found. Apparently, it does not match the design principle that beam failure recovery mechanism is aimed for prompt reaction to beam failure. One way to solve the issue is to apply a timer to oversee the whole beam failure recovery mechanism when a beam failure is detected. This would guarantee that an unsuccessful recovery of beam failure can be declared even if no candidate beam is identified. The timer is sensible to be a MAC implementation. Thus, the beam failure recovery is essentially overseen by MAC. On top of the timer, a maximum number of transmissions on beam recovery request can be specified.
Observation 8: In view of WA trigger condition 1, when beam failure is detected but a candidate beam cannot be identified, no beam recovery request transmission can be transmitted and thus it is not possible to trigger unsuccessful recovery of beam failure by restricting the number of request transmission.
Proposal 9: A MAC timer is triggered upon beam failure detection to oversee beam failure recovery procedure, in addition to a maximum number of beam recovery request transmission.
5. Conclusion

In summary, based on the above discussion we have the following observations and proposals for NR beam recovery operation:
Observation 1: Requiring candidate beam identification as part of trigger condition for beam failure recovery request transmission makes subsequent gNB response transmission as efficient as Msg2 transmission in initial access.
Observation 2: Recovery trigger events provide NW with flexibility to control UE behaviour in beam recovery triggering.
Observation 3: A supplemental channel is required for PUCCH-based beam recovery which suffers from angular coverage issue.
Observation 4: If contention-based PRACH is used as supplemental channel for beam recovery request transmission, the estimated latency is still much smaller than the delay introduced by RLF and its subsequent connection re-establishment procedure if RLF is triggered for recovering the connection.
Observation 5: If candidate beam search space configured in terms of BM CSI-RS and its coverage is smaller than SS-blocks, contention-based PRACH resources associated with SS-blocks can be used as supplemental channel for beam recovery request transmission.
Observation 6: Aperiodic trigger of beam measurement and/or reporting, and beam switch indication received from serving beam pair link can be considered as NW response to beam recovery request.
Observation 7: Any activity observed from new candidate beam can be considered as NW response to beam recovery request.
Observation 8: In view of WA trigger condition 1, when beam failure is detected but a candidate beam cannot be identified, no beam recovery request transmission can be transmitted and thus it is not possible to trigger unsuccessful recovery of beam failure.
Proposal 1: Confirm the working assumption on trigger condition 1: when beam failure is detected and candidate beam is identified at least for the case when only CSI-RS is used for new candidate beam identification.
Proposal 2: Adopt RSRSP as quality measure for beam failure detection and candidate beam identification.
Proposal 3: NR supports configurable parameters for triggering beam recovery request transmission.
Proposal 4: NR does not support PUCCH-based beam recovery request transmission with TRP Rx beam sweeping.
Proposal 5: UE is not configured to use both non-contention based PRACH and PUCCH for beam recovery request transmission.
Proposal 6: NR supports contention-based PRACH resources as supplement to dedicated beam recovery resources in beam failure recovery mechanism.
Proposal 7: In NR multi-beam operations, beam recovery request resource transmitted in working serving beam is reused as scheduling request for better resource utilization.
Proposal 8: Support UE to observe NW response for beam recovery request from serving beam pair link based on NW configuration.
Proposal 9: A MAC timer is triggered upon beam failure detection to oversee beam failure recovery procedure, in addition to a maximum number of beam recovery request transmission controlled in physical layer.
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