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1 Introduction

In synchronized TD-LTE network, strong (e.g., about -130dBm~-96dBm/PRB) and long-term (e.g., exist several hours) uplink interference, which is caused by the downlink signal of remote base station (e.g., 150km~320km away), can occasionally be observed by Macro base station in some atmospheric conditions that is favorable for producing tropospheric bending of VHF, UHF and/or microwave radio waves.

Compared to LTE, NR Macro TRP may suffer much more severe remote interference problem if the UL and DL are switched faster than LTE and the GP length is smaller, which results in that more uplink slots would be affected by the remote interference signal.
As a particular case of cross-link interference (especially TRP-TRP interference), we suggest to solve the remote interference problem through the common framework of cross-link interference management mechanism, which is originally designed for duplexing mode.

In this contribution, we will discuss the necessity and some initial design considerations for solving remote interference problem.
2 Remote interference phenomenon
In synchronized TD-LTE network, strong (e.g., about -130dBm~-96dBm/PRB) and long-term (e.g., exist several hours) uplink interference, which is caused by the downlink signal of remote base station (e.g., 150km~320km away), can occasionally be observed by Macro base station in some atmospheric conditions that is favorable for producing tropospheric bending of VHF, UHF and/or microwave radio waves. 
As observed by LTE commercial network, long-term statistical data shows that typical strong remote interference comes from less than 150km (about 0.5ms) for eNB located in inland cities, and comes from 280km~320km (about 0.93ms~1.07ms) for eNB located in coastal cities.
Compared to LTE, NR Macro TRP may suffer much more severe remote interference problem if the UL and DL are switched faster than LTE and the GP length is smaller, which results in that more uplink slots would be affected by the remote interference signal.
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(b) NR case
Figure 1. Remote interference problem
As shown in Figure 1, NR has shorter TTI (e.g., 0.25ms per slot, with SCS = 30kHz and 7 OFDM symbol per slot) than LTE (1ms per subframe). Then consider typical 0.5ms remote interference propagation delay (which is typical for the inland cities), for LTE, remote interference problem may be mitigated by simply adopting larger GP in special subframe (e.g., adopting special subframe structure of 3:9:2); while for NR, 1~2 UL slot would be affected by the remote interference signal, and more sophisticated interference mitigation scheme would be considered.
Observation 1: Compared to LTE, NR Macro TRP may suffer much more severe remote interference problem if the UL and DL are switched faster than LTE and the GP length is smaller, which results in that more uplink slots would be affected by the remote interference signal.
3 Relationship with cross-link interference in duplexing mode
In RAN #75 plenary meeting [1], a new WID on NR was approved, and the objectives about duplexing can be seen as follows:
	· Duplexing identified in Section 5.1 of TR38.802 supported by a PHY design common to paired and unpaired spectrum, including [RAN1, RAN2, RAN3]:

· Enablers for interference management mechanisms for handling cross-link interference.

· Note: down-selection on enablers for interference management mechanisms is to be discussed in RAN1


In TR 38.802 [2], many candidate schemes for cross-link interference (CLI) mitigation are captured, and a common framework for cross-link interference mitigation schemes for both paired and unpaired spectrum is strived for.
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(a) Remote interference case





(b) Duplexing mode case
Figure 2. Remote interference case vs. duplexing mode case
As shown in Figure 2, there are several differences between remote interference case and duplexing case. For example,

1) Interference category:
a) Remote interference case: only TRP-TRP interference;

b) Duplexing mode case: both TRP-TRP interference and UE-UE interference;

2) Typical deployment scenarios:
a) Remote interference case: typical for remote Macro-Macro TRPs, which have (semi-)static and same UL/DL direction;

b) Duplexing mode case: typical for neighbor Micro-Micro TRPs, which have dynamic and different UL/DL direction;
3) Main reason which causes TRP-TRP interference:
a) Remote interference case: interference signal comes from remote Macro TRPs;
b) Duplexing mode case: interference signal comes from neighbor Micro TRPs which have instant different UL/DL direction;

However, the TRP-TRP interference management framework, the interference measurement physical reference signal, as well as the interference mitigation scheme, may be similar for both remote interference case and duplexing mode case. For example,
1) TRP-TRP interference management framework:
a) The basic processing procedure may be similar, i.e., first to detect & measure interference signal, and then to mitigate/avoid it;

2) Interference mitigation scheme:
a) Similar interference mitigation schemes, such as beam coordination and intra-site UL/DL resource assignment coordination [2], may be adopted for both cases.
Observation 2: The TRP-TRP interference management framework, the interference measurement physical reference signal, as well as the interference mitigation scheme, may be similar for both remote interference case and duplexing mode case.

Proposal 1: It is suggested to strive for common TRP-TRP interference management framework for both remote interference case and duplexing mode case.
4 Initial design considerations for remote interference management
In this section, we will give some initial design considerations for remote interference management mechanism.
Periodical transmission of remote interference detection RS
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Figure 3. Illustration of remote interference measurement mechanism
In order to recognize whether the UL interference is coming from remote TRPs or neighbor TRPs, a special designed remote interference detection RS can be periodically transmitted and detected.
As shown in Figure 3, a large range of Macro TRPs are configured with one set predefined remote interference detection RS patterns through Operation Administration and Maintenance (OAM), where the period of each RS pattern may be large (e.g., 10.24s).
Macro TRP will transmit the configured RS patterns, and it will also detect them in some predefined detecting windows.
If the Macro TRP successfully detect some remote interference RS, it will realize that it is a victim TRP, and then adopt some remote interference mitigation scheme.
Since the remote interference detection RS may be transmitted and detected one or several times over a large period, the communication overhead for transmitting them and processing complexity for detecting them may be low.

Remote interference detection RS design
To reduce the specification overhead, it is recommended to study whether the same cross-link interference measurement RS for duplexing can be used for detecting remote interference. 
In order to support robust remote interference detection, the sequence, density and pattern of remote interference detection RS should be further studied.
Proposal 2: It is recommended to study whether the same cross-link interference measurement RS for duplexing can be used for detecting remote interference.
Remote interference mitigation scheme
When a Macro TRP successfully detect the remote interference RS, it may adopt the following options:

1) Option A: the victim TRP may try to inform the aggressive one (i.e., the interference source), and the aggressive TRP would then reduce its interference. However, it is hard to exactly recognize which TRP is the aggressive one. If detecting the aggressor TRP is possible, it is necessary to allow exchange information with a TRP which is apart from several hundred kilometers away;

2) Option B: based on symmetric interference between gNB and gNB principle, the victim TRP may realize that it is also an interference source to the aggressive one. So the victim TRP would then adopt interference mitigation scheme itself to reduce its potential interference to others. If each TRP acts like this, then the remote interference problem can be mitigated.
Proposal 3: It is suggested to consider symmetric interference between gNB and gNB when design remote interference mitigation scheme. 
When a Macro TRP realizes that it is a remote interference source, it may adopt some of the following schemes to mitigate remote interference:
1) Beam coordination: The aggressor TRP can adjust its beam setting (e.g., constricting its coverage area by adjusting down-tilting) to avoid severe remote interference; Nonetheless, such scheme may limit the coverage of the aggressor TRP. In addition, whether it is possible to flexible adjusting of beam direction in vertical domain may depends on the antenna type adopted in the networks.
2) Intra-site UL/DL resource assignment coordination: The aggressor TRP can adjust its UL/DL configuration, i.e., to change some DL slots to be blank or GP ones to avoid such DL to UL interference, which is illustrated as Figure 4;
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Figure 4. Illustration of remote interference mitigation scheme

5 Conclusions

In this contribution, we will discuss the necessity and some initial design considerations for solving remote interference problem. And some observations and proposals are given as follow:
Observation 1: Compared to LTE, NR Macro TRP may suffer much more severe remote interference problem if the UL and DL are switched faster than LTE and the GP length is smaller, which results in that more uplink slots would be affected by the remote interference signal.

Observation 2: The TRP-TRP interference management framework, the interference measurement physical reference signal, as well as the interference mitigation scheme, may be similar for both remote interference case and duplexing mode case.

Proposal 1: It is suggested to strive for common TRP-TRP interference management framework for both remote interference case and duplexing mode case.
Proposal 2: It is recommended to study whether the same cross-link interference measurement RS for duplexing can be used for detecting remote interference.
Proposal 3: It is suggested to consider symmetric interference between gNB and gNB when design remote interference mitigation scheme. 
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