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1 Introduction

In RAN#75, a new WID on further NB-IoT enhancements was approved, including the following objective [1]:
NPRACH reliability and range enhancements

· If found necessary, reduce false alarm probability for NPRACH detection due to inter-cell interference on NPRACH [RAN1, RAN2, RAN4]
In email discussion “[88b-11] NPRACH reliability simulation assumptions”, the following agreements are reached:

As per the list agreed in agenda item 7.2.7.3 in RAN1#88bis with the following additions: 

	Parameters
	Description

	Cell radius
	1732m

	ToA distribution of interferer
	Randomly selected from a uniform distribution [0 MaxRTD], where MaxRTD is calculated according to the cell radius

	NPRACH inter-cell interferer power over target UE
	Companies to declare and motivate values used

	NPRACH inter-cell interferer power over noise
	Companies to declare and motivate values used

	NPRACH resource overlapping percentage between interfering  UEs and target UE
	25%, 50%, 75%, 100%


The following is the list agreed in agenda item 7.2.7.3 at RAN1#88bis:

	Channel model
	TU

	Doppler spread
	1 Hz

	Antenna configuration
	1Tx, 2Rx

	Frequency error
	Normal(0, [100]) Hz

	Frequency drift
	±22.5 Hz/s

	UE transmit power
	23 dBm

	MCL
	164 dB

	Repetition of NPRACH for UE’s each transmission
	32

	Cell radius
	1732m

	ToA distribution of interference
	Randomly selected from a uniform distribution [0 MaxRTD], where MaxRTD is calculated according to the cell radius

	NPRACH resource overlapping percentage between interfering UEs and target UE
	25%, 50%, 75%, 100%


In this contribution, we study the false alarm probability for NPRACH detection due to inter-cell interference. 
2 Simulation results
As analyzed in [2], the possibility of NPRACH collision between cells would be expected to be low or even zero in some cases. In a lightly-loaded network the possibility of NPRACH transmissions collision is low. For intra-site cells and synchronized inter-site cells, staggered NPRACH resources between these cells can be strictly arranged by network configuration. In non-synchronized inter-site cells, non-overlapping NPRACH configurations cannot be guaranteed due to the uncertainty timing of each cell. For such cases, both the overlapping ratio between cells and the probability of overlap is uncertain. In order to analyze the false alarm problem, some discrete values, i.e. 25%, 50%, 75% and 100% was agreed for the study. We provide the false alarm simulation results assuming the receiver is configured to detect the NPRACH of 164 dB MCL (SNR -5.7 dB)，154 dB MCL (SNR 4.3 dB) and 144 dB MCL (SNR 14.3 dB) in the serving cell but actually only interference transmitted from the neighbor cell. The inputs at the receiver are noise and interference. INR denotes the ratio of power of interference and power of noise. The selected values of INR means SIR in the range of {-10, -5, 0, 5, 10} dB. The receiver uses an energy detector to differentiate the different hopping patterns between cells. The first step is to detect the presence of a signal by absolute energy detection. The second step is to detect the frequency hopping pattern by relative energy detection, which is used to filter unwanted signal. The simulation results are shown in Table 1. The assumptions of physical cell ID are that serving cell
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 is randomly selected for each simulation drop.
Table 1 False alarm probability of 164 dB MCL

	INR (dB)
	-15.7
	-10.7
	-5.7
	-0.7
	4.3

	100% overlap
	0.1%
	1.79%
	6.62%
	4%
	0.76%

	75% overlap
	0.17%
	0.97%
	4.79%
	3.86%
	1.21%

	50% overlap
	0.17%
	0.56%
	3.19%
	3.55%
	1.07%

	25% overlap
	0.11%
	0.19%
	1.4%
	2.43%
	1.13%


The nature of the two-step detector used here means that when the interference drops to a low enough level it does not influence the first detector false alarm behavior, and when it reaches a high enough level, it is detected more reliably by the energy-difference based second detector. There is a middle range where more or stronger interference increases the false alarm probability. Note that the frequency hopping characteristic of NPRACH has not managed to mitigate the false alarm probability in most of the 100% overlap cases, because the high number of repetitions means that having 12 subcarriers to hop among still means interference recurs many times during one transmission.
If a false alarm rate as high as 1% is likely to be tolerable for inter-cell interference, then there is still a wide range of cases shown where there would be useful benefits in reducing the false alarm probability, even though a detector designed to suppress interference effects has been used.  
Observation 1: NPRACH false alarm rates of over 1% occur for 164 dB MCL across a range of SIR values under inter-cell interference. 
Observation 2: Additional solutions than the Rel-13 frequency hopping and resource planning for NPRACH are needed to achieve lower false alarm rates under inter-cell interference on NPRACH. 
3 False alarm reduction solutions for NPRACH

To mitigate the false alarm problem observed in section 2, three enhancement solutions are provided for further study as follows,

Option 1: Increase the configurable number of repetitions for NPRACH

This option can increase the gap between the critical threshold of SNR for the probability of false alarm = 0.1% and that for the probability of missed detection = 1% [2]. Then assuming the latter is used as the threshold for decision by eNB, the false alarm caused by the NPRACH of neighbor cells can be mitigated. With this option, the overhead of NPRACH will increase somehow but the effect of false alarm reduction is expected to be very straightforward.

Option 2: Extend the range of pseudo-random frequency hopping.

If the pseudo-random frequency hopping range is extended e.g. to 24 subcarriers, the number of collisions will reduce, so that the false alarm problem can be mitigated. The drawback of this option is that the minimum number of subcarriers allocated for one NPRACH resource will increase.

Option 3: Enhance the preamble’s signal design.

A sequence of all-1 is employed in each group of a preamble with a good ISI property, where one group consists of one CP and five symbols. This signal leads to poor cross-correlation between preambles of two cells, although they have different pseudo-random frequency hopping patterns. To improve the cross-correlation, enhanced signal design, e.g. additional cover code other than the whole all-1 sequence, can be considered which can help mitigate the false alarm problem. However, this option needs to consider, e.g. if the additional cover code are used in symbol level, then inter-sub-carrier interference will raise. If the additional sequences are used in symbol group or repetition level, coherent detection between these cover codes has to be achieved in the presence of frequency error.

Proposal 1：Consider the following possible enhancement solutions on NPRACH:

· Option 1: Increase the configurable number of repetitions for NPRACH
· Option 2: Extend the range of pseudo-random frequency hopping.

· Option 3: Enhance the preamble’s signal design.
4 Conclusions
In this contribution, we present our simulation results of false alarm problem and provide possible enhancement solutions on NPRACH. The following observations and proposals are made as follows.
Observation 1: NPRACH false alarm rates of over 1% occur for 164 dB MCL across a range of SIR values under inter-cell interference. 

Observation 2: Additional solutions than the Rel-13 frequency hopping and resource planning for NPRACH are needed to achieve lower false alarm rates under inter-cell interference on NPRACH. 
Proposal 1：Consider the following possible enhancement solutions on NPRACH:

· Option 1: Increase the configurable number of repetitions for NPRACH
· Option 2: Extend the range of pseudo-random frequency hopping.

· Option 3: Enhance the preamble’s signal design.
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