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[bookmark: _Ref473811712]Introduction
Polar codes have been agreed to use for downlink control information and uplink control information. CA-Polar and PC-Polar have been leading Polar code design candidates for several meetings. In RAN1#88 meeting an alternative solution was presented, Hash-polar [2]. 
This contribution will compare the three main types of Polar code construction: CRC-assisted Polar (CA-Polar), Parity-checksum Polar (PC-Polar) and Hash-aided Polar (Hash-Polar). We present simulation results for the control channel coding using the three different polar schemes.
Simulation Settings and Assumptions
[bookmark: _Ref462125875]Three different SCL decoder implementations have been simulated:
· CA-Polar with 16+3 bit CRC. The decoder uses the 19 CRC bits to select the best code-word from the final list. 
· PC-Polar according to [3] with 16-bit CRC. The decoder does not use the CRC to select the best code-word from the final list.
· Hash-Polar according to [2] with 12-bit CRC and an 8-bit hash value. The decoder does not use the CRC to select the best code-word from the final list. The selection of the list is made with a matching hash.
For all SCL decoder implementations, the following assumptions or setting have been applied:
· List sizes, L: 8.
· Rate used, R: 1/6, 1/3, and 1/2
· Number of information bits, K: 32, 80 and 200
· Max code block size in these simulations, N: 1024
· For one case, {K=200, R=1/6}. N=2048 is used to isolate the issue of code bit repetition
· CRC polynomials as shown in Table 1.
The simulation assumptions simply follow the agreed control channel simulation assumptions. The bit channel is modelled as an AWGN channel with given Es/N0. The code rate is calculated as R=K/M, where K is the number of information bits without any CRC, Hash or parity check bits and M is the code block size [5]. Mother code rate = K/N, where M≤N and N=2n.

[bookmark: _Ref474186633]Table 1. CRC Polynomials
	# of CRC bits
	CRC Polynomials
	References

	
	Hexa-decimal
	Binary
	Polynomials
	

	12
	0x1F13
	1111100010011
	
	CMU [6]

	16
	0x11021
	10001000000100001
	
	LTE 136.212 [7]

	19
	0x97599
	10010111010110011001
	
	CMU [6]




For Polar code construction, the Q-sequence described in [3] have been used for the frozen bit positions. Puncturing is used for the cases where the mother code rate is ¼ or less and the number of bits K is less than 200 according to [4]. Bit reverse shortening used for the other cases according to [3].
In Table 2 we present the range of information bits and code rates that has been used for the simulations.


Table 2. Transmitted bits
	Information bits K
	Rate 1/6 transmitted bits M
	Rate 1/3 transmitted bits M
	Rate 1/2 transmitted bits M

	32
	192
	96
	64

	80
	480
	240
	160

	200
	1200
	600
	400



The assumptions about the Hash-function in the Hash-Polar are:
Hash calculation parameters in [2]: R=4, v=8 and I=(K+12)/R
Hash calculation according to the Jenkins “one-at-a-time” Hash function, [8] 
The maximum number of iteration is set to 8 for each hash calculation.

Simulation Results
Performance Comparison of CA-Polar, PC-Polar and Hash-Polar
The simulation results of BLER vs Es/N0 (dB) are shown in in Figure 1 to Figure 3. The list size used is L=8.

Based on the simulation results, we have the following observations:

Observation 1 Hash-Polar exhibit inferior slope of the BLER curves when compared to CA-Polar and PC-Polar.
Observation 2 BLER Performance of CA-Polar is generally better than Hash-Polar, especially at low BLER. 
Observation 3 BLER Performance of CA-Polar is generally better than or similar to PC-Polar.
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[bookmark: _Ref473808000]Figure 1. BLER for K=32, R={1/6, 1/3 and 1/2}, L= 8
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Figure 2. BLER for K=80, R={1/6, 1/3 and 1/2}, L= 8
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[bookmark: _Ref477267953]Figure 3. BLER for K=200, R={1/6, 1/3 and 1/2}, L= 8
For the Hash-Polar simulation:
The results are not completely matching the results in [9]. This is due to that this contribution uses other assumptions for the bit sequence and puncturing scheme. The different choice is made to compare the results with [1].
The Hash calculation is not fully described in [2] and should be specified in more details to better match the published results in [2] and [9]. 


Performance Comparison of CA-Polar and Hash-Polar with Various List Sizes
In this section, the Hash-Polar performance for list size of 1, 2, 4, 8, 16 and 32 are investigated. As comparison the results are compared with
· CA-Polar with list size of 1, 2, 4, 8, 16 and 32 with 16+3 CRC (with increase of FAR for L>8)
The comparison is done for K=32 with a R=1/6. The resulting BLER curves can be found in Figure 7 and Figure 8. Based on the simulation results, we have the following observation:
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[bookmark: _Ref477523536][bookmark: _Ref477523523][bookmark: _Ref477523531]Figure 7. BLER for K=32, R=1/16, L=1, 2, and 4 for Hash-Polar (CRC12+Hash8) and CA-Polar (CRC16+3)
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[bookmark: _Ref477525204]Figure 8. BLER for K=32, R=1/16, L=8, 16 and 32 for Hash-Polar (CRC12+Hash8) and CA-Polar (CRC16+3)

As the FAR increased for CA-Polar for list size 16 and 32 for CA-Polar with 16+3 CRC bits, the Hash-Polar is also compared with:
· CA-Polar with list size of 16 and 32 with 16+4 and 16+5 bits CRC, Table 3.
· CA-Polar with list size of 16 and 32 with 16+3 bits CRC but restricting the decoder to only select from the 8 best lists as described in [1].
The comparison is done for K=32 with a R=1/6. The resulting BLER curves can be found in Figure 9 and Figure 10.



[bookmark: _Ref477357798][bookmark: _Ref477357786][bookmark: _Ref477357793]Table 3. CRC Polynomials for 16+4 and 16+5
	# of CRC bits
	CRC Polynomials
	References

	
	Hexa-decimal
	Binary
	Polynomials
	

	20
	0x18359f
	1 1000 0011 0101 1001 1111
	
	CMU [6]

	21
	0x2656f5
	10 0110 0101 0110 1111 0101
	
	CMU [6]
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[bookmark: _Ref477358187][bookmark: _Ref477358178]Figure 9. BLER for K=32, R= 1/6, L=16
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[bookmark: _Ref477358194]Figure 10. BLER for K=32, R= 1/6, L=32

Observation 4 CA-Polar outperforms Hash-Polar for list size 1<=L<=32. 
Observation 5 CA-Polar with CRC16+3 performs better than Hash-Polar with CRC12 and Hash8 for list sizes 1, 2, 4, 8, 16 and 32.
Observation 6 CA-Polar with L=16 and CRC=16+3 with final selection from 8 list performs better than Hash-Polar with L=16, CRC12 and Hash8.
Observation 7 CA-Polar with L=32 and CRC=16+3 with final selection from 8 list performs better than Hash-Polar with L=32, CRC12 and Hash8.
Observation 8 CA-Polar with L=16 and CRC=16+5 performs better than Hash-Polar with L=16, CRC12 and Hash8.
Observation 9 CA-Polar with L=32 and CRC=16+5 performs better than Hash-Polar with L=32, CRC12 and Hash8.

False Alarm Rate
For CA-Polar and PC-Polar, the False Alarm Rate (FAR) is calculated as ratio of CRC passing code blocks when the input is random Gaussian noise. 
For the Hash-Polar the FAR is calculated as the ratio of CRC and Hash passing code blocks when the input is random Gaussian noise.
The FAR simulation is made for K=32 and comparing the following:
· Hash-Polar with CRC12 and Hash8, L=[8, 16 and 32]
· CA-Polar with CRC19, L=[8, 16 and 32]
· Hash-Polar with CRC0 and Hash20, L=[8, 16 and 32]
· CA-Polar with CRC19, L=[16(8) and 32(8)], restricting the decoder to only select from the 8 best lists
· CA-Polar with CRC20, L=16
· CA-Polar with CRC21, L=32
The results are presented in Figure 11.
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[bookmark: _Ref477359802]Figure 11. False alarm rate for K=32	


Observation 10 False Alarm Rate, FAR, for Hash-Polar depends on the list size.
Observation 11 False Alarm Rate, FAR, for Hash-Polar (CRC12 and Hash8) is similar as for CA-Polar (CRC16+3) for equal list size.
Observation 12 Hash-Polar need one bit more to get similar FAR as CA-Polar with CRC16+3.

Based on the above discussion, we have the following proposal:

Adopt CA-Polar for the eMBB downlink and uplink control information.
Adopt CRC length of (Ldet+3) bits for the CA-Polar, where Lde is the effective number of CRC bits for error detection.

Implementation complexity
The Hash-Polar construction consist of both a CRC and a Hash function. The proposed algorithm in [2], propose that the Hash-function is calculated several times for each code block and the outcome of the last hash function is used for the hash-bits. The Hash-function is also more complex to implement than the CRC function. This construction adds to complexity of the solution. For the code construction, both CRC and Hash-bits are viewed as information bits, thus both Hash-Polar and CA-Polar shares the same simple frozen bit scheme.

Observation 13 CA-Polar has lower implementation complexity than Hash-Polar.

Conclusions
In this contribution we made the following observations:
Observation 1 Hash-Polar exhibit inferior slope of the BLER curves when compared to CA-Polar and PC-Polar.
Observation 2 BLER Performance of CA-Polar is generally better than Hash-Polar, especially at low BLER. 
Observation 3 BLER Performance of CA-Polar is generally better than or similar to PC-Polar.
Observation 4 CA-Polar outperforms Hash-Polar for list size 1<=L<=32. 
Observation 5 CA-Polar with CRC16+3 performs better than Hash-Polar with CRC12 and Hash8 for list sizes 1, 2, 4, 8, 16 and 32.
Observation 6 CA-Polar with L=16 and CRC=16+3 with final selection from 8 list performs better than Hash-Polar with L=16, CRC12 and Hash8.
Observation 7 CA-Polar with L=32 and CRC=16+3 with final selection from 8 list performs better than Hash-Polar with L=32, CRC12 and Hash8.
Observation 8 CA-Polar with L=16 and CRC=16+5 performs better than Hash-Polar with L=16, CRC12 and Hash8.
Observation 9 CA-Polar with L=32 and CRC=16+5 performs better than Hash-Polar with L=32, CRC12 and Hash8.
Observation 10 False Alarm Rate, FAR, for Hash-Polar depends on the list size.
Observation 11 False Alarm Rate, FAR, for Hash-Polar (CRC12 and Hash8) is similar as for CA-Polar (CRC16+3) for equal list size.
Observation 12 Hash-Polar need one bit more to get similar FAR as CA-Polar with CRC16+3.
Observation 13 CA-Polar has lower implementation complexity than Hash-Polar.

Based on the above discussion, we propose that CA-Polar is adopted as channel coding scheme for the eMBB control information.

1. Adopt CA-Polar for the eMBB downlink and uplink control information.
1. Adopt CRC length of (Ldet+3) bits for the CA-Polar, where Lde is the effective number of CRC bits for error detection.
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