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1	Introduction
In the previous two meetings, the agreements on contention based multiple access were achieved:
Agreements: [RAN1 84bis chairman’s notes]
· Non-orthogonal multiple access should be investigated for diversified NR usage scenarios and use cases
· At least for UL mMTC, autonomous/grant-free/contention based non-orthogonal multiple access should be studied

Agreements: [RAN1 85 chairman’s notes]
· Autonomous/grant-free/contention based UL non-orthogonal multiple access has the following characteristics
· A transmission from UE does not need the dynamic and explicit scheduling grant from BS
· Multiple UEs can share the same time and frequency resources
In companion contributions [1][2][3], autonomous frequency hopping with and without code multiplexing of users has been proposed to achieve efficient, reliable, and scalable contention-based access. It has also been proposed that contention based access should commence with a preamble sequence in order to avoid the complexity associated with blind decoding [4]. In this contribution, we discuss procedures that should be employed for preamble transmission in order to achieve improved detection/false alarm performance in extended coverage scenarios. 
[bookmark: OLE_LINK15][bookmark: OLE_LINK16]2	Discussion 
In mMTC, it is well understood that in order to support the massive scale of MTC traffic, contention-based access may be required. Contention-based access implies that there is no scheduling grant for either the initial transmission or subsequent re-transmissions of a given packet. 
One of the issues governing autonomous, grant-free access is that the resources over which transmissions occur must be clearly identifiable in order to avoid the complexity associated with blind decoding. For this purpose, it is beneficial to commence transmission with a preamble sequence that can be chosen at random by a mMTC user, and associated with a set of frequency hopped resources over which data transmissions occur. When reliably detected, a preamble transmission by a mMTC user has two primary benefits. First, the preamble can be used to further establish timing between the transmitter and receiver. Second, a preamble transmission informs the receiver that a payload is forthcoming (as in single stage approaches) on a specific set of resources where decoding can be carried out. Without the usage of preambles for contention-based access, the receiver complexity is significant as it must consider all possible transmission hypotheses. As a result, we have the following proposal:
Proposal 1: Preamble transmissions should be supported at the start of a contention based access for mMTC.
For mMTC, it is desirable to provide extremely high service availability in potentially challenging, extended coverage deployment scenarios (e.g., basement, under a bridge). Exacerbating the issue, devices for mMTC may support lower powers than typical LTE terminals. Under these conditions, it is still important to achieve reliable detection with lower false alarm rates. High detection rates for preambles are essential for mMTC as missed detections will result in additional energy-consuming transmit operations by mMTC devices that desire long battery life. Low false alarm rates are essential to minimize BS receiver operations as each false alarm results in the BS needlessly trying to decode a transmission that is not present.
With regards to the use of a preamble, our performance analysis indicates that achieving reliable detection with fewer false alarms requires the transmission of narrowband preambles extended in time and the support of a retry mechanism enabled through the a preamble Ack.  
3	Preamble Transmission for Contention-Based UL mMTC With Extended Coverage

Preamble transmission for mMTC users may occur over random access opportunities within the preamble transmission zone. Each random access opportunity comprises a set of time/frequency resources. Note that different allocations are possible for each random access opportunity ranging from wideband preambles with shorter durations to narrowband preambles, extended in time (see Figure 1). Wideband preambles allow better timing resolution and lower latency but achieve worse detection/false alarm performance than narrowband preambles. Narrowband preambles allow higher significantly improved detection/false alarm performance in extended coverage scenarios at the cost of timing resolution and latency. The number of available preamble sequences with narrowband allocations is slightly less (~5% less) due to the guard band overhead. However, the penalty in terms of timing resolution, guard band overhead and latency are not considered to be significant for a wide range of use cases, and are far outweighed by the improvement in detection/false alarm performance. 
(a) 1x6 allocation (narrowband, extended in time) 
(b) 2x3 allocation 
(c) 6x1 random access allocation (e.g. LTE)
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Figure 1: Possible allocations for random access; here mxn allocations may correspond to m PRBs and n sub-frames as an example. The number of available preamble sequences is similar in the 3 cases.
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Figure 2: Detection/False alarm performance for random access opportunities with three different but equally sized allocations: (a) 6 PRBs x 1 ms; (b) 2 PRBS x 3 ms; and (c) 1 PRB x 6 ms.

Figure 2 shows the detection/false alarm performance for an extended coverage scenario assuming 2 random access opportunities are allocated per 10 ms frame and Poisson arrivals of mMTC transactions giving rise to an average load of 500 attempts per second. Detailed system simulation assumptions are provided in the Appendix. Narrowband preambles, extended in time achieve significantly improved detection/false alarm performance. As a result, we have the following proposals:
Proposal 2: Random access opportunities spanning configurable time/frequency allocations should be supported for preamble transmission in mMTC. 
Proposal 3: Narrowband preamble transmissions, extended in time should be supported for extended coverage with mMTC. 

Need for Preamble Ack and Retry Mechanism
With autonomous transmissions, it is important to consider whether the BS should send an acknowledgement (Ack) when a preamble is detected. The primary advantage of not transmitting preamble Ack is that it reduces the need to wait (latency) and decode (energy) the Ack/Nack response. Operating without preamble Acks can also help in reducing overhead on the downlink since the Ack must be transmitted reliably.  If the preamble can be designed to be reliably detected, there can be performance benefits of not having a preamble Ack response. 
The key benefits of transmitting a preamble Ack are that missed detections do not result in needless payload transmissions and false alarms can be effectively filtered out by raising the acceptance threshold. If an mMTC UE which previously transmitted a preamble does not receive a preamble Ack, it knows that it needs to re-transmit the preamble, perhaps with some backoff. 
Figure 3 illustrates the contention based access procedure for mMTC UEs with and without a preamble retry mechanism. Without a preamble Ack/retry mechanism, the UE transmits a preamble and then follows it up with data transmission on a set of resources. Detection of the preamble provides an indication to the receiver that data decoding needs to commence on a set of resources over which the transmission occurs. When a preamble Ack/retry mechanism is supported, the UE transmits a preamble and then waits for an Ack. Upon receipt of an Ack, the UE starts data transmission; if an Ack is not received, the UE may retry sending a preamble as long it hasn’t exhausted the maximum number of retries.
 

(b) Autonomous Tx with Preamble Retry and Ack
(a) Autonomous Tx without Preamble Retry
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Figure 3: Autonomous transmission procedure (contention based access) with and without preamble retry mechanism.Preamble Ack/Retry
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Figure 4: Detection/false alarm performance with preamble Ack and Retry mechanism (Load: 500 attempts per second, Random access opportunities: 2 per 10 ms frame, Max number of Retries: 6).

Figure 4 shows that a preamble Ack and retry mechanism can have significant benefits in terms of detection/false alarm performance. At a detection rate of 95%, the number of false alarms can be reduced by a factor of 3. This has significant benefits for autonomous transmission since the receiver does not need to waste its valuable processing resources on attempting to decode false alarms. As a result, we have the following proposal:

Proposal 4: The support of a Preamble Ack should be studied for contention based access with mMTC.
Proposal 5: The support of a Preamble retry mechanism should be studied for mMTC UEs that do not receive a Preamble Ack. 


[bookmark: OLE_LINK9][bookmark: OLE_LINK10]4	Conclusions
[bookmark: OLE_LINK43][bookmark: OLE_LINK44][bookmark: OLE_LINK34][bookmark: OLE_LINK35]We have made the following proposals regarding preamble transmission for UL mMTC:
Proposal 1: Agree that preamble transmissions should be supported at the start of an autonomous transmission for mMTC.
Proposal 2: Agree that random access opportunities spanning configurable time/frequency allocations be supported for preamble transmission in mMTC. 
Proposal 3: Agree that narrowband preamble transmissions, extended in time be supported for extended coverage with mMTC. 
Proposal 4: The support of a Preamble Ack should be studied for contention based access with mMTC.
Proposal 5: The support of a Preamble retry mechanism should be studied for mMTC UEs that do not receive a Preamble Ack.
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Appendix
Simulation assumptions:
	Parameters
	Values

	Carrier Frequency
	2GHz

	Bandwidth Per PRB
	15 kHz * 12 = 180 kHz

	TTI
	1 ms

	Cellular topology
	19 sites, 3 cloverleaf cells per site with wraparound, ISD=1732m

	Shadow fading 
	Lognormal  (8 dB std. dev.)

	Channel Model
	TU3

	Preamble Sequences 
	ZC 

	Traffic model
	Poisson arrivals 

	Load
	500 attempts per sec

	Random Access Opportunities
	200 per second  (spanning 6 PRBs x 1 ms, 2 PRBs x 3 ms, and 1 PRB x 6 ms)

	Power control
	Open loop power control with full path loss compensation (P0 = -101 dBm)
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