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1. Introduction
In [1], the newly approved SI on the next generation (5G) radio access technology has one of its objectives in the following:

· Waveform based on OFDM, with potential support of non-orthogonal waveform and multiple access

In the RAN1 #85 meeting, low-rate channel code and signature based shared access (LSSA) [2] was introduced as a candidate to exploit the benefits of non-orthogonal multiple access scheme, which supports contention-based/grant-free channel access.  This contribution presents further high level details of it.  However, certain details in design can be flexible and open to further optimization and improvements at this stage.  
2. Generation of signature pattern 
2.1. User data multiplexing method
In LSSA, a predefined group of users can randomly transmit signals.  Each user’s transmit signal is spread to the allocated/designated frequency and time area, which is shared without knowing the presence of other users transmit signal, and, therefore, possibly introduce multi-user interference (MUI) to the receiver.  The key to recover all users’ transmit signal from each other at the receiver side lies in the low-rate channel code and hardware efficient identification/detection of user specific/selected signature and group reference signal pattern.  Following block diagrams in the figure 1 illustrate the overall transmitter structure of LSSA.  
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Figure 1 Example of OFDM waveform based LSSA transmitter structure
Method to multiplex users sharing the same frequency and time non-orthogonally lies in the short block length bit-level permutation [3] pattern generation part, which can be called as user’s signature.  One key characteristic of the user specific short block permutation process is the low implementation complexity and latency.  Although further investigation for determining the block length remains, it can be kept usually less than 32 for various user deployment scenarios.  
The UE/terminal ID, which is the ultimate single parameter for determining short length bit-level permutation pattern, can be either assigned by the eNB or chosen by the UE.  For the option when eNB assigns a unique signature to a UE, this can be implemented by assigning a unique cell-specific temporary ID or validating/acknowledging a globally unique ID imbedded in the UE, as illustrated in figure 2.   To exploit the benefits of grant-less/autonomous feature of non-orthogonal multiple access scheme, the ID used for multiplexing and identification is preferable to be the same at all times, regardless of the UE’s state.
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Figure 2 eNB assigned or UE selected ID as a parameter for generating signature pattern
The other option that UE chooses a specific ID from a previously defined pool can be thought as comparable to as random access procedure in LTE.  The only difference could be the range of signature pool that non-orthogonal scheme can offer, compared to orthogonal schemes.  Although the range of signatures may be much wider than the orthogonal approach, but, in practical point of view, there is still some limitation to extended the range of random signature pool due to implementation complexity, affecting to both eNB and UEs.  
2.2. User group identification and channel estimation
Since non-orthogonal transmission schemes can let the UE transmit signals sporadically/randomly without the acquisition of a grant, eNB must identify, in principle, the origin of the incoming signal at all times.  Because the number of candidate transmitting users can be unlimited, potential problem of identifying/detecting the origin of incoming signals due to overloaded number of candidate active users can cause some missed detection and false alarm issue, which leads to increased UL traffic congestion due to performance degradation and lower overall cell throughput.  

To resolve such issue, inserting a user group identification reference signal pattern can be a potential solution, as illustrated in figure 1.  The user group identification could possibly lower the number of expected candidates, that a group specific common RS pattern is generated based on the user specific ID.
Another area of practical concern is the user channel estimation problem.  Obviously, separation of user data without a channel estimate information is impossible.  To estimate each user’s channel state information non-orthogonally, a well-designed group RS pattern could make each transmitter’s data recoverable from one another.
3. Implementation complexity of LSSA
With the simple signature generation mechanism and the complexity reduction method to implement user detection difficulties, LSSA can be a promising candidate as a non-orthogonal multiple access scheme for NR.  Support of low-latency applications can be another strong point of LSSA.  Because the user’s permutation depth can be as short as, for example, 16, processing delay related to de-permutation is short, which is also true at the transmitter side.  The other practical advantage is the de-multiplexing complexity itself, since no arithmetic operations are required but simple shift/swapping of LLR values.  However, use of iterative decoding algorithm could lead to increased decoding complexity.
4. Conclusion

In this contribution we introduced some high level details of LSSA signature generation.  The advantages such as low complexity and latency are also explained.  To further exploit the benefits of employing LSSA for non-orthogonal multiple access scheme.  Following is our proposal: 

Proposal 1: At least for mMTC devices, LSSA scheme can be considered as a candidate for non-orthogonal multiple access scheme, supporting massive connectivity, low latency, and low complexity design.
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