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1 Introduction

At the RAN1#84bis meeting, the details of the NSSS sequence construction was agreed and subsequently, the NSSS design has been described in [1] as:
The sequence 
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 used for the narrowband secondary synchronization signal is generated from a frequency-domain Zadoff-Chu sequence according to
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The binary sequence 
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 is given by Table 10.2.7.2.1-1. The cyclic shift 
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Table 10.2.7.2.1-1: Definition of 
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	0
	[1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1 1]

	1
	[1  -1  -1  1  -1  1  1  -1  -1  1  1  -1  1  -1  -1  1  -1  1  1  -1  1  -1  -1  1  1  -1  -1  1  -1  1  1  -1  1  -1  -1  1  -1  1  1  -1  -1  1  1  -1  1  -1  -1  1  -1  1  1  -1  1  -1  -1  1  1  -1  -1  1  -1  1  1  -1  1  -1  -1  1  -1  1  1  -1  -1  1  1  -1  1  -1  -1  1  -1  1  1  -1  1  -1  -1  1  1  -1  -1  1  -1  1  1  -1  1  -1  -1  1  -1  1  1  -1  -1  1  1  -1  1  -1  -1  1  -1  1  1  -1  1  -1  -1  1  1  -1  -1  1  -1  1  1  -1]

	2
	[1  -1  -1  1  -1  1  1  -1  -1  1  1  -1  1  -1  -1  1  -1  1  1  -1  1  -1  -1  1  1  -1  -1  1  -1  1  1  -1  -1  1  1  -1  1  -1  -1  1  1  -1  -1  1  -1  1  1  -1  1  -1  -1  1  -1  1  1  -1  -1  1  1  -1  1  -1  -1  1  1  -1  -1  1  -1  1  1  -1  -1  1  1  -1  1  -1  -1  1  -1  1  1  -1  1  -1  -1  1  1  -1  -1  1  -1  1  1  -1  -1  1  1  -1  1  -1  -1  1  1  -1  -1  1  -1  1  1  -1  1  -1  -1  1  -1  1  1  -1  -1  1  1  -1  1  -1  -1  1]

	3
	[1  -1  -1  1  -1  1  1  -1  -1  1  1  -1  1  -1  -1  1  -1  1  1  -1  1  -1  -1  1  1  -1  -1  1  -1  1  1  -1  -1  1  1  -1  1  -1  -1  1  1  -1  -1  1  -1  1  1  -1  1  -1  -1  1  -1  1  1  -1  -1  1  1  -1  1  -1  -1  1  -1  1  1  -1  1  -1  -1  1  1  -1  -1  1  -1  1  1  -1  1  -1  -1  1  -1  1  1  -1  -1  1  1  -1  1  -1  -1  1  1  -1  -1  1  -1  1  1  -1  -1  1  1  -1  1  -1  -1  1  -1  1  1  -1  1  -1  -1  1  1  -1  -1  1  -1  1  1  -1]


Recently, it has been pointed out [2] that there may be some cases of false detection of the SFN index (given by the 20ms frame timing boundaries) in asynchronous networks for the detection of NSSS based on the timing reference obtained from the NPSS detection.

In this contribution, we discuss the above issue and propose a simple modification of the currently agreed design to address it.
2 SFN index detection ambiguity
As part of the cell search procedure, the UE starts the cell search procedure with the initial timing detection based on the NPSS transmissions, and then, checks the correlation for all possible NSSS sequences with the received NSSS sequences corresponding to each timing hypothesis based on the number of detected NPSS detection peaks. It considers the cell search successful only upon confirmation of the detected NSSS associated with one of the earlier-detected NPSS peaks. 

In asynchronous network deployments, due to the common design for NPSS, it is possible that UE detects NPSS from NB-IoT cell A and subsequently, the NSSS from cell B that maintains a certain non-zero time offset with the timing reference of cell A. This can be attributed to the erroneous detection of the time-domain cyclic shift (CS) that is used to indicate the SFN index using the 20ms timing boundary for each NB-IoT cell.
This is further corroborated by the analyses of the cross-correlation results between the 2016 sequences in the NSSS sequence space over a range of timing delays between two detected NPSS. This is shown in Figure 1 below.
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Figure 1: CDF of cross-correlation values over all NSSS sequences for different time delays for the currently agreed design
To summarize the plot in Figure 1, we observe that the maximum cross-correlation value can be as high as 0.9257, indicating possibility of occurrences of high cross-correlation peaks, although the frequency of their occurrence may be low. 
Observation 1:

· In asynchronous networks, there may be some events of false detection of SFN index due to some high cross-correlation cases between the NSSS sequences.
3 Possible solutions
Some options have been proposed and discussed to address the SFN index detection ambiguity. These include:

· Relying on UE implementation (e.g. by blind decoding of NPBCH)
· Option 1 in R1-164403 [2]
· Option 2 in R1-164403 [2]
Another option to address this via specification support is described in this section. We present a simple modification to the NSSS sequence construction that can eliminate the chances of the timing ambiguity from wrong NSSS detection to a negligible value by improving the cross-correlation property between the 2016 NSSS sequences.
We note that the primary reason for this lack of robustness to different timing offsets between cells is that time-domain CSs are used to distinguish the different 20ms timing boundaries. In frequency domain, the entire sequence is subjected to a single value of phase rotation. That is, for every OFDM symbol, the effect of the CS (i.e., the resulting phase rotation in frequency domain) is the same. 
In order to address this problem, a simple modification can be to apply an additional modulation using a 11-length binary sequence on different OFDM symbols (i.e. OFDM symbol-level modulation) used to carry the NSSS. The sequence that is applied to the different NSSS symbols in an NSSS subframe bears a one-to-one mapping to the 20ms boundary that is indicated using the particular time-domain CS. In other words, the SFN index information using the 20ms timing boundary is indicated to the UE using the composite of time-domain CS and a binary scrambling sequence, wherein the binary sequence that modulates the NSSS sequence elements has the same values corresponding to those NSSS sequence elements that are mapped onto the same OFDM symbol. 
In particular, we propose the following modification to the NSSS sequence generation:

The sequence 
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The binary sequence 
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 is given by Table 10.2.7.2.1-1 in the latest NB-IoT CR for TS 36.211 [1]. The cyclic shift 
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 as a function of 'f' is given by Table 1 below.

Table 1: Definition of the binary sequence 
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	0
	[1     1     1    -1     1     1    -1     1     1     1     1]

	1
	[1    -1     1     1     1    -1    -1    -1     1    -1     1]

	2
	[1     1    -1     1     1     1     1    -1     1     1    -1]

	3
	[1    -1    -1    -1     1    -1     1     1     1    -1    -1]


Each NSSS element (indexed by 'n') that corresponds to a particular OFDM-symbol 'p' is modulated by the corresponding pth element of the binary sequence
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. This operation is shown in Figure 2 below.
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Figure 2: OFDM symbol-level modulation applied to NSSS symbols

As shown in Figure 3 below, compared to the cross-correlation results in Figure 1, with the above modification, the peak cross-correlation drops to a much smaller value of 0.5505.
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Figure 3: CDF of cross-correlation values over all NSSS sequences for different time delays for the proposed modification
Additionally, we also confirmed that the PAPR properties are maintained similar to that for the originally agreed design. 

Comparing the different possible approaches to address the issue, we note that one feasible approach is to handle the issue via UE implementation. The price of this being additional UE processing and possible latency increase for the cell search procedure – in some cases, the UE would only know of an erroneous SFN index detection during NPBCH reception.
Options 1 and 2 [2] involve significant changes to the current NSSS design including the potential need for further detailed studies of these methods in RAN1. Thus, in our view, these approaches are not preferable.

On the other hand, if it is determined that specification support is needed to address this issue (i.e., not rely on UE implementation), then the solution described in this section can be considered to address the problem with minimal impact to the current RAN1 agreements, implying limited impact to RAN4 work based on the prior RAN1 agreements. In this regard, the results above show that this simple modification of the existing NSSS design can successfully resolve the issue of SFN index detection ambiguity described above.  In our view, this approach is preferred to alternatives proposed in [2] that would introduce significant changes to the already-agreed NSSS design impacting specification work as well as early implementations.
Proposal 1:
· If the SFN index detection ambiguity issue is to be addressed via specification support, adopt the proposed modification to the existing NSSS design based on indication of SFN index using the composite of time-domain CS and OFDM symbol-level modulation using a binary scrambling code as described in Table 1 and equation (1) in this contribution.
4 Conclusions

In this contribution, we discussed the issue of SFN index detection ambiguity using NSSS for NB-IoT UEs and proposed a simple modification of the currently agreed design to address it. Based on the presented discussion, our views are summarized by the following observation and proposal:
Observation 1:

· In asynchronous networks, there may be some events of false detection of SFN index due to some high cross-correlation cases between the NSSS sequences.
Proposal 1:

· If the SFN index detection ambiguity issue is to be addressed via specification support, adopt the proposed modification to the existing NSSS design based on indication of SFN index using the composite of time-domain CS and OFDM symbol-level modulation using a binary scrambling code as described in Table 1 and equation (1) in this contribution.
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