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At RAN1#82, the following was agreed [1]:
· RAN1 shall identify adaptation rules for LAA to adaptively lower the maximum energy detection threshold to ensure co-existence with other RATs including Wi-Fi and good performance of LAA
· Technologies that ensure co-existence with other RATs including Wi-Fi, using alternative means not requiring lowering of the maximum energy detection threshold, are not precluded.
· At least the following shall be considered in defining the adaptation rules of the maximum energy detection threshold:
· Antenna gain and number of transmit antennas
· Coexistence with LAA in absence of other RATs including Wi-Fi
· The maximum rated EIRP of the LAA transmission point within unlicensed band
· The maximum EIRP within the transmission burst following the LBT procedure 
· The transmission bandwidth
· Measured ambient noise floor
· Deployment scenario: Indoor, outdoor
· Estimated Load on the operating channel
· Feasibility of the co-existence test
· Single global solution
· In regions and bands/sub-bands without regulations, define an upper bound for the maximum energy detection threshold taking into consideration
· May be based on bandwidth and presence of other RATs

In RAN1#82BIS, the following was further agreed [2]:
Agreements:
· RAN1 first identifies cases for ED threshold adaptation, and rules for each case
· Starting from R1-156320, R1-156269, R1-156360, and R1-156361
· Email approval until 29th October – Havish (Ericsson)

The email discussion is being used to gather the views of companies on the following key questions regarding the setting of the energy detection threshold for LAA.
1) Conditions requiring different ED threshold settings for LAA
2) The value for the maximum ED threshold for LAA
3) The definition of transmit power that should be used to determine ED threshold for LAA
4) Amount of fixed ED threshold reduction for LAA
5) Adaptation of ED threshold for LAA
In this contribution, we discuss adaptively lowering the energy detection (ED) threshold and propose a rule for such adaptation that is based on our views on each of the key questions outlined above.
Discussion
 Motivations for Energy Detection Threshold Adaptation 
The study item on LAA stated the following on energy detection threshold adaptation [3].
“Regulatory requirements in some regions, e.g., in Europe, specify an energy detection threshold such that if a node receives energy greater than this threshold, the node assumes that the channel is not free. While all nodes need to follow such regulatory requirements, a node may optionally use a lower threshold for energy detection than that specified by regulatory requirements. For LAA, it is recommended that LAA supports a mechanism to adaptively change the energy detection threshold, at least for the downlink, i.e., it is recommended that LAA supports a mechanism to adaptively lower the energy detection threshold from an upper bound. Such an adaptation mechanism does not preclude static or semi-static setting of the threshold. It should be noted that such a mechanism to adaptively lower the threshold may or may not have specification impact.”
The motivations for adapting the energy detection threshold were two-fold. One motivation was to protect real-time services on a coexisting Wi-Fi network. The second motivation was to be able to achieve dynamic threshold adaptation based on the transmit power that is being used by the transmission burst following the LBT operation.
For real-time services, the main concern was a potential increase in VoIP outage for the non-replaced Wi-Fi network when a coexisting Wi-Fi network is replaced by an LAA network serving the same users with the same traffic. Some sources showed such a VoIP outage increase in the evaluations performed during the study item for the indoor scenario if a higher energy detection threshold of -62 dBm is used, and showed that the increase in outage can be mitigated by lowering the threshold. The central cause of this issue is that Wi-Fi uses a dual threshold approach where a Wi-Fi node backs off to another Wi-Fi node when the preamble is received at a received energy level of -82 dBm or higher, and backs off to any other non-Wi-Fi node when energy is received at a much higher threshold of -62 dBm or greater. 
For dynamic threshold adaptation, the main motivation was to be able to optimize performance when dynamic power control is used so that when an eNB reduces its power which consequently causes lower interference to other coexisting nodes, it can use a commensurately higher energy detection threshold. Such adaptation can help to serve users that are close to the eNB with lower transmit powers without affecting coexistence with other nodes operating on the same carrier in unlicensed spectrum.
Performance
The evaluations during the study item generally showed that performance of a Wi-Fi network with FTP traffic was either improved or not impacted by using an energy detection threshold of -62 dBm in the LAA network for the evaluated cases. However, there was an impact on VoIP outage levels in some of the reported evaluations for the indoor scenario considered. The increase in VoIP outage levels is scenario dependent. As shown by the coexistence evaluation results in Figure 1, LAA eNBs can coexist with Wi-Fi nodes in the outdoor scenario without increasing VoIP outage even when operating with an energy detection threshold of -62 dBm.
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[bookmark: _Ref434587950]Figure 1: FTP and VoIP performance with 80/20 split between DL and UL traffic in 3GPP outdoor deployment where black and magenta lines correspond to the non-replaced Wi-Fi network (Operator B) coexisting with Wi-Fi and with LAA (Operator A), respectively. Operator A network has only DL traffic and Operator B network has DL and UL traffic. For LAA, licensed band PCell is not used for DL traffic and the ED threshold on the unlicensed band of -62 dBm is utilized. The left and right plots correspond to DL and UL user results, respectively. The top, middle and bottom plots correspond to mean FTP throughput, 5thpercentile FTP throughput and VoIP outage, respectively.
Observation: LAA can operate with an energy detection threshold of -62 dBm in the Outdoor scenario without impacting a coexisting Wi-Fi network any more than another Wi-Fi network.
Another aspect to consider is that the impact to real-time services such as VoIP may also be dependent on the overall load in the system. At lower loads, real-time services on the Wi-Fi network are viable and the use of the higher threshold in some environments may increase the outage in real-time services to a small extent. However, at higher loads, real-time services on the Wi-Fi network already have a high outage. Under these conditions, the use of a higher threshold by LAA can, in many cases, serve to reduce outage. The differences between the outage when a Wi-Fi network coexists with another Wi-Fi network and when it coexists with another LAA network, as a function of load, can be seen from the evaluation for real-time video services in [4]. Therefore, while reduction of the energy detection threshold can achieve the desired protection of real-time services on a coexisting Wi-Fi network, such a reduction is needed only at low loads in indoor environments for certain deployments. 
Observation: Any mitigation of potential impact to real time services on a coexisting Wi-Fi network due to the operation of an LAA network using a threshold of -62 dBm is only required at low system loads.
The evaluations that led to an observed increased outage in real time services at low loads assumed that the LAA eNB could access the channel at any time and start a transmission burst at any time. This assumption was justified under the assumption that LAA may have as many as four starting positions within a subframe where data transmissions could start. However, it is now apparent that there may only be one or two starting positions within a 1 ms interval where an LAA eNB could begin data transmissions. Considering this, it is efficient for an eNB to employ freeze periods, as described in [5], where the eNB voluntarily does not contend for the channel. For instance, the eNB may decide to voluntarily not contend for the channel for up to 11 out of the 14 OFDM symbols in a 1 ms period. When co-existing with Wi-Fi nodes that may access the channel and start transmissions at any time, the eNB then essentially forfeits the channel to the Wi-Fi node 78.6% of the time. Such operation by the LAA eNB is beneficial to the LAA network at low to medium loads since it can minimize the overhead incurred and make maximum use of the transmission opportunity after gaining access to the channel while also being beneficial to co-existing Wi-Fi nodes, since their probability of channel access is substantially increased. The amount of time that the LAA node contends for the channel can be increased only under conditions where access to the channel is not obtained often enough, i.e., as the load becomes higher. This can ensure that overhead is incurred only when necessary. 
The use of freeze periods allows the LAA eNB to operate at an energy detection threshold of -62 dBm, and still avoid an increase in VoIP outage for the co-existing Wi-Fi network due to the increased opportunities for channel access provided to co-existing Wi-Fi nodes. Figure 2 shows the performance when the eNB can adapt the degree of freeze period used based on the observed buffer occupancy in the LAA network, with the maximum freeze period being as large as 11 out of 14 OFDM symbols. The figure shows both FTP and VoIP outage metrics as a function of the total served traffic which increases as the offered load is increased. The figures clearly show that good coexistence with Wi-Fi is possible in the indoor scenario even when an energy detection threshold of -62 dBm is used.
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[bookmark: _Ref434523433]Figure 2: FTP and VoIP performance with 80/20 split between DL and UL traffic in 3GPP indoor deployment where black and blue lines correspond to the non-replaced Wi-Fi network (Operator B) coexisting with Wi-Fi and with LAA (Operator A), respectively. Operator A network has only DL traffic and Operator B network has DL and UL traffic. For LAA, licensed band PCell is not used for DL traffic, the ED threshold on the unlicensed band of -62 dBm and freeze periods (FP) based on the buffer occupancy are utilized. The left and right plots correspond to DL and UL user results, respectively. The top, middle and bottom plots correspond to mean FTP throughput, 5thpercentile FTP throughput and VoIP outage, respectively.

Observation: LAA can operate with an energy detection threshold of -62 dBm without impacting a coexisting Wi-Fi network any more than another Wi-Fi network (including real time services) by employing freeze periods where the eNB does not contend for the channel.
Even if the use of freeze periods as described above is not used, the amount by which the threshold should be reduced to ensure that there is no outage at low loads needs to be addressed carefully. If the threshold is too low, it can compromise LAA performance unnecessarily and if it is too high, it won’t satisfy the goal of ensuring there is no VoIP outage at any load point. To evaluate this, different threshold settings were investigated and it was found that reducing the threshold level to -72 dBm in the indoor environment considered was adequate to ensure that there would not be any increase in VoIP outage as shown in Figure 3. The outage for real-time video conferencing on the non-replaced Wi-Fi network was also investigated in [4] and the relevant figure from this contribution (reproduced below in Figure 4 for convenience) illustrates this. These figures show that at an energy detection threshold of -72 dBm, the VoIP and Video outage does not increase at low loads even if freeze periods are not employed at the eNB, while it reduces significantly at high loads for both DL and UL on the coexisting Wi-Fi network. 
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[bookmark: _Ref434604568]Figure 3: FTP and VoIP performance with 80/20 split between DL and UL traffic in 3GPP indoor deployment where black and magenta lines correspond to the non-replaced Wi-Fi network (Operator B) coexisting with Wi-Fi and with LAA (Operator A), respectively. Operator A network has only DL traffic and Operator B network has DL and UL traffic. For LAA, licensed band PCell is not used for DL traffic and the ED threshold on the unlicensed band of -72 dBm is utilized. The left and right plots correspond to DL and UL user results, respectively. The top, middle and bottom plots correspond to mean FTP throughput, 5th percentile throughput and VoIP outage, respectively.
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[bookmark: _Ref414666672]Figure 4: Video outage with 80/20 split between DL and UL traffic in 3GPP indoor scenario where black and blue lines correspond to the non-replaced Wi-Fi network (Operator B) coexisting with Wi-Fi and with LAA (Operator A), respectively. Operator A network has only DL traffic and Operator B network has DL and UL traffic. For LAA, licensed band PCell is not used for DL traffic and the ED threshold on the unlicensed band of -72 dBm is utilized. The left and right plots correspond to DL and UL user results, respectively.
Observation: Even if LAA eNBs do not employ freeze periods where the eNB does not contend for the channel, LAA can operate with an energy detection threshold of -72 dBm without impacting a coexisting Wi-Fi network any more than another Wi-Fi network (including real time services).
Generally, increasing the energy detection threshold serves to increase the achievable reuse factor in the network which in many cases has a positive impact on system performance. The level of this impact is environment and deployment dependent. To illustrate that this can be the case for indoor deployments as well, we consider an alternative indoor scenario as shown in Figure 5.
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[bookmark: _Ref434525310]Figure 5: Indoor office scenario with walls. The dimensions of the space are 80m x 80m, there are 16 APs/eNBs per operator with the operators’ nodes being co-located, the wall loss is 8 dBm and there are 50 STAs/UEs per operator. Other settings are the same as the 3GPP indoor scenario.
The FTP performance when LAA eNBs use energy detection thresholds of -62 dBm and -72 dBm is shown in Figure 6. The figures show that there is a performance loss when the LAA eNB reduces its threshold from -62 dBm to -72 dBm. The impact observed in this indoor scenario is greater from what is observed in the 3GPP indoor scenario. These results along with the results shown for the outdoor scenario show that the effect of the energy detection threshold on network performance and on coexistence with a Wi-Fi network supporting real time services depends on the deployment environment. Therefore, it is important to have some flexibility in the energy detection threshold used for LAA eNBs.
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[bookmark: _Ref434525484]Figure 6: DL FTP performance with 80/20 split between DL and UL traffic in an office scenario where black lines correspond to the non-replaced Wi-Fi network (Operator B) coexisting with Wi-Fi (Operator A), the green lines correspond to the non-replaced Wi-Fi network (Operator B) coexisting with LAA (Operator A) using ED threshold of -62 dBm (Operator A) and the magenta lines correspond to the non-replaced Wi-Fi network (Operator B) coexisting with LAA (Operator A) using ED threshold of -72 dBm (Operator A). Operator A network has only DL traffic and Operator B network has DL and UL traffic. For LAA, licensed band PCell is not used for DL traffic and ED thresholds on the unlicensed band of -62 as well as -72 dBm are utilized. The left and right plots correspond to mean and 5th percentile DL user throughput results, respectively. The top and bottom plots correspond to Wi-Fi and LAA user throughput respectively.
Observation: A higher energy detection threshold for LAA can have a positive on system performance with the effect on system performance being dependent on the deployment environment.

Other Aspects for Consideration
Noise floor
The agreement from RAN1#82 listed many other factors that should be taken into consideration before identifying a rule for energy detection threshold adaptation. With a goal of keeping the identified adaptation rule as simple as possible, it would be better to focus on the most important factors. One of these listed factors is ambient noise floor. This is an extremely important factor that must be taken into consideration for the following reasons. Unlicensed spectrum can be very noisy. For instance, field measurements in some environments have shown that the measured noise in the 5 GHz unlicensed spectrum can be as high as -88 dBm on average with the noise floor potentially being even higher for some periods. Measurements taken in a real environment are shown in Figure 7 for both the 2.4 GHz and 5 GHz unlicensed bands.
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[bookmark: _Ref430980169]Figure 7: Noise floor measurements in a real environment at 2.4 and 5 GHz
The figures show that the noise is significantly higher than the theoretical noise floor of -101 dBm for a 20 MHz channel. Considering the SINR requirement, noise figure and margin for fading, a Wi-Fi AP effectively adjusts its preamble detection threshold depending on the noise floor so that higher noise floors lead to a higher detection threshold than -82 dBm. If this is not done, the Wi-Fi AP would clearly not be able to operate in the 2.4 GHz band, for instance, in the real environment for which measurements are shown above. This is quite crucial for robust operation in unlicensed spectrum due to the wide variability in noise in various environments. Without such adaptability, an LAA node could in the worst case simply be rendered inoperable or suffer from extremely poor performance. Hence, some measure of the noise floor should be incorporated into the energy detection threshold adaptation rule. 
Considering that the noise figure of the receiver depends on the design of the specific receiver, it would be best to incorporate verification of the correct measurement of the noise floor into the test that will be developed in RAN4 for the correct setting of the energy detection threshold. Testing the energy detection threshold has already been briefly discussed in RAN4 which is awaiting input from RAN1 on LBT procedures and parameters before further test definition can be done. 
The testing procedure for noise floor adaptation could be incorporated into an energy detection threshold test that tests whether an LAA eNB is correctly detecting energy at X dBm, as follows. The test equipment injects an interfering signal intermittently into the device under test at various levels above and below X dBm in a clean environment where the noise floor is at or near the theoretical limit of -101 dBm for a 20 MHz channel. By recording at which received levels and at what times the device under test is transmitting, the implementation of the energy detection threshold at X dBm can be verified. Then, some additional external noise at a level of Y dBm above the theoretical limit is injected into the test equipment in addition to the above interfering signal for testing the energy detection threshold. This noise is not intermittent and is constantly present as opposed to the interfering signal. By once again recording which received levels and at what times the device under test is transmitting, the implementation of the energy detection threshold at X+Y dBm, adapted to the increase in the ambient noise floor by Y dBm, can be verified.
Observation: The ambient noise in some unlicensed band environments can be significantly higher than the theoretical limits. The energy detection threshold used by an LAA eNB should be adaptable to the raised noise floor in such environments to ensure robust operation.
 
Channel Lock Out
When nodes of different technologies use different energy detection thresholds, there is a risk that under some extreme conditions the nodes of the technology using the lower energy detection threshold get unfairly locked out from access to the channel for long periods of time. This is best illustrated by the example scenario shown in Figure 8 where a Wi-Fi and LAA network are coexisting such that the Wi-Fi (LAA) nodes receive signals from other Wi-Fi (LAA) nodes below the preamble detection level of -82 dBm whereas the Wi-Fi (LAA) nodes receive signals from other LAA (Wi-Fi) nodes above the energy detection threshold for LAA eNBs, e.g., -77 dBm. 
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[bookmark: _Ref434526574]Figure 8: Example of a deployment scenario where an LAA eNB may be unable to access the channel for extended periods of time. The LAA eNB uses an energy detection threshold of -77 dBm in this example. The received signal levels between different nodes are indicated in the figure. 
In this case, under very heavy traffic conditions, the Wi-Fi APs could transmit such that at any given time there is at least one Wi-Fi AP received at a signal level above the LAA eNB energy detection threshold. This would preclude the LAA eNB from accessing the channel while the Wi-Fi network completely dominates channel access. With an energy detection threshold of -62 dBm that is common to all nodes, this problem would not arise. The observed SINR may vary depending on the number of nodes transmitting on the carrier, but no node would get locked out of the channel, or in other words, the channel access opportunities for the nodes of the network using one technology would not be controlled by the nodes of the network using another technology.
The above lock out effect can also be observed in a variation of the scenario shown in Figure 9 where the Wi-Fi and LAA nodes are not collocated. 
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[bookmark: _Ref435407234]Figure 9: Indoor office scenario with walls. The dimensions of the space are 80m x 80m, there are 8 APs/eNBs per operator with the operators’ nodes being co-located, the wall loss is 8 dBm and there are 25 STAs/UEs per operator. Other settings are the same as the 3GPP indoor scenario.
Evaluations with dynamic traffic models carried out for this scenario show the severity of the problem. Figure 10 shows the mean delay, mean and 5th percentile throughput as well as the served traffic per AP/eNB for a given load when the LAA network is operating with an ED threshold of -72 dBm. The figures show the drastic effects of lack of access to the channel on the performance of the LAA eNB at a load where the Wi-Fi network is at a stable operating point. It is also interesting to note that combination of increasing the ED threshold and reducing the power of the LAA network is highly inadequate in resolving the problem as shown in Figure 11 although there is a slight improvement in the metrics for the LAA network.
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[bookmark: _Ref435361951]Figure 10: The performance of the Wi-Fi APs as well as LAA eNBs for the Indoor office scenario described in Figure 9 where ED threshold of -72 and transmit power of 23 dBm are considered for the LAA network. The top plots illustrate that the mean and 5th percentile throughput and the bottom plots present the delay and served traffic.
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[bookmark: _Ref435465635]Figure 11: The performance of the Wi-Fi APs as well as LAA eNBs for the Indoor office scenario described in Figure 9 where ED threshold of -62 and transmit power of 13 dBm are considered for the LAA network. The top plots illustrate that the mean and 5th percentile throughput and the bottom plots present the delay and served traffic.

Due to the above considerations, it would be preferable to achieve the goal of protection of real-time services on co-existing Wi-Fi networks by the use of a freeze period approach as outlined in the previous section rather than by lowering the energy detection threshold. If, however, a lowering of the threshold is identified as the approach taken to achieve this goal, it is necessary that a criterion is defined whereby the LAA eNB can raise its energy detection threshold to the same level as Wi-Fi (-62 dBm in a 20 MHz channel) when the LAA eNB is starved of access to the channel. Such a criterion will allow a fail-safe mechanism whereby the LAA eNB is not rendered inoperable. This will allow robust operation for LAA eNBs in all environments while ensuring coexistence with Wi-Fi networks in normal circumstances.
Observation: The use of different energy detection thresholds by different technologies leads to the risk that the nodes of one technology can be unfairly denied access to the channel for extended periods of time under high load. Adaptability of the energy detection threshold to the same level between all technologies under such conditions can mitigate this risk.

Rules for Energy Detection Threshold Adaptation
Taking all of the considerations outlined in the previous sections into account, we propose the following rule for adaptation of the energy detection threshold T.
First we define the maximum energy detection threshold with no adaptation, Tmax, as follows:
Tmax = -75 dBm/MHz+ 10*log10(BWMHz), if PH ≥ 23 dBm,
Tmax = -75 + (23 - PH) dBm/MHz+ 10*log10(BWMHz),, if PH < 23 dBm,
where PH is the maximum transmit power and BWMH is the channel bandwidth in MHz.
We next define the increase in the noise floor, NI, as follows
NI = max(0, Nmeas + 174 - 10*log10(BW)),
where Nmeas is the measured ambient noise floor on the carrier and BW is the operating carrier bandwidth in Hz.
With these definitions, we now propose the following rule for adaptation of the energy detection threshold.
Proposal: 
For deployment environments that are known not to have any co-existing IEEE 802.11a/n/ac networks on the same carrier OR 
for eNBs that are able to detect the start and duration of IEEE 802.11a/n/ac transmissions at a received energy level of -82 dBm (over a 20 MHz channel) and that can avoid transmitting during such ongoing IEEE 802.11a/n/ac transmissions OR 
for eNBs that operate in outdoor environments OR 
for eNBs that have unsuccessfully attempted to access the channel for the past Z ms OR 
for eNBs that do not contend for the channel more than 50% of the time, the maximum energy detection threshold is set to Tmax. 
For other conditions, if more than Z ms have elapsed since the end of the last period of Z ms where the eNB was unsuccessful in accessing the channel, the eNB shall set its energy detection threshold T for an LBT procedure leading to the transmission of a transmission burst as
T = min(Tmax, Tmax – 10 + (PH – PTX) + g(Tmax – Y + (PH – PTX) , NI)),
where 
· Tmax = -75 dBm/MHz+ 10*log10(BW), 				if PH ≥ 23 dBm,
Tmax = -75 + (23 - PH) dBm/MHz+ 10*log10(BW) (MHz), 	if PH < 23 dBm,
· PH is the maximum allowed EIRP in the band, 
· BW is the channel bandwidth in MHz, 
· PTX is the maximum transmit power within the transmission burst
· g(.) is a function that determines the adjustment to the energy detection threshold as a function of the noise floor defined as
g(.) = 0, 			if  NI  < Tmax – Y + (PH – PTX)  - X,
g(.) =  NI – (Tmax – Y + (PH – PTX)) + X, 		otherwise,
where NI = max(0, Nmeas + 174 - 10*log10(BW)) and X = 8 dB.
· Candidate values for Z could be 250, 500 or 1000 ms.

Thus, for a 20 MHz channel, with an eNB using a maximum transmit power of 23 dBm, the threshold, T = -62 dBm. When the node is operating indoor, Wi-Fi transmissions are ongoing, there is no increase in the measured noise floor and the maximum transmit power within the transmission burst following the LBT operation is 23 dBm, the energy detection threshold is reduced by 10 dB to T = -72 dBm. If the maximum transmit power within the transmission burst is reduced by 3 dB to 20 dBm, then the threshold may be correspondingly increased to T = -69 dB. If the maximum transmit power within the transmission burst remains at 23 dBm and there is an increase in the measured noise floor to -77 dBm, then the threshold may be correspondingly increased to T = -69 dB. 
As discussed earlier, RAN4 will define a test for the identified energy detection adaptation rule. In order to facilitate this work in a timely manner, RAN4 should be sent an LS from RAN1 informing them of the above agreement along with any other agreements related to LBT procedures from this meeting. 
Proposal: Include the identified energy detection threshold adaptation rule in an LS to RAN4 informing them of RAN1 agreements relevant to RAN4. 
Conclusions
This contribution discussed the adaptation of the energy detection threshold as per the agreement in RAN1#82. The following observations and proposals were made.
Observation: LAA can operate with an energy detection threshold of -62 dBm in the Outdoor scenario without impacting a coexisting Wi-Fi network any more than another Wi-Fi network. 
Observation: Any mitigation of potential impact to real time services on a coexisting Wi-Fi network due to the operation of an LAA network using a threshold of -62 dBm is only required at low system loads.
Observation: LAA can operate with an energy detection threshold of -62 dBm without impacting a coexisting Wi-Fi network any more than another Wi-Fi network (including real time services) by employing freeze periods where the eNB does not contend for the channel.
Observation: Even if LAA eNBs do not employ freeze periods where the eNB does not contend for the channel, LAA can operate with an energy detection threshold of -72 dBm without impacting a coexisting Wi-Fi network any more than another Wi-Fi network (including real time services).
Observation: A higher energy detection threshold for LAA can have a positive on system performance with the effect on system performance being dependent on the deployment environment.
Observation: The ambient noise in some unlicensed band environments can be significantly higher than the theoretical limits. The energy detection threshold used by an LAA eNB should be adaptable to the raised noise floor in such environments to ensure robust operation.
Observation: The use of different energy detection thresholds by different technologies leads to the risk that the nodes of one technology can be unfairly denied access to the channel for extended periods of time under high load. Adaptability of the energy detection threshold to the same level between all technologies under such conditions can mitigate this risk.

Proposal: 
For deployment environments that are known not to have any co-existing IEEE 802.11a/n/ac networks on the same carrier OR 
for eNBs that are able to detect the start and duration of IEEE 802.11a/n/ac transmissions at a received energy level of -82 dBm (over a 20 MHz channel) and that can avoid transmitting during such ongoing IEEE 802.11a/n/ac transmissions OR 
for eNBs that operate in outdoor environments OR 
for eNBs that have unsuccessfully attempted to access the channel for the past Z ms OR 
for eNBs that do not contend for the channel more than 50% of the time, the maximum energy detection threshold is set to Tmax. 
For other conditions, if more than Z ms have elapsed since the end of the last period of Z ms where the eNB was unsuccessful in accessing the channel, the eNB shall set its energy detection threshold T for an LBT procedure leading to the transmission of a transmission burst as
T = min(Tmax, Tmax – 10 + (PH – PTX) + g(Tmax – Y + (PH – PTX) , NI)),
where 
· Tmax = -75 dBm/MHz+ 10*log10(BW), 				if PH ≥ 23 dBm,
Tmax = -75 + (23 - PH) dBm/MHz+ 10*log10(BW) (MHz), 	if PH < 23 dBm,
· PH is the maximum allowed EIRP in the band, 
· BW is the channel bandwidth in MHz, 
· PTX is the maximum transmit power within the transmission burst
· g(.) is a function that determines the adjustment to the energy detection threshold as a function of the noise floor defined as
g(.) = 0, 			if  NI  < Tmax – Y + (PH – PTX)  - X,
g(.) =  NI – (Tmax – Y + (PH – PTX)) + X, 		otherwise,
where NI = max(0, Nmeas + 174 - 10*log10(BW)) and X = 8 dB.
· Candidate values for Z could be 250, 500 or 1000 ms.

Proposal: Include the identified energy detection threshold adaptation rule in an LS to RAN4 informing them of RAN1 agreements relevant to RAN4.
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