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1 Introduction

As captured in the LAA TR [1], for the purpose of detecting hidden node in channel selection, UE reporting of RSSI measurements to the eNB is considered useful, and the eNB can indicate which carrier(s) the UE should report RSSI for. This is a proactive mechanism to potentially detect the hidden node before channel selection and normally based on long-term measurement. Considering the hidden node may initiate transmission within the data transmission duration of the serving cell, other dynamic mechanism to detect the hidden node should also be considered.  In this contribution, some dynamic mechanisms to detect the hidden node are discussed. 
2 Discussion 
2.1 Analysis of hidden node problem in LAA
The hidden node issue can be illustrated in the following figure, where only downlink transmission is considered. As depicted, node 1 of operator A and node 2 of operator B are located out of the CCA range of each other, i.e. the two nodes may transmit simultaneously. Hence some of the UEs associated with node 1 may be geographically closer to node 2, from which severe interference may be received. In this case node 2 is called a hidden node to node 1.
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Figure 1.  Illustration of the hidden node problem
As discussed in [2], RSSI-like measurement during the channel selection procedure as well as the measurements based on DRS can reflect the hidden node issue and these measurements can be regarded as solutions for long term hidden node detection, especially in carrier selection procedure. However considering the hidden node may initiate transmission within the data transmission duration of the serving carrier, detecting hidden node based on short-term measurements is useful as well for improving the system efficiency and for protecting the transmission initiated by hidden node.
2.2 Solutions to hidden node problem
Solution 1: Faster CSI feedback
One solution to solve the hidden node problem is to reuse the existing mechanisms of the LTE system, e.g., UE CSI/interference measurement/report, and downlink power control. As shown in Figure 2, the UE can perform the measurement of CSI/interference and feed back to the serving eNB. The eNB could be aware of the potential existence of hidden nodes if the interference value is too high. 

In order to mitigate the interference incurred by the hidden node, one potential solution is to avoid the scheduling of the UE by eNB. Alternatively, the eNB can adjust the transmission power based on the CSI feedback of UEs, where the transmission power to edge users can be boosted within the range of regulation requirement, thus the aggressive nodes nearby the victim UE may have no chance to access the channel since it is probable that the sensed power exceeds the CCA threshold. With both implementations, it can help to alleviate the interference of hidden nodes from the same operator, different operator of the same or different systems.
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Figure 2 Solution to hidden node problem by reusing the existing mechanisms

The current CSI measurement and report has 4ms CSI feedback delay. In the unlicensed band, the interference fluctuation is more frequent and may result in inaccurate CSI results. For example, the potential hidden node may be idle when the victim UE performs CSI measurement and may start to occupy the channel after this CSI is reported. Therefore, it should be considered to shorten the CSI feedback delay if CSI measurement and report is adopted to help solve the hidden node problem. This will also improve the system efficiency since eNB can stop the transmission to the victim UE and provide the resources to UEs without hidden node problem as soon as possible. Shorten CSI feedback is especially beneficial in Japan, where the maximum transmission time is only 4ms.
Observation 1: Reusing the existing mechanisms i.e. UE CSI measurement/report can detect the hidden node problem of LAA.
· Shortening the CSI feedback delay is considered to better solve the hidden node problem.
 Solution 2: RSSI-like measurement and report based on CSI-IM 

In this solution, UE can measure the interference level based on CSI-IM configuration during the DL transmission burst of the eNB. Since over the measurement resource for CSI-IM, there is no transmission from the eNB and furthermore during the DL transmission burst, the transmission of other nodes which can detect the transmission of this serving eNB has been muted, the interference measurement based on CSI-IM mainly comes from the hidden node. Therefore eNB can accurately detect the hidden node problem by this measurement reported by UE. However the CSI-IM configuration is only supported for TM10. Therefore in order to support hidden node detection by measurement based on CSI-IM, the CSI-IM configuration should be extended to other TMs supported by LAA. In addition, the report of this RSSI-like measurement should also be considered.

Observation 2: RSSI-like measurement and report based on CSI-IM can detect the hidden node problem of LAA.

· 
CSI-IM configuration needs to be extended to all TMs supported by LAA other than TM10. 
· Reporting based on CSI-IM measurement should be studied.
Solution 3: RSSI-like measurement and report based on the resource close to TXOP
In this case, the reference resource for UE RSSI-like measurements can be based on the resources which are close to the potential transmission burst initiated by eNB (i.e. TXOP). Similar as the discussion in the companion contribution [2], a UE measurement would give information about hidden nodes if this measurement can be compared with a corresponding eNB measurement. For this, eNB and UE measurements should be correlated in time. In addition, since this measurement is based on the resources close to TXOP initiated by eNB, it could reflect the channel condition during the channel occupancy time by eNB well. UE can report this sensing result in the first 4ms during TXOP. After that the serving eNB can stop transmission to this UE or even shorten the transmission duration if a hidden node is detected. Certainly in this case, the reference resource for this RSSI-like measurement as well as reporting should be studied.
Observation 3: Reporting RSSI-like measurements which based on the reference resource close to TXOP in the first 4ms during TXOP can detect the hidden node problem of LAA.

· 
Reference resource for this RSSI-like measurement as well as reporting should be studied. 

In addition, some companies proposed to use RTS/CTS mechanism to detect hidden node for LAA. However for LAA DL only transmission, it is difficult to support CTS transmission if UEs are not able to transmit data signals on unlicensed spectrum. Thus it is only feasible to design the RTS/CTS-like mechanism for both UL and DL transmission. Considering that LAA and Wi-Fi have different OFDM symbol lengths and coding schemes, it is more difficult for the two systems to detect the NAV information of each other. Therefore, if the RTS/CTS-like signalling is considered to be designed for both UL and DL transmission, it is suggested not to support inter-system detection. The inter-system hidden node problem could be partly solved by the solutions discussed above. For intra-system detection, the interfered UEs can precisely recognize the dominant LAA interferers (i.e., hidden nodes) and shut them down correspondingly, by either sending a CTS-like signal or ask help from its serving cell to prevent their transmission. How to detect the main LAA interferers, especially for inter-operator detection needs further consideration.
Observation 4: the RTS/CTS-like signalling is not feasible for inter-system hidden node detection.

3 Conclusion

In this contribution, some dynamic mechanisms to detect the hidden node are discussed. According to the discussion, the following observations are made. 
Observation 1: Reusing the existing mechanisms i.e. UE CSI measurement/report can detect the hidden node problem of LAA.
· Shortening the CSI feedback delay is considered to better solve the hidden node problem.
Observation 2: RSSI-like measurement and report based on CSI-IM can detect the hidden node problem of LAA.

· 
CSI-IM configuration needs to be extended to all TMs supported by LAA other than TM10. 
· Reporting based on CSI-IM measurement should be studied.
Observation 3: Reporting RSSI-like measurements which based on the reference resource close to TXOP in the first 4ms during TXOP can detect the hidden node problem of LAA.

· 
Reference resource for this RSSI-like measurement as well as reporting should be studied.
Observation 4: the RTS/CTS-like signalling is not feasible for inter-system hidden node detection.
Accordingly, the following proposals are made:
Proposal 1:  Rely on UE CSI measurement/report to detect nodes hidden from the LAA eNB. Shortening the CSI feedback delay should be supported to better solve the hidden node problem.

Proposal 2: It is not suggested to utilize RTS/CTS-like signalling to support inter-system detection.
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