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1
Introduction
LTE based V2X services RAN study item was recently approved [1]. In this contribution we discuss traffic models and performance metrics for V2V. We focus on PC5 aspect of V2V. This contribution is structured in the following manner.
· In Section 2 we discuss traffic models
· Section 3 discusses performance metrics
· Section 4 concludes the contribution
2
Traffic Model
Our proposal for traffic model is motivated by the SA1 requirements in [2]. It is a requirement that messages up to a frequency of 10 messages per second be supported for many applications. For example for Forward Collision Warning the requirement is 
[PR.5.1.5-008] The E-UTRA(N) shall be able to support a maximum frequency of 10 V2V messages per second.

Furthermore the maximum latency requirement is 100ms.
[PR.5.1.5-007] The E-UTRA(N) shall be able to support a maximum latency of 100ms.

Similar requirements are there for Collision Loss Warning, Emergency Collision Warning, and V2I Emergency Stop use cases. 
Based on this we propose traffic model consists of a message being transmitted by every vehicle deterministically every 100ms. The offset of transmission time for each vehicle can be randomly initialized. The random initialization is to simulate the random point where vehicles start transmitting. 
Proposal 1: Vehicles will deterministically transmit 10 messages every second. The offset for each vehicle will be randomly initialized.
We discuss the message size next. In our SA1 contribution [3] we propose that the current IEEE 1609.2 security mechanism be used for LTE based V2V also. Following this proposal the message size should take into account the size of message in IEEE 1609.2. Based on the current draft of the standards [4] of the standard we propose that message size should be 190 bytes when the certificate is sent in a digest form and 250 bytes when the full certificate (implicit) is sent. The smaller message size will be every 4 out of 5 messages sent. The proposed size includes the size of BSM, security and PDCP/RLC/MAC overhead. Table 1 shows a breakup of the proposed message size.

	
	Certificate Digest
	Certificate Sent

	Certificate
	8 bytes (hashed)
	71 bytes (implicit)

	Signature
	65 bytes
	65 bytes

	Message
	100 bytes
	100 bytes

	MAC/PDCP/RLC Overhead
	 13 bytes
	13 bytes


Table 1

Proposal 2: A message transmitted by a vehicle should be 190 bytes the first 4 out of every 5 messages sent and the message size for the remaining 5th message should 250 bytes.
2
Performance Metrics

Performance metric should take reflect the reliability of the V2V system being designed. To fulfil this we propose probability of reception with distance for each message transmitted as a message. This will illustrate the reliability of each received message.
Proposal 3: Probability of reception with distance for each transmitted message should be a performance metric.

Another metric that will be useful is inter-arrival time between messages received from a vehicle. This will give an idea of how often a message from a particular vehicle are received and therefore how well the trajectory can be tracked.  The distance of vehicle should also be taken into account. Vehicles that are far way will have higher inter-arrival time compared to vehicles that are close by. So we propose that inter-arrival time between received messages from a vehicle at a given distance should be a metric. Since inter-arrival time is random variable a simplification can be to look at a certain percentile e.g., 95 percentile of inter-arrival time.

Proposal 4: Inter-arrival time of messages received from a vehicle at a given distance should be a performance metric. A simplification could be to look at say 95th percentile of inter-arrival time of messages received from a vehicle at a given distance.
3
Conclusion

In this contribution we discussed traffic model and performance metrics for V2V. We made the following proposals.
Proposal 1: Vehicles will deterministically transmit 10 messages every second. The offset for each vehicle will be randomly initialized.

Proposal 2: A message transmitted by a vehicle should be 190 bytes the first 4 out of every 5 messages sent and the message size for the remaining 5th message should 250 bytes.

Proposal 3: Probability of reception with distance for each transmitted message should be a performance metric.

Proposal 4: Inter-arrival time of messages received from a vehicle at a given distance should be a performance metric. A simplification could be to look at say 95th percentile of inter-arrival time of messages received from a vehicle at a given distance.
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