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1 Introduction

In RAN#68, a study item on the feasibility study on LTE-based V2X services was approved. In order to enable performance comparisons of different technical options, RAN1 needs to define an evaluation methodology for V2V. An important part of the work is to determine a sufficiently accurate yet simple enough V2V traffic model that captures V2V traffic characteristics. To achieve this, RAN#68 agreed the following:

“The study should utilise output from SA1 as a baseline, where available, and should aim to re-use information available from external fora such as ETSI ITS, SAE (DSRC TC J2945/1), and CCSA. ”
This contribution proposes V2V traffic models, considering inputs from V2X messages traffic characteristics defined in ETSI ITS and SAE (DSRC TC J2945/1).
2 V2V traffic characteristics defined in ETSI ITS, SAE, and CCSA
2.1 V2V messages defined in ETSI ITS
Two types of messages are defined by ETSI:

· Cooperative Awareness Messages (CAM) [1], which are continuously triggered by vehicle dynamics to reflect the vehicle status, and
· Decentralized Environmental Notification Messages (DENM) [2], which are triggered only when vehicle-related safety event occurs. 
CAMs are continuously broadcasted to exchange status information. They have a larger impact on the traffic load than event-triggered DENM messages. For this reason, we consider traffic characteristics of CAM messages are more representative of the V2V traffic defined in ETSI ITS. Detailed analysis on CAM packet size and transmission frequency is provided in Appendix A. 
The underlying philosophy of ETSI ITS is to send CAMs when there is new information to share (new position, new acceleration, or new heading values). This is based on observations in real world: When vehicles are moving slowly and on constant heading and speed, a high CAM generation rate brings no real benefit, as the CAMs only display minimal differences (e.g. GNSS position). 

Observation 1: The transmission frequency of CAM messages of one vehicle varies between 1Hz to 10Hz as a function of vehicle dynamics (speed, acceleration, and heading).
In system-level simulation, it is complicated to model vehicle acceleration and turning activities. Therefore, it is reasonable to consider the driving situation that vehicles drive with constant speed and heading. In this case, vehicle speed is the only impacting factor on CAM traffic generation and the CAM messages are sent with a fixed rate. Note however that there is a strong dependency between speed and CAM message rate, as shown in Table 4 of Appendix A. 

From the Appendix A, the following observations can be drawn:

Observation 2: The slower vehicle drives, the less number of CAM messages are triggered and transmitted. 
Observation 3: Vehicles driving faster than 144 km/h will trigger 10 Hz CAM traffic. This doubles the number of CAM messages generated in highway scenario (72 km/h ~ 144 km/h), and triples the number of CAM messages generated in urban scenario (48 km/h ~ 72 km/h).
Observation 4: In case vehicle speed exceeds 144 km/h, CAM data traffic is characterized by
· A high-frequency component, approximately 50 bytes, transmitted at a fixed frequency of 10 Hz, and
· A low-frequency component, piggybacked on the high-frequency component, approximately 60 bytes, transmitted at a fixed frequency of 2 Hz.
Other CAM traffic model examples with different speeds are provided in Appendix B.

2.2 V2V messages defined in SAE J2945.1

In the USA, SAE is responsible for the standardization of V2X messages. A total of 15 types of V2X messages are defined in SAE J2735 [4], among which only the Basic Safety Message (BSM) is mandatory to be transmitted by every vehicles. The BSM message is defined in SAE J2945.1 [3].

Similar as CAMs, BSM messages are also continuously broadcasted to exchange status information, including both fast-changing vehicle dynamics as well as path history information for trajectory estimation. Detailed analysis on BSM packet size and transmission frequency is provided in Appendix C. 
Observation 5: BSM data traffic is characterized by 
· Both PartI and PartII components, approximately altogether 100 bytes, transmitted at a fixed frequency of 10 Hz.
2.3 V2V messages defined in CCSA

The CCSA TR on LTE-V2X [8] is largely based on past research done in ETSI and USDoT/SAE. Therefore, the characteristics of the V2V messages considered in CCSA are covered by those of CAM and BSM. 
It is worth noting that CCSA refers to one ETSI TR [9] that suggested a fixed-size and fixed-frequency V2V traffic model of 300 bytes and 10Hz. However, the proposed model is over-simplified and fails to capture message payload flexibility agreed in SA1 TR 22.885 [10].
“The UE supporting V2V applications broadcasts application layer information (e.g. about its location, dynamics, and attributes as part of the V2V Service). The V2V payload must be flexible in order to accommodate different information contents, and the information can be broadcasted periodically according to a configuration provided by the operator. ”
Observation 6: V2V messages characteristics considered in CCSA are covered by those of CAM and BSM.
3 Impact of Security Overhead on Traffic Models
Each V2V message exchanged between vehicles has to satisfy security requirements, including anonymity and integrity protection. Different security schemes can have different security performances and levels of overhead, which have direct impacts on the packet size (due to the security overhead) and message frequency (e.g., how often a security certificate is attached). 
Both ETSI ITS and IEEE 1609.2 consider public key infrastructure (PKI) based security solutions for V2X communications, which is an asymmetric-based application-layer security solution. Typically, every V2X message needs to carry a signature, as well as either a certificate or a certificate’s digest to achieve anonymity and integrity protection. 

Detailed analysis on the impact of security overhead for ETSI ITS and IEEE 1609.2 is provided in Appendix D. Typical sizes for signature, digest, and certificate are 64 bytes, 8 bytes, and 117 bytes, respectively [5]. Therefore, we make the following observation:
Observation 7: CAM data traffic with PKI-based security is characterized by (considering speed > 144 km/h)
· A high-frequency component with security overhead (signature and digest), approximately 122 bytes, transmitted at a fixed frequency of 10 Hz, and

· A low-frequency component, piggybacked on the high-frequency component, approximately 60 bytes, transmitted at a fixed frequency of 2 Hz, and
· A security component, piggybacked on the high-frequency component, approximately 117 bytes, transmitted at a fixed frequency of 1 Hz.

Observation 8: BSM data traffic with PKI-based security is characterized by 
· Both PartI and PartII components with security overhead  (signature and digest), approximately altogether 172 bytes, transmitted at a fixed frequency of 10 Hz, and

· A security component, piggybacked on PartI and PartII components, approximately 117 bytes, transmitted at a fixed frequency of 2 Hz.

4 Proposed V2X Traffic Models
Based on the discussion above, the CAM and BSM traffic models with PKI-based overhead can be summarized as in the two Option tables below.
Proposal 1: Select either simplified CAM or simplified BSM (with PKI-based security overhead) as the traffic model in system-level evaluations. 

Note that with either model, the V2V traffic is generally over-estimated: as shown in Table 1 in Appendix A, the rate of CAM for 50 km/h. the typical urban speed, is 3.33 Hz (every 300 ms). 
Option 1:
CAM with PKI-based security overhead (for vehicle speed > 144 km/h):

	Component
	Distribution
	Parameters

	CAM HF Component Transmission Frequency (including signature and digest)
	Deterministic
	10 Hz

	CAM LF Component Transmission Frequency
	Deterministic
	2 Hz

	Certificate Transmission Frequency
	Deterministic
	1 Hz

	CAM HF Component Size (including signature and digest)
	Deterministic
	122 Bytes

	CAM LF Component Size
	Deterministic
	60 Bytes

	Certificate Size
	Deterministic
	117 Bytes
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Figure 1. CAM with PKI-based security overhead

Option 2: BSM with PKI-based security overhead:
	Component
	Distribution
	Parameters

	BSM Transmission Frequency (including signature and digest)
	Deterministic
	10 Hz

	Certificate Transmission Frequency
	Deterministic
	2 Hz

	BSM Size (including signature and digest)
	Deterministic
	172 Bytes

	Certificate Size
	Deterministic
	117 Bytes
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Figure 2. BSM with PKI-based security overhead

5 Performance metrics

In SA1[10], 5 scenarios are defined for V2V and are listed in Table 1:

Table 1. SA1 scenarios

	
	Effective range
	Absolute velocity of a UE supporting V2X Services
	Relative velocity between 2 UEs supporting V2X Services
	Maximum tolerable latency
	Minimum application layer message reception reliability

	#1 (suburban)
	200m
	50kmph
	100kmph
	100ms
	90%

	#2 (freeway)
	320m
	160kmph
	280kmph
	100ms
	80%

	#3 (autobahn)
	320m
	280kmph
	280kmph
	100ms
	80%

	#4 (NLOS / urban)
	100m
	50kmph
	100kmph
	100ms
	90%

	#5 (urban intersection)
	50m
	50kmph
	100kmph
	100ms
	95%


In this table, maximum tolerable latency is 100ms for all the scenarios, a corresponding effective range and minimum application layer message reception reliability are defined for each scenario respectively. 

Packet Delivery Ratio can be defined in RAN1 to reflect SA1 requirements:

· A packet at a transmitter cannot be successfully sent out (e.g. due to resource limitation) in the following 100ms after generation would be counted as a failed packet.

· A receiver within the effective range of a transmitter cannot successfully receive a packet (e.g. due to half-duplex issue) in the following 100ms after generation, the packet is counted as failed packet.  
· The number of total packets and failed packet can be counted for all the reception vehicles within the entire effective range (the “pie” method); or for the vehicles of different distances away from the transmitter (the “ring” method), for example, about 100m away from the transmitter, about 200m away from the transmitter, close to the effective range and so on. The ring method can display the performance discrepancy of different distances away from the vehicles more prominently. As a result, it is slightly preferred. 

· The range can be 
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Figure 3 PDR of the “ring” method
Proposal 2: Packet Delivery Ratio (PDR) is used to evaluate V2V performance.
6 Conclusion

Traffic characteristics for V2V were presented. A traffic model and a performance metric were proposed:
Proposal 1: Select either simplified CAM or simplified BSM (with PKI-based security overhead) as the traffic model in system-level evaluations. 

Proposal 2: Packet Delivery Ratio (PDR) is used to evaluate V2V performance
Appendix A: CAM traffic characteristics

Packet size: 

According to ETSI CAM technical specifications [1], each broadcasted CAM message shall contain the following data elements:

Table 2. CAM Packet Sizes
	Data Elements
	Type
	Typical Size (Bytes)
	Description

	Header
	Mandatory
	8
	Protocol version, message type, sender address, and time stamp

	Basic Container
	Mandatory
	18
	Station type (e.g., lightTruck, cyclist, pedestrians, etc.) and position

	High-Frequency (HF) Container
	Mandatory
	23
	All fast-changing status information of the vehicle, i.e., heading, speed, acceleration, etc.

	Low-Frequency (LF) Container
	Mandatory (every 500 ms)
	60
	Static or slow-changing vehicle data, mainly path history.  The path history is made up of a number of path history points. According to [3], 7 path history points are sufficient to cover over 90% cases based on extensive testing. Each point is approximately 8 bytes [1]. 

	Special Vehicle Container
	Optional
	2 ~ 11
	Specific vehicles role in road traffic (e.g., public transport, vehicles realizing a rescuing operation, etc.). 


Transmission frequency: 

CAMs are continuously triggered and broadcasted with frequency of 1Hz ~ 10Hz which depends on the speed, acceleration, and heading of the vehicle [1]. In particular, vehicles check every 100ms for the following three conditions [1]:

Table 3. CAM Triggering Conditions
	Triggering Condition
	Compute difference with previous CAM

	Speed: The current position and position included in previous CAM exceeds 4 m
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	Acceleration: The absolute difference between current speed and speed included in previous CAM exceeds 0.5 m/s
	[image: image6.png]Acceleration>0.5m/s?





	Heading: The absolute difference between current direction of the vehicle (towards North) and direction included in previous CAM exceeds 4 degree
	[image: image7.png]Headingdirection § > 4°?






If any one of the above conditions is satisfied, CAM messages are triggered and broadcasted immediately by the radio interface.
Table 4. Vehicle speed vs. triggered CAM transmission periodicity

[image: image8.png]- Speed Range Triggered CAM Periodicity

1 > 144 km/h 100 ms (lower bound)
2 72 to 144 km/h 200 ms

3 48 to 72 km/h 300 ms

4 36 to 48 km/h 400 ms

5 28.8t0 36 km/h 500 ms

6 24 t0 28.8 km/h 600 ms

7 20.6to 24 km/h 700 ms

8 18 t0 20.6 km/h 800 ms

9 16 to 18 km/h 900 ms

10 <16 km/h 1s (upper bound)




Appendix B: Speed-dependent CAM traffic model examples
Based on the vehicle speed vs. triggered CAM periodicity table (table 4), we provide CAM traffic examples for typical highway and urban cases:
· When vehicle speed > 144km/h: 
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Figure 4. CAM with PKI-based security overhead (speed > 144 km/h)

	Component
	Distribution
	Parameters

	CAM HF Component Transmission Frequency (including signature and digest)
	Deterministic
	10 Hz (or every 100 ms)

	CAM LF Component Transmission Frequency
	Deterministic
	2 Hz (or every 500 ms)

	Certificate Transmission Frequency
	Deterministic
	1 Hz (or every 1000 ms)

	CAM HF Component Size (including signature and digest)
	Deterministic
	122 Bytes

	CAM LF Component Size
	Deterministic
	60 Bytes

	Certificate Size
	Deterministic
	117 Bytes


· Typical highway scenario (when vehicle speed ([72, 144] km/h): 
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Figure 5. CAM with PKI-based security overhead (speed ([72, 144] km/h)

	Component
	Distribution
	Parameters

	CAM HF Component Transmission Frequency (including signature and digest)
	Deterministic
	5 Hz (or every 200 ms)

	CAM LF Component Transmission Frequency
	Deterministic
	1.67 Hz (or every 600 ms)

	Certificate Transmission Frequency
	Deterministic
	1 Hz (or every 1000 ms)

	CAM HF Component Size (including signature and digest)
	Deterministic
	122 Bytes

	CAM LF Component Size
	Deterministic
	60 Bytes

	Certificate Size
	Deterministic
	117 Bytes


· Typical urban scenario (when vehicle speed ([48, 72] km/h): 
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Figure 6. CAM with PKI-based security overhead (speed ([48, 72] km/h)

	Component
	Distribution
	Parameters

	CAM HF Component Transmission Frequency (including signature and digest)
	Deterministic
	3.33 Hz (or every 300 ms)

	CAM LF Component Transmission Frequency
	Deterministic
	1.67 Hz (or every 600 ms)

	Certificate Transmission Frequency
	Deterministic
	0.83 Hz (or every 1200 ms)

	CAM HF Component Size (including signature and digest)
	Deterministic
	122 Bytes

	CAM LF Component Size
	Deterministic
	60 Bytes

	Certificate Size
	Deterministic
	117 Bytes


Appendix C: BSM traffic characteristics

Packet size: 

Table 5. BSM Packet Sizes
	Data Elements
	Type
	Typical Size (Bytes)
	Description

	PartI
	Mandatory
	39
	Fast-changing vehicle dynamics and message IDs

	PartII
	Event flags
	Mandatory
	2
	Safety-related event indication (e.g., hard braking, control loss, etc.)

	
	Path Prediction
	Mandatory
	3
	Estimation of the driver’s intended future path

	
	Path history
	Mandatory
	56
	Static or slow-changing vehicle data, mainly path history.  The path history is made up of a number of path history points. According to [3], 7 path history points are sufficient to cover over 90% cases based on extensive testing. Each point is approximately 8 bytes [4]. 


Transmission frequency: 

Each BSM message that consists of both partI and partII has to be broadcasted at a fixed frequency of 10Hz [3].
Appendix D: Impact of Security Overhead
In SAE J2945.1 [3], it is specified that

“Each BSM is transmitted with a signature and either a security certificate containing the public key or a digest (hash of the current security certificate). The certificate is transmitted periodically, and other BSMs are transmitted with a digest to reduce the overall message length. The receiver must buffer recently received certificates and be able to identify the certificate corresponding to a received digest. ”
Regarding how often a certificate should be attached, it is further specified in [3] that

“The system shall attach a certificate to a BSM when the time interval between the current BSM and the generation of a previous BSM with an attached certificate (not certificate digest) is greater than or equal to vMaxCertDigestInterval.”

The recommended value for “vMaxCertDigestInterval” in [3] is 450ms. Typical sizes for signature, digest, and certificate are 64 bytes, 8 bytes, and 117 bytes, respectively [5]. The typical certificate size is the sum of an ECDSA-256 public key, an ECDSA signature, as well as some overhead, which is about 117 bytes based on point compression of the public key [7]. 
For ETSI ITS, it is specified in [6] that certificate needs to be attached every 1000 ms:

“Instead of including a field of type certificate_digest_with_ecdsap256, a signer_info field of type certificate shall be included one second after the last inclusion of a field type certificate.”
Typical sizes for signature, digest, and certificate are the same as 1609.2, which are 64 bytes, 8 bytes, and 117 bytes, respectively [6]. 
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