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1. Introduction

In RAN1 #80bis documents analyzing the impact of hidden node on LAA were submitted [1], [2]. It was shown that hidden nodes can significantly reduce the LAA performance itself as well as negatively impact the LAA/Wi-Fi coexistence. Proposals within these documents included introducing full RTS/CTS or collision detection mechanisms. In this contribution we continue the discussions on hidden node aspects and propose solutions to reduce the impact.
2. Discussion
As described in introduction section issues have been raised on the potential impact of hidden nodes for LAA. One of the observations stated “The hidden eNBs can potentially capture the channel as long as they need, in the absence of a mechanism that addresses hidden node problem. The hidden nodes can potentially create a deadlock situation where other eNBs would not be able to transmit.” [2]. 

We propose that this issue is being captured in TR 36.889 and that it is agreed that it needs further investigations by RAN1. 

Proposal 1: RAN1 should capture hidden node aspects in TR 36.889 and further investigate how to handle the issue.
Solutions for hidden node mitigation including complete RTS/CTS mechanisms for LAA have been proposed to RAN1 [1]. During RAN1 #80bis LAA discussions concerns were raised with RTS/CTS-based mechanism for LAA. We agree with such concerns and instead propose other means for reducing impact of hidden nodes. In our view functionalities can be included both in UE measurements and with specific signalling procedures. 
2.1 UE measurements and reporting 
One aspect of hidden node problem is LAA transmissions and channel allocations that comes as a result of nodes not known by LAA eNB. Hence, this section suggests solutions to suppress undesirable LAA channel allocations and transmission in case of hidden node problem.
As a basic functionality to avoid hidden node problems UE can include interference information as part of its measurements and reporting. Potential modifications to existing measurement reporting may include 
· Introduction of LAA channel occupancy measurement, i.e. how much time a particular LAA channel experiences interference from other transmissions than own eNB. This will provide eNB information on UE detection of other Wi-Fi or LAA deployments. 
· Introduction of improved UE neighbour cell reporting. In case the UE is able to decode a detected signal energy from another radio access system the UE could report system specific information about the detected radio energy. One could allow UE:s to include detected Wi-Fi system specific information, e.g. SSID:s, utilized bandwidths etc.
With eNB having such system information from UE detected channel occupancy and/or neighbor situation, hidden node problem likelihood can be reduced. UE ability to detect this type of information does not have to be mandatory for LAA UE:s but can be optional and specifically indicated to network as e.g. UE capability. 
Proposal 2: Introduce possibility for UE:s to report channel information supporting hidden node avoidance, e.g. channel occupancy measurements and detected neighbor Wi-Fi system information.
2.2 Signalling procedures 
Another aspect of hidden node problem is undesirable Wi-Fi transmissions that due to limited awareness of LAA degrade overall system capacity. Hence this section suggests solutions to optimize timing of Wi-Fi side transmission in case of hidden node problem.
A UE that receive LAA downlink traffic can suffer from the transmission of Wi-Fi devices close to the UE, especially in case the Wi-Fi device is not capable of detecting LAA eNB transmissions. In order to better coordinate transmissions, NAV (network allocation vector) in the CTS packet can be useful. Once a NAV value is set for the Wi-Fi device, it suppresses the transmission of the Wi-Fi device during a certain period of time. Since the transmissions to LAA UEs will be coordinated by the eNB, we think that for the aspect of mitigating hidden Wi-Fi node problem the CTS-type message from LAA needs to be received and decoded only by the Wi-Fi devices, which will avoid the added complexity because the LAA devices do not have to receive and decode it. The transmission of CTS with NAV would be limited to LAA devices with Wi-Fi transmission capabilities and eNB could coordinate which devices that uses it, e.g. instructing UEs that are considered to be in LAA cell edge scenario.
Proposal 3: LAA should include mechanism to instruct at least cell edge UE with Wi-Fi transmission capability to transmit CTS including NAV (network allocation vector).
3. Conclusion 
In this contribution we continue the discussions on hidden node aspects and propose RAN1 to capture the raised concerns in the study item report as well as further investigate the issue. We also suggest candidate solutions to reduce the impact. Proposals on LAA hidden node problems are given as below:
Proposal 1: RAN1 should capture hidden node aspects in TR 36.889 and further investigate how to handle the issue.
Proposal 2: Introduce possibility for UE:s to report channel information supporting hidden node avoidance, e.g. channel occupancy measurements and detected neighbor Wi-Fi system information.
Proposal 3: LAA should include mechanism to instruct at least cell edge UE with Wi-Fi transmission capability to transmit CTS including NAV.
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