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Discussion and Decision
1 Introduction

The evaluation efforts for LAA coexistence with Wi-Fi include optional VoIP scenarios which are described in 3GPP TR 36.889 [1].   Coexistence for real time services over Wi-Fi (voice, video,…) was identified as a key issue for LAA.  Edge of cell or 5th percentile user data UPT is also important to consider for coexistence as well as typical UPT.
In the last year, Voice over Wi-Fi (VoWi-Fi) has become a standard feature on smart phones, including iPhones and Android devices, and many operators are deploying or plan to deploy VoWi-Fi, including seamless handoffs to VoLTE.  Hence, coexistence of LAA with VoWi-Fi is a key consideration, including the impact on VoWi-Fi latency.
A Way Forward on category 4 access schemes was agreed in the April, 2015, Belgrade, RAN1 #80-BIS meeting [2].  This described a framework for sensing idle on the channel and included random backoff and an option for exponential backoff.  Discussions occurred on Ways Forward on Energy Detection thresholds [3] and LBT cat 4 design [4].  These items included some consideration of Energy Detection thresholds or adaptation of Energy Detection thresholds for coexistence.  Energy Detection thresholds of -82 dBm were considered in [5], [6] and [7] to achieve fairness with VoWi-Fi.
This document considers alternatives to adapt Energy Detection Thresholds for LAA to protect VoWi-Fi and edge of cell Wi-Fi data UPT (5th percentile data UPT) while allowing higher thresholds for LAA when WiFi transmissions are not at risk to increase LAA frequency reuse when possible.  The LAA eNB is considered here for DL transmissions.  The LAA device for UL transmissions is not considered here.
2 Discussion
VoWi-Fi is an important application on Wi-Fi and has seen significant growth in usage recently.  Video over Wi-Fi in the smart home is also growing rapidly in usage and importance.  A number of contributions show that the 5th percentile of Wi-Fi UPT and/or the outage of VoWi-Fi is sensitive to LAA LBT parameters and design, and that these performance metrics degrade with LAA as an interferer using only the European baseline LBT protocol or that these performance metrics are addressed for fairness using lowered thresholds for LBT and other enhancements to LBT.
In this contribution, we look at alternatives to adapt Energy Detection Thresholds to support fairness in coexistence with Wi-Fi for real time services and in the tail of the distribution for best effort data (5th percentile).  The alternatives discussed include: 1) configuring or operator setting of ED threshold for LBT by location; 2) Adapting the ED threshold for LBT based on explicit monitoring of Wi-Fi activity; and 3) Packet-by-packet adapting the ED threshold for LBT based on detecting Wi-Fi activity.
2.1 Energy Detection Threshold Configured/Adapted by Location
Evaluations for LAA coexistence with Wi-Fi include both indoor and outdoor scenarios.  Some contributions have shown that the indoor scenario may be more sensitive to LBT ED thresholds than the outdoor scenario [8].  This suggests that LAA LBT ED thresholds could be configured by location, especially for indoor versus outdoor scenarios.  For example, -62 to -72 dBm ED LBT thresholds might be used for outdoor scenarios and -72 to -82 dBm ED LBT thresholds might be used for indoor scenarios.

This has advantages of simplicity of design and it is not subject to measurement or algorithm error.  This has disadvantages of being subject to configuration error and adding complexity to operations.  It may also be difficult to classify some environments as either indoor or outdoor, especially at the boundaries between environments.
Observation:  

1) Adapting LAA LBT ED threshold by configuration based on location or environment of the LAA eNB may be subject to configuration error and to difficulty in environment classification.  Protection for Wi-Fi may not always be achieved.
2.2 Energy Detection Threshold Adapted by WiFi Environment Sensing
Automatic adaptation of the eNB LAA LBT threshold based on sensing Wi-Fi activity is a possibility.  In this case, we assume that the eNB has access to a co-located Wi-Fi “sniffer” or actual Wi-Fi RX circuit which can receive Wi-Fi packets; measure the RSSI; and possibly fully decode packets.  Such a circuit may also be useful for LAA frequency selection processing.

For a given carrier frequency of operation, the Wi-Fi sniffer would monitor the Wi-Fi traffic and adapt the LAA LBT thresholds periodically or as needed based on environment classification.  This process would be subject to a number of parameters and possible algorithm choices.  Some basic possibilities are discussed here.
The signal level at which Wi-Fi is considered to be present is a key parameter.  Based on some of the contributions, -82 dBm or similar might be appropriate to consider Wi-Fi active on the channel.  A level of -82 dBm also matches Wi-Fi for preamble detection in LBT.   But there would also need to be trigger algorithms and parameters to decide that Wi-Fi is active and to decide that Wi-Fi is not active.  There is also the possibility of distinguishing between best-effort-data and VoIP or video classes of Wi-Fi traffic in which case higher of lower thresholds may be selected, respectively.

A basic algorithm might have a timer with fast attack when a Wi-Fi packet is detected above threshold and decay matching clock time as long as no packet is detected.  For example, if Wi-Fi packet is detected then lower threshold is used for TBD amount of time, e.g. minutes. 
Observation:  

2) With the usage of a Wi-Fi sniffer or Wi-Fi RX circuit, detecting Wi-Fi in the environment that is co-channel can be readily achieved for levels of -82 dBm and lower, and simple algorithms can adapt LAA ED LBT thresholds to support good coexistence with Wi-Fi.
2.3 Energy Detection Threshold Adapted by Wi-Fi Packet Sensing
Automatic adaptation of the eNB LAA LBT threshold based on sensing Wi-Fi packets is also a possibility.  Packet-by-packet sensing is distinguished from environment sensing in that adaptation is very fast and that Wi-Fi packet sensing using preamble detection needs to be implemented in real time as part of the LAA LBT algorithm. One example for this approach is to enable the Wi-Fi PHY preamble detection in LAA LBT. Detecting Wi-Fi PHY preamble can allow LAA node do the CCA carrier sensing (CCA-CS) at threshold -82dBm for Wi-Fi signals. After decoding the length field in the PHY preamble, LAA node can do backoff for the whole duration of the Wi-Fi packet. It is equivalent to apply the -82dBm CCA carrier sensing threshold to the duration of the Wi-Fi packet. If the LAA LBT could not detect the Wi-Fi PHY preamble, then it can use the ED threshold for CCA. The simulation results in the companion contributions [9] and [10] have showed that the LAA LBT with Wi-Fi PHY preamble detection can achieve the good coexistence performance for Wi-Fi.
This results in a LBT algorithm that is very similar to Wi-Fi itself which is helpful to achieve good coexistence. It also provides a good path to coexistence with future 802.11AX Wi-Fi which is expected to have compatibility with existing Wi-Fi preambles.  By adapting the LAA LBT ED threshold through Wi-FI packet sensing, higher thresholds are only used when necessary allowing higher medium access for LAA while supporting good coexistence with Wi-Fi.
Observation:  

3) With the usage of a Wi-Fi packet (preamble) detector, adaptation of LAA LBT thresholds can adapt the lower carrier sensing threshold for CCA for the whole duration of Wi-Fi packet.  This has an advantage that lowered ED LBT thresholds to provide good coexistence with Wi-Fi can adapt for each packet and are only used when needed dynamically. 
3 Observations and Proposals

Observation:  

1) Adapting LAA LBT ED threshold by configuration based on location or environment of the LAA eNB may be subject to configuration error and to difficulty in environment classification.  Protection for Wi-Fi may not always be achieved.

2) With the usage of a Wi-Fi sniffer or Wi-Fi RX circuit, detecting Wi-Fi in the environment that is co-channel can be readily achieved for levels of -82 dBm and lower, and simple algorithms can adapt LAA ED LBT thresholds to support good coexistence with Wi-Fi.
3) With the usage of a Wi-Fi packet (preamble) detector, adaptation of LAA LBT thresholds can adapt the lower carrier sensing threshold for CCA for the whole duration of Wi-Fi packet.  This has an advantage that lowered ED LBT thresholds to provide good coexistence with Wi-Fi can adapt for each packet and are only used when needed dynamically. 
4 Conclusions
A number of contributions show that the 5th percentile of Wi-Fi UPT and/or the outage of VoWi-Fi is sensitive to LAA LBT and that the baseline protocol using European regulatory requirements is not adequate to achieve fairness for VoWi-Fi and edge of cell Wi-Fi data performance.  These contributions also show that lowering the LBT ED sensitivity for LAA is a key factor to help address this fairness issue.  While these results suggest possible issues and solutions for VoWi-FI and 5th percentile best-effort-data fairness, they do not directly address possible fairness issues for video over Wi-Fi and hence video over Wi-Fi may need to be considered only indirectly.  Besides LBT sensitivity, other areas critical for fairness include an initial defer time for contention and exponential backoff for contention. 
Three alternatives to adapt LAA LBT ED thresholds were considered in this contribution.  The highest performance approach appears to be adapting LAA LBT ED thresholds on a per transmission period basis by direct detection of Wi-Fi packets in the LAA LBT algorithm.  Detection of Wi-Fi in the environment and longer term adaptation of the LAA LBT ED threshold also appears feasible for automatic adaptation using a Wi-Fi sniffer or Wi-Fi RX circuit.
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