
3GPP TSG-RAN WG1 Meeting #80
R1-150554
Athens, Greece, 9th – 13th February 2015
Agenda item:

7.2.3.3
Source:
Broadcom Corporation
Title:
Proposal for LAA Medium Access for Coexistence with WIFI Devices
Document for:

Discussion and Decision

1
Introduction

The Study Item of Study on Licensed-Assisted Access (LAA) to Unlicensed Spectrum (RP-141187) was approved at RAN plenary meeting #66 [1]. Listen-Before-Talk (LBT) or Clear Channel Assessment (CCA) has been identified as one of the required functionality for LAA systems to meet regulatory requirements in some regions/bands and to ensure a single global solution framework [2]. European and Japanese regulations mandate the usage of LBT in the unlicensed bands. In this contribution, we analyse the European LBT requirement and compare it with the Wi-Fi CCA procedure. We list the potential issues of the EU LBT. We also conduct simulation studies to confirm the findings regarding the EU LBT, and then we make the corresponding enhancement recommendations for the EU LBE LBT for LAA

This document contains several sections. The sections will discuss the salient features of the existing 802.11 medium access protocol and two alternative access protocols for non-802.11 devices and then will introduce a theoretical analysis of the expected interaction among a mix of 802.11 devices and non-802.11 devices, where the non-802.11 devices employ either of the two alternative access protocols. Numerical results of the interaction of various mixes of 802.11 and non-802.11 devices employing each of the alternative access protocols are then presented. The numerical results are produced by a simple simulator which is described briefly in the main body of the document and described in greater detail in the Appendix.

2
Comparison of Access Methods
2.1 A Summary of IEEE 802.11 Access Rules

The IEEE 802.11 medium access protocol includes the following basic elements[3]:

· BUSY medium determination

· BUSY medium is indicated upon detection of an 802.11 preamble and this BUSY indication is maintained for the duration indicated in the PHY header length field. This detection is required for signals at or above -82 dBm and usually valid at signals of -92 dBm and above.
· BUSY medium is indicated upon detection of any source of energy at -62 dBm and above and held as BUSY as long as the energy remains above this threshold.
· AIFS

· Following the end of a BUSY medium indication (i.e. starting at a BUSY to IDLE medium transition), a minimum period of IDLE time that must be observed before any other activity (e.g. backoff or transmit) can occur = 43 usec* (= SIFS + 3 * SLOT)
· SLOT

· A discrete quantity of time during which the medium is observed for activity, if there is any BUSY medium indication within a SLOT, then the entire SLOT is marked as BUSY. Successive discrete SLOTS on the air are non-overlapping.
· The SLOT value is 9 usec

· The SLOT time is intended to be equal to the maximum amount of time that can be observed before the discovery of the presence of a transmission that started at the beginning of a SLOT. More precisely, SLOT comprises both a medium observation time and time values which account for device RX to TX turnaround time, MAC processing time and air propagation time so that the actual medium observation time is approximately 4 usec.
· Backoff SLOT

· A SLOT that is observed to be IDLE and which occurs AFTER AIFS
· Following the detection of a backoff SLOT, the backoff count can be decremented by one
· Contention Window (CW) and backoff number N

· The contention window, is a range of integers ( [0, CW] ) from which a random backoff number N is chosen

· A device must observe N backoff slots before it may transmit – when the backoff count reaches zero, the STA is allowed to transmit

· A new backoff number N is chosen after each transmission
· Exponential Backoff

· Each time that an IEEE 802.11 STA attempts a transmission and the result is a failure (e.g. no ACK received), the STA must DOUBLE the value of CW and draw a new random number N from the resulting range [0,CW] and start looking for backoff SLOTs again

· CWMIN, CWMAX

· CWMIN is the smallest value for CW = 15*

· CWMAX is the largest value for CW, after which CW will not increase any farther = 1023*

· CW resets to CWMIN

· Following a TX success

· Following R retry attempts with no success (R=7)
*  These values are traffic class dependent, the values given are for Best Effort class, which is the normal class of most traffic on 802.11 networks. Default values for AIFS, CWMIN and CWMAX for all 802.11 access categories are as follows:

	Access Category
	AIFS
	CWMIN
	CWMAX

	AC_BK (background)
	79
	15
	1023

	AC_BE (best effort)
	43
	15
	1023

	AC_VI (video)
	34
	7
	15

	AC_VO (voice)
	34
	3
	7


Currently, the majority of traffic transmitted by 802.11 devices in the field is AC_BE, although the majority of devices in the field are capable of providing service to traffic of all four classes.
The default values of each of these parameters may be modified by the Access Point of a BSS, but in practice, this rarely happens.

2.2 A Proposed Set of Access Rules for Non-802.11 Devices
The following is a summary of a set of rules proposed for non-802.11 devices operating in the same band as IEEE 802.11 devices as found in document ETSI EN 301 893 V1.7.1 (2012-06) [4]. Henceforth, this set of proposed rules of access shall be called V171.
· BUSY medium determination

· BUSY medium is indicated upon detection of any source of energy at -73 dBm and above and held as BUSY as long as the energy remains above this threshold
· AIFS

· No equivalent of the AIFS period exists so that backoff and/or transmit activity can begin immediately after any preceding BUSY to IDLE transition
· SLOT

· A discrete quantity of time during which the medium is observed for activity

· The document of reference includes a value of 20 usec (A value of 18 usec was used in the numerical analysis, the difference is assumed to be negligible.)

· Note that a value of less than 16 usec for the SLOT value would allow a non-802.11 device to interrupt an 802.11 SIFS-separated PPDU-response pair and therefore any value below 16 usec is ill-advised.
· Backoff SLOT

· A time period equal to the SLOT time that is observed to be IDLE. Because there is no AIFS, all IDLE SLOTs qualify as backoff slots.

· Contention Window (q=CW) and backoff number N

· [0,q] is a range from which a random backoff number N is chosen (q in the referenced document is the equivalent of CW in the 802.11 protocol description)
· A device must observe N backoff slots before it may transmit
· q=CW has any integer value in the range [4, 32]
· NO Exponential Backoff

· The CW value (q) is unmodified by any event

· CWMIN, CWMAX

· CWMIN is the smallest value for CW = 4 (i.e. the smallest allowed value of q)
· CWMAX is the largest value for CW = 32 (i.e. the largest allowed value of q)

· However, CWMIN and CWMAX are not used in the same way as they are used in 802.11 because there is no requirement to increase the value of q after transmission failures.

· q=CW resets to CWMIN

· Following any TX attempt, there is no required modification to q
2.2.1 AIFS Unfairness With the Proposed Set of Access Rules V171
The following section is a theoretical analysis of how the differences between the AIFS portions of the existing 802.11 protocol rules and the proposed V171 set of rules for non-802.11 devices operating in the 5 GHz unlicensed band would cause unfairness that favors the non-802.11 devices.
In the first diagram below, we see a BUSY medium condition followed by an IDLE medium condition, followed by a new BUSY medium condition. During the IDLE time, nodes on the medium are allowed to count down backoff, but only after AIFS of IDLE time has been observed. Because the 802.11 nodes are required to observe a minimum period of IDLE (AIFS) before they can begin counting down their backoff and non-802.11 nodes are not required to observe such a minimum period of IDLE time, there will be many situations during which an 802.11 node will be disadvantaged in the race to reach a backoff countdown value of 0. The example shown in the first diagram illustrates a case where both 802.11 nodes and non-802.11 nodes will in fact, count the same number of backoff slots. This occurs despite the lack of an AIFS requirement for non-802.11 nodes because the backoff slot used by the non-802.11 nodes is larger than the backoff slot used by the 802.11 nodes. (20 usec vs 9 usec) I.e. the AIFS advantage is offset by the backoff slot duration disadvantage, for this particular case.


[image: image1]
· 802.11 STA counts out 3 backoff SLOTs

· V171 node counts out 3 backoff SLOTs (i.e. 3 * 20 = 60 usec)

· With 4 802.11 nodes competing, the average number of AC_BE backoff SLOTs observed between activity is 2.4

The third bullet in the text above this paragraph refers to the average size of an IDLE gap between successive transmissions performed by 802.11 nodes competing for the medium when there are four such nodes competing. More descriptively, in a scenario with four 802.11 nodes competing for the medium using Best Effort Access Category, the collective effect of the nodes utilizing the 802.11 protocol over a long period of time is that there will be on average, an IDLE gap between transmissions which contains 2.4 backoff SLOTs. (Note that these are 802.11 Best Effort backoff SLOTs. An 802.11 node counting backoff for a higher access category will count more backoff SLOTs in the same gap.) The average total IDLE gap will be 2.4 * 9 + 43 = 64.6 usec. After accounting for the AIFS value for Best Effort, there are 2.4 backoff slots in the average gap of 64.6 usec. A non-802.11 node would be able to count 3 backoff slots during this average idle gap and would therefore have an advantage over the 802.11 nodes.

The next example shows a case where each non-802.11 node can have an advantage of a full backoff SLOT over an 802.11 node.
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· 802.11 STA counts out 1 backoff SLOT

· V171 node counts out 2 backoff SLOTs (i.e. 2 * 20 = 40 usec)

· With high counts of V171 nodes, the average number of AC_BE backoff slots between activity can drop below AIFS time

If the number of non-802.11 nodes is increased, the average IDLE gap between transmissions in will decrease and it is possible for the gap to be reduced below the 802.11 Best Effort AIFS value, in which case, it is possible for the non-802.11 nodes to continue to be able to decrement their backoff counters during each IDLE gap while the 802.11 nodes will not be able to decrement their counters.

As indicated in section 2.1, each of the four Access Categories in 802.11 has a different default value of AIFS, so that the backoff countdown for different 802.11 Access Categories is affected differently for any given IDLE gap. Because of the increasing arrangement of the value of each AIFS for decreasing levels of priority, higher priority classes of traffic are allowed to begin to count down their backoff before lower priority classes. Therefore, the AIFS value plays a very significant role in creating a differentiation of probability of access to the medium among the 802.11 Access Categories. Because the V171 rules include no AIFS, V171 nodes have a higher priority than any 802.11 Access Category with respect to the AIFS portion of the backoff mechanism. The CW value also plays an important and significant role in determining the relative prioritization among the Access Categories, so the relative priority of the V171 devices traffic with respect to the 802.11 Access Categories is not completely determined by the AIFS value alone.
2.2.2 Collision Resolution Unfairness With the Proposed Set of Access Rules V171
The following section is a theoretical analysis of how the differences between the contention window portions of the existing 802.11 protocol rules and the proposed V171 set of rules for non-802.11 devices operating in the 5 GHz unlicensed band would cause unfairness that favors the non-802.11 devices. The analysis examines 802.11 Best Effort Access Cateogry operation (AC_BE).
· AFTER a TX FAILURE:

· 802.11 STA DOUBLES CW (e.g. initially, from 15 to 31)
· Probability of transmitting at any discrete slot = 1/31 on the second try, and 1/63 on the third attempt, and decreasing with every additional failure by a factor of 2 (i.e. exponential backoff).
· V171 node leaves CW unchanged

· Probability of transmitting at any discrete slot = 1/q on any attempt, regardless of the count of previous failures:
· q = [4,32]

· For any value of q < 31, V171 has an advantage over an 802.11 STA transmitting for a second or higher transmission attempt
· The value of q may be selected by the vendor of V171 equipment within the range [4,32]. If a vendor chooses a value of q=14 or lower, then the V171 equipment will always have a statistical advantage over even the first attempt of an 802.11 device. The lower the value of q, the greater the advantage.
· Within 802.11, the purpose of doubling CW is to reduce the probability of transmission based on the assumption that TX failures are due to collisions which are due to excessive offered load

· Exponentially increasing CW decreases the total system offered load which in turn decreases the probability of collision and ultimately leads to successful transmissions (i.e. once the offered load is reduced to roughly match the available bandwidth)
· In the face of excessive offered load, V171 protocol does NOTHING to reduce the offered load and therefore, it can be assumed that the collision rate will not change

· V171 equipment will not adapt transmission probability as the offered load changes

· Under high load, V171 network efficiency will be significantly reduced and under significant load, will break down and fail
· By maintaining a static, low value of q, V171 nodes effectively maintain a higher priority of access to the medium than 802.11 devices

· In a network with many 802.11 nodes and few V171 nodes, the 802.11 nodes will reduce their probability of transmission while the V171 nodes will not, thereby providing an access advantage to the V171 nodes

· In fact, the 802.11 standard uses exactly this principle to create differentiated priority levels by providing for differing values of AIFS and CWMIN and CWMAX for different Access Categories. By not changing CW, V171 effectively does the same thing when compared to 802.11 nodes which increase their CW values. I.e. in a scenario where two competing nodes have different CW values, the node with the smaller CW value will have a statistically consistently higher level of access to the medium, i.e. a higher priority of access to the medium.
2.2.3 BUSY Medium Indication Unfairness With the Proposed Set of Access Rules V171

In addition to AIFS unfairness and exponential backoff unfairness that is evident in the proposed access rules, the higher sensitivity to detection of 802.11 transmissions by 802.11 devices represents another area of unfairness that potentially favors the non-802.11 devices.

802.11 nodes will indicate a medium BUSY condition for the duration of a transmission by another 802.11 device when they detect the preamble of that transmission at a received signal level down to at least -82 dBm (required by the standard) and usually down to -92 dBm (a typical implementation sensitivity value), whereas, the non-802.11 devices will indicate such periods as IDLE. During such BUSY medium conditions, 802.11 nodes will NOT be able to decrement their backoff counters, but the non-802.11 devices will not signal the medium as BUSY and will therefore continue to decrement their backoff counters and eventually attempt access to the medium. However, it is unclear if there would be a net benefit to the non-802.11 devices because under such circumstances, they would potentially be transmitting into a channel with a relatively high level of interference if 802.11 signals below the energy threshold are present. That is, even though the non-802.11 devices will have an unfair advantage in accessing the medium due to their higher BUSY threshold, transmissions that are made when 802.11 signals are present might be more susceptible to error. The transmission of non-802.11 signals under these circumstances would also raise the interference level experienced by ongoing, undetected 802.11 transmissions, thereby also creating a higher probability of error for those transmissions as well.
2.3 A Proposed Improved Set of Access Rules (V172f)

The following is a summary of a set of rules proposed for non-802.11 devices operating in the same band as IEEE 802.11 devices as found in document BRAN(14)000080a1r1 New Proposal for LBT for Load based equipment [5]. This set of rules is intended to be an improvement over the rules proposed in document ETSI EN 301 893 V1.7.1 (2012-06) [4], where the improvement is with respect to the degree of fairness expected between competing 802.11 and non-802.11 nodes created by the exponential backoff difference as discussed in previous sections of this document. The AIFS and sensitivity problems are not addressed by this proposed set of rules.
Note: within the remainder of this document, a non-802.11 device operating using the rules proposed in BRAN(14)000080a1r1 is abbreviated as a V172f device.

· BUSY medium determination

· BUSY medium is indicated upon detection of any source of energy at -73 dBm and above and held as BUSY as long as the energy remains above this threshold
· AIFS

· No AIFS period exists so that backoff and/or transmit activity can begin immediately after any preceding BUSY to IDLE transition
· SLOT

· A discrete quantity of time during which the medium is observed for activity

· Various SLOT values have been proposed, most notably 9 usec and 18 usec. The value 18 usec is used in the simulations discussed in this document. Note that a value of less than 16 usec for the SLOT value would allow a non-802.11 device to interrupt an 802.11 SIFS-separated PPDU-response pair and therefore any value below 16 usec is ill-advised.
· Backoff SLOT

· A time period equal to the SLOT time that is observed to be IDLE. Because there is no AIFS, all IDLE SLOTs qualify as backoff slots.

· Any period of time during which the medium is determined to be continuously BUSY. E.g. if a frame is transmitted by either an 802.11 or non-802.11 device, and the V172f device detects the presence of that transmission, then the entire duration of the detection of the BUSY condition is considered to be one single backoff SLOT, regardless of its total duration.

· Contention Window (q=CW) and backoff number N

· [0,q] is a range from which a random backoff number N is chosen (q in the referenced document is the equivalent of CW in the 802.11 protocol description)
· A device must observe N backoff slots before it may transmit
· q=CW has an initial value of 16 and a maximum value of 1024

· Exponential Backoff

· CW value (q) is DOUBLED whenever the device fails to observe N idle slots within a window of q slots

· CWMIN, CWMAX

· CWMIN is the smallest value for CW = 16 (i.e. the smallest allowed value of q)
· CWMAX is the largest value for CW = 1024 (i.e. the largest required value of q)

· CW resets to CWMIN

· If the V172f device fails to observe a total of N backoff SLOTs during the observation window of q total SLOTs

· When CW=1024 is used to select N and the subsequent observation period has completed

3 Simulation configuration

We conducted simple simulations based on pure protocol behaviour in a single channel scenario to examine the relative behaviour of the 802.11 MAC protocol as compared to some proposed channel access rules for non-802.11 users of 5 GHz unlicensed spectrum. No channel models were used; No PHY processing was performed. All nodes of both types (i.e. 802.11 or non-802.11) are assumed to be close enough in range to be able to detect each other’s transmissions using energy detection methods. All overlapping receptions are considered as failing transmissions. For further details on the simulator, see the Appendix.
Multiple cases were examined, where the only parameters to change in each case was the number of each of the two types of nodes involved in the competition for use of the medium and the type of the non-802.11 devices, being either V171 or V172f.
The output of the simulator is not throughput, but rather, a probability of successful accesses to the medium per device type.

Many real effects are not simulated, and these missing components could have a significant impact on the results. Three factors that are not included and which could create interesting effects are:

1) The near far effect - a stronger signal is correctly received even though a collision in time has occurred because, for example, two nodes have the same residual backoff value. In such a case, both transmitters should experience a failure, but in real situations, the outcome can be one winner and one loser. In this simulation, all transmission overlaps in time result in collisions for all involved transmitters.

2) Hidden nodes – the transmission by any one node is not detectable by at least one other node, using either energy or preamble detection methods due to the particulars of the topography of the scenario. All nodes that fail to detect a transmission will assume that the medium is IDLE and some number of that subset of nodes will eventually transmit. In real situations, the outcome can be one or more successful transmissions and one or more failed transmissions. In the simulation data presented here, no hidden nodes are present. Of special interest to note is that the expected ability of the medium access protocol to resolve collisions is reduced when hidden nodes are present and active.

3) The 802.11 nodes will indicate a medium BUSY condition for the duration of a transmission by another 802.11 device when they detect the preamble of that transmission at a received signal level down to at least -82 dBm (per the standard) and usually down to -92 dBm (per typical implementation), whereas, the non-802.11 devices will indicate such periods as IDLE. During the BUSY medium condition, 802.11 nodes will NOT be able to decrement their backoff counters, but the non-802.11 devices will continue to decrement and eventually attempt access to the medium.

More detail of the simulation process is provided in the Appendix.

4
Numerical Results

The results are displayed as ratios of TXOPs obtained per node of one type compared to the number of TXOPs obtained per node of the other type. Mixes of 802.11 and v171 and 802.11 and V172f devices were tested.

The results are shown in tabular format with the following abbreviations:
· n8 = node type 802.11
· n171 = node type v171
· n172f = node type v172f (BRAN(14)000080a1r1)
· [n] = access category n, n=0 -> AC_BK, n=1 -> AC_BE, n=2 -> AC_VI, n=3 -> AC_VO
· (n) = number of nodes of the given type
· Value given is ratio of n8 TXOPs per node to n17x TXOPs per node
E.g. The following line:

 n8[1](1) / n171(1) = 0.49

Means that the simulation case included:

one 802.11 type node using AC_BE

one V171 type node

The ratio of the number of successful medium accesses per 802.11 type node to the number of successful medium accesses per V171 type node was 0.49 to 1. That is, for each 0.49 successful accesses made by the 802.11 node, the V171 node made 1.0 successful accesses.

In general, numerical values less than 1.0 indicate that 802.11 nodes are receiving less access success than the non-802.11 nodes. A value of 1.0 exactly would indicate perfect fairness of access to the medium. A value greater than 1.0 indicates that the 802.11 nodes are receiving more access success than the non-802.11 nodes.
Ratios are all presented as averages per node.

AC_BE = 802.11 Access Category Best Effort, non-802.11 q=8
n8[1](1) / n171(1) =   0.49

n8[1](2) / n171(2) =   0.25

n8[1](4) / n171(4) =   0.09

n8[1](6) / n171(6) =   0.03

n8[1](8) / n171(8) =   0.01

n8[1](12) / n171(12) =   0.00

n8[1](16) / n171(16) =   0.00

n8[1](1) / n171(4) =   0.20

n8[1](1) / n171(8) =   0.05

n8[1](1) / n171(16) =   0.00

n8[1](4) / n171(1) =   0.20

n8[1](8) / n171(1) =   0.10

n8[1](16) / n171(1) =   0.05
AC_VI = 802.11 Access Category Video, non-802.11 q=8

n8[2](1) / n171(1) =   1.02

n8[2](2) / n171(2) =   0.55

n8[2](4) / n171(4) =   0.28

n8[2](6) / n171(6) =   0.17

n8[2](8) / n171(8) =   0.10

n8[2](12) / n171(12) =   0.04

n8[2](16) / n171(16) =   0.01

n8[2](1) / n171(4) =   0.75

n8[2](1) / n171(8) =   0.53

n8[2](1) / n171(16) =   0.15

n8[2](4) / n171(1) =   0.34

n8[2](8) / n171(1) =   0.16

n8[2](16) / n171(1) =   0.05
AC_VO = 802.11 Access Category Voice, non-802.11 q=8

n8[3](1) / n171(1) =   1.51

n8[3](2) / n171(2) =   0.69

n8[3](4) / n171(4) =   0.29

n8[3](6) / n171(6) =   0.15

n8[3](8) / n171(8) =   0.07

n8[3](12) / n171(12) =   0.02

n8[3](16) / n171(16) =   0.00

n8[3](1) / n171(4) =   1.23

n8[3](1) / n171(8) =   0.90

n8[3](1) / n171(16) =   0.26

n8[3](4) / n171(1) =   0.34

n8[3](8) / n171(1) =   0.11

n8[3](16) / n171(1) =   0.01

AC_BE = 802.11 Access Category Best Effort, non-802.11 q=32

n8[1](1) / n171(1) =   2.85

n8[1](2) / n171(2) =   1.84

n8[1](4) / n171(4) =   0.97

n8[1](6) / n171(6) =   0.60

n8[1](8) / n171(8) =   0.41

n8[1](12) / n171(12) =   0.23

n8[1](16) / n171(16) =   0.14

n8[1](1) / n171(4) =   2.39

n8[1](1) / n171(8) =   1.87

n8[1](1) / n171(16) =   1.19

n8[1](4) / n171(1) =   1.13

n8[1](8) / n171(1) =   0.58

n8[1](16) / n171(1) =   0.28

AC_VI = 802.11 Access Category Video, non-802.11 q=32

n8[2](1) / n171(1) =   5.24

n8[2](2) / n171(2) =   3.06

n8[2](4) / n171(4) =   1.69

n8[2](6) / n171(6) =   1.05

n8[2](8) / n171(8) =   0.74

n8[2](12) / n171(12) =   0.41

n8[2](16) / n171(16) =   0.24

n8[2](1) / n171(4) =   4.92

n8[2](1) / n171(8) =   4.65

n8[2](1) / n171(16) =   3.88

n8[2](4) / n171(1) =   1.67

n8[2](8) / n171(1) =   0.79

n8[2](16) / n171(1) =   0.25

AC_VO = 802.11 Access Category Voice, non-802.11 q=32

n8[3](1) / n171(1) =   7.38

n8[3](2) / n171(2) =   3.64

n8[3](4) / n171(4) =   1.63

n8[3](6) / n171(6) =   0.88

n8[3](8) / n171(8) =   0.53

n8[3](12) / n171(12) =   0.17

n8[3](16) / n171(16) =   0.06

n8[3](1) / n171(4) =   7.13

n8[3](1) / n171(8) =   6.77

n8[3](1) / n171(16) =   6.36

n8[3](4) / n171(1) =   1.68

n8[3](8) / n171(1) =   0.51

n8[3](16) / n171(1) =   0.06
AC_BE = 802.11 Access Category Best Effort, non-802.11 v172f

n8[1](1) / n172f(1) =   1.66

n8[1](2) / n172f(2) =   1.22

n8[1](4) / n172f(4) =   0.75

n8[1](6) / n172f(6) =   0.53

n8[1](8) / n172f(8) =   0.38

n8[1](12) / n172f(12) =   0.26

n8[1](16) / n172f(16) =   0.17

n8[1](1) / n172f(4) =   1.59

n8[1](1) / n172f(8) =   1.57

n8[1](1) / n172f(16) =   1.36

n8[1](4) / n172f(1) =   0.79

n8[1](8) / n172f(1) =   0.47

n8[1](16) / n172f(1) =   0.21
AC_VI = 802.11 Access Category Video, non-802.11 v172f

n8[2](1) / n172f(1) =   3.88

n8[2](2) / n172f(2) =   2.74

n8[2](4) / n172f(4) =   1.79

n8[2](6) / n172f(6) =   1.26

n8[2](8) / n172f(8) =   0.98

n8[2](12) / n172f(12) =   0.63

n8[2](16) / n172f(16) =   0.38

n8[2](1) / n172f(4) =   4.14

n8[2](1) / n172f(8) =   4.53

n8[2](1) / n172f(16) =   4.71

n8[2](4) / n172f(1) =   1.84

n8[2](8) / n172f(1) =   0.81

n8[2](16) / n172f(1) =   0.40

AC_VO = 802.11 Access Category Voice, non-802.11 v172f

n8[3](1) / n172f(1) =   6.40

n8[3](2) / n172f(2) =   3.87

n8[3](4) / n172f(4) =   2.10

n8[3](6) / n172f(6) =   1.23

n8[3](8) / n172f(8) =   0.76

n8[3](12) / n172f(12) =   0.28

n8[3](16) / n172f(16) =   0.10

n8[3](1) / n172f(4) =   7.21

n8[3](1) / n172f(8) =   7.77

n8[3](1) / n172f(16) =   8.05

n8[3](4) / n172f(1) =   1.77

n8[3](8) / n172f(1) =   0.85

n8[3](16) / n172f(1) =   0.11
In the most likely configurations, there are probably only 1 or 2 non-802.11 LAA-type base stations competing for access to a channel that is shared by 802.11 devices. In a typical 802.11 scenario, there might be anywhere from 1 to 8 or more devices competing. Most 802.11 traffic today is of Access Category AC_BE. It is unclear what priority should be afforded to traffic generated by non-802.11 devices.

The data in the tables above which most closely corresponds to the scenario described in the paragraph above indicate that 802.11 nodes providing service to best effort traffic flows fare quite poorly against V171 nodes using a value of q of 8. When those same nodes use q=32, the 802.11 devices fare somewhat better, but still suffer significantly when the 802.11 device count is increased.

By using the V172f rules, the situation for the 802.11 nodes improves signficantly.

5
Conclusions

In this contribution, we have shown a theoretical analysis of existing 802.11 medium access rules and of two alternative sets of access rules proposed for non-802.11 devices sharing unlicensed spectrum that is currently utilized by 802.11 devices. We have shown a theoretical analysis that shows how the proposed rules would unfairly favour the non-802.11 devices based on several factors.

We have conducted simple system level simulations which verify the qualitatively postulated effects of the differences in the rules that suggest that 802.11 devices will be unfairly disadvantaged compared to the non-802.11 devices sharing the spectrum when they are using the proposed rules called V171. We have shown that the alternative non-802.11 access rules called V172f provide for improved fairness of access with respect to 802.11 devices.

We acknowledge that the simulation used to generate the data presented is a simple version that does not include some very common effects that are known to exist and which are frequently observed and which might contribute to additional unfairness of access when included in a more complete simulation.

Observation 1: The lack of an AIFS in the proposed set of rules V171 unfairly favors non-802.11 devices

Observation 2: The lack of an increase in the contention window of the proposed set of rules V171 unfairly favors non-802.11 devices

Observation 2: The difference in the determination of BUSY medium between 802.11 and V171 devices probably unfairly favors non-802.11 devices.

Proposal 1: We propose that any set of rules of access for non-802.11 devices sharing spectrum resources with 802.11 devices shall include features that are similar to the 802.11 medium access rules, including at least, the two concepts of AIFS and exponentially increasing contention window.
Proposal 2: We propose that before any set of rules for the operation of non-802.11 devices is adopted, additional studies be carried out to examine the interaction of 802.11 and non-802.11 devices utilizing a shared spectrum resource, where those studies shall include more detailed representations of the PHY interactions, including the modelling of differences in received signal strength values, differences in BUSY medium detection thresholds and the inclusion of hidden nodes.
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7
Appendix: Simulation description
The simulator is constructed as follows:

· The simulator only examines TXOPs (Transmit Opportunities, an 802.11 term), i.e. successful attempts to access to the medium

· i.e. amount of time spent on the air after winning access is not accounted

· fairness is compared based on the number of opportunities to use the medium, not based on the throughput obtained as a result, since differing technologies support different physical layer mechanisms, channel widths, encoding schemes, header overheads, management overheads, etc.
· No actual DATA packets are exchanged, only a count of successful accesses to the medium is noted
· No path losses exist – all nodes can detect transmissions from all other nodes, presumably through ED = -73 dBm for non-802.11 devices and -62 dBm for 802.11 devices
· The simulator chooses random numbers N for each node and examines all random numbers (plus AIFS, when applicable) to determine which nodes have the smallest total values to wait before transmitting
· Total wait times are compared to each other with a settable tolerance value (set to +/- 200ns) to determine when values are “equal”
· All nodes within the tolerance of the smallest value make a medium access attempt (i.e. a transmission attempt)
· If only one node transmits, a TXOP (i.e. successful medium access event) is recorded for the node

· If more than one node transmits, a collision is recorded for all nodes that made an attempt
· Appropriate behavior is performed by each node based on:

· Node counted down backoff but did not reach zero – backoff N counter updated (v172f  might increase CW), no transmission attempt
· Node counted down backoff and transmitted successfully – reset CW, choose new N

· Node counted down backoff and had a collision – increase CW (802.11, V172f), reset CW (v171), choose new N

· FULL BUFFERS assumed at all nodes
For v171 nodes:

· AIFS = 0

· Slot is 20 usec

· Q= static = 8 = CWMIN = CWMAX

· Node count varied

For BRAN(14)000080a1r1 nodes (labelled as v172f):

· AIFS = 0

· Slot is 18 usec

· Note that this is a deviation from BRAN(14)000080a1r1  which actually specifies 9 usec – but a value less than 16 usec would allow an interruption of a SIFS-separated PPDU-response pair
· Choose a new N
· Whenever x IDLE slots of y slots are observed, and N-x > q – y
· i.e. impossible to reach N before reaching q

· This is a deviation from BRAN(14)000080a1r1 which actually requires that the node waits for all q total slots to pass by before increasing CW and choosing a new q – the implementation of the protocol is simpler when performed according to this description
· Node count varied

For 802.11 nodes:

· AIFS = 3 (AC_BE default AIFSN value)

· Slot is 9 usec

· CWMIN = 15, CWMAX = 1023 (AC_BE default values)

· Node count varied
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