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1
Introduction
In RAN#65, Licensed-Assisted Access (LAA) using LTE has been approved as a new Rel-13 study item [1], where unlicensed spectrum is used on secondary cell(s) (either DL-only or UL and DL) through carrier aggregation to complement the primary cell (either FDD or TDD) on licensed spectrum.
LAA cells can be deployed by different operators in geographically overlapping areas alongside the overlapping WiFi nodes. It may not be always possible to select different unlicensed carriers for operation by LAA eNBs and WiFi APs. In such a situation, the issue of interference from hidden nodes will inadvertently crop up.
In this contribution, we analyse the severity of hidden nodes in various deployment conditions and subsequently propose some potential solutions to avoid or combat the issue of hidden nodes. It is to be noted that the inter operator and intra operator LTE-LAA hidden nodes are not considered in this contribution.
2
Hidden Node Issue in LAA
In a dense deployment it is possible that when the transmitter sees a clear channel, the receiver may be actually encountering interference from an adjacent node. This may lead to failure in decoding the data received at the receiver. Such a situation can arise when the transmitter is beyond the transmission range of the interfering node while the receiver is within the range of the interfering node. Such an interfering node is referred to as hidden node. This is depicted in Figure 1 where AP1 wants to transmit to STA1 while at the same time, AP2 is transmitting to STA2. STA1 is in the transmission range of AP2 but AP1 is not in the transmission range of AP2. So AP1 is unaware of the ongoing transmission between the AP2 and STA2, which can lead to interference to the reception of the transmission of AP1 to STA1.
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Figure 1: Hidden node problem in Wi-Fi systems
In WiFi systems, this problem is addressed by defining a set of handshake signals known as RTS (Request To Send) and CTS (Clear To Send) such that when the transmitter intends to transmit something to an intended receiver, it sends a RTS. The receiver on hearing the RTS sends back the CTS. The transmitter starts the data transfer only after receiving the CTS. If the receiver does not sees the channel as free (it sees unmanageable interference) then it does not sends the CTS and hence the transmission is not carried out. 
On hearing the RTS, the nodes that are within the transmission range of the transmitter assume that the transmitter intends to transmit data to the receiver as included in the RTS for a duration, which is also included in the RTS. These nodes then back off, in order to let the transmitter perform the intended transmission. Similarly on hearing the CTS, the nodes that are within the transmission range of the receiver, understand that the receiver intends to receive data from the transmitter as included in the CTS for the duration which is also included in the CTS. These nodes then back off, in order to let the receiver perform the intended reception. This guarantees that an interference free transmission is carried out between the transmitter and the receiver.
LAA can typically be deployed in hotspots where already WiFi APs are deployed (either operator deployed or independently deployed). In such deployments, a UE having a number of neighbouring WiFi nodes is quite likely. If the WiFi APs associated with these neighbour WiFi nodes are outside the transmission range of the LAA eNB, these neighbouring nodes will pose as hidden nodes to the UE. This is illustrated in Figure 2. The amount of increase in the number of hidden nodes with respect to the density of nodes is provided in section 4. 
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Figure 2: Hidden node problem in LAA and Wi-Fi coexistence
Though LAA system can work without considering the hidden nodes as a baseline but if the LAA takes into account simple mechanism to avoid the hidden nodes then it can help in improving the overall performance without adding much complexity.
Observation 1: Hidden node problem may be severe according to deployed situation and the density of nodes.
3
Possible Solutions
In order to overcome the issue of hidden nodes, we consider two high level directions – either avoid hidden nodes or combat with them. Along these lines we discuss the following solutions.
3.1 Avoiding the Hidden Nodes
UE Reporting
In this solution, the UE reports the hidden node issue to the eNB (on the licensed channel) when it encounters it. Based on this the eNB can subsequently not consider the UE for scheduling. Instead the eNB can schedule another UE which has not reported the hidden node. This can lead to an improvement in the overall LAA system throughput.
The eNB for example, can configure a threshold level and when the UE sees interference above the configured level on an unlicensed channel and if the associated eNB has grabbed the unlicensed channel (eNB is transmitting on the unlicensed channel) then the UE informs the presence of a hidden node (interference level) to the eNB. This will be useful to the eNB for performing scheduling changes while it has occupied the unlicensed channel (during the channel occupancy period) which can lead to improvement in the overall LAA system throughput.
Instead of only reporting when the eNB has grabbed the unlicensed channel, the eNB can also configure the UE to report the interference level periodically (or when it exceeds a given threshold) irrespective of whether the eNB has grabbed the channel or not. This will also be useful to the eNB for initial scheduling when it occupies the unlicensed channel (scheduling decision prior to the start of the channel occupancy period) as the eNB can schedule the UEs that see a clear channel for the channel occupancy period which can lead to an improvement in the overall LAA system throughput.
The details of interference reporting need to be further studied. For example, CSI is a better candidate than long term reporting as the interference generated by the hidden nodes is random and probably short lived.
RTS/CTS Mechanism
In this method, the eNB and UE can send RTS and CTS signals like WiFi in order to ward off the hidden nodes. The LAA nodes (eNB, UE) can perform this operation by using a coupled WiFi radio. However the RTS/CTS mechanism in WiFi is designed for a PTP system but LAA will operate in PTM mode. A simple mechanism can still be used like all the connected mode UEs send the CTS in response to receiving the RTS from the eNB if they see the channel as clear, though this may deteriorate the overall system throughput (LAA + WiFi) because if some UEs are not scheduled for the entire duration of channel occupancy period then the WiFi nodes around it could have used the channel for communication with their associated APs.
If the LAA nodes do not have coupled WiFi radio then also this solution can be used for example, by transmitting pre-generated RTS/CTS waveforms which can be understood by the neighbouring WiFi nodes. The values of the fields like source and destination address fields in RTS/CTS can be filled with some reserved values. Multiple such RTS/CTS pre-generated waveforms can be stored corresponding to for example various channel occupancy times (like 4, 8, 10 ms etc which will be reflected accordingly in the NAV field) and an appropriate RTS/CTS waveform corresponding to the desired channel occupancy time can be transmitted. However this method cannot be used if LAA is considered as purely DL-only.
3.2 Living with the Hidden Nodes
In this solution, legacy LTE mechanisms are used to survive against the interference generated by the hidden nodes. For example, HARQ and MCS can be used more conservatively though at the cost of decreased spectral efficiency or increased latency.
Observation 2: Several manners to handle hidden node problem are identified including UE reporting, RTS/CTS, conservative link adaptation.
4
Simulation Results
In this clause, basic simulation results at the indoor and outdoor deployment for downlink are shown in terms of per-UE average SINR. The purpose of the simulation is to investigate whether a UE interfered by a hidden node has a real problem for transmission. The hidden node is limited to only Wi-Fi node in this simulation setup, since interferences from LAA node are assumed to be manageable in the well-designed system. Per-UE average SINR is chosen as a proper metric to show how severe is the interference level received at the UE. For calculation of the per-UE average SINR, interferences from LAA and Wi-Fi does not distinguished. Even if the interference level from Wi-Fi node is high, a sufficiently high received power of desired signal can result in high SINR. Therefore per-UE average SINR is a metric to show effectively an impact from hidden nodes. Based on the agreed evaluation assumption [2], per-UE SINR is measured for LAA DL regulated by the LBE requirement and under the configured scenario in Appendix A.
In this evaluation, we filter a LAA UE affected by hidden nodes if the total interference that the UE receives from Wi-Fi nodes is greater than a given threshold. Note that a UE receiving the total interference greater than a given threshold (i.e., -62/-72/-82/-92 dBm) from Wi-Fi nodes measures SINR for DL transmission. The CDF of per-UE average SINR is made based on measured SINRs by these filtered UEs. -62 dBm is the threshold value for energy detection of Wi-Fi devices and also maximum threshold value tested in the evaluation. The reason not to consider higher value than -62 dBm is that the interference level above -62 dBm will not be appeared in the ideal situation where no hidden node exists. In other words, Wi-Fi interference higher than -62 dBm will not be detected when no hidden node is located behind the sensing range of eNB from the channel reciprocity perspective.
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(a) Indoor deployment
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(b) Outdoor deployment
Figure 3: CDF of per-UE average SINR for UEs in hidden node problem
Figure 3 represents 4 CDF curves per each indoor and outdoor deployment according to different RSRP threshold values. SINR curves were made from SINR values measured at the UEs seeing higher interference than certain threshold. It shows a trend, for example, that UEs having -62 dBm threshold has lower SINR distribution than UEs having different thresholds. The trend can be interpreted as that filtering based on appropriate RSRP threshold value works to find problematic UEs captured by hidden nodes. Decreasing the threshold value means getting more sensitive to interferences, so most UEs are included in filtered UEs if the threshold value is very small. Therefore, it is clear that filtered UEs have lower SINR region than other unfiltered UEs. However, as shown in the SINR CDF, the UEs that are identified to be in the hidden node problem do not experience very low SINR. As a result, we can expect that scheduling based on the RSRP-based filtering may not show significant performance gain while it can increase the performance of individual UE in the hidden node problem.
Observation 3: For the simulation purpose, RSRP-based filtering can distinguish UEs in lower SINR region caused by interferences from Wi-Fi nodes.
Observation 4: In current downlink deployment scenarios, most UEs show high SINR about 10 to 20 dB nevertheless those UEs are interfered by hidden nodes or not.
From the observations, we guess that degradation of overall system capacity is marginal in at least downlink deployment. For more clear decision, we will investigate on the hidden node issue for uplink or higher node dense deployment.
Proposal 1: Further study on hidden node problem should be required to identify whether the problem is significant or manageable with minimum efforts.
5
Conclusion

Based on the discussion and identified observations in this contribution, we propose followings:
Observation 1: Hidden node problem may be severe according to deployed situation and the density of nodes.
Observation 2: Several manners to handle hidden node problem are identified including UE reporting, RTS/CTS, conservative link adaptation.
Observation 3: For the simulation purpose, RSRP-based filtering can distinguish UEs in lower SINR region caused by interferences from Wi-Fi nodes.
Observation 4: In current downlink deployment scenarios, most UEs show high SINR about 10 to 20 dB nevertheless those UEs are interfered by hidden nodes or not.
Proposal 1: Further study on hidden node problem should be required to identify whether the problem is significant or manageable by minimum efforts.
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Appendix

Configured parameters

	Parameter
	Value

	Layout
	Indoor and outdoor

	Number of unlicensed band carrier
	1

	Number of UEs
	5

	Traffic model
	FTP Model 3 with λ = 1.0 

	Wi-Fi MPDU size
	1,500 bytes
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