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1 Introduction
In RAN1#78bis, LAA deployment scenarios and evaluation methodology were extensively discussed. In the email discussion [78bis-15] Detailed coexistence evaluation assumptions for LAA, more proposed detailed modeling aspects were considered for both indoor/outdoor deployment scenarios and also for the Wi-Fi system evaluation assumptions.
In this contribution we discuss whether there is need to model RTS/CTS frame exchanges for 802.11n/ac. In Section 2 of this contribution, we briefly summarize some background on the use of RTS/CTS in Wi-Fi when operating on the 5GHz bands. In Section 3 we present evaluation results showing actual Wi-Fi packet collision rates with and without RTS/CTS for the LAA indoor scenario with 2 operators, 4 small cells and equal equidistant AP spacing.
2 RTS / CTS frame exchanges in 802.11n/ac
The question whether to include the RTS/CTS type of frame exchanges into LAA evaluations is important from two perspectives.
The use of RTS/CTS will result in a non-negligible MAC efficiency penalty. Not using RTS/CTS however may result in unnecessary packet collisions which is mostly a function of SINR geometry and the average load of the system. Some protocol parameterization like PDU sizes and aggregation thresholds may also greatly affect observable MAC throughput for Wi-Fi transmitters in presence of collisions.
When considering the potential usefulness of RTS/CTS type of frame exchanges employed in Wi-Fi systems, it is important to consider that the original purpose of the 802.11 RTS/CTS mechanism to alleviate hidden node problems has more and more grown into a legacy coexistence mechanism with the advent of 802.11g/n/ac specifications.
In fact, there is nowadays 3 associated use cases with RTS/CTS and CTS-to-self type of frame exchanges,
(1) As a mechanism to deal with hidden node problems (ex: 802.11b/g)
(2) As a legacy protection and coexistence mechanism (ex: 802.11g/n)

(3) As a dynamic primary / secondary channel reservation protocol (ex: 802.11n/ac)

Therefore, the potential usefulness of RTS / CTS in LAA modeling assumptions cannot be considered from the point of view alone whether the indoor or outdoor scenarios effectively result in many hidden nodes.
The question of modeling RTS / CTS should rather be seen as a fundamental question which 802.11n operating mode, mixed mode vs. greenfield with legacy protection, should be assumed representative of real-world deployment cases.
802.11b/g

In legacy 802.11 Wi-Fi, RTS/CTS was purely an optional method to deal with hidden node problems. For example, if a potentially interfering STA2 is out of radio range for the AP, RTS from the AP to the intended receiver STA1, then CTS sent back by STA1 would de-facto increase the radio range of the channel reservation protocol (assuming that STA2 can hear STA1).

In fact, RTS/CTS provided one additional method for Virtual carrier sense. Most implementations provide a setting that only above a certain packet length RTS/CTS is used.
802.11n

802.11n can operate in either 2.4 or 5 GHz bands. For 2.4 GHz it is also required to support RTS/CTS with DSSS/CCK for protection of older 802.11b equipment. Due to its low transmission rate, any 802.11g or 802.11n system operating in 2.4 GHz is severely penalized in terms of throughput when 802.11b devices are around.

For 5 GHz operation, 802.11n supports 3 fundamental operating modes, (1) legacy, (2) greenfield and (3) mixed modes.
Mixed mode is nowadays encountered almost everywhere and quite widespread. It is clearly the most relevant 802.11n operating mode to assume. 802.11n legacy mode was mostly a theoretical option, and greenfield mode never found much adoption. It is worth noting that 802.11ac later on abolished any notion of greenfield mode. 802.11ac only supports the equivalent of 802.11n mixed mode. Similar 802.11n Phased Coexistence Operation (PCO) functionality, i.e. dynamic 20/40 MHz operation was re-designed greatly as part of the 802.11ac dynamic multi-channel reservation protocol.
Legacy mode
All frames are transmitted using the old 802.11a formats and OFDM channelization. 40 MHz operation cannot be used at all. There is literally no performance advantage and no benefit from any of the major new 802.11n features SU-MIMO, extended BW and MAC efficiency improvements.
RTS/CTS principles are the same as for 802.11a.
Greenfield mode (with legacy protection)
The AP more or less assumes that no legacy 802.11a equipment is around. Except Beacon and some management frames, everything from preamble to header is sent using the new 802.11n frame formats and OFDM channelization which means that any older 802.11a equipment can at best use energy detection as CCA mechanism.

Legacy 802.11a format RTS /CTS and CTS-to-self however are used here by the AP as coexistence mechanisms. Even though older 802.11a devices cannot decode the newer 802.11n greenfield preambles and headers, they can set still their NAV to the value advertised in the CTS frames sent using legacy OFDM format.
Mixed mode
802.11n devices can use HT formats, but legacy 802.11a devices are supported on the same channel. A full legacy 802.11a preamble is used, then either 802.11n HT is used for the remainder of the header and MAC frame if the transmission is intended for an 802.11n receiver. Legacy 802.11a devices can detect any transmission, acquire AGC/AFC/timing lock using the preambles and they can set their NAV from the L_SIG field. Both L1 and Virtual carrier sense work “as is” for the older 802.11a devices. In practice, mixed mode is often complemented with proprietary RRM management that forces legacy 802.11a to BSS on a separate channel (if available) upon an association attempt.

RTS / CTS is not essential for coexistence reasons, because mixed mode relies on the fundamental assumption that 802.11a clients can decode the legacy preamble portion.
Observation 1:

Including RTS/CTS frame exchanges into LAA evaluations for purposes other than hidden node detection problems is not required for 802.11n mixed mode which is the most frequently encountered 802.11n operating mode in practice.

802.11ac
802.11ac uses a multi-format header similar to 802.11n mixed mode. Legacy 802.11a/n devices can perform L1 CCA and Virtual carrier sensing. However, RTS/CTS and CTS-to-self now become an essential component of Dynamic Bandwidth Operation.
For 802.11ac devices, data transmissions can either take place in the primary 20 MHz channel, or the 40 MHz channel that includes the 20 MHz primary channel segment, or the full 80 MHz channel, but other channel combinations are not possible. For example, an AP wishing to transmit on 80 MHz will send RTS into the four 20 MHz channels each using 802.11a formats and rates (6 Mbps). The intended receiver STA performs CCA in each of these 4 channels and replies with an individual CTS into each of the up to four 20 MHz channels it found free. For example, an RTS is sent by the AP into all 4 20 MHz channels, 100, 104, 108, 112, and if channel 108 is found busy by the intended receiver, it would send back CTS frames on each channel 100, 104, 112 indicating that 108 was busy.
The RTS payload is extended such that the AP can indicate which channel options it intends to use, and the CTS payload is changed to indicate which channels are found busy. 
We note that an alternative to above is that 802.11ac is configured in non-HT duplicate mode. Here, the AP can transmit in 4 individual legacy 20 MHz channels simultaneously.
Observation 2:
Including RTS/CTS as part of Wi-Fi channel access overhead is required due to the 802.11ac Dynamic Bandwidth Allocation mechanism (even when 802.11ac falls back to 20 MHz operation).
3 Evaluation results for LAA indoor scenario

In order to assess how severely potential hidden node problems may affect Wi-Fi throughput number for the LAA evaluation scenarios, we evaluated the LAA indoor scenario with 2 operators, 4 small cells and equal equidistant AP spacing. Our evaluation assumptions are summarized in the Appendix of this document.
Figures 1 and 2 show actual 802.11ac Wi-Fi packet collision rates as a function of average observed load (“resource utilization”) on the channel with and without RTS/CTS exchanges.
Collision rates are the likelihood that upon initiation of a packet transmission following CCA and random backoff by a first client device, a second client device also attempts channel access due to non-overlapping listening ranges. Collision rates are not equivalent to actual throughput losses. The effective throughput loss observed for the system incurred due to each individual collision event will also depend on the statistical distributions of data packet sizes for client devices in the system and is also a function of protocol configuration, i.e. aggregation features in use or not.
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Figure 1: Collision rates with and without RTS/CTS for 7.2 Mbps (MCS 0)
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Figure 2: Collision rates with and without RTS/CTS for 57.8 Mbps (MCS 3, 2 SS)
From the results in Figures 1 for the indoor evaluation scenario and with client devices set to their lowest possible transmission rate settings resulting in longest frame transfer delays, it can be seen that packet collisions due to hidden node problems are only in the order of 2-3% even in absence of RTS/CTS frame exchanges when about half of airtime is busy due to packet transmissions.

Presence of RTS/CTS will reduce collision rates, but given these are already very low in absence of RTS / CTS, no meaningful improvement can be seen.
We note that 802.11ac Dynamic Bandwidth Allocation inherently uses RTS/CTS frame exchanges on the individual 20 MHz segments which provide a net CCA extension effect, so above collision rates should be seen as rather pessimistic. 
In fact, the LAA indoor deployment scenario guarantees hearability for the vast majority of client devices with respect to each other.

In consequence, we think that it is not so much important to model RTS/CTS frame exchanges in LAA evaluation scenarios to account for hidden node problems. The overhead due to the presence of RTS/CTS frame exchanges in 802.11ac rather needs to be accounted for in terms of MAC and channel access overhead when calculating effective observed throughput numbers for the Wi-Fi devices. However, the latter doesn’t require actual modeling.

Observation 3:
It is not necessary to include RTS/CTS type of frame exchanges into simulations as part of LAA evaluations to account for hidden node problems.
Observation 4:

When using 802.11ac in LAA evaluation scenarios, overhead incurred from preceding RTS/CTS type of frame exchanges for Dynamic Bandwidth Allocation mode needs to be accounted for as MAC and channel access overhead.
4 Conclusion

In this contribution we discuss whether there is need to model RTS/CTS frame exchanges for 802.11n/ac. We summarized background on the use of RTS/CTS in Wi-Fi when operating on the 5GHz bands. We then presented evaluation results showing actual Wi-Fi packet collision rates with and without RTS/CTS for the LAA indoor evaluation scenario.

In summary, we recommend to consider the following,
1. Including RTS/CTS frame exchanges into LAA evaluations for purposes other than hidden node detection problems is not required for 802.11n mixed mode which is the most frequently encountered 802.11n operating mode in practice.

2. Including RTS/CTS as part of Wi-Fi channel access overhead is required due to the 802.11ac Dynamic Bandwidth Allocation mechanism (even when 802.11ac falls back to 20 MHz operation).

3. It is not necessary to include RTS/CTS type of frame exchanges into simulations as part of LAA evaluations to account for hidden node problems.

4. When using 802.11ac in LAA evaluation scenarios, overhead incurred from preceding RTS/CTS type of frame exchanges for Dynamic Bandwidth Allocation mode needs to be accounted for as MAC and channel access overhead.
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Appendix - Evaluation Assumptions
Table 1: LAA deployment (Indoor scenario)
	
	Unlicensed cell

	Layout for nodes
	Two operators deploy X = 4 small cells each in the single-floor building. 

Alt 1: The small cells are equally spaced in the center of the building for all nodes.
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	Carrier number
	Y (to be shared between two operators)

Alt 1: X = Y = 4

	Total BS TX power
	24dBm (Ptotal per carrier)

	Total UE TX power 
	23 dBm

	Distance-dependent path loss
	Small cell-to-Small cell, Small cell-to-UE: ITU InH [Table B.1.2.1-1 in TR36.814]
UE-to-UE: 3GPP TR 36.843 (D2D).
(3D distance between an eNB and a UE is applied. Working assumption is that 3D distance is also used for LOS probability.)

	Shadowing
	ITU InH [referring to Table A.2.1.1.5-1 in TR36.814]

Working assumption is that 3D distance is used for shadowing correlation distance

	Antenna pattern
	2D Omni-directional

	Antenna Height: 
	6m

	UE antenna Height
	1.5m

	Antenna gain + connector loss
	5dBi

	Antenna gain of UE
	0 dBi

	Number of UEs 
	60 UEs per operator

	UE dropping per network
	Randomly and uniformly distributed over the floor

	Minimum UE-to-UE distance (2D distance)
	3m

	Traffic model
	FTP3

	UE noise figure
	9dB

	UE speed
	3km/h

	Cell association
	RSRP


Table 2 WiFi system evaluation parameters
	Parameter
	value

	Wi-Fi configuration
	802.11ac

20 MHz primary channel only

	Antenna configuration
	2Tx 2Rx, Cross-polarized

	MAC
	Coordination
	DCF with CSMA/CA

	
	
	DCF with RTS/CTS

	
	Slot time, SIFS, DIFS
	8 µs,16 µs, 34 µs

	
	RTS/CTS
	With and without

	
	Contention window
	Min : 15 slots,  Max : 1023 slots

	CCA-CS
	-82dBm

	ACK Modelled
	Yes

	DL/UL Duplexing
	DL traffic only

	Channel selection
	Minimum number of neighbours


120 m





50 m
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