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1 Introduction

This contribution tries to investigate some specificities of the usage of the D2D by the public safety users and the impact on the synchronization. 
2 Discussion
2.1 Direct mode in narrowband PMR systems
Current narrowband public safety networks (TETRA, TETRAPOL, P25) offer the users the possibility to communicate in direct mode whatever their position with respect to the narrowband fixed network coverage is (in/partial/out-of coverage. This is achieved by sharing the resources (i.e. the narrow band carriers reserved for direct mode, that are outside the pool of paired carriers reserved for FDD infrastructure) amongst the public safety organizations.
Within each organization (e.g. police, fire department…), the dedicated carriers are then further arranged depending on geographical zones and/or types of mission…

Such resource sharing minimizes the probability that public safety groups that may be at the same time at an incident location interfere with each other.

Few carriers are also reserved for interoperability in case some groups belonging to different organizations need to exchange some information.
2.2 D2D LTE for Public Safety
For D2D LTE, such a partitioning of resources between infrastructure and D2D and between public safety organizations is not possible without compromising the ability to offer a high data rate service. However, the design shall take into account the fact the D2D users cannot be considered as a flat population of users: a large number of communications are intra-group communications.  Those intra-group communications have a high level of reliability requirement and should as much as possible be unaffected by:
· the presence or absence of  network coverage
· the presence of other public safety groups, belonging to other organizations, that may be at the location of the incident

The goal is to ensure the maximum reliability of the D2D communications within a group in situation that by nature cannot be planned or anticipated such as, 

· the departure or arrival of users belonging to another organization in proximity of the members of the group
· the loss of network coverage while the group is moving (for instance firemen entering a building in fire…)

This impacts the synchronization scheme that is currently discussed in RAN1.

2.2.1 In coverage scenarios

The requirement to force D2D communications between public safety users even though they are within network coverage was discussed at meeting #74 (minutes in [1]).
Synchronization option #1: public safety users take the eNodeB(s) as synchronization source

This option ensures a good level of synchronism amongst all the users and is likely to be the most effective for a commercial scenario.

However, for public safety users, the option has the drawback to create a need for a configuration change for the synchronization source, at a critical time (i.e. when the public safety users expect the maximum reliability of the D2D communications).
Typical example is a group of firemen that need to enter into a building in fire: while the first members of the team are already in the building, the signal strength from the eNodeB may become too weak to ensure proper synchronization and the UEs will have to switch to the synchronization mode designed for out-of-coverage scenario. At that time, there might be a portion of UEs still relying on the infrastructure synchronization while some UEs have switched into 'stand-alone' synchronization mode (without any external reference available, neither from network nor GPS). Although the design can take into account such situation and ensure a certain level of continuity between the two modes, it is not recommended that such transition occurs while the reliability of the communication is key aspect for the safety of the users. Moreover, this period of transition may occur several times during the mission while the group of firemen moves inside the building.
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Figure 1: (Left) All UEs use the eNodeB as synchronization source while in coverage – (Right) For the UEs inside the building( out-of-coverage) one UE has to play the role of the synchronization source while UEs outside the building still use the eNodeB as synchronization source
Synchronization option #2: the synchronization source of a group of public safety users is always within the group.

With the assumption that the synchronization source is kept inside the group, the transition period described in the section above does not exist anymore: the public safety users always use the source which is within the group, whatever their situation with respect to the network coverage is.
Obviously, when the UE acting as the synchronization source for the members of its group is in a location where it can receive the PSS/SSS from an eNodeB, it will use this signal as its "synchronization reference". With such an approach, the group of public safety users is synchronized on the network and the resources can be shared efficiently in the uplink band.
Firemen entering into the building are still able to receive the synchronization source (which is in proximity since it is a member of the group). When the UE acting as the synchronization source enters into the building, its synchronization reference (i.e. the eNodeB) will be lost and its internal clock will switch to standalone mode, without introducing any discontinuity in time and frequency domains for other users.
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Figure 2: (Top left) One UE within the group acts as the synchronization source, taking the eNodeB as a reference – (Top Right) When entering the building, the UEs keep their synchronization source – (Bottom) All users are inside the building (out-of-coverage): the synchronization source of the group does not receive the signal from the eNodeB

This synchronization option has the advantage that the synchronization scheme is not changed within the group of public safety users and is similar in the three scenarios (in/partial/out-of coverage).

Proposal: 
For in-coverage scenario, the synchronization source of a group of public safety users is always within the group

· the synchronization source shall use the synchronization from the network as a reference when available

2.2.2 Out-of-coverage scenario

In out-of-coverage scenario, the synchronization scheme is identical to the one of the option 2 above: one of the UE within the group is the synchronization source. This source can take as a reference any external signal that is available (for instance GPS for outdoor UEs).
In previous contribution [1], it was proposed that the synchronization source is the user initiating a conversation between users. The synchronization source may change after an inactivity period when another user initiates a new conversation. It was also described that all users in the group shall – in addition to monitor their own synchronization source – monitor the presence of other synchronization sources. This allows detecting the presence of another D2D group in proximity. 

Once, at least one user has detected the presence of a group that is not the group it belongs to, it may inform both synchronization sources of the presence of the other group. It may include in its report the identity of each group (assuming it is included in the D2SS) and the observed time difference.
While the groups are isolated (and out-of-coverage), it is assumed the whole uplink bandwidth is available for D2D communications.

When at least two groups are in proximity, the resource shall be shared between the groups to minimize the interferences.

2.2.2.1 Sharing in the frequency domain

The uplink bandwidth can be divided in the frequency domain, allocating blocks of RBs to the groups in proximity. With that method, synchronization between groups is not necessary. However, degradation due to ACIR effects shall be further studied. Moreover, it does not provide any simple solution for the inter-group communications.
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Figure 3: No synchronization is required between the users when resources are shared in the frequency domain
2.2.2.2 Sharing in the time domain

Time domain sharing assumes that the two groups are synchronized. For similar reasons as those exposed in the section 2.2.1, it is preferred that each group keeps its own synchronization source. To ensure time alignment, one synchronization source should take the other one as its reference.

An example of the sequence to achieve the time alignment between the groups in proximity is given below:

1. at least one UE detects the presence of a synchronization source that is not the one it is using

2. the UE reports to both synchronization sources the identifier of the other group and the observed time difference

3. thanks to an implicit rule (for instance the group with the lower identifier), at most one synchronization source will apply a time shift in its transmitted synchronization signal to be time aligned with the other synchronization source. It will also start to monitor the other synchronization source and take it as a reference.

Step 2 implies that each group allocates an inter-group common radio resource in order to exchange signalization with another group. 

Step 3 implies that the synchronization source is able to send to the members of its group a re-synchronization command, in which the offset (in Ts for instance) with respect to the current timing will be applied after a given number of sub-frames.

With such time sharing scheme, the resources can be shared between groups with a high level of flexibility (time and frequency domains). This will also simplify the need of inter-group communications (equivalent to the interoperability channels in narrowband systems).
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Figure 4: Both groups of users keep their synchronization source internally. One synchronization source is used as a reference for the other synchronization source.

Proposal #2: 

For out-of-coverage scenario, the synchronization source of a group of public safety users is always within the group
· the synchronization source may use the synchronization source of another network as a reference

· the synchronization should use any available synchronization source that enhance its frequency and timing accuracy (e.g. GPS)

Proposal #3: 
Mechanisms to allow sharing of resources in the time domain between groups in proximity shall be studied with higher priority than the frequency domain sharing.

3 Conclusion

In this contribution, the impacts of the specificities of public safety direct mode usage were investigated. To ensure the maximum reliability of the intra-group communications it is proposed that (combining proposals #1 and #2):

The synchronization source of a group of public safety users is always within the group

· In network coverage scenario, the synchronization source shall use the synchronization from the network as a reference when available

· In out-of-network coverage scenario,

· the synchronization source may use the synchronization source of another group as a reference

· the synchronization should use any available synchronization source that enhance its frequency and timing accuracy (e.g. GPS)

This proposal ensures a high level of commonalities for the three Public Safety scenarios (in/partial/out-of network coverage).
It was also proposed that:
Mechanisms to allow sharing of resources in the time domain between groups in proximity shall be studied with higher priority than the frequency domain sharing.

It was also observed that:
Each group should have a semi-persistent allocation in order to exchange signalization with another group. This can be used at least:

· for receiving information on another synchronization source

· for initiating a inter-group communication 

Message to trigger re-synchronization between the synchronization source and the members of the group shall be supported by the control channel of the D2D link
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