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1
Introduction

The study item description sheet [1] on LTE device-to-device proximity services states as an objective:

"For the purposes of addressing public safety requirements, identify and study the additional enhancements and control mechanisms required to realize discovery and communication outside network coverage".
At the RAN1#73 the D2D deployment scenarios and channel models were agreed and progress was made on the topic of D2D discovery.  The agreements have been captured in the minutes of that meeting [2].  

Several contributions to RAN1#73 discussed the use of a coordinating entity when out of network coverage, for example, referring to such an entity variously as a "UE soft-controller", "lightweight eNodeB", "cluster-head", "head UE", "D2D controller", "reference UE", "master UE" [3-9].  
In this document we discuss the role of such a coordinating entity in device-to-device operation when outside of network coverage with particular emphasis on the physical channels and signals employed.
2
Off-network cluster

In [9] it is suggested that when operating in public safety spectrum outside of network coverage, groups of devices could form clusters with one device designated a central coordinating entity.  In this topology the control plane data is routed via the coordinating entity and the user plane data can be routed via the coordinating entity or directly from device to device, Figure 1.  In this regard the coordinating entity can be viewed, in many respects, as a simplified eNode B.  There are many potential benefits in adopting the architecture shown in Figure 1, including the provision of synchronisation signals for a cluster of off-network public safety devices, a centralised scheduler, a coordinated approach to interference mitigation, commonality with a conventional LTE cell's eNode B and the potential to reuse many of the existing LTE signalling and physical channels.

This contribution looks specifically at aspects relating to the physical channels and signals associated with the off-network architecture of Figure 1 [9].
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Figure 1 – Control and data paths for an off-network public safety cluster [9]
3
Synchronisation
An accurate timing and frequency reference is required if the LTE multiple access scheme is to be reused for ProSe operation outside of network coverage.  Thus a primary consideration for a coordinating entity is that of providing a timing and frequency reference to devices outside of network coverage if no such external reference is otherwise available.  The devices that are in range of the coordinating entity would then use some signals transmitted by it in order to derive their timing and frequency synchronisation.

In a conventional LTE cell, the eNode B provides such reference signals.  Initially a UE can synchronise using the synchronisation signals (PSS/SSS) and these may subsequently be complemented with information derived from other signals or channels such as the cell-specific reference signals (CSRS).  When out of network coverage, it is assumed as suggested in [3-9] that some device(s) take on the role of coordinating entities and as such provide synchronisation signals for other devices in the locality.  The question is then what sort of synchronisation signals should be provided by the coordinating entity device(s) and how frequent should these transmissions be?
An option is that coordinating devices transmit exactly the same synchronisation signals as a conventional eNode B.  This would have many obvious benefits to the standardisation of ProSe including the reuse of layer 1 PSS/SSS transmit and receive functionality, the use of known synchronisation algorithms and the commonalities between an LTE eNode B cell and an out of coverage public safety ProSe cluster.  
With this option it would be desirable for a ProSe enabled public safety device to be able to determine at an early stage in the camp-on procedure if the synchronisation signals observed belong to an eNode B in a public safety network or an out-of-network coverage cluster.  This could be achieved at the synchronisation stage or at a later stage, potentially via the use of a bit on the MIB for instance.  However, there are benefits to the former approach as it would enable a device to determine the nature of the entity transmitting the synchronisation signals without requiring the decoding of the PBCH.

One simple option in public safety spectrum to avoid altering the PSS/SSS signals is to reserve some of the physical cell IDs for off-network coordinating entity use (under spectrum operator control), Figure 2.  With this approach a public safety device could determine at the point of synchronisation the nature of the entity transmitting the synchronisation signals as opposed to requiring to decode the PBCH and MIB in order to ascertain if the entity is an eNode B or an off-network cluster.  In order to maximise commonality with existing LTE technology it is proposed to keep the frequency of the coordinating device's synchronisation signal transmission at 5ms.
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Figure 2 – Reserving some cell IDs for off-network public safety clusters

Proposal 1:  In off-network public safety spectrum, coordinating entity devices transmit conventional LTE PSS/SSS synchronisation signals with some cell IDs reserved by the public safety spectrum operator for this purpose.
Additional synchronisation issues arise with regard to multiple off-network public safety clusters.  Should these be synchronised together and how is a device chosen to be a coordinating entity for an off-network cluster?  In terms of the first aspect, multiple off-network clusters could be synchronised if a common reference existed, i.e. GPS for example, but if this were not possible the clusters could be treated as analogous to asynchronous LTE cells, as is possible with FDD spectrum operation for example.  The topic of asynchronous ProSe operation is treated in [10].  

Proposal 2:  Multiple off-network public safety clusters can be synchronised if there is a common external reference available but otherwise can operate asynchronously to each other.

With regards to the second aspect, then initially upon not detecting a PSS/SSS signal in the off-network public safety spectrum a device could autonomously elect to become a coordinating entity [8].  Alternatively, a device in such a scenario could transmit device-to-device discovery signals.  When a second device came into range and they discovered each other then a protocol could be followed to decide which device became the coordinating entity.  This would have the potential benefit that a single off-network public safety device would not need to continuously transmit PSS/SSS etc., i.e. it would only become a coordinating entity when it were required.  However, whichever approach is adopted to elect a coordinating entity for an off-network public safety cluster, the ability to change which device is a coordinating entity is extremely important in order to ensure the most appropriate device is always used and that potential single point-of-failure issues are avoided.  The design of such protocols is beyond the scope of RAN1, however the ability of off-network devices to discover each other in an asynchronous environment is and this is treated in [10].
4
Physical channels
The physical channels used to transmit from a public safety device to a coordinating entity (another public safety device) when outside of network coverage are envisaged to be those of the conventional LTE uplink, i.e. PRACH, PUCCH and PUSCH, thus maximising commonality with in-network LTE operation.  For example, a public safety device would know a priori (system information stored on a SIM) where a random access opportunity existed in a radio frame and also know the PRACH parameters that are employed on the cluster.  It would then be able to "connect" to a cluster in much the same manner as a normal UE connects to an LTE cell.

Proposal 3:  When operating outside of network coverage, the physical channels employed in communicating from a public safety device to a coordinating entity public safety device are those of the conventional LTE uplink, i.e. PRACH, PUCCH and PUSCH.

The physical channels used to transmit from a public safety coordinating entity to another public safety device when outside of network coverage need a little more thought.  Following the analogy of an off-network cluster being similar to a conventional LTE cell then these physical channels should be those of the conventional LTE downlink, i.e. PBCH, PCFICH, PDCCH, PDSCH and PHICH.  However, there are two aspects that need to be considered further.
Firstly, the downlink physical channels are not necessarily contiguous in frequency in conventional LTE whilst the uplink physical channels are.  The contiguous nature enables the uplink physical channels to be precoded using a DFT before the conventional OFDM modulator meaning that the resultant transmission has single-carrier properties with, in particular, a reduced peak-to-mean power.  This makes the signals more suitable for transmission by typical UEs.  As off-network ProSe operation is about device-to-device communication then it may be desirable for all transmissions from a device to have reduced peak-to-mean properties, irrespective of whether the device is a coordinating entity or not.  This could be achieved by either employing a single-carrier transmitter architecture and thus changing the nature of the physical channels so that they are guaranteed to be contiguous in frequency, or it may be that technology has progressed to such a state that other techniques to reduce or tolerate the peak-to-mean power of a conventional OFDM transmission are viable in a device. 
Secondly, in the downlink, reference symbols are transmitted throughout the entire bandwidth 4 times a sub-frame and in every sub-frame, irrespective of whether there is another physical channel present in that sub-frame or not.  These reference symbols occupy every 6th resource element in frequency.  Thus OFDM symbols containing reference signals have approximately 17% of the total frequency resource occupied and are transmitted with a duty cycle of approximately 30%.  This represents a considerable power drain on any public safety device acting as a coordinating entity.  Additionally, the necessity to transmit reference symbols across the entire bandwidth, in addition to any physical channels that may be present, represents a potential restriction on the  power budget and hence operating range of the cluster.  For instance, the coordinating entity will have a fixed transmit power that is less than that of a typical eNode B.  If this power has to be shared amongst reference symbols occupying the whole bandwidth in addition to the physical channel of interest then the power assigned to the physical channel of interest will necessarily be restricted.
Considering the above impacts of transmitting conventional LTE downlink physical channels from a public safety coordinating entity to another public safety device when outside of network coverage, the following is suggested:
Reference symbols - Instead of transmitting cell-specific reference symbols across the entire bandwidth, reference signals are embedded only in the physical channels transmitted in the manner that DMRS is used for PUCCH and PUSCH in the uplink or UE-specific reference signals can be employed for PDSCH in the downlink.
Shared channel - Instead of using the PDSCH a physical channel based upon PUSCH is used.  This would allow a single-carrier type transmission and reference symbols (DMRS) that extend only across the transmission bandwidth as opposed to the entire bandwidth.  
Broadcast channel - The structure of the physical channel that carries the broadcast channel could be based upon PUSCH, i.e. with DMRS inserted into the physical channel.  However, it may be that the content of the broadcast channel is changed or reduced as it is possible that some of the information required to operate in public safety spectrum outside of network coverage may be contained in the public safety device's SIM.  
Control channels - Consideration is required for the transmission of control information from the coordinating entity public safety device to another device.  In the conventional LTE downlink PCFICH, PDCCH and PHICH are all distributed across the entire system bandwidth and as such also rely on the presence of cell-specific reference symbols for their demodulation.  The role of PCFICH in off-network communications could be removed entirely by the restriction that the control region of a subframe cannot change on a dynamic basis or if the nature of control channels changes significantly from that of conventional LTE downlink.  PDCCH and PHICH are required in the conventional LTE downlink to convey grants and HARQ acknowledgements respectively, and a similar role is likely to remain necessary when operating in clusters of devices outside of network coverage.  A number of HI bits could potentially be mapped to a physical channel similar to that of the PUCCH, however the number of control bits is typically well in excess of the maximum number that can be carried on PUCCH (22 bits for format 2A).  Additionally, given the desired single-carrier nature of the transmission from the coordinating entity public safety device, multiple simultaneous PUCCH type transmissions are not recommended.  Instead, a possibility would be to dispense with PHICH and PDCCH and instead have a single control channel that is physically similar to the PUSCH and that carries control information (and HI bits) for multiple devices.

Proposal 4:  When operating outside of network coverage, the physical channels employed in communicating between a coordinating entity public safety device and another public safety device are based upon conventional LTE PUSCH.  

Proposal 5:  If multiple transport channels or control information are to be transmitted simultaneously between a coordinating entity public safety device and multiple public safety devices they are multiplexed onto a single PUSCH.

Finally, there is consideration of what physical channels should be transmitted directly between public safety devices that are not designated coordinating entities.  In this case PUSCH is once again the physical channel of choice with the possibility of employing PUCCH as well.  However, this aspect would benefit from being common with the in network coverage device-to-device communications scenario and the decision should be aligned with the outcome of this discussion. 
Proposal 6:  Direct communication between pairs of public safety devices that are not coordinating entities outside of network coverage should employ the same physical channels as the in network coverage scenario.  
A summary of the suggested physical channels employed by a cluster of public safety devices whilst out of network coverage is provided in Figure 3.
[image: image3.png]PRACH /PUSCH /PUCCH
PSS/SSS /PUSCH
PUSCH /PUCCH?

‘coordinatng entiy




Figure 3 – Suggested physical channels and signals for an off-network public safety cluster
5
Conclusion 
This contribution has analysed the topology of a controlling entity public safety device in a cluster of public safety devices that are outside of network coverage.  In particular, study has been made of the appropriate physical channels and physical signals to communicate and synchronise within such a cluster.  The following proposals are made:

Proposal 1:  In off-network public safety spectrum, coordinating entity devices transmit conventional LTE PSS/SSS synchronisation signals with some cell IDs reserved by the public safety spectrum operator for this purpose.

Proposal 2:  Multiple off-network public safety clusters can be synchronised if there is a common external reference available but otherwise can operate asynchronously to each other.

Proposal 3:  When operating outside of network coverage, the physical channels employed in communicating between a public safety device and a coordinating entity public safety device are those of the conventional LTE uplink, i.e. PRACH, PUCCH and PUSCH.

Proposal 4:  When operating outside of network coverage, the physical channels employed in communicating between a coordinating entity public safety device and another public safety device are based upon conventional LTE PUSCH.  

Proposal 5:  If multiple transport channels or control information are to be transmitted simultaneously between a coordinating entity public safety device and multiple public safety devices they are multiplexed onto a single PUSCH.

Proposal 6:  Direct communication between pairs of public safety devices that are not coordinating entities outside of network coverage should employ the same physical channels as the in network coverage scenario.  
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