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1. Introduction
At this moment in time there are three Work Items looking for solutions suitable for small cells with real backhaul delays.
As a first attempt, TR 36.932 has defined the round-trip delay between points situated on the same type of backhaul, however the DSL strong limitation of the up-link capacity and its influence on delay was never considered.
This contribution is giving an idea about the backhaul delay variations with some typical traffic types. In addition, are analysed the delays between a macro cell using a fiber backhaul and a small cell, using DSL.
It is concluded that the RAN community should study the possibility of using the air interface for X2/Xn transmission, as is the case in RAN1 for achieving inter-small cell synchronisation.

1. Measurements results

1.1. Backhaul throughput and delay

The un-loaded VDSL backhaul used in the experiments described below has a capacity of 30-35Mb/s downlink, 1.5Mb/s uplink and less than 20ms ping delay.

However the question is which will be the delay in the real case, when the users will generate or receive high rate traffic?

1.2. Delays with different data combinations
The results for maximum three data transfers running in the same time are summarised in Table 1 and the snapshot of the Windows 7 Resource Monitor, tracking averages over one second, are presented in Annex 1. It should be noted that this Resource Monitor tracks the user data, but not acknowledges.
The data traffic was created by using in downlink FTP for download and video traffic as provided by YouTube, while in uplink were sent emails with large attachments. Bi-directional video traffic was generated using Skype between a Laptop and a iPAD.

The actual measurements show an averaged (over 1 sec.) delay increase of up to 170ms. The fact that the results were averaged suggests that there may be much higher instantaneous delays.
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Observation 1: High user traffic could increase the round trip delay beyond acceptable limits for X2/Xn interface operation.
2. Backhaul delays between a Macro cell and a Small Cell
Based on [3GPP TR36.932] the small cells can use a variety of backhauls, the most used being xDSL and fiber. The macro BSs and the EPC use in general a fiber backhaul. So it would be of interest to show a real deployment case, using xDSL for SC backhauling and fiber/wireless for Macro cell and EPC backhauling.


[image: image1.emf]LL--GGWW

MMMMEE

S

S

G

G

W

W

S

S

5

5

S

S

1

1

-

-

U

U

P

P

G

G

W

W

SS55

H

H

o

o

m

m

e

e

r

r

o

o

u

u

t

t

e

e

r

r

/

/

NNAATT

S

S

e

e

G

G

W

W

SS11--mmmmee

Operator: 

fiber/radio 

backhaul

IP (fiber)

backhaul

EPC

SCeNB

MeNB

S1-U

S1-mme

X2

X2

S11

ISP (xDSL)

backhaul

7-30ms 10-30ms 5-15ms

IPSec+

router 

delays:

6-12ms

7-30ms

IPSec: 4-10ms


Figure 1  Network delays of X2 connection over different backhaul types
There are two cases to be analysed:

Case 1 : the SCeNB connection is over the Se-GW, when one SCeNB is deployed using the local ISP (Internet Service Provider) facilities and the other SCeNB or the MeNB are deployed using the operator backhaul;

Case 2 : the SCeNB connection is done at the ISP premises.

It should be mentioned that both the ISP and EPC use aggregation routers implementing a number of services, such as QoS enforcement and traffic shaping, in addition to the routing itself. Cisco, a very popular aggregation router provider, has measured and presented the latency results in ‎[1].
The delays are under 1ms in these routers. However, the tunnelling using IPsec involves additional delays, in the order of 4-10ms. Based on the delays mentioned in [1] and 3GPP TR36.932, both shown in Figure ‎1, the approximated round trip delays are:

Case 1: 2*(28..87)ms = 56…174ms.
Case 2 : 18-70ms.

To the above delays should be added the internal SCeNB and DSL router delays. As these depend of implementation, we are not in the position to provide numerical values.
3. Suitability of the air interface for X2/Xn message transmission

The air interface has delays under 10ms and with a suitable architecture the delay will not be influenced by the user traffic. The achievable delay is one order of magnitude lower than the delays achievable over the wired backhaul while using DSL as backhaul.

As a logical conclusion it is proposed that RAN1/RAN3 will lead the studies for finding an optimal solution for X2/Xn transmission over the radio interface.
Conclusions
1. The backhaul characteristics in TR 36.932 do not consider loaded DSL backhaul and the uplink traffic limitation.

In order to assess the real X2/Xn delays over a real backhaul is needed to check the delays in real traffic conditions for at least 10 users of a Small Cell, while using commercial DSL routers. The measurement should provide the CDF of the delays and their jitter, without any averaging.

2. It is proposed that RAN1/RAN3 will lead the studies for finding an optimal solution for X2/Xn transmission over the radio interface.
4. References

Cisco, “Enterprise QoS Solution Reference Network Design Guide”, Chapter 6, Version 3.3

5. Annex 1: Measurement results

Backhaul capabilities: 35Mb/s downlink, 1.45Mb/s uplink, 17ms delay
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Test 1: Chrome, Outlook and Skype, no activity

Bias of TCP connection delays: 230ms Skype, 86ms Chrome, 113 ms Outlook
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Test 2: Outlook send and 3 FTP download processes> Outlook TCP delay reduced 
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Test 3: Skype video call 
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Test 4: Skype video-call, Outlook send, Chrome YouTube streamming
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6. 
Annex 2 Equipment

· DSL Router: D-Link VDSL N 6740U-H1 including Ethernet switch and WiFi Access Point
· Laptop: Lenovo G570

· Apple iPAD 2

· Samsung Galaxy S3.

Note: This work has been partially supported by the EC through FP7 project TROPIC, GA 318784
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