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[bookmark: _Ref291680302]Introduction
At RAN1#72 deployment scenarios and evaluation methodology for the Study Item on LTE Device to Device Proximity Services (SID on D2D [1]) have been discussed. 

It was agreed to define general scenarios as well as public safety specific scenarios. The general scenarios, also applicable for public safety, are scenarios where network coverage can be assumed while the public safety specific scenarios are assumed to be out of network coverage or within partial network coverage. 

This paper looks at potential public safety specific scenarios and related requirements for proximity discovery and direct communication out of E-UTRAN coverage.
ProSe Public Safety specific Services Requirements 
Two scenarios have been identified by RAN1 as being public safety specific. The first scenario corresponds to ProSe enabled UEs being out of network coverage and potentially establishing a direct communication,



[bookmark: _Ref352080392]Figure 1: ProSe enables UE out of network coverage

the second scenario corresponds to ProSe enabled UEs being partially out of network coverage and where one UE acts as a relay to another UE. 


Figure 2: ProSe enables UEs partly out of network coverage (ProSe relay) 

SA1 requirements for ProSe services are describe in TR-22.803 [2]. The following section provides a summary of ProSe requirements specific to public safety applications. 

Partial network coverage (ProSe Relay) 
Relevant SA1 requirements for ProSe Relay services relevant to Public Safety are the following:  

 [CPR.29] [PR.65] An authorized public safety UE may be capable of acting as a relay for other public safety UEs.

 [CPR.31] [PR.67] The user of a ProSe-enabled public safety UE acting as a relay should not perceive service degradation due to the relay.

CPR.2YY There shall be a maximum of one ProSe UE-to-Network Relay between a UE and E-UTRAN.

 [CPR.34] [PR.70] Based on operator policy and user choice, the system shall be able to initiate or move user traffic session of a ProSe-enabled public safety UE that has lost connection to the network to a communication path via a Prose-enabled public safety UE acting as a ProSe UE-to-network relay that is in ProSe Communication range and has connectivity to the network. Service continuity should be provided when the traffic is moved.

 [CPR.36] [PR.72] Based on operator policy, the operator network shall be able to control ProSe Communication between out of E-UTRAN coverage ProSe-enabled public safety UEs that are in ProSe Communication with an in E-UTRAN coverage ProSe-enabled public safety UE, which is acting as their ProSe UE-to-network relay.


Out of network coverage requirement 
SA1 requirements related to public safety ProSe devices being out of E-UTRAN coverage are described in TR-22.803 [2] and are summarized hereafter. These requirements do not apply to commercial devices

CPR.21 [PR.55, PR.56, PR.80] ProSe services are not available to ProSe-enabled UEs out of E-UTRAN coverage, except in the following cases:
-	ProSe-enabled public safety UEs can use ProSe services when operating on public safety spectrum dedicated to ProSe services even when not under E-UTRAN coverage. In this case, at least a one-time pre-authorization to use ProSe services is needed. 
-	A ProSe-enabled public safety UE with ProSe Discovery enabled shall be able to discover other discoverable public safety UEs when some or all of the UEs involved in ProSe Discovery are out of network coverage.
Other relevant public safety requirements are: 
[PR.117] The system shall enable public safety UEs to mutually authenticate each other without network coverage.
[PR.58] Two public safety UEs shall be capable of establishing a secure direct connection and exchange user traffic on public safety spectrum dedicated to ProSe services, assuming they are in radio range, are authenticated and authorized.
Public Safety Scenarios 
In the following some examples of public safety scenarios are presented. Although scenarios are not the scope of RAN1 work, RAN1 still needs to select representative scenarios and parameters for its simulation. 

The funded EU project ABSOLUTE [3] specifically looks at rapidly deployable networks providing broadband multi-service, secure and dependable connectivity for areas affected by large scale unexpected events (or disasters) leading to the partial or complete unavailability of the terrestrial communication infrastructure. 

As part of this project user requirements and use cases are defined, also based on interactions and feedback from an external advisory board composed of organizations around the world like Europe, Asia, America and Australia (http://www.absolute-project.eu/consortium/advisory-board). 
The following key scenarios have been identified as representative public safety scenarios where network coverage will be temporarily lost and direct Device to Device communication has to be provided. 

SCENARIO 1 – bush or forest fire
 
Following a period of extremely hot weather, a series of fires have broken out, extending across state/regional/national boundaries. There is evidence that further fires have been deliberately set near urban locations. Widespread areas of forest/bush are affected, and after several days, they are now rapidly approaching a major city. Just outside the city is a major communications hub, which has been destroyed. As a result, although there is still electricity, many citizens are without telecommunications. Similarly, the emergency services have lost their broadband service and any networked radio they normally use.

SCENARIO 2 – widespread flooding

A period of extremely dry weather is followed by storms and flash flooding extending across state/regional/national boundaries. Several hundred thousand people are affected, and in the worst case a town of 20,000 is completely isolated with all road, rail and air links suspended apart from essential emergency service access by off road vehicles. All telecommunications are down, with no prospect of restoration for days if not weeks, and the electricity supply is at best intermittent. The emergency services have no communications other than in some cases direct mode line-of-sight radio. 

SCENARIO 3 – terrorist attack on critical infrastructure

Terrorists have made a coordinated attack on the critical infrastructure of the capital city. Explosions have destroyed the main government building and damaged much of the telecommunications capability, including the emergency services’ network. Some of the attackers failed to escape and are surrounded in a large hotel in the city centre where they have taken several hostages. They appear to have at least one operating mobile phone as a demand has been received via a foreign news agency. As a precaution the airport and main railway stations are closed.   

SCENARIO 4 – earthquake

An earthquake has taken place in a mountainous area affecting a number of villages surrounding a small town. About 50,000 people are affected, with damage and destruction in five locations scattered over an area of 50 square kilometers. Access to the area is difficult and restricted by the emergency services. Communications and electricity are still available in some areas but limited or destroyed at the epicenter and in the more remote villages. It is winter and temperatures are around 0°C during the day, less at night.

3GPP RAN1 is asked to consider these four scenarios in the definition of the public safety specific scenarios. 
Modeling of Public Safety Scenarios in RAN1
While the public safety scenarios in described in section 3 are quite diverse, representative scenarios should be derived that preferably correlates to an existing 3GPP deployment scenario as defined in TR36.814 [3]. 
In general, the user density and the service area might be quite different for a public safety network or an emergency scenario without network coverage compared to a commercial network operation. Considering the request from RAN1#72 we still strive for a reuse of existing 3GPP simulation cases as much as possible, but operating environments, network layout, user distribution and traffic models for public safety will be quite different from a commercial network. Commercial networks support a huge number of users within a small area, while this seems less likely in public safety specific scenarios even if rescue forces are gathering locally. Observation 1: Public safety scenarios differ significantly from scenarios of commercial networks. 
Considering this, it seems difficult to define a single scenario. 
Proposal 1: Separate simulation scenarios for Public Safety ProSe enabled UEs for out of network coverage and partial network coverage shall be defined. 
This will indeed require additional standardization effort, but is natural in case new markets and new applications are addressed. The out of network coverage case might also differ significantly in terms of the derived technologies since neither synchronization nor central coordination with eNB control signaling. As can also be derived from the Public Safety specific scenarios in section 3, indoor as well as outdoor scenarios are of importance when being out of network coverage (see Figure 3). Although we want to limit the number of scenarios it seems to be essential that ProSe technology must support both quite different environments in a robust way. 
ITU-R requirements defined in [7] specify the following in section 3.2.1.5 concerning coverage: “Systems supporting PPDR are also usually required to provide reliable indoor and outdoor coverage, coverage of remote areas, and coverage of underground or inaccessible areas (e.g. tunnels, building basements). Appropriate redundancy to continue operations when the equipment/infrastructure fails is extremely beneficial.”
Proposal 2: Public safety specific scenarios for out of coverage shall consider indoor as well as outdoor environments.


           
[bookmark: _Ref352061114][bookmark: _Ref352871913]Figure 3: Out of Network Coverage a) Outdoor-to-Outdoor b) Indoor-to-Indoor
 
In Figure 3 three UEs are shown to be in communication in the respective scenarios. This illustrates the fact that such ProSe enabled UEs can be a group call when being out of coverage or one of the UEs can also act as a relay in case direct communication between the end UEs is not possible. 
For the partial network coverage scenario, again two scenarios seem to be representative. Either both ProSe enabled UEs are outdoor while only one is in network coverage (Figure 4a). The scenario can also be outdoor to indoor and the relay ProSe enabled UE is outdoor in network coverage (Figure 4b). Considering the two scenarios mentioned above the most challenging seems to be the outdoor-to-indoor scenario. 
Proposal 3: The public safety specific scenario with partial network coverage should consider outdoor to outdoor as well as outdoor to indoor environments, while higher priority should be give to outdoor to indoor, in case a selection must be made. 


                    
[bookmark: _Ref352080402]Figure 4: Partial Network Coverage (Relay) a) Outdoor-to-Outdoor b) Outdoor-to-Indoor


Public Safety specific Simulation Scenarios 
User Density 
While spare user distribution can be assumed in many scenarios such as a forest fire, denser user distribution can not be excluded for other scenarios. In any case, public safety forces are generally assumed to be less in terms of number of users compared to any commercial network. Therefore selection of a lower user density than commonly used would be required. 
Proposal 4: Public safety specific scenarios shall model a low user density.  
User distribution
Rescue forces often act in a coordinated way and cluster around the incidents area. Therefore some kind of clustered user distributions seems realistic. This should provide various scenarios that the D2D technology should be able to cope with (e.g. users either close by or far away) and should also allow worst case scenarios to happen (e.g. interference of multiple direct links where a transmitter and a receiver of different links can be close to each other). HetNet configuration #4a and #4b would provide a simple model of clustered user dropping that could be reused or modified. Cluster sizes of 50 to 500 m for the outdoor scenario and 10 to 100 m for the indoor scenario seem to be reasonable, while there could be 10 to 20 UEs per cluster. The number of clusters will depend on the overall area that shall be considered. The definition of a cluster does not define a services area, but is just for the purpose of modeling the user distribution. This means the technology proposals should also support communication between clusters. For the indoor scenario a single isolated cluster will be sufficient unless relay operation shall be modeled. A realistic sample scenario of an incident area is also available from [8]. 
In [9] incidents per cells are defined depending on the cell size that is frequency dependent and the population density. The following numbers of incidents are defined: 
	
	Urban 
	Suburban
	Rural 

	420 MHz Cell
	4 – 12 
	2 – 11 
	4 – 11

	750 MHz Cell
	2 – 6 
	1 – 7 
	3 – 8 



Proposal 5: Public safety specific scenarios shall use a clustered user distribution. A cluster size of 250 m outdoor and 50 m indoor is suggested with 5 clusters in the simulation area, each having 15 users. 
Coverage Area 
Many of the outdoor public safety specific scenarios like earthquake, forest fire or floor might cover larger areas. In case we are obliged to reuse an existing scenario, it is suggested to use the largest macro cell scenario that was used so far in LTE simulations.  Simulation cases 3GPP case 3 and ITU High speed rural macro-cell scenario use an inter-site distance of 1732m, which is much lower than a usual public safety use case. In [9] circular cells with the following cell sizes were computed: 
	
	Urban
	Suburban

	420 MHz Cell size (km2)
	11.7
	33.9

	750 MHz Cell size (km2)
	6.4
	22.1

	1450 MHz Cell size (km2)
	2.5
	10.9



Simulation of larger service areas would surely reflect Public Safety requirements more realistically. However for RAN direct mode simulations the following proposal is sufficient. 
Proposal 6: Public safety specific scenarios shall model large coverage areas e.g. 5 or 10 km. 
Channel Model
UE to UE transmission has certain specifics such as certain antenna characteristics, low antenna height etc. Non Line of Sight channel model as pathloss model seems to be more reasonable for distant UEs, while Line of Sight channels can be assumed for UEs close by. For outdoor UE – outdoor UE modeling, the Xia path loss model was utilized for TR 36.828 [5]. The WINNER II model [6] is also a reasonable candidate, whereas the WINNER II B1 assumes the height of both Tx/Rx antenna to be outdoor and below rooftop. Channel model details will not be addressed in this contribution.
UE Power Class
Larger coverage areas would surely also require higher power classes then the commonly used maximum transmit power of 23dBm (200mW). Nevertheless UE power class discussion is out of the scope of RAN1 and RAN4 might be consulted on this matter. 
Frequency 
There is little uniformity in regard to frequency bands that are used for PPDR in different countries [7]. While no requirements for the supported frequencies are not defined, the public safety networks usually operate below 1 GHz, often in 700-800 Mhz range to support larger coverage areas. Existing simulation cases support carrier frequencies as 800 MHz, 2.0 GHz, 2.5 GHz and 3.4 GHz. For a more demanding channel model for the selected use case a carrier frequency of 2.0 GHz might still be used as defined for several 3GPP simulation use cases. Higher frequencies might become also more reasonable once public safety systems become broadband technologies or are actually using LTE spectrum once the networks are down. On the other side 800 MHz simulations will be required to model large coverage areas as suggested above. 
Proposal 7: Public safety specific scenarios shall model a carrier frequency of 800 MHz and 2 GHz, while higher priority should be give to 800 MHz, in case a selection must be made. 
Mobility 
Channel models might need to be adapted to consider mobility of receiver and transmitter. The maximum UE speed is important since the maximum Doppler frequency will double for direct UE to UE communication. Furthermore oscillators have lower requirements for UE than for eNBs. Still it seems more likely that for disaster scenarios without network coverage as described, high mobility is less likely. Roads will be affected in some way or even be destroyed. It is proposed to reuse 3GPP simulation use cases that define a mobile speed of 3 km/h. In case a parameter variation is not excluded, 30km/h should be investigated as well. 
Proposal 8: Public safety specific scenarios shall use a random walk mobility model with 3 km/h. 
Traffic model 
For public safety a large number of services are foreseen ([7], [9]) out of which RAN1 should derive simple traffic assumptions for their simulation model. Voice is surely the most critical service, so the number of supported Voice calls with satisfying quality is of importance. Web traffic models for D2D direct communication should not be of any significance. Nevertheless some data transfer to model applications like pictures, videos or file distribution will be required as well. Capacity and efficiency optimization are not the main focus of public safety networks that rather require a robust operation. Therefore public safety specific traffic modelling is of inferior importance and existing non full buffer traffic models such as FTP can be reused. In [7] different service environments are defined, which is narrowband, wideband, broadband service environment and which will influence the provided bit rates. However, in view of the characteristics of LTE/LTE-A, higher bit rate applications could be targeted.
It is suggested to reuse the VoIP and FTP traffic model as defined in TR36.814. 
Proposal 9: Non full buffer traffic models VoIP and FTP as defined in TR36.814 shall be reused. 
Proposal 10: Service priorization is essential for public safety applications. VoIP application shall be prioritized in the scheduling process. 
Although the system might not need to be fully loaded, traffic model should require multiple links to be active in parallel. In that case the interference between the multiple direct links becomes an important factor. It it also suggested that communication within a cluster has a larger likelihood compared to communication to users outside of clusters. Group calls as well as calls requiring relay operation should be modeled, since they are essential for the public safety specific scenarios and require added functionality particularly at the MAC layer.  
Public Safety specific Performance Metrics  
The requirements for ProSe within network coverage and out of network coverage will be quite different. Public safety specific scenarios will require an increased robustness instead of an optimization for spectrum efficiency and power saving. Instead of high rate data services, VoIP applications might be dominating with an infrequent transfer of pictures or videos. Therefore not only scenarios, but also performance metrics will be different. 
Observation 2: Performance metrics for public safety specific scenarios will differ from scenarios of using commercial networks. 
Within a commercial network it will always be beneficial to support discovery and direct communication. This will most likely be controlled in a centralized way. For out of network coverage synchronization and resource coordination provided by the network will not be available. Consequently it is also likely that the technology solutions for ProSe discovery and direct communication with and without network coverage will look different. 

Discovery 
Time for discovery 
Time of discovery in ms 
Overall discovery rate 
Rate of discovered UEs relative to overall discovery attempts 
False alarm rate
Rate of falsely discovered UEs relative to overall discovery attempts 
Resource Utilization
Resource utilization = Number of RBs within the area used for discovery during observation time / Total number of RB per are available for traffic over observation time
Discoverable distance
Maximum distance to discover UEs reliably 

Direct Communication
Throughput 
Mean, 5, 50, 95 % user throughput and served area throughput 
Resource Utilization 
Resource utilization = Number of RBs within a serving area used by D2D traffic during observation time / Total number of RB per are available for traffic over observation time
MU-MIMO will not be supported for D2D services and thus resources are just used once. 
File Dropping Ratio
File drops as described in TR36.814 should be evaluated as robustness criteria. Since the system is not expected to operate at its capacity limit, the file drop ratio would be a mean to evaluate the robustness of a scheme.
VoIP Outage Ratio 
VoIP outage as described in TR36.814 should be evaluated as robustness criteria. Since the system is not expected to operate at its capacity limit, the VoIP outage ratio would be a mean to evaluate the robustness of a scheme.
According to TR36.814 a VoIP user is in outage (not satisfied) if [98%] radio interface tail latency of the user is greater than [50 ms].
VoIP Capacity (number of calls within an area) 
According to TR36.814 VoIP system capacity is defined in form of the maximum number of satisfied users supported per cell in downlink and uplink. System capacity is defined as the number of users in the cell when more than [95%] of the users are satisfied.
Due to the higher robustness requirements a ratio of satisfied users could be increased. 
Latency 
Latency should be rather low for a direct link without eNB resource allocation and will be of inferior importance since it is already considered by the VoIP outage ratio.
Conclusion
This paper looked at public safety specific scenarios and related requirements for proximity discovery and direct communication out of network coverage or in partial network coverage. Scenarios for unexpected events or disasters leading to the partial or complete unavailability of the network have been presented. 

The following observations and proposals are made: 
Observation 1: Public safety scenarios differ significantly from scenarios of commercial networks. 
Observation 2: Performance metrics for public safety specific scenarios will differ from scenarios of using commercial networks. 
Proposal 1: Separate simulation scenarios for Public Safety specific ProSe enabled UEs for out of network coverage and partial network coverage shall be defined. 
Proposal 2: Public safety specific scenarios for out of coverage shall consider indoor as well as outdoor environments.
Proposal 3: The public safety specific scenario with partial network coverage should consider outdoor to outdoor as well as outdoor to indoor environments, while higher priority should be give to outdoor to indoor, in case a selection must be made.
Proposal 4: Public safety specific scenarios shall model a low user density.  
Proposal 5: Public safety specific scenarios shall use a clustered user distribution. A cluster size of 250 m outdoor and 50 m indoor is suggested with 5 clusters in the simulation area, each having 15 users.
Proposal 6: Public safety specific scenarios shall model large coverage areas e.g. 5 or 10 km.
Proposal 7: Public safety specific scenarios shall model a carrier frequency of 800 MHz for narrowband services and 2 GHz for broadband services.
Proposal 8: Public safety specific scenarios shall use a random walk mobility model with 3 km/h.
Proposal 9: Non full buffer traffic models VoIP and FTP as defined in TR36.814 shall be reused. 
Proposal 10: Service priorization is essential for public safety applications. VoIP application shall be prioritized in the scheduling process.
The agreed proposals and the respective figures of the proposed simulation scenarios for out of network coverage and for partial network coverage should be copied to the Technical Report for this study item. 
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