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1
Introduction

Proximity discovery and direct communication, within or without network coverage, are the essentials of D2D proximity services (ProSe) [1]. The system should be applicable to Public Safety and non-Public Safety services. Besides, technical report from SA1 also specifies the use cases of ProSe [2]. We should consider the uses cases to ensure that the performance metrics would correspond to the applications.
Besides, the Malta meeting reaches the assumption that public safety scenarios include partial NW coverage, and performance metrics should reflect recommendation from SA1 and other WGs [3]. As a result, we propose two performance metrics to be adopted by the working group.
2
Performance Metrics
2.1

Backgrounds
The objectives of device-to-device proximity services include the following features [1]:
	
	Within network coverage
	Outside network coverage

	Discovery
	Non public safety & 
public safety requirements
	Public safety only

	Direct Communication
	At least public safety requirements 
	Public safety only


Public safety scenario also includes out of NW coverage and partial NW coverage cases [3].
Technical report from SA1 specifies the uses cases of ProSe [2]:
1. Commercial/social use

2. Network offloading

3. Public Safety

4. Integration of current infrastructure services, to assure the consistency of the user experience including reachability and mobility aspects

In other words, we should consider the discovery and direct communication features based on public safety and non-public safety use cases. Non-public safety service includes commercial/social, network offloading, and infrastructure service integration. To address the classification, performance metrics for D2D should be applicable to both public safety and non-public safety services. We should consider the application of the performance metrics based on the four use cases above.
2.2

Latency
Latency is critical for both proximity discovery and direct communication. For clarification, we defined the terms:
Discovery_Latency: the time period from UE starting proximity discovery to actually discovering other D2D UEs
Communication_Latency: the time period from UE starting the direct communication process to successfully establish the communication stream
The overall latency experienced by the applications (public safety and non-public safety services) influences the operation of the services. For example, commercial/social services may involves pedestrians or low-mobility vehicles moving around and exchange data information. The service may also be provided as some kind of location based services (LBS). If D2D recipient devices can’t finish the discovery and communication procedure in time, the mobility of the devices may result service failure because the devices may move out of the D2D transmitter’s coverage. The latency for non-public safety services should consider the summation of Discovery_Latency and Communication_Latency.
For public safety scenarios, D2D devices may need to consider the discovery and communication latency individually. The existence of neighbouring D2D devices is critical information for public safety services. For example, fire fighters may need to know if there are teammates in the nearby area to enforce the rescue. The direct communication may be started some time later than the discovery. In this case, Discovery_Latency and Communication_Latency should be considered separately.
2.3

Discovery ratio
We propose discovery ratio as one of the performance metric in proximity services. Discovery ratio is defined as the ratio of discovered devices over all the neighbouring devices within the coverage of the specific UE in the given discovery period. The proposal arises from the clustering D2D devices.
D2D devices tend to clustered within a specific area. D2D devices using Public Safety service may be fire fighters or police officers, which forms a small group moving around the target area. The performance metric should consider the clustering of D2D devices. Non-public safety services are also affected by clustered D2D devices. Commercial/social uses may require a specific D2D device to communicate with all the nearby D2D devices nearby, such as advertisement or information exchange. In this case, node density becomes critical.
Node density, which is the number of devices within the coverage of a specific UE, should be considered in performance evaluation. The difficulty of proximity discovery is drastically different for 10/100/1000 neighboring devices. In simulation, it is more appropriate to manipulate the node density instead of the all the nodes within the simulation area. 
To address the importance of node density, the discovery ratio should be adopted as the performance metric. This is because given a limited discovery period, discovering 80 devices among 100 neighbours is much difficult than 4 devices from 5. We should consider the overall performance, that is the ratio of discovery, instead of the number of discovered devices. 
3
Conclusion
We propose the latency and discovery ratio to be adopted as the performance metric.
Proposal 1: Discovery_Latency and Communication_Latency should be considered in case of public safety and non-public safety services. 
Proposal 2: Discovery ratio should be treated as the performance metric.
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