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1. Introduction

The discussion of ePDCCH scrambling sequence in RAN1 #70bis led to following agreement: 

Agreement: 

· ePDCCH scrambling sequence is UE-specific

· Revisit at RAN1#71 to decide whether to use X or an RNTI.

This contribution shows our views on the remaining details of this topic. 
2. Scrambling for EPDCCH randomization
There are two approaches in current RAN1 discussion to initialize ePDCCH scrambling sequence. 
· Option-1: Initialization using C-RNTI, i.e. 
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· Option-2: Initialization using virtual Cell ID, i.e. 
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, where X is configured by RRC signaling and can be used to initialize both ePDCCH DMRS sequence and ePDCCH payload randomization scrambling.
Both approaches support UE-specific initialization, which is helpful on interference randomization for the two ePDCCHs with their payload REs overlapping with each other. However, if two UEs in option-2 are configured with the same X, the two UEs have the same ePDCCH payload scrambling. Then no matter whether the two UEs are served by the same TP or not, as long as the ePDCCH targeting these two UEs are transmitted in parallel on the same resources with the same DCI length which means the rate matching of two ePDCCH are the same, all the rate-matched bits for a given convolution-coded symbol of one ePDCCH observe non-randomized interferences from another ePDCCH. Therefore the payload randomization with option-2 does not achieve its effectiveness in this case. It should be noted that option-1 is already applied to PDSCH payload randomization. 

Observation 1: Option-1 performs better than Option-2 in interference randomization.  

It was pointed out in [1] that option-1 has the false alarm issue, in which the ePDCCH payload sent to one UE can be detected by another UE with CRC passed. This false alarm issue can be briefly described by the math analysis given below. Assume the following math notations:

· 
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: polynomial representing length-m information bits prior to CRC attachment. 

· 
[image: image4.wmf](

)

:

;

a

x

s

 polynomial representing the “virtual” information bits that drives the CRC shift register state from initial state of 0 to RNTI=
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· 
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 CRC generator polynomial. 

· 
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: polynomial representing the error vector in the convolution decoder output. This decoding error is caused by additive interference and noise, as well as the unmatched scrambling sequences at the two ends of transmission link. 

The convolution decoder output of the ePDCCH targeting to UE whose RNTI=[image: image9.png]


 but received at the end of another UE whose RNTI=[image: image11.png]


 is given by a polynomial whose maximum order is m+15:
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Then the CRC passes upon [image: image14.png]r(x)



 with RNTI=[image: image16.png]


 if 
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Because the operation of “+” above is in GF(2), the above condition for CRC to pass upon RNTI=[image: image19.png]


 can be derived as 
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. To be noted, 

· If two UEs have the same ePDCCH payload scrambling, [image: image22.png]e(x) =0



 in a noise-free wireless channel.

· If two UEs have different ePDCCH payload scrambling, even in a noise-free channel, [image: image24.png]e(x)



 is non-zero and nonlinearly depends on [image: image26.png]a, +a,



 and the payload [image: image28.png]u(x)



. 

Meanwhile, it can be seen that, 

· Option-2 may also have the same false alarm problem if two UEs are assigned with different virtual cell IDs.

· Given any two RNTI or virtual cell IDs, the false alarm may or may not occur depending on payload information bits and even the convolution decoding algorithm (Viterbi, BCJR and etc) and decoding parameters (traceback length, circular buffer iterations and etc). The randomness and occurrence frequency of error polynomial [image: image30.png]e(x)



 is no different from the one resulting from PDCCH/ePDCCH reception in noisy channel or incorrect search space. Such false alarm is guarded by the CRC error detection capability, which guarantees that false alarm would not be larger than level of [image: image32.png]


.  
· The false alarm issue can be somehow alleviated by certain UE implementation, e.g., comparison of aggregated convolution decoding metrics on different trellis paths. If the metric of the “best” decoding trellis path is not much different from the metric of “bad” decoding path, the UE can have a hint that it may encounter a false-alarm if CRC check passes.      
Observation 2：There is no theoretical evidence showing that Option-2 is worry-free to false alarm issue if the parameter X is indeed UE-specific. The false alarm is a random event that is guarded by CRC error detection capability of [image: image34.png]


 and that can be alleviated by certain UE implementation.  

Given above analysis and observations, Option-1 is preferred. 

Proposal：ePDCCH scrambling sequence generator is initialized as 


[image: image35.wmf]ë

û

cell

ID

9

s

14

RNTI

init

2

2

2

N

n

n

c

+

×

+

×

=


3. Conclusions

The contribution concludes that ePDCCH scrambling sequence generator is initialized by 
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