Page 1

3GPP TSG RAN WG1 Meeting #62
   












     R1-104540
Madrid, Spain, 23rd - 27th August, 2010




Agenda Item:
6.8.1
Source: 
picoChip, Kyocera
Title:
Victim UE Detection Performance
Document for:
Discussion

1 Introduction
The approach of protecting the downlinks of eNBs based on determining whether victim UEs are in the neighbourhood of the HeNB has been discussed in both RAN1 and RAN4 [1-9]. The use of IoT as well as uplink detection based on RS autocorrelation and PAPR for the detection of victim UEs has been considered e.g. in [7]. Simulation results are provided in this contribution to show the performance of such a detection scheme.
2 Victim UE detection based on IoT and RS 
One possible approach for a detection scheme is as follows.
· If the IoT at the HeNB rises above a threshold (the “outer” IoT threshold) for any RB in any sub-frame during a 100ms period 

· Trigger a sequence of RS based-detections attempts, say measurements in 10 subframes within the next 100ms period. 

· If a RS detection attempt is made when the IoT above a second threshold in a sub-frame (the “inner” IoT threshold) and no MUE is detected, assume protection is not required, otherwise assume detection is required.

· Else apply no downlink protection for the next 100ms period.
Such a scheme would provide protection even if the UL transmissions from a victim UE are intermittent.  
The RS detection is performed using the example algorithm described in the Appendix which requires no knowledge of the specific RS used by the victim UE.
3 Simulation Results 

The performance of the combined scheme is evaluated assuming a simple fading model (simplified outdoor to indoor channel, 0.25us delay spread, 3 equal power taps) with 10Hz Doppler, and assuming two Rx antennas for a 10 MHz LTE system. Three different sources of IoT rise are simulated: AWGN, 5 QPSK signals (assuming independent fading channels with equal average power), and a single UE transmitting PUSCH on 46 RBs. In the case of a single UE, it is assumed that the UE is transmitting on the uplink either 100% or 10% of the time. The IoT (actually (N+I)/T) is estimated during two symbols per uplink sub-frame (assumed to correspond to HUE RS positions). The N+I for each RB is estimated and the maximum value over all RBs is taken.
Table 1: Probability of Detection for the “outer IoT detection”, assuming a threshold of N+I = 22dB
	IoT (dB)
	Signal Type

	
	AWGN
	5 QPSKs, 100% activity
	Single UE, 100% activity
	Single UE, 10% activity

	10
	0
	0
	0
	0

	15
	0
	0
	0.138
	0.064

	20
	0.004
	0.996
	0.995
	0.975

	25
	1.0
	1.0
	1.0
	1.0


Table 2: Probability that protection is provided with combined RS/PAPR and IoT scheme, assuming an “outer” threshold of N+I = 22dB and an “inner” threshold of N+I = 19dB
	IoT (dB)
	Signal Type

	
	AWGN
	5 QPSKs, 100% activity
	Single UE, 100% activity
	Single UE, 10% activity

	10
	0
	0
	0
	0

	15
	0
	0
	0.138
	0.064

	20
	0
	0.035
	0.995
	0.975

	25
	0
	0.035
	1.0
	1.0


The results in Table 1 show that detection based on IoT alone cannot distinguish between the case where IoT is high due to AWGN or a number of further out UEs and the case where the IoT is high due to a single nearby victim UE. The results in Table 2 show that the combined scheme can distinguish between these cases i.e. downlink protection is provided with high probability when required (single UE with IoT>20 dB [8]) and with low or zero probability when it is not required.
Further simulation results for separate RS-based detection and IoT detection are given in the Appendix.
4 Conclusions

Detection of nearby victim UEs on the uplink at the HeNB can be done based on both IoT and RS autocorrelation/PAPR properties. Simulation results show such a combined scheme to be working well i.e. downlink protection is provided with high probability when required and with low or zero probability when it is not required.
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Appendix – Example RS Detection Algorithm
The basic detection scheme operates as follows. 
· The femto HeNB captures the time domain signal (before input to FFT for normal processing) for each Rx antenna. This is done over 1 slot length for adjacent but non-overlapping segments of length Nfft/2, where Nfft is the FFT size for the system bandwidth (e.g. 1024 for 10MHz system). This gives a total of 15 segments (slot length=7680 samples, Nfft/2=512 for 10MHz). If a MUE is transmitting, then at least one of these segments will wholly contain a portion of this UE’s reference signal.
· For each of the 15 captured segments:

· The peak to average power ratio (PAPR) is computed.

· The autocorrelation sequence is computed (this can be efficiently computed by means of FFT, zeroing the positions corresponding to guard bands, followed by squared magnitude ( I2+Q2) of each sample, followed by iFFT).

· The magnitude of the autocorrelation sequence is taken and the resulting sequence normalised by the central tap.  

· The central tap and adjacent tap(s) are zeroed (this is because these taps may be significantly influenced by filtering in the receive path).

· The largest tap is then found. If the largest tap is above a threshold (in any segment), or the PAR is below a second threshold (in any segment), then a reference signal is considered to be present in the slot.
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