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1.
Introduction

During the RAN2 #39 meeting, it was agreed to use MBMS specific PICH bits for notifying UEs that they should check the MCCH. These MBMS specific bits can either be the last 12 bits of the regular R’99 PICH or they could be on a distinct PICH. We will call this MBMS specific PICH MICH.
The understanding is that these bits will somehow be used to identify different MBMS service groups, so as to reduce the probability of UEs being woken up for the wrong service. Currently, the exact coding of this information is FFS.

UEs would be able to wake up during their dedicated DRX cycle and receive at the same time both their dedicated PI and the notification indications (NIs) of the services they are interested in on the MICH. For this to be possible, the NIs corresponding to a given service would be set for a period long enough that even users with the longest DRX cycle would be able to receive it with a good probability of detection.

Although there are some important differences relative to the R’99 PICH, the MICH would still be an indicator channel, so in that sense the obvious assumption is that the two would be operated in the same way. In this document we will point out an important disadvantage of the R’99 mechanism and we will propose an alternative solution.

2.
R’99 Scheme
Each R’99 PICH frame is divided into a number of paging indicators. This number can be configured by the network and is indicated by Np. Np can take a value among: 18, 36, 72 and 144. This value also identifies the number of PICH bits that will be used to encode each paging indication. This number is equal to: 288/Np and therefore takes values in the group: 16, 8, 4, 2. 

The bits corresponding to a given paging indication are consecutive. The set of PICH bits corresponding to a given user change in a pseudo-random fashion among the Np possible positions based on the SFN (Cell System Frame Number). Therefore, depending on the frame being considered, a UE would need to decode a different set of bits to obtain the value of its PI. The position of these bits can be determined based on the frame SFN using the function (see [1]):
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Where PIoffset = (IMSI div 8192) mod Np. 
IMSI is a unique identity linked to the user subscription. This is specified in [2].
In addition to the position of the paging indication within a frame, R’99 defines the frames at which paging indications could be sent to a UE based on Paging Occasions (see [2]). These paging occasions occur at fixed time intervals defined based on the UE DRX cycle. The offset of this DRX cycle is a function of the user identity, in a similar way as the value of PI (see above).
3.
Discussion
As can be seen from the formula defining q in the previous section, the R’99 scheme allows up to Np different sequences of PIs. Each of these sequences is defined by a different value of PIoffset. This means that for any two UEs whose IDs are mapped to the same sequence, the PIs would overlap consistently at every frame. This means that from a signaling stand-point the performance would be exactly the same as if the time variation did not exist. Therefore, this scheme would only help system performance at physical layer, e.g. by introducing diversity with regards to sub-slot level interference variations that could occur in W-CDMA systems. 
In R’99, false alarm due to the overlap of indications meant for different users is not a big deal. Indeed, the number of pages for each UE is small and the paging occasions constitute an additional dimension by which to distinguish among them. Also, because UEs need to detect the PICH as quickly as possible, the detection configuration would be quite aggressive, potentially leading to false detections even when the PI is not set. Finally, because the PICH is only monitored by users in idle and PCH states, a false alarm would only impact battery life. It would not have an impact on service reception.

In the case of MBMS, the paging indication will be set continuously over a long period of time and there is no concept of paging occasions. Therefore, Np would constitute the only level of dimensionality, but also, the UEs would have a long time to refine their detection of the PI, leading to an extremely low probability of erroneous detection. This means that the false alarms would be dominated by the overlap of service notifications. Based on the current mechanism, if two services are hashed to the same sequence of PIs based on their service IDs, their NIs will be overlapping over the entire notification period. If a notification is sent for one of these services, the users interested in the other service would also end up reading the MCCH. Depending on the final design, the impact of false alarms could also be more severe than in the case of R’99. For UEs which are not yet receiving a service the impact would be some additional power usage. But users who are already receiving a service but are unable to receive the MCCH at the same time as the MTCH, a false alarm would lead to data loss. 

Based on the current scheme, increasing the value of Np and thus using a higher amount of power for the MICH channel would be the only way to reduce the false alarm probability. An alternative solution would be to introduce some additional dimensionality in time. This can be achieved by defining a larger number of random sequences than Np. The likelihood that sequences for two different services overlap over the entire notification interval would therefore be reduced. Hence UEs would be able to reduce their probability of false alarm by reading the MICH NI multiple times during this period. In the extreme case, users who are actively receiving an MBMS service could read the MICH continuously and therefore have an essentially null probability of false alarm.
The simplest scheme for defining these random sequences would be to use a single pseudo random sequence generated using a shift register setup. Different UEs could be mapped to different seed values for the register, thus aligning them with different positions on this sequence. This sequence should be long enough to cover the longest possible notification interval. This setup would ensure that the collisions are spread uniformly across all services and are not correlated among any of them.

4.
Performance

In this analysis we will consider the case where there are no errors in detection at the physical layer. Any errors would be caused due to overlap between indications for different services. For simplification, we will also assume that the NI positions used for each service are perfectly random. Therefore, the probability of an overlap between two indications at different times can be assumed to be perfectly independent.
Let 
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 represent the notification load of the system. This would essentially represent the probability that one of the MICH NIs is set. Let 
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 be the number of MICH frames during which the MICH is detected. If the service the user is interested in is active, then all of the samples should be set. In theory, if even one of them is not set, this could be taken as an indication that the service is not active. In order to mirror a more realistic scenario in which some detection errors could occur we will assume that there should be at least two NIs indicating that the service is not present. Therefore, a false alarm would take place if at least 
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 falsely indicate the presence of a notification.
In that case, the probability of false alarm for a service would be:
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Because a user could be subscribed to multiple services (
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), the false alarm for the mobile would be:
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(3)

In the table below we are providing the values corresponding to users subscribed to 10 services. It is assumed that UEs will receive the MICH five times within one modification period (see [3]).
	Nb of MICH samples
	5
	5
	5
	5

	Nb of erroneous samples for false alarm
	4
	4
	4
	4

	MICH Load
	5.00%
	10.00%
	20.00%
	30.00%

	False alarm for a given UE without rand scheme
	40.13%
	65.13%
	89.26%
	97.18%

	False alarm across all samples for one service
	0.00%
	0.05%
	0.67%
	3.08%

	False alarm for a given UE with rand scheme
	0.03%
	0.46%
	6.52%
	26.85%


The benefit from using the randomization scheme is pretty clear from these numbers.
5.
Conclusion

For the R’99 PICH, the position of the PI associated with a given UE is time varying. However this time variation was only meant to improve physical layer performance and does not have any impact on the probability or correlation of the overlap of paging indications meant for different users. The current mechanism therefore results in a high probability that the time varying positions of PIs for different UEs (or services in the case of MBMS) are correlated and therefore to an un-necessarily high probability of false alarm. 

For MBMS, it is proposed to introduce a larger number of different PI sequences, thus insuring that UEs could significantly reduce their probability of false alarm by listening to the MICH more often. One possible scheme for defining such time sequences would be to define a pseudo random sequence and to give services different seeds for the shift register.
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