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1 Introduction

In [2], Nortel proposed UE specific CRC. In this document, we also propose UE specific bit scrambling as an alternative solution, which is simpler modification of current specification with the same performance/ implementation complexity.
2 Comment
The necessity of UE specific protection for HS-DSCH data is up to RAN2 discussion [1][3]. So this document assumes RAN2 agreed a method to protect HS-DSCH in a user specific manner was necessary and agreed to send LS.

As for UE specific data protection without introduction of MAC-hs header, there are at least two methods:

1) UE specific CRC for HS-DSCH [2]

2) UE specific scrambling

The possible modification of current specification for UE specific scrambling is shown in Annex.

UE specific scrambling also modifies data processing under CRC. Therefore both methods protect from that unexpected user data is passed to the higher layers.

The difference between two schemes technically is that UE specific CRC only modifies the CRC part of the data. On the other hand, UE specific scrambling modifies all the data part of HS-DSCH. This brings further Hamming distance between users. On the other hand, this event that misinterpreted HS-DSCH transport block is disassembled and passed to the higher layers is relatively rare but to object of this UE specific modification is rather assurance of proper operation. So we don't see much difference in the performance.

From implementation complexity aspects, we don't see the difference between two schemes.

From a view of specification modification, as shown in annex, we think UE specific scrambling is the simpler modification than UE specific CRC.

3 Conclusion

This document suggests alternative approach of UE specific protection by UE specific bit scrambling for HS-DSCH. We don't think there is the difference of the performance/ implementation complexity between UE specific CRC and UE specific scrambling. So we prefer bit scrambling for HS-DSCH because of the description of CR is a bit simpler.
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Annex
Example of CR of bit scrambling for HS-DSCH
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4.1.1 4.5.1a
Bit scrambling for HS-DSCH

The bits output from the HS-DSCH CRC attachment are scrambled in the bit scrambler. The bits input to the bit scrambler are denoted by 
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, where B is the number of bits input to the HS-DSCH bit scrambler The bits after bit scrambling are denoted 
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Bit scrambling is defined by the following relation:
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 results from the following operation:
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-15 < m < 1, where xue,1, xue,2, …, xue,16 is the UE Identity. See section 4.6.2.
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1 < m < B,

where 
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