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1 Introduction

In 25.308, the provision of the UE Id on HS-DSCH transport blocks, is FFS. In RAN2#33, Nortel has presented a contribution on the subject and proposing to include UE-Id in the MAC-hs PDU. Following the discussion that happened during RAN2#33, Nortel now think that it would be sufficient to include a UE specific CRC on the HS-DSCH as we already have on the HS-SCCH and therefore brings the discussion to RAN1.

2 Problem and proposed solution
The question is how often a particular UE wrongly manage to decode data on the HS-DSCH that have been sent for another UE. 

Basically, we can divide this probability into 2: 

#1 how often a UE wrongly thinks that a HS-SCCH block has been sent to him?

#2 If a UE has wrongly decoded a HS-SCCH block, how likely is it to receive HS-DSCH data that had been sent for another UE? (wrong MAC-hs SDU transmitted to higher layer in the UE).

R2-022999 presented during RAN2#33 concentrated on estimating #1 as briefly explained in the section 2.1. Further consideration based on comments received in the last RAN2 meeting are explained in section 2.2

2.1 False detection on HS-SCCH (R2-022999)

 The question is how frequently does a UE erroneously think that an HS-SCCH not intended for it, is?.

Let us assume that we have 32 users in one cell, all listening to the same set of 4 HS-SCCH. Let us assume that when the HS-SCCH block is correctly channel decoded by one UE, it is always incorrect for other UE.

There will be one wrong detection of a HS-SCCH data block every 2^16 (the CRC protection) / (4 HS-SCCH decoded * 500 decoding per second * 32 mobiles) = 1 second.

Finally, for a given BLER (channel decoding leading to a wrong HS-SCCH block decoding), there will be one UE decoding a HS_DSCH data block that is not for it every 1/BLER second. So for example for a BLER of 10%, it leads to one error every 10 seconds which is still significant. It should be noted also that this increases with the number of UEs i.e. with 64 Ues, it is one every 5 s, with 128 UEs it falls to one erroneous decoding every 2.5 second.

So this shows that with an HS-SCCH BLER of 100% and considering that we have 32 HSDPA users in one cell, we can expect that one of the 32 UE will wrongly think that a HS-SCCH block has been sent to him every second. BLER of 100% means that all HS-SCCH blocks contain errors after decoding but it may happen that some Ues erroneously think that the data was intended for it (because of e.g. combination of UE id and errors on CRC parity bits)

If we consider a more realistic BLER of 10% (meaning only 10% of the Hs-SCCH blocks still contain errors after channel decoding), the probability of wrong detection becomes to one error every 10 seconds which is still significant.

2.2 Way forward based on comments received in RAN2#33

During RAN2#33, two additional points have been raised. They are showing that the probability #2 has to be considered.

Point 1: Considering the case of a UE wrongly thinking that a particular HS-SCCH block has been sent to him, it is possible that the HS-SCCH block has no meaning for the UE. The HS-SCCH block may point to 10 codes but the UE is a 5 codes UE. This is an independent issue but it should be noted that in that case the corresponding error handling is not specified in RAN1 and should be considered for inclusion in 25.214

Point 2: Because of HARQ process, if the UE doesn’t manage to correctly decode a given HS-DSCH transport block at the first transmission, it will keep the soft bits in its memory but won’t be able to soft combine them with any following retransmissions. Even if no wrong (i.e. for another UE) MAC-hs SDU will be passed to higher layer in that case, the consequence of such an error is that the blocks that will follow originally intended for the UE will be lost. This point is valid but we still believe avoiding that blocks not intended for a given UE are passed from layer 1 to layer 2 is a very important issue that justifies the introduction of a UE specific CRC on HS-DSCH

The conclusion is still that there is a need to secure the HS-SCCH but instead of a UE -Id on the HS-DSCH, a UE specific CRC on the HS-DSCH is found to be sufficient. Attached to this paper is a CR to 25.212 introducing UE specific CRC attachment to HS-DSCH.

3 Conclusion

It is proposed to include a UE specific CRC on the HS-DSCH to avoid that blocks not intended for a given UE are passed from layer 1 to layer 2.
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