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1. Introduction

At RAN1#26, there has been discussion of the statistical distribution of HS-DSCH transport channel bits in the context of 16-QAM reception. RAN1 would welcome RAN2’s comment on the following.

2. Detailed Description

When receiving a 16-QAM-modulated HS-PDSCH, the UE is required to estimate certain 16-QAM constellation-related parameters associated with computation of the log-likelihood ratio (LLR) of the received HS-DSCH encoded bits.

This can be done efficiently by the UE when the received HS-PDSCH symbols are uniformly distributed over the 16-QAM constellation. Indeed, in practice, RAN1 expects this to be true for the vast majority of cases. However, certain degenerate HS-DSCH bit sequences (e.g. the all-ones or all-zeroes sequences) could violate this condition, leading to an asymmetric HS-DSCH bit distribution (over {0,1}) and hence a non-uniform 16-QAM symbol distribution at the receiver input. This is true regardless of the use of turbo-encoding on the HS-DSCH, due to the possibility of transmitting turbo-codewords comprised predominantly of systematic bits. RAN1 currently estimates the performance loss in such very unlikely cases to be between 1.0-1.5dB.

In order to improve the robustness of the 16-QAM receiver, RAN1’s view is that an HS-DSCH bit scrambling function is desirable. RAN1 further believes that an encrypted HS-DSCH transport bit stream has the appropriate properties, and has the additional benefit of requiring no new layer-1 functionality. RAN1 realises, however, that ciphering  may not be suitable for all regulatory environments, in particular in jurisdictions where explicit Lawful Interception provisions have been laid out.

Accordingly, RAN1 would be grateful for RAN2’s views on the following:

a) Does RAN2 believe that – where ciphering is not specified for an HS-DSCH link – it would be possible to define a non-secure mode solely for the purpose of HS-DSCH bit scrambling. This might be done, for example, using some public or default HS-DSCH ciphering parameter set.

b) Does RAN2 believe that such an approach to HS-DSCH bit scrambling would be efficient from the perspective of specification and implementation – i.e. that the associated security configuration aspects would not represent an unnecessarily complex method of achieving the relatively simple stated goal of scrambling the HS-DSCH. 
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