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In RAN#90-e, a new WI on reduced capability (RedCap) NR devices was approved [1]. Some of the objectives of the WI are:

· Specify definition of RedCap UE type(s) including set(s) of L1 capabilities for RedCap UE identification and for constraining the use of those RedCap L1 capabilities only for RedCap UEs and preventing RedCap UEs from using capabilities not intended for RedCap UEs including at least carrier aggregation, dual connectivity and wider bandwidths.
· Specify functionality that will enable RedCap UEs to be explicitly identifiable to networks and allow operators to restrict their access if desired.
· Specify necessary updates of UE capabilities (38.306) and RRC parameters (38.331).

This contribution addresses the definition of a limited set of one or more device types and device identification.
Discussion
The reduced capability SID describes a diverse set of use cases, including industrial wireless sensors, video surveillance, and wearables. Given the ubiquitous nature of these devices it can be assumed that a cell may support both reduced capability and standard UEs simultaneously. However, there may be certain situations where the network would want to restrict access to reduced capability UEs, for example, under heavy cell load or to prioritize URLLC IIoT devices over a RedCap industrial sensor. Therefore, the ability to efficiently check whether a UE is reduced capability or not during initial access (as agreed in previous RAN2 meeting) is an important tool for cell load control. 
Observation 1: The ability to identify and possibly restrict access to reduced capability UEs during initial access is an important tool for load control.
A straightforward method to identify such reduced capability UEs is via a device type identifier, distinguishing the device from a normal UE during initial access. According to agreements in [2], to avoid market fragmentation, the number of new reduced capability device type(s) should be minimized and used only when essential for UE access control:
1. The number of device types should be minimized, to reduce market fragmentation, and introduced only where essential to control UE accesses and differentiate them from legacy R15/R16 and non-Redcap R17 UEs, (e.g., number of Tx/Rx antennas, maximum supportable BW, etc.). The exact composition of the set of L1 capabilities of the device type can be discussed by RAN1.

Observation 2: The number of reduced capability device types should be minimized and introduced only where essential to control UE accesses.
A simple solution would be to define one device type as “reduced capability” and classify all use cases as such. However, there may be benefit in introducing an additional device type to allow for greater network/operator flexibility in access control. To minimize the number of overall device types as per agreement, it is proposed that two reduced capability device types would provide a reasonable trade-off.
Observation 3: Introducing more than one reduced capability device type would provide greater flexibility to the network during access control.
Proposal 1: Two reduced capability device types are introduced.
There are several ways in which these two device types can be defined. Two such ways mentioned in earlier discussion are based on frequency band (e.g., “FR1” and “FR2”) or based on service requirements (e.g., “high end” and “low end”). Given the strenuous requirements on battery life i.e., wearables target a battery life of up to 1-2 weeks and industrial wireless sensors on the order of at least a few years, the use of FR2 for reduced capability UEs would be impractical in most scenarios.
Observation 4: Device types may be defined via frequency band. However, given battery life requirements of up to a few years, the use of FR2 for reduced capability UEs is limited.
Alternatively, by providing two different device type categories based on service requirements (i.e., high-end, and low-end devices), the network will be able to prioritize a subset of reduced capability UEs. This would be useful, for example, in wearables where the device may be monitoring a vital heath metric and may need prioritized access. This would also allow a more future-proof framework than just one device type for reduced capability. Once this classification of device type has been agreed, RAN1 may define the composition of L1 capabilities associated with each device type category. 
Proposal 2: The two reduced capability device types are defined as “high end” and “low end”. FFS the exact composition of the set of L1 capabilities of the respective device types.

Device identification and access restriction
The UE capabilities are known to gNB after RRC connection is established. However, if the gNB identifies the RedCap UE earlier, it could potentially restrict access, reject service, and/or limit the use of resources in the cell to avoid system performance degradation due to inefficient resource usage to serve low capability UEs.
A couple of options have been discussed for the RedCap UE identification in the previous RAN1 e-meeting as following:
· Opt. 1: During Msg1 transmission, e.g., via separate initial UL BWP, separate PRACH resource, or PRACH preamble partitioning.
· Opt. 2: During Msg3 transmission. 
· Opt. 3: Post Msg4 acknowledgment. 
· E.g., during Msg5 transmission or part of UE capability reporting.
· Opt. 4: During MsgA transmission (subject to support of if 2-step RACH)
Among the options, using Msg1/A seems to provide the most benefits as it can address the PRACH collision issue. For example, if there is a massive number of RedCap UEs in a cell, the contention based PRACH performance will be impacted significantly if there are no separate PRACH resources for RedCap UEs. The RedCap UE may be delay tolerant as compared with other types of device (e.g., URLLC/IIoT). In this case, a small portion of PRACH resources could be configured for the RedCap UEs and the rest of PRACH resources could be used for other types of devices which require a lower latency. Therefore, sharing PRACH resource between RedCap UE and other device types is not desirable.
Observation 5: Using Msg1/A for RedCap UE identification could avoid unnecessary PRACH collision increase for the other type of devices.
Observation 6: With a limited number of PRACH resource configured for the RedCap UEs, the access could be restricted naturally. 
The configuration of the separate PRACH resources for the RedCap UEs could be supported optionally by the network. For example, the gNB could decide whether dedicated PRACH resources are used based on the cell loading, the estimated number of RedCap UEs in the cell, and so on. 
In the case that there is no dedicated PRACH resource configured for RedCap UEs, the RedCap UEs may use the PRACH resources configured for other types of devices as well. In this case, the gNB could identify the RedCap UEs from the UE capability signaling. Therefore, Option-3 can be used when Option-1/4 is not used by the gNB.
Observation 7: The use of Msg1/A for RedCap UE identification could be up to gNB configuration.
Proposal 3: Support dedicated resources of Msg1/A for the RedCap UE identification and it is up to the network whether to configure the dedicated Msg1/A resources for RedCap UEs.
Conclusion
In this contribution the following observations and proposals were made concerning device type definition for reduced capability UEs and device identification:
Observation 1: The ability to identify and possibly restrict access to reduced capability UEs during initial access is an important tool for load control.
Observation 2: The number of reduced capability device types should be minimized and introduced only where essential to control UE accesses.
Observation 3: Introducing more than one reduced capability device type would provide greater flexibility to the network during access control.
Observation 4: Device types may be defined via frequency band. However, given battery life requirements of up to a few years, the use of FR2 for reduced capability UEs is limited.
Observation 5: Using Msg1/A for RedCap UE identification could avoid unnecessary PRACH collision increase for the other type of devices.
Observation 6: With a limited number of PRACH resource configured for the RedCap UEs, the access could be restricted naturally. 
Observation 7: The use of Msg1/A for RedCap UE identification could be up to gNB configuration.
Proposal 1: Two reduced capability device types are introduced.
Proposal 2: The two reduced capability device types are defined as “high end” and “low end”. FFS the exact composition of the set of L1 capabilities of the respective device types.
Proposal 3: Support dedicated resources of Msg1/A for the RedCap UE identification and it is up to the network whether to configure the dedicated Msg1/A resources for RedCap UEs.
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