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[bookmark: _Ref124589705][bookmark: _Ref129681862]Introduction
[bookmark: _Ref129681832]In RAN#90-e meeting, the new WID on support of the reduced capability NR devices was approved [1], 
and the following objectives in the WID were included: · [bookmark: _Hlk58502603]Specify higher layer support of enhancements listed above [RAN2, RAN1]. Details are to be refined at RAN#91e taking the outcome of the RedCap SI into account, and work on this objective shall start after RAN#91e:
· Specify definition of RedCap UE type(s) including set(s) of L1 capabilities for RedCap UE identification and for constraining the use of those RedCap L1 capabilities only for RedCap UEs, and preventing RedCap UEs from using capabilities not intended for RedCap UEs including at least carrier aggregation, dual connectivity and wider bandwidths.
· Specify functionality that will enable RedCap UEs to be explicitly identifiable to networks and allow operators to restrict their access if desired.
· Specify necessary updates of UE capabilities (38.306) and RRC parameters (38.331).

In this contribution, we discuss three issues, the first issue is that how to define UE type for RedCap, number of UE types, the second issue is how to identify RedCap UEs, and the third issue is the capability indication and access restriction. 
[bookmark: _Ref481055071]Discussion
[bookmark: OLE_LINK106][bookmark: OLE_LINK111][bookmark: OLE_LINK23][bookmark: OLE_LINK225][bookmark: OLE_LINK226]2.1   Device type
Number of RedCap device types
In RAN2 #111-e meeting [2], one agreement regarding the principles for how to define and constraint reduced capabilities was achieved as follows:
	Agreements:
The number of device types should be minimised, to reduce market fragmentation, and introduced only where essential to control UE accesses and differentiate them from legacy R15/R16 and non-Redcap R17 UEs, (e.g. number of Tx/Rx antennas, maximum supportable BW, etc.). The exact composition of the set of L1 capabilities of the device type can be discussed by RAN1


As agreed in RAN2, Apparently UE type definition can be useful to distinguish RedCap UEs from normal UEs, which help network perform early access control. Defining UE type for device type identification and access restriction is beneficial in terms of signalling overhead and the readability of the set of capability parameters specific to a RedCap device type. Therefore, it is necessary to define UE type for RedCap.
From chipset point of view, a large unsegmented market has the potential of further cost reduction by economies of scale, becoming the fundamental factor of business success for the whole RedCap industry including also operators and network vendors. It would not be promising that a chipset is built only intending a very specific use case, thus a small market can be foreseen in the near future. In general, there is also no motivation to associate any specific use case to UE type definition, which is not future-proof in case other, not-yet-identified use cases can be covered by Rel-17 RedCap UEs. 
From network point of view, there is no essential demand to differentiate RedCap UE types for specific use cases. On the contrary, such differentiation can cause diverse UE basic capabilities for initial access, resulting in complicate and diverse branches of initial access procedure implemented by networks or limited network accessibility dedicated to single specific UE type. It can also increase the network development cost and operation cost because diverse UE types require diverse optimization paths and diverse coverage recovery requirements for REDCAP UEs. Therefore, single UE type also serves the best interest from network point of view.  
In summary, the RedCap UE type discussion should be decoupled from use cases.
Proposal 1: Define one RedCap UE type covering all use cases.
Definition of RedCap UE type
In RAN1#103-e meeting [3], it was agreed that maximum UE channel bandwidth is included in the set of L1 capabilities for early identification.
	Agreements:
If early identification during initial access is supported, at least maximum supported UE BW during initial access is included in the set of L1 capabilities of the device type for RedCap early identification
·  Note: 20 MHz for FR1 and 100 MHz for FR2  
· FFS other L1 capabilities
· Note: This does not preclude the case where the early indication only indicates whether it is a Redcap UE or which type of the Redcap UEs if multiple UE types are defined


As discussed in RAN2#111-e meeting [2], it was agreed to discuss the exact composition of the set of L1 capabilities of the UE type for RedCap in RAN1. Further in RAN2#112-e meeting [4], it was agreed the capability framework. That is: 
	Agreements:
RedCap UE capabilities can be categorized as:
· Min capabilities all RedCap UEs support (i.e. mandatory for RedCap UE) if identified;
· FFS on whether some features are mandatory with signaling for RedCap UE, i.e. IOT bit;
· (Note: RedCap UEs might have the same set of higher layer capabilities, however this is FFS in RAN2)
•	Optional capabilities (signaled explicitly)
Agreements:
Following scenarios are considered when design the capability signaling for RedCap UE, but FFS on the details, e.g. what each category of features may include and on the applicability of the cases:
For the features that are mandatory for non-Redcap UEs:
Case1: The Redcap UE mandatorily supports the feature with the same value;
Case2: The Redcap UE mandatorily supports the feature, but with different value (e.g. bandwidth value);
Case3: The Redcap UE optionally supports the feature;
Case4: The Redcap UE does not support the feature at all.
For the features that are optional for non-Redcap UEs:
Case1: The Redcap UE does not support the feature at all.
Case2: The Redcap UE supports the feature with different value;
Case3: The Redcap UE supports the feature with the same value;
Case4: The Redcap UE mandatorily supports the feature



[bookmark: OLE_LINK37][bookmark: OLE_LINK38]RAN1 needs to give some inputs to RAN2 on the minimized set of basic capabilities for defining a RedCap UE type. From our view, the UE type for RedCap is defined by a minimum (mandatory) capability set, on top of which additional optional UE features can be reported with existing capability framework, details can be discussed in RAN2. We think the factors defining one UE type can be categorized into two categories, including 
· Impact on initial access
· Not impact on initial access
[bookmark: OLE_LINK39][bookmark: OLE_LINK40]As the discussion above, RedCap UE type is used to differentiate RedCap UEs and normal UEs, only initial access related capabilities are essential to be included in the minimum capability set. The maximum UE channel bandwidth supported by RedCap UE can affect the UL initial access, and this was already agreed. There are some companies raised that supported reduced minimum number of Rx antenna ports is needed to include in minimum capability set. In our view, the coverage for Msg2/Msg4 for 1Rx/2Rx during initial access is not an essential issue, if TBS scaling is considered. The coverage loss in uplink transmission can be handled by Coverage Enhancement and may also be applied to RedCap UEs without differentiate 1Rx/2Rx. Furthermore, the coverage for 1Rx/2Rx for wearable may be similar, so there is no need to separate 1Rx and 2Rx. The requirements of IWSN and video can be covered by wearable, and peak rate for wearable is up to 150Mbps, so the UE capabilities corresponding to different Rx antenna ports can be viewed as the same type, with up to 2Rx. In summary, only maximum UE channel bandwidth is needed. 
Proposal 2: For FR1, define one RedCap UE type with only maximum UE channel bandwidth including in the minimized set of basic capabilities, other capabilities are reported after initial access.
2.2   Device identification
In RAN1 #103-e meeting, feasibility, necessity, pros and cons from RAN1 perspective for RedCap UE identification during Msg1, Msg3 or post Msg4 acknowledgement are captured in the TR [6]. Following analysis are listed:
Necessity of early identification
[bookmark: OLE_LINK10]The bandwidth and peak data rate of NR RedCap UE will be less than that of normal UEs. If there is no identification on RedCap UEs before RRC connection is established, the network has to make limitations on normal UE’s scheduling and DL/UL data transmission during initial access procedure, when considering the coexistence of NR RedCap UEs with NR normal UEs. For example, the size of initial UL BWP for normal UEs is always confined to the maximum channel bandwidth of RedCap UEs (e.g. 20MHz in FR1). This may lead to significant performance loss for PUSCH Msg3/PUCCH for Msg4.
If the RedCap UEs can be identified during initial access, the earlier the network can identify the RedCap UEs, the better for the gNB to separately schedule the data transmission and make network control on RedCap UEs. 
Proposal 3: Early identification during initial access for RedCap UEs is supported.
Identification via Msg1
The main necessity for identifying during Msg1 is to make the frequency hopping of the transmission of PUSCH for Msg3 or PUCCH for Msg4 HARQ feedback is within the maximum channel bandwidth for RedCap UEs. In RAN1 #103-e meeting, the method includes separate initial UL BWP between RedCap UEs and normal UEs, separate PRACH resource between RedCap UEs and normal UEs, or PRACH preamble partitioning. We have the following analysis:
Separate PRACH occasions between RedCap UEs and normal UEs
For TDM method, e.g. separate PRACH occasions, the gNB still has to reserve separate occasion(s) for the PRACH transmission, which may lead to inefficient resource utilization. Moreover, some PRACH resource configuration restriction (especially for TDD) to normal UEs may be introduced and the latency of random access for normal UEs may be prolonged considering the PRACH opportunities of normal UEs are probably scattered. One alternative of the standardization work to support TDM is to define dedicate prach-ConfigurationIndex to configure PRACH resource sets separately for the RedCap UEs on the time dimension, and new table to designate available radio frames and slots corresponding to the values of prach-ConfigurationIndex for RedCap UEs would be needed. 
For FDM manner, parameter msg1-FDM is used in NR to configure the number of PRACH transmission occasions multiplexing in one time instance. Msg1-FrequencyStart indicates offset of lowest PRACH transmission occasion in frequency domain with respective to PRB 0. The value is configured so that the corresponding RACH resource is entirely within the bandwidth of the UL BWP. In RedCap, a frequency offset between RedCap UEs and normal UEs, or a separate frequency offset for RedCap UEs can be used.
Separate preambles between RedCap UEs and normal UEs
If PRACH occasions are shared, preambles can be used to distinguish RedCap UEs and normal UEs. The maximum number of available preambles (for both contention-based random access and non-contention-based random access) in a cell is 64 in the current specification. If the number of available preambles in a cell is increased to consider the CDM of UEs, it will cause standardization work on how to determine the root sequence for the increased preambles, and it may also impact the correlation detection of normal UE’s preamble reception. From simplifying standardization work point of view, the maximum number of available preambles in a cell should be kept to 64.
The current parameter totalNumberOfRA-Preambles configures the number of preambles for random access for normal UEs. Preamble partitioning between RedCap UEs and normal UEs can be used, for example, a separate pool of preambles can be configured as shown in figure 1.
 [image: ]
Figure 1. Example for separate preambles between RedCap UEs and normal UEs
 
Proposal 4: Separate PRACH occasions or preambles can be used between RedCap UEs and normal UEs
· If PRACH occasions are shared, separate preambles are used between RedCap UEs and normal UEs.
Identification via Msg3
Identify RedCap UEs during Msg3 transmission can be beneficial for PUCCH for Msg4 HARQ feedback, but it cannot address the issue that the initial UL BWP is larger than maximum channel bandwidth for RedCap UEs, e.g. frequency hopping of the transmission of PUSCH for Msg3 will exceed maximum channel bandwidth for RedCap UEs. If early identification is supported, the earlier the network can identify the RedCap UEs, the better for the gNB to separately schedule the data transmission and make network control on RedCap UEs. Therefore, it is preferred to identify RedCap UEs during Msg1 transmission. If identification via Msg3 is supported, the detailed solutions can be discussed.
Configurable by network
Above options can be configured by the network with considering trade-off between access latency, user capacity, system overhead, and resource utilization in uplink and downlink. For instance, for some bands, the maximum channel bandwidth is not larger than 20MHz, there may be no need to identify RedCap UEs during Msg1 transmission. The network can explicitly configure early identification or not through broadcast signaling (MIB/SIB1/PDCCH associated with SIB1). The network can also configure separate PRACH resource for RedCap UE if early identification via Msg1 is necessary, if RedCap UE cannot detect separate configuration, it implies early identification is not necessary.

Proposal 5: It depends on the network to configure whether early identification is needed or not
· If early identification is configured, identification during Msg1 transmission is preferred.
2.3   Capability indication and access restriction
In RAN1 #103-e meeting, a conclusion is made: for access control for RedCap UEs, detailed signaling options associated with system information are postponed to the WI phase.
In RAN2 #111-e meeting, it was agreed to introduce an indicator in system information to indicate whether to allow RedCap UE camp on a cell. To our understanding, there are two potential motivations for restricting the access of RedCap UEs to avoid unnecessary network access attempt of the RedCap UEs. 
· Motivation 1: Network has no ability to support the RedCap UEs.
· Motivation 2: Network supports RedCap UEs, but restricts the RedCap UE’s access for load balance and system performance.
For the former motivation, the network should indicate to the RedCap UE whether the network has the capability to support RedCap UEs access or not. For the commercialization of networks, support of NR RedCap UEs could be deployed gradually. In the actual network environment, especially for the initial deployment phase, it is possible that some cells do not have the capability of supporting NR RedCap UEs. If the network indicates no support of NR RedCap UEs, the UEs will not attempt to access the network again or not attempt to access for a much longer time for avoiding unnecessary power consumption. In this case, the UE may continue to scan SSB raster for finding another suitable cell to camp on. Therefore, the earlier the network indicates its capability, the better the RedCap UEs can save its power consumption.
Proposal 6: It is necessary for network to indicate its capability of whether it supports RedCap UEs accessing or not.
For the latter motivation, if the network already has the capability of supporting the reduced capability UEs, the network should indicate whether it allows the RedCap UEs accessing or not. For example, the network wants to load balance or protect the access of normal UEs. Furthermore, due to the reduced capability, e.g. number of RX/TX antenna, reduced UE antenna efficiency for wearables, the RedCap UEs will have lower transmission efficiency compared to normal UEs. The massive number of RedCap UEs will pull down the network performance. Based on the above discussion, it should be allowed that network can restrict all RedCap UEs or part of RedCap UEs access according to the strategy. According to the current NR specification, there are some mechanisms for the network to indicate whether the network allows the UE’s accessing or not, for example, via the indications in MIB or SIB1, or load balance mechanism during the random access procedure, or during paging procedure. As RAN2 agreed, an indication in system information is needed to indicate whether a RedCap UE can camp on the cell. One direct way is to indicate by one spare bit in MIB, and 2 more spare bits in PBCH payload in FR1. 
Observation 1: For FR1, spare bits in MIB are possible to be used for restricting the access of RedCap UEs.
[bookmark: OLE_LINK6]Moreover, there are 15 spare bits in DCI associated with SIB1, the spare bits can be used to make access restriction of RedCap UEs. Compared with access restriction via SIB1, if restrict the access of RedCap UEs via DCI associated with SIB1, the RedCap UEs would stop the system information acquisition procedure once the RedCap UE successfully decodes the DCI with the access restricting information. Since unnecessary SIB1 decoding can be avoided for the RedCap UEs, it is beneficial for power saving for this method. Therefore, it is preferred to restrict the access of RedCap UEs via DCI associated with SIB1.
Observation 2: Compared with access restriction via SIB1, access restriction via DCI associated with SIB1 is beneficial for RedCap UE’s power saving and with minor specification impact.
Currently, the network can control the UEs’ access by SIB1, i.e. via the UAC parameters. During the previous RAN2 meetings, UAC was also be discussed to be used for the access restriction for RedCap UEs. For example, a set of RedCap-specific UAC parameters may be defined, which is carried in SIB1. According to the analysis in our companion paper [7], a separate SIB1 which containing RedCap-specific information can be considered. The enhanced UAC can be in either legacy SIB1 or RedCap-specific SIB1 if defined. 
Observation 3: The UAC in SIB1 can be used or enhanced to restrict RedCap UEs’ access.
Proposal 7: Consider to restrict the access of RedCap UEs via DCI associated with SIB1 or UAC within SIB1.
Based on the above discussion, both of the two motivations should be indicated in system information (e.g., MIB or DCI associated with SIB1 or UAC in SIB1). In WI phase, the details on achieving those two motivations whether in the same procedure or different procedures can be further discussed.

[bookmark: _Ref124589665][bookmark: _Ref71620620][bookmark: _Ref124671424]Conclusions
In this contribution, preliminary considerations are provided on defining and constraining reduced capabilities, as well as the identification and access restriction of reduced capabilities devices. Moreover, the following observations and proposals are given:
Observation 1: For FR1, spare bits in MIB are possible to be used for restricting the access of RedCap UEs.
Observation 2: Compared with access restriction via SIB1, access restriction via DCI associated with SIB1 is beneficial for RedCap UE’s power saving and with minor specification impact.
Observation 3: The UAC in SIB1 can be used or enhanced to restrict RedCap UEs’ access.
Proposal 1: Define one RedCap UE type covering all use cases.
Proposal 2: For FR1, define one RedCap UE type with only maximum UE channel bandwidth including in the minimized set of basic capabilities, other capabilities are reported after initial access.
Proposal 3: Early identification during initial access for RedCap UEs is supported.
Proposal 4: Separate PRACH occasions or preambles can be used between RedCap UEs and normal UEs
· If PRACH occasions are shared, separate preambles are used between RedCap UEs and normal UEs.
Proposal 5: It depends on the network to configure whether early identification is needed or not
· If early identification is configured, identification during Msg1 transmission is preferred.
Proposal 6: It is necessary for network to indicate its capability of whether it supports RedCap UEs accessing or not.
Proposal 7: Consider to restrict the access of RedCap UEs via DCI associated with SIB1 or UAC within SIB1.
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