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1. [bookmark: OLE_LINK13][bookmark: OLE_LINK14]Introductions
In the last meeting, some agreements achieved for RedCap for the study of UE complexity reduction, UE power saving, and coverage loss/recovery [1]. As stated in [2], one objective related to framework and principles for RedCap NR devices is following: 
	Study standardization framework and principles for how to define and constrain such reduced capabilities – considering definition of a limited set of one or more device types and considering how to ensure those device types are only used for the intended use cases [RAN2, RAN1].
Study functionality that will allow devices with reduced capabilities to be explicitly identifiable to networks and network operators, and allow operators to restrict their access, if desired [RAN2, RAN1].


This contribution presents our views on above objectives including the potential UE categories/types, considerations on initial access for RedCap devices, methods to ensure those device types are only used for the intended use cases and access control of the RedCap devices.

2. UE categories/types definition for RedCap
In the RAN 88-e meeting, the SID description for wearable use case is revised to include the low-end wearables in addition to the high-end wearable as below:
	Use case specific requirements: 
[…]
· Wearables: Reference bitrate for smart wearable application can be 5-50 Mbps in DL and 2-5 Mbps in UL and peak bit rate of the device higher, up to 150 Mbps for downlink and up to 50 Mbps for uplink.  Battery of the device should last multiple days (up to 1-2 weeks).



Table 1 summarizes the three use cases and requirements. 
Table 1: RedCap use cases and requirements
	Use cases
	reference bit rate 
	end-to-end latency 
	reliability /availability 
	peak bit rate
	Battery 

	Industrial sensors
	<2Mbps (UL heavy)
	<100ms;
5-10ms for safety related sensors
	Availability:99.99% 
	N/A
	few years

	Video Surveillance
	2-4 Mbps for economic video; 7.5-25 Mbps for High-end video
	< 500 ms
	Reliability: 99%-99.9%. 
	N/A
	N/A

	Wearable
	5-50 Mbps in DL and 2-5 Mbps in UL 
	N/A
	N/A
	Up to 150 Mbps for DL and up to 50 Mbps for UL
	Multiple days (up to 1-2 weeks)



From above, it is observed that the date rate, cost and power consumption requirements are diverse for different use cases. In general, it is preferred to define less UE types considering the economics of scale. However, if we only define one device type or category, for example, if one RedCap UE type is defined for a high-end use case assuming the highest data rate (e.g. 150Mbps DL and 50Mbps in UL), it is not clear how to meet  the challenging power efficiency target for sensors and for low-end wearable. In addition, using a high data rate modem (e.g. 150Mbps DL and 50Mbps in UL) for industrial sensors or low-end wearables is obviously not cost efficient. What is more, the number of low-end RedCap devices (including sensors, economic video and low-end wearables) is expected to be much larger than the number of high-end RedCap devices (including high-end video and high-end wearable). Therefore, to meet the requirements for various RedCap use cases and to optimize the tradeoff between the economics of scale and cost/power efficiency, it is necessary to introduce two RedCap device types, one device type is to cover the low-end use cases e.g. industrial sensors, economic video, low-end wearable use cases and the other device type is for high-end use cases e.g., high-end wearable and high-end video Surveillance use cases. 
The corresponding features for the two types of RedCap UEs are given in Table 2 as an example. 
Table 2: two device types/ categories for RedCap
	Device type/ category
	Use cases
	Peak data rate
	Rx/Tx antenna
	Bandwidth

	Type 1 RedCap
(corresponding to LTE Cat 1bis)
	Industrial sensors, economic video, low-end wearable
	10Mbps in DL
5Mbps in UL
	1Rx/1Tx
	20MHz

	Type 2 RedCap
(corresponding to LTE 4)
	High-end video Surveillance, high-end wearable
	150Mbps in DL
50Mbps in UL
	1Rx, 2Rx, 1Tx
	20MHz and above



Observation 1:  the tradeoff between economics of scale and cost/power efficiency should be carefully considered when defining the RedCap UE categories or types. 
Proposal 1: introduce two RedCap UE categories/ types, one is to cover the low-end use cases, the other is to cover the high-end use cases: 
· Type 1 RedCap UEs  for industrial sensors, economic video, low-end wearable use cases 
· Type 2 RedCap UEs  for high-end wearable and high-end video Surveillance use cases

3. Considerations on initial access for RedCap Devices 
The general design principle is to find the tradeoffs among many factors such as cost/complexity reduction, UE power consumption and spectral efficiency, specification impacts etc. Regarding to the design framework, we think it is important to first discuss the initial access mechanism for RedCap UEs since depending on the discussion outcome, e.g. the same or different initial access scheme with the legacy UEs, the design framework, solutions and specification efforts would be different.  
In general, it should be possible that all RedCap UE Types can share the same resource and the same mechanism with the legacy UEs for initial access. After RRC connection is setup between network and the RedCap devices, gNB can identify the RedCap UEs based on the reported capabilities. Then gNB can make better scheduling decision on efficient multiplexing the RedCap UEs and legacy UEs on the same cell.
Obviously, re-using the current initial access mechanism has the least specification impacts. However, whether such way can work for RedCap UEs is not clear yet. It depends on the differences  of the minimum UE capabilities between the Rel.15/Rel.16 UEs and Rel.17 RedCap UEs, such as the supported BW size for initial access, number of RX antennas. For example, in FR2, if the 50MHz is supported as the maximum BW size for initial access, the RedCap UE cannot receive the full SSBs with 240KHz SCS and may not be able to decode the broadcast PDCCH for CORESET#0 with 48 RBs and 120KHz SCS. In case SSB and CORESET#0 use multiplexing pattern 2 or 3, additional discussions are necessary on determination of the resource allocation between SSB and CORESET#0. In addition, the number of supported RedCap UEs and legacy UEs within one cell should also be taken into account. For example, when there are many RedCap UEs in a cell, the initial BWP will be overloaded if the same initial BWP is shared between the legacy and RedCap UEs. 
Therefore, if the entire sharing for initial access is not possible, following options to offload UEs to frequency resources other than initial BWP can be studied for reduced capability UEs. 
· For cell search and broadcast channels
· Option 1: Shared SSB, separate CORESET#0
· Option 2: separate SSB, separate CORESET#0
· For random access procedure
· Option 1: shared PRACH resource
· Option 2: separate PRACH resource 
For cell search, besides the BW size reduction and potential channel overloading, the reduced number of Rx antennas and antenna efficiency loss also motivate to have a separate CORESET#0 for RedCap UEs so that the coverage for the broadcast control and data channels can be recovered by repetitions and/or lower coding rate. In addition, separate CORESET#0 also gives the chance to support a new SIB1/OSI specific for RedCap devices. 
If separate CORESET#0 but shared SSB is supported for RedCap UEs as shown in Figure 1a, UE may need to perform RF retuning frequently to receive SSB for synchronization, RRM, etc which complicates the UE IDLE mode behavior. And the performance impact to SIB/paging reception due to large frequency separation between the SSB and the camping BWP should be studied.  On the other hand, it is also beneficial to have separated SSBs that located within the same BW of the separated CORESET#0 for RedCap UEs to avoid frequent RF retuning, as shown in Figure 2b. However, it may lead to higher overhead by introducing the additional SSBs for RedCap UEs. The additional SSB can be configured as non-cell defining SSB for legacy UEs therefore is backward compatible. 
 



(a)                                                                                             (b)
[bookmark: _Ref40378380]Figure 1:  SSB and CORESET#0 for RedCap devices

Observation 2: It is beneficial to support offloading IDLE mode RedCap UE to a different initial BWP than the legacy initial BWP. 
Observation 3: 
· If separate CORESET#0 and shared SSBs are introduced for RedCap UEs, UE may need to perform frequent RF retuning to receive SSB for synchronization, RRM, etc which complicates the IDLE mode UE behavior.
· If separate CORESET#0 and separate SSBs are introduced for RedCap UEs, UE frequent RF retuning can be avoided but it requires additional overhead.
For random access, also shared or separated RACH resources in terms of time/frequency and preamble domain can be studied for RedCap UEs and legacy UEs. Separate RACH resources allow the gNB to identify the RedCap UEs at an early phase for better scheduling decisions and load management. Besides, it is also beneficial for coverage recovery by introducing specific configurations and procedure to support repetitions for Msg.1/Msg.2/Msg.3/Msg.4. If shared resource is used, specification impact is the least, while it may have some negative impacts for legacy UE e.g. increase the access delay for legacy UEs.  
Observation 4: 
· Separate RACH resources is beneficial for gNB to identify the RedCap UEs at early stage and easy to implement RedCap-specific design for subsequent transmissions/receptions.
Proposal 2: For cell search, study following options for RedCap UEs and legacy UEs:
· Option 1: Shared SSB, separate CORESET#0 
· Option 2: separate SSB, separate CORESET#0

Proposal 3: For random access, study following options for RedCap UEs and legacy UEs:
· Option 1: shared PRACH resource
· Option 2: separate PRACH resource 
4. Access control of RedCap devices
The RedCap devices and normal (i.e. non-RedCap) UE may be treated differently in some aspects, such as charging policy and QoS, hence it is very likely that the operator would like to differentiate RedCap devices from normal UE via user subscriber. Given Access Identity is associated with user subscriber, it is reasonable to use new Access Identities for RedCap devices. What’s more, it is better to allocated different Access Identities for RedCap devices belonging to different groups to differentiate different RedCap device groups.
Using new Access Identities for RedCap devices enables UAC to bar RedCap devices. Sometimes, the congestion is not very serious, one cell may only want to bar portion (e.g. 20%) of access requests from the low-end industry RedCap devices, to reduce the load of the network. According to the UAC mechanism, the cell can indicate UAC-BarringInfoSet only for the Access Identity allocated to low-end industry RedCap device to achieve this.
Proposal 4: Different Access Identities can be used in UAC for High-end, Low-end wearable and Low-end industry RedCap devices to enable applying different access control strategies on RedCap devices belonging to different groups.
In some other cases, if the congestion is serious or based on operators’ strategy, the network wants to bar portion of the access requests triggered by a certain service, e.g. MO SMS, with different probability for different devices groups, e.g. bar 100% requests from the Low-end industry RedCap devices, 80% requests from the low-end wearable RedCap devices and 20% requests from high-end RedCap devices.
According to the UAC mechanism, a common Access Category specific barring probability is applied to all the Access Identities if the access restriction is applied to the Access Identity. Hence, the above requirement can only be achieved by allocating different Access Categories for RedCap devices belonging to different groups. 
Proposal 5: different Access Categories can be used in UAC to differentiate accesses from high-end RedCap devices, low-end wearable RedCap devices and low-end industry RedCap devices in case the access are triggered by the same type of service.
More details can be found in [3]
5. Conclusion
This contribution presents some high-level views for Rel.17 RedCap devices including potential UE categories/types, considerations on initial access for RedCap devices, methods to ensure those device types are only used for the intended use cases and access control. The observations and proposals are summarized as below:
Observation 1:  the tradeoff between economics of scale and cost/power efficiency should be carefully considered when defining the RedCap UE categories or types. 
Observation 2: It is beneficial to support offloading IDLE mode RedCap UE to a different initial BWP than the legacy initial BWP. 
Observation 3: 
· If separate CORESET#0 and shared SSBs are introduced for RedCap UEs, UE may need to perform frequent RF retuning to receive SSB for synchronization, RRM, etc which complicates the IDLE mode UE behavior.
· If separate CORESET#0 and separate SSBs are introduced for RedCap UEs, UE frequent RF retuning can be avoided but it requires additional overhead.
Observation 4: 
· Separate RACH resources is beneficial for gNB to identify the RedCap UEs at early stage and easy to implement RedCap-specific design for subsequent transmissions/receptions.
Proposal 1: introduce two RedCap UE categories/ types, one is to cover the low-end use cases, the other is to cover the high-end use cases: 
· Type 1 RedCap UEs  for industrial sensors, economic video, low-end wearable use cases 
· Type 2 RedCap UEs  for high-end wearable and high-end video Surveillance use cases
Proposal 2: For cell search, study following options for RedCap UEs and legacy UEs:
· Option 1: Shared SSB, separate CORESET#0 
· Option 2: separate SSB, separate CORESET#0
[bookmark: _GoBack]Proposal 3: For random access, study following options for RedCap UEs and legacy UEs:
· Option 1: shared PRACH resource
· Option 2: separate PRACH resource
Proposal 4: Different Access Identities can be used in UAC for High-end, Low-end wearable and Low-end industry RedCap devices to enable applying different access control strategies on RedCap devices belonging to different groups.
Proposal 5: different Access Categories can be used in UAC to differentiate accesses from high-end RedCap devices, low-end wearable RedCap devices and low-end industry RedCap devices in case the access are triggered by the same type of service.
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