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1 Introduction

The handling of early UEs has been under discussion for quite some time at various RAN and SA groups. In order protect network capacity and functionality against faulty UE implementations, it has been agreed that information about UE faults should be made available to the RNC.  A revised Study Item description [1] was provided by RAN-WG2#32. This study item description states:

The candidates, as a complement to the new TR (equivalent to 09.94), were:

1. Hooks included into some early RRC messages; hook may be IMEI-SV, derived from IMEI-SV, or other indication

2. Extension mechanism to the RRC messages allowing rel-99 corrections (e.g. when rel-4 changes needs to be backwards compatible)
3. IMEI-SV solution to the CN, with an indication to the RAN; indication may be derived from IMEI-SV or may be IMEI-SV itself.
This contribution discusses point No.3 i.e. “IMEI-SV solution to the CN, with an indication to the RAN; indication may be derived from IMEI-SV or may be IMEI-SV itself.”

2 What kind of information should be available in RNC

Study item description [1] lists two candidates for “the indication derived from the IMEI-SV that is to be transferred from the CN to the RAN”:

Candidate No.1 : IMEI-SV itself

Candidate No.2 : bitmap derived from IMEI-SV 

For both cases, the CN has to request IMEI-SV from the UE. 3GPP TS 24.008 specifies ways on how to perform this action and, therefore, there is no impact on UE for any of the two candidates.

The following sub-chapters discuss the impacts of these two candidates.

2.1  Candidate No.1: IMEI-SV transferred from the CN to the RNC
For this candidate, the IMEI-SV is transferred from the CN to the RNC, over the Iu interface, in an early RANAP message such as COMMON ID, DIRECT TRANSFER (CN->RNC) or even PAGING for UE terminated calls. In addition, for SRNS relocation, the RANAP RELOCATION REQUEST message may also need to include IMEI-SV if it is not already transferred in the Source RNC to Target RNC Transparent Container.

Each RNC must implement an IMEI-SV database to know how to handle a faulty UE. 
OAM manipulation is required in every RNC every time the database needs to be updated. 
In principle, the IMEI-SV must be transferred over the Iu interface every time an Iu connection is established. I.e. the RNC always receives the IMEI-SV when an Iu connection is established and must check it, independent on whether it is a UE that requires special handling or not.

Summary of this “IMSI-SV” candidate:

· No impact on UE
· IMEI-SV has to be added to some RANAP messages. 
· RNC has to implement a new, possibly rather sizable, IMEI-SV database.

· RNC has to check its IMEI-SV database every time an Iu connection is established.

2.2  Candidate No.2: Bitmap derived from IMEI-SV transferred from the CN to the RNC

2.2.1 Content of the bitmap

A bitmap derived from IMEI-SV with the information indicating whether a specific behavior and/or that the UE conforms to a specific level of test or what ever that the criteria is agreed in standards. The precise information transported need not be agreed but left open until such time as the types of problems have been identified.
The format and information in the bitmap must be specified by 3GPP. I.e. 3GPP will allocate a bit for each fault reported. It is also assumed that 3GPP will recommend the way  that the mobile should be handled.

The content of the bitmap can be left empty if no fault has been reported for a specific UE, so no special handling is needed. The extension mechanism in ASN.1 used in RANAP can easily handle bitmap growth. However, it is foreseen that most of the faults will be common to different terminals and thus the bitmap will never grow above a reasonable size (e.g. four octets). 

RNCs will only need updates when new bits are added to the bitmap, i.e. in principle far less often than for the IMEI-SV candidate, since most faults are expected to be common to several terminals (even from different vendors).

When the bitmap is transferred from the CN to the RNC in an early RANAP message such as: COMMON ID, DIRECT TRANSFER (CN->RNC), PAGING and, possibly, RELOCATION REQUEST upon SRNS Relocation (assuming the bitmap is not transferred in the Source RNC to Target RNC Transparent Container). If a bitmap is received, the RNC simply performs appropriate handling according to the indications in the bitmap.

2.2.2 Impact on the CN
Once the IMEI-SV is obtained, the CN needs to convert the IMEI-SV to a bitmap. There are two alternatives to perform this conversion:

· The IMEI-SV database is kept in every CN node (e.g. as configuration data).

· A dedicated CN node performs the IMEI-SV bitmap conversion. For example, the EIR (Emergency Identity Register). 

The first alternative is simpler than the second since it only requires some extra configuration at some CN nodes. 

The second alternative would require modifications at EIR nodes and changes of MAP procedures for EIR interrogation. I.e. a significant amount of standardization work that would impact current MAP interfaces’ implementations already deployed.

Since the CN checks the IMEI-SV against UE faults, if no UE fault is found for a certain IMEI-SV, then CN does not need to send any bitmap to the RNC over the Iu interface. I.e. the RNC does not need to handle any extra information for non-faulty UEs.

Summary of this “bitmap derived from IMEI-SV” candidate:

· No impact on UE
· The bitmap should be added in an early RANAP message only for UEs requiring special handling. The bitmap does not need to be transferred for non-faulty UEs.

· The IMEI-SV database is stored in every MSC and SGSN node as configuration data.
3 Evaluation of two candidates

From the study in 2.1 and 2.2, none of the candidates have impacts on the UE. However, candidate 1 (IMEI-SV) has significantly more impact on RNC side and less on MSC and SGSN side versus candidate 2 (bitmap). 
The main differences between both candidates are:

i. On impact on RNC processing. For the IMEI-SV candidate the RNCs must process the IMEI-SV every time an Iu connection is established, irrespective on whether the UE is faulty or not. For the bitmap candidate, RNCs only receive the bitmap for UEs requiring special handling.

ii. In the frequency of updates required in RNC. For both cases RNCs need to be updated every time a new terminal fault that requires special handling from the network is detected. In addition, for the IMEI-SV candidate, RNCs need also be updated each time a new terminal version is discovered to have an already existing fault. 

4 Conclusion and Proposal

It is concluded that the candidate No.2 (bitmap) has less impacts on network operation than candidate 1 (IMEI-SV) and, therefore, it is proposed to adopt the bitmap candidate as the solution to handle the faulty UE problem.
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