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Introduction

When  UESBI corresponds to a bitmap of UE faults (BMUEF) sent by CN to UTRAN, this bitmap has to be determined by CN from IMEISV information retrieved from the UE.

This contribution aims at proposing a solution on the issue “where is the conversion from IMEISV to bitmap (BMUEF) carried out?”

Discussion

5.2.5.1
Location of the database for the conversion between IMEI-SV and standard bitmap

5.2.5.1.1
Centralized versus distributed database for the conversion between IMEI-SV and standard bitmap

The CN can obtain the IMEI-SV from the UE by initiating MM IDENTITY REQUEST or PMM/GMM AUTHENTICATION AND CIPHERING REQUEST message (Which are currently defined in 24.008 and therefore there is neither impact on UE nor on the standard).  Once the IMEI-SV is obtained, the MSC/VLR or SGSN needs to convert the IMEI-SV
 to the BMUEF bitmap. There are two alternatives to perform this conversion:

· The data base used to convert IMEI-SV into BMUEF is kept in every MSC/VLR or SGSN node (distributed database)
· A centralized function performs the conversion from IMEI-SV to BMUEF bitmap (centralized database). 
The former (distributed database) alternative implies to define OAM procedures (e.g. creating, reading, modifying, deleting relation between (TAC+SVN) and the bitmap) on both MSC/VLR and SGSN. 

It further implies that OAM procedures ensure the consistency of this database between all MSC/VLR and SGSN of the network, keeping in mind that these nodes may be provided by different manufacturers: even though “clever” synchronization procedures may  allow to keep synchronized and up to date all MSC-SGSN of a given manufacturer, it is doubtful that this synchronization can be obtained between all the MSC(s) and the SGSN(s) of different manufacturers that are instantiated in a given PLMN. One consequence is that, it may be difficult to manage this database especially when it becomes bigger and bigger.

The second alternative (centralized database), provides as benefit a unique reference point where all CN nodes (MSC/VLR, SGSN) can get the BMUEF information. 

5.2.5.1.2
Choice of a centralized database for this conversion

It can be argued that the choice of a centralized database solution:

· Implies the cumbersome 3gpp task of standardizing a new function in the network and a new protocol. This would delay the roll-out of this “Early UE” feature whereas this is an urgent feature for 3gpp communauty.

· Might Imply the deployment of a new function / node to deploy in a PLMN with all its associated operational constraints and costs (operate the new equipment / function, ensure its redundancy,…)

· Would delay the Location / RA Update, Call, PDP context activation, SMS,… “establishment” phase due to the need for MSC-VLR / SGSN to  look-up a remote Database.

Hence this centralized database 

· Should correspond to an already existing function in the PLMN

· Should not imply the definition of a new interface but only as minor as possible modifications of an existing protocol

Furthermore the architectural solution should NOT lead to a delay in the Location / RA Update, Call, PDP context activation, SMS,… “establishment” phase

EIR (Equipment Identity Register) could be a candidate for this centralized database. EIR has been introduced in 3gpp system in order to detect a stolen mobile using IMEI. Hence EIR already handles IMEI as it handles already:

· List of grey (dubious mobiles), black (corresponding to stolen mobiles) IMEI

· List of valid TAC + serial number ranges.

The solution of using EIR for such translation between IMEISV and BMUEF does NOT imply the introduction of a new function / NE in the network with all its associated operational constraints and costs (operate the new equipment / function, ensure its redundancy,…)

The MSC/VLR or SGSN can simply get the conversion from IMEISV to the bitmap just by reusing the already existing “MAP IMEI check” procedure (common for existing MAP F and Gf). This simply requires to add the BMUEF value in the result of the “MAP IMEI check” operation. Hence a simple modification to an existing 3gpp protocol is just needed. Furthermore this implies extra signaling (and associated requirement on CPU) neither on MSC-VLR / SGSN nor on EIR.

Once the BMUEF value has been retrieved from EIR, MSC-VLR or SGSN has just to store it. MSC-VLR / SGSN is then able to provide UTRAN with the BMUEF bitmap each time a new signaling connection is established with UTRAN, thus inducing no delay in the establishment of such a signaling connection.

What is further needed is that “regularly” SGSN or MSC re-issues “MAP IMEI check” procedure in order to refresh the BMUEF value associated with the IMEI-SV.
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5.2.5.1.3
Conclusion

The conversion of IMEISV to BMUEF bitmap is centrally carried out in the EIR
.

Conclusion

It is proposed: 

· to take as working assumption that the conversion of IMEISV to BMUEF bitmap is centrally carried out in the EIR
Based on this working assumption Alcatel would be happy to:
· modify the 23.895 TR (issuing a relevant CR) putting the text of section “Discussion ” of this contribution within section 5.2.5.i.
· issue the relevant CR to MAP (29.002)
· Update the new TS accordingly
Appendix Extract of 23.003 about IMEISV definition

6.2.2
Composition of IMEISV

The International Mobile station Equipment Identity and Software Version Number (IMEISV) is composed as shown in figure 11.
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Figure 11: Structure of IMEISV

The IMEISV is composed of the following elements (each element shall consist of decimal digits only):

-
Type Allocation Code (TAC). Its length is 8 digits;

-
Serial Number (SNR) is an individual serial number uniquely identifying each equipment within each TAC. Its length is 6 digits;

-
Software Version Number (SVN) identifies the software version number of the mobile equipment. Its length is 2 digits.

� In fact converting the TAC+SVN part of the IMEISV. IMEISV structure as recalled in an appendix to this Tdoc
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