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Introduction

This document attempts to take into account the proposals of the TDOCs submitted to RAN#96 in order to define a possible basis for the discussions to take place during RAN#96 as part of the RAN led study on network verified UE location [1].
See below, the relevant extract in clause 4 Objective of the R18 WI NR_TNT_enh for this study:
“4.1.3	Network verified UE location

Have a 1-TU 6-month study phase focusing on the following (to derive clear & limited scope):

· Study detailed regulatory requirement (e.g. accuracy, privacy, reliability, latency) for network-verified UE location for potential use cases/services (i.e. emergency call, lawful intercept, public warning, charging/billing) (at RAN plenary, from RAN#95 to RAN#96). [RAN]
· Including further clarification on network verified UE location and its relationship to network-based positioning [RAN]”


The author would like to thank experts that provided their guidance to prepare this document.


Discussion

2.1	List of Network verified UE location related TDOCs submitted to RAN#96

The following TDOCs have been submitted in relation to the Network verified UE location topics. The table below also includes the proposals

	TDOC
	Title
	Source
	Proposals

	RP-221175
	TP for TR “Network verified UE location for NTN”
	THALES
	Proposal 1: Given that the UE reported location information- (for example determined with its GNSS receiver which is non 3GPP defined), could be erroneous due intentional (e.g. maliciously tampering by user or by 3rd party) or unintentional (e.g. interference) causes, a new method is needed to verify the UE reported location information especially for services subject to national regulations or other operational constraints. (e.g. Public Warning System (PWS), Lawful interception (LI), Emergency services (EMS), Charging and Tariff notifications)
· Note: This verification can improve the reliability of the UE location
Proposal 2: There is a need to study a network verified UE location scheme aiming at corroborating the UE reported location information (which is obtained by non 3GPP method such as GNSS) with one or several network (i.e. RAT dependent) positioning methods.
Proposal 3: It is assumed that this network verified UE location scheme will not necessarily provide an accuracy equivalent to that obtained of the UE reported location information.
Proposal 4: It is assumed that the integrity of RAT dependent methods in general is handled in a different item (Rel-18 SID on Study on expanded and improved NR positioning).
Proposal 5: for each of the 4 “regulated” services considered by the WI (Emergency calls, Lawful intercept, PWS, Charging), the regulatory requirements applicable to the UE location in terms of Accuracy, Reliability (related to law enforcement and liability), Latency and Privacy need to be analyzed
Proposal 6: In line with the cell based location information in “terrestrial” mobile system, the network UE verified location scheme to be defined for NTN, shall be able to provide an accuracy of [2] km  which is acceptable (for example by SA3-LI) of reliable UE positioning in terrestrial networks (cell Id based).
Proposal 7: Agree Text Proposal in the annex of this TDOC and in the draft TR attached

	RP-221336
	Location verification for NR NTN
	Qualcomm Incorporated
	Proposal 1: RAN WG studies on solutions for network verified UE location to start immediately after RAN #96 [RAN1, RAN2, RAN3].
Proposal 2: For Rel-18, at least study, and evaluate if needed, solutions for network to verify the country of the UE location. 
Proposal 3: In line with the cell based location information in “terrestrial” mobile system, the network UE verified location scheme to be defined for NTN, shall be able to provide an accuracy of [2] km which is acceptable (for example by SA3-LI) of reliable UE positioning in terrestrial networks (cell Id based).
Proposal 4: RAN1 and RAN2 to focus on adapting TN positioning techniques, such as DL-TDOA, UL-TDOA and RTT, for verification of the UE location using a single or multiple satellites.

	RP-221623
	Considerations on Network-Verified UE Location for NTN
	Ericsson LM
	Proposal 1: For NTN, TSG RAN should consider the same granularity requirement for UE location information as for terrestrial networks.
Proposal 2: All observations and possible mitigations already discussed for Rel-17 NTN UE attach / NNSF / user location information are still relevant and applicable to Rel-18.
Proposal 3: Capture the TP in the Annex in the relevant TR, if agreeable.

	RP-221640
	Discussion on network verified location in NTN
	ZTE, Sanechips
	Proposal 1: For the study of network verified UE location, we need to focus on the mechanism to verify UE location instead of additional enhancement to improve UE positioning by designing new positioning methods.
Proposal 2: For network verified UE location, use cases with high requirement on accuracy or delay are not considered in Rel-18.
Proposal 3: It will be sufficient to only verify the initial report of UE location for a long period of time.

	RP-221331
	Requirements for network-verified UE location
	Nokia, Nokia Shanghai Bell
	Proposal 1: Network verification is required for lawful interception, charging and national regulations.
Proposal 2: In Rel-18, RAN WGs should investigate network-based (i.e., non-GNSS) methods which can verify the UE location within 500 m to 1 km. Existing methods can be studied first to see if the requirements can be met. 
Proposal 3:The different RAN groups should study how DL-TDOA, UL-TDOA, multi RTT and angle of arrival methods can be used for network verification of the user location. 

	RP-221441
	Views on NW verified UE location in NR NTN
	NTT DOCOMO, INC.
	Proposal 1: 
· To provide a proper UE location for the target services when erroneous location information is reported by UE should be the main intention of “network verified UE location”.  
Proposal 2: 
· To deny/terminate the UE access if erroneous location is intentionally reported by UE can be considered as a sub-case only when malicious tampering occurs.
Proposal 3: 
According to previous discussions, we support followings:
	Proposal 1-v1: Given that a user may maliciously tamper the UE reported location information- (for example determined with its GNSS receiver which is non 3GPP defined), could be erroneous due intentional (e.g. maliciously tampering by user or by 3rd party) or unintentional (e.g. interference) causes, a new method is needed to verify provide reliability to the UE reported location information especially for services subject to national regulations or other operational constraints. (e.g. Public Warning System (PWS), Lawful interception (LI), Emergency services (EMS), Charging and Tariff notifications)
· Note: This verification will improve the reliability and accuracy of the UE location
Proposal 2: There is a need to study a network verified UE location scheme aiming at one or several network (i.e. RAT dependent) positioning methods with or without corroborating with the UE reported location information (which is obtained by non 3GPP method such as GNSS) with one or several network (i.e. RAT dependent) positioning methods.
Proposal 5: for each of the 4 “regulated” services considered by the WI (Emergency calls, Lawful intercept, PWS, Charging), the regulatory requirements applicable to the UE location in terms of Accuracy, Reliability (related to law enforcement and liability), Latency and Privacy need to be analyzed




	RP-221444
	Discussion on network-verified UE location for NR NTN
	Huawei, HiSilicon
	Proposal 1: Network verified UE location method is not network-based positioning method that, by itself, meets the accuracy requirement of the targeted location-based services, but a method to corroborate the UE-reported location information with reasonable accuracy. 
Proposal 2: To verify UE location, country-level accuracy in few kilometers (e. g. 5 km) can be used as a target. 
Proposal 3: For wider applicability, signal-satellite based mechanism for NTN based UE location verification should be the baseline.




2.2 Towards a merge/consolidation of the company’s proposals

Based on the above proposals in company’s TDOCs, a possible way forward can be considered in the following sections.

2.2.1 Timeline
Proposal 1.1: RAN should strive to complete the network verified UE location study [1] on use cases and regulatory requirements at RAN#96
Proposal 1.2: RAN WG studies on network verified UE location solutions (if any) [1] should start at the WG meetings in August and strive to complete in December 2022


2.2.2 Use cases
Proposal 2.1: The study is considering
· services subject to national regulations or other operational constraints. (e.g. Public Warning System (PWS), Lawful interception (LI), Emergency services (EMS), Charging and Tariff notifications) for which the UE location information shall be reliably known by the network operator.
· users that may maliciously tamper the UE reported location information (for example determined with its GNSS receiver which is non 3GPP defined), could be erroneous due intentional (e.g. maliciously tampering by user or by 3rd party) or unintentional (e.g. interference) causes.
· NTN radio cells larger than terrestrial network’s radio cells and possibly covering borders between two or more countries
Proposal 2.2: for each of the 4 “regulated” services considered by the WI (Emergency calls, Lawful intercept, PWS, Charging), the regulatory requirements applicable to the UE location in terms of Accuracy, Reliability (related to law enforcement and liability), Latency and Privacy need to be identified
Proposal 2.3: It is understood that relying only on the GNSS based location information reported by the UE is not considered reliable by regulators (i.e. refers to SA3-LI LS)
Proposal 2.4: A scheme combining both GNSS reported information and network based solution will contribute to improve the reliability of the UE reported location information.


2.2.3 Targeted verification location accuracy
Proposal 3.1: The verification scheme for NTN aims at cross checking whether the UE reported location information (which is obtained by non 3GPP method such as GNSS) is plausible.
Proposal 3.2: The targeted verification accuracy should be sufficient to support country discrimination
Proposal 3.3: A verification accuracy equivalent to terrestrial network’s macro cell size (i.e. 5 to 10 km granularity) is considered to be sufficient for all use cases


2.2.4 Candidate network based solutions for network to verify UE reported location information

Proposal 4.1: the study in [RAN2,RAN1,RAN3], which will evaluate and specify solutions for the network to verify UE reported location information, will consider the following assumptions:
· Single satellite in view by the UE at a time
· Multi satellite in view by the UE may be considered if time allow
· At least when the UE is attached to the network (so that its context is acquired by the network)
Proposal 4.2: The study should consider how existing 3GPP defined RAT dependent positioning methods can be used for a network verification of the UE reported “UE location information”
Proposal 4.3: The study may consider distinct methods for respectively NGSO and GSO
Proposal 4.4: The study will analyze NG-RAN architectural impact of UE location verification, in coordination with SA2.

2.2.5 Capturing the RAN2 led SI use case/regulatory study outcomes

Proposal 5.1: The RAN#95-e endorsed skeleton [2] for the TR capturing the outcomes of the study on Network verified UE location for NTN [1] should be revised, as follow, to only include use case and requirements:
1	Scope
2	References
3	Definitions of terms, symbols and abbreviations
3.1	Terms
3.2	Symbols
3.3	Abbreviations
4	Use cases
5	Requirements for UE location verification
6	Verification methods for UE location
6.1	NTN specific constraints
6.2	Network verified UE location and its relationship to positioning
6.3	Candidate methods assessment and gap analysis
67	Recommendations
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Conclusion

Based on the previous clause, the following is proposed:
Proposal 1.1: RAN should strive to complete the network verified UE location study [1] on use cases and regulatory requirements at RAN#96
Proposal 1.2: RAN WG studies on network verified UE location solutions (if any) [1] should start at the WG meetings in August and strive to complete in December 2022

Proposal 2.1: The study is considering
· services subject to national regulations or other operational constraints. (e.g. Public Warning System (PWS), Lawful interception (LI), Emergency services (EMS), Charging and Tariff notifications) for which the UE location information shall be reliably known by the network operator.
· users that may maliciously tamper the UE reported location information (for example determined with its GNSS receiver which is non 3GPP defined), could be erroneous due intentional (e.g. maliciously tampering by user or by 3rd party) or unintentional (e.g. interference) causes.
· NTN radio cells larger than terrestrial network’s radio cells and possibly covering borders between two or more countries
Proposal 2.2: for each of the 4 “regulated” services considered by the WI (Emergency calls, Lawful intercept, PWS, Charging), the regulatory requirements applicable to the UE location in terms of Accuracy, Reliability (related to law enforcement and liability), Latency and Privacy need to be identified
Proposal 2.3: It is understood that relying only on the GNSS based location information reported by the UE is not considered reliable by regulators (i.e. refers to SA3-LI LS)
Proposal 2.4: A scheme combining both GNSS reported information and network based solution will contribute to improve the reliability of the UE reported location information.
Proposal 3.1: The verification scheme for NTN aims at cross checking whether the UE reported location information (which is obtained by non 3GPP method such as GNSS) is plausible.
Proposal 3.2: The targeted verification accuracy should be sufficient to support country discrimination
Proposal 3.3: A verification accuracy equivalent to terrestrial network’s macro cell size (i.e. 5 to 10 km granularity) is considered to be sufficient for all use cases

Proposal 4.1: the study in [RAN2,RAN1,RAN3], which will evaluate and specify solutions for the network to verify UE reported location information, will consider the following assumptions:
· Single satellite in view by the UE at a time
· Multi satellite in view by the UE may be considered if time allow
· At least when the UE is attached to the network (so that its context is acquired by the network)
Proposal 4.2: The study should consider how existing 3GPP defined RAT dependent positioning methods can be used for a network verification of the UE reported “UE location information”
Proposal 4.3: The study may consider distinct methods for respectively NGSO and GSO
Proposal 4.4: The study will analyze NG-RAN architectural impact of UE location verification, in coordination with SA2.

Proposal 5.1: The RAN#95-e endorsed skeleton [2] for the TR capturing the outcomes of the study on Network verified UE location for NTN [1] should be revised, as follow, to only include use case and requirements:
1	Scope
2	References
3	Definitions of terms, symbols and abbreviations
3.1	Terms
3.2	Symbols
3.3	Abbreviations
4	Use cases
5	Requirements for UE location verification
6	Verification methods for UE location
6.1	NTN specific constraints
6.2	Network verified UE location and its relationship to positioning
6.3	Candidate methods assessment and gap analysis
67	Recommendations
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