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Introduction
In RAN#95-e meeting, the WID on NR NTN (Non-Terrestrial Networks) enhancements [1] was approved. One of the objectives of NTN enhancement is Network verified UE location, which is shown as follows. 
	4.1.3	Network verified UE location
Have a 1-TU 6-month study phase focusing on the following (to derive clear & limited scope):
· Study detailed regulatory requirement (e.g. accuracy, privacy, reliability, latency) for network-verified UE location for potential use cases/services (i.e. emergency call, lawful intercept, public warning, charging/billing) (at RAN plenary, from RAN#95 to RAN#96). [RAN]
· Including further clarification on network verified UE location and its relationship to network-based positioning [RAN]
· Study and evaluate, if needed, solutions for network to verify UE reported location information [RAN2,RAN1,RAN3]
Note: RAN WG studies on solutions (if any) will start only after RAN study is concluded
RAN to determine by RAN#98 whether the study has identified any need for Network verified UE location specification support in Rel-18.


According to the WID, detailed regulatory requirement for network-verified UE location including further clarification on network verified UE location needs to be studied at RAN plenary. In this contribution, our views on network verified UE location are provided.
Discussion
Target of “network verified UE location”
During previous meetings, lots of discussions has been made on the objective of network verified UE location[2]. 
According to companies’ comments, it is observed that there were two main different understandings on the intention of verification on UE reported location information, which are summarized as below.
· Intention X: To deny/terminate the UE access if erroneous location is intentionally reported by UE, e.g., malicious tampering. With this intention, rough accuracy can be applied, with which the NW only needs to cross-check whether the UE is in a certain area/district. That is, only to meet request from SA.
· Intention Y: To provide a proper UE location for the location-based services, i.e., emergency call, public warning, etc., when erroneous location information is reported by UE. With this intention, high accuracy should be applied, with which the NW is able to calibrate the location information of the UE so that these location-based services could be provided by using more accurate location information. That is, to enable the services with sufficient performance level.
To clarify the scope of network verified UE location, we think which or both of the above intentions is the main target of this objective needs to be discussed and decided. Although what/how NW side does in the intention X would not be RAN work, requirement to be decided at RAN is dependent on intention X vs intention Y, and furthermore what/how NW side does in the intention Y would be work in RAN including WGs as discussed in Rel-16/17/18 positioning study/work items. Without achieving alignment among companies, discussion of this study phase would not be converged.
We think it’s important to keep these services working for users even in NTN other than those which intentionally report erroneous location information. Thus, the intention Y should be chosen as the main target, while intention X can also be considered as a sub-case when malicious tampering occurs, as request from SA.
Observation:
· According to companies’ comments, it is observed that there were two main different understandings on the intention of verification on UE reported location information:
· Intention X: To deny/terminate the UE access if erroneous location is intentionally reported by UE, e.g., malicious tampering.
· Intention Y: To provide a proper UE location for the location-based services, i.e., emergency call, public warning, etc., when erroneous location information is reported by UE. 
Proposal 1: 
· To provide a proper UE location for the target services when erroneous location information is reported by UE should be the main intention of “network verified UE location”.  
Proposal 2: 
· To deny/terminate the UE access if erroneous location is intentionally reported by UE can be considered as a sub-case only when malicious tampering occurs.
On proposals made in workshops
Following proposals was brought up by the Moderator after the workshop discussion.
	Proposal 1: Given that the UE reported location information- (for example determined with its GNSS receiver which is non 3GPP defined), could be erroneous due intentional (e.g. maliciously tampering by user or by 3rd party) or unintentional (e.g. interference) causes, a new method is needed to verify the UE reported location information especially for services subject to national regulations or other operational constraints. (e.g. Public Warning System (PWS), Lawful interception (LI), Emergency services (EMS), Charging and Tariff notifications)
· Note: This verification will improve the reliability of the UE location
Proposal 2: There is a need to study a network verified UE location scheme aiming at corroborating the UE reported location information (which is obtained by non 3GPP method such as GNSS) with one or several network (i.e. RAT dependent) positioning methods. 
Proposal 2bis: The verification method itself should be robust to (un)intentional erroneous location
Proposal 3: It is assumed that this network verified UE location scheme will not necessarily provide an accuracy equivalent to that obtained of the UE reported location information.
Proposal 4: It is assumed that the integrity of RAT dependent methods in general is handled in a different item (Rel-18 SID on Study on expanded and improved NR positioning).
Proposal 5: for each of the 4 “regulated” services considered by the WI (Emergency calls, Lawful intercept, PWS, Charging), the regulatory requirements applicable to the UE location in terms of Accuracy, Reliability (related to law enforcement and liability), Latency and Privacy need to be analyzed
Proposal 6: In line with the cell based location information in “terrestrial” mobile system, the network UE verified location scheme to be defined for NTN, shall be able to provide an accuracy of [2] km which is acceptable (for example by SA3-LI) of reliable UE positioning in terrestrial networks (cell Id based).


Basically, it seems that these proposals intend the above intention X, without agreeing to focus on the intention X. We believe that intention X vs intention Y should be clarified first. From our point of view on each of these proposals,
For Proposal 1: According to “a new method is needed to verify the UE reported location information”, this proposal is based on intention X in order to check the UE location, which seems meaningless for motivation Y. For intention Y, the important thing is not to check whether the location is correct or not, but to obtain actual location information; if only the checking is done and the outcome is ‘incorrect’ location information, the situation is not changed – the target services are not able to be achieved with sufficient accuracy. We prefer following changes:
Proposal 1-v1: Given that the UE reported location information- (for example determined with its GNSS receiver which is non 3GPP defined), could be erroneous due intentional (e.g. maliciously tampering by user or by 3rd party) or unintentional (e.g. interference) causes, a new method is needed to verify the UE reported location information especially for services subject to national regulations or other operational constraints. (e.g. Public Warning System (PWS), Lawful interception (LI), Emergency services (EMS), Charging and Tariff notifications)
· Note: This verification will improve the reliability and accuracy of the UE location
For Proposal 2: the collaboration might be valid, might not. Now is not the time to decide whether or not. The following update is suggested.
Proposal 2-v1: There is a need to study a network verified UE location scheme aiming at one or several network (i.e. RAT dependent) positioning methods with or without corroborating with the UE reported location information (which is obtained by non 3GPP method such as GNSS) with one or several network (i.e. RAT dependent) positioning methods.
For Proposal 3: For our understanding, the same accuracy with the UE reported location information is needed, so that NW is able to make corrections to the UE reported erroneous information. This proposal is not needed.
For Proposal 4: We think this proposal is raised as some companies want to use more simplified method for intention X, but for intention Y, RAT-dependent methods should be considered for better accuracy. At least in current stage, the RAT-dependent positioning method should not be precluded, especially when there’s not many methods to achieve higher accuracy for these target services. This proposal is not needed.
We agree on Proposal 5.
For Proposal 6: The accuracy of 2km couldn’t satisfy to the services as mentioned in proposal 5. It is obvious for the target services, i.e., Emergency calls, Lawful intercept, PWS, Charging, higher accuracy is needed. At least different requirements including accuracy requirements should be defined for different use cases under Proposal 5. This proposal is not needed.
Proposal 3: 
According to previous discussions, we support followings:
	Proposal 1-v1: Given that the UE reported location information- (for example determined with its GNSS receiver which is non 3GPP defined), could be erroneous due intentional (e.g. maliciously tampering by user or by 3rd party) or unintentional (e.g. interference) causes, a new method is needed to verify the UE reported location information especially for services subject to national regulations or other operational constraints. (e.g. Public Warning System (PWS), Lawful interception (LI), Emergency services (EMS), Charging and Tariff notifications)
· Note: This verification will improve the reliability and accuracy of the UE location
Proposal 2: There is a need to study a network verified UE location scheme aiming at one or several network (i.e. RAT dependent) positioning methods with or without corroborating with the UE reported location information (which is obtained by non 3GPP method such as GNSS) with one or several network (i.e. RAT dependent) positioning methods.
Proposal 5: for each of the 4 “regulated” services considered by the WI (Emergency calls, Lawful intercept, PWS, Charging), the regulatory requirements applicable to the UE location in terms of Accuracy, Reliability (related to law enforcement and liability), Latency and Privacy need to be analyzed


Conclusion
Observation:
· According to companies’ comments, it is observed that there were two main different understandings on the intention of verification on UE reported location information:
· Intention X: To deny/terminate the UE access if erroneous location is intentionally reported by UE, e.g., malicious tampering.
· Intention Y: To provide a proper UE location for the location-based services, i.e., emergency call, public warning, etc., when erroneous location information is reported by UE. 
Proposal 1: 
· To provide a proper UE location for the target services when erroneous location information is reported by UE should be the main intention of “network verified UE location”.  
Proposal 2: 
· To deny/terminate the UE access if erroneous location is intentionally reported by UE can be considered as a sub-case only when malicious tampering occurs.
Proposal 3: 
According to previous discussions, we support followings:
	Proposal 1-v1: Given that a user may maliciously tamper the UE reported location information- (for example determined with its GNSS receiver which is non 3GPP defined), could be erroneous due intentional (e.g. maliciously tampering by user or by 3rd party) or unintentional (e.g. interference) causes, a new method is needed to verify provide reliability to the UE reported location information especially for services subject to national regulations or other operational constraints. (e.g. Public Warning System (PWS), Lawful interception (LI), Emergency services (EMS), Charging and Tariff notifications)
· Note: This verification will improve the reliability and accuracy of the UE location
Proposal 2: There is a need to study a network verified UE location scheme aiming at one or several network (i.e. RAT dependent) positioning methods with or without corroborating with the UE reported location information (which is obtained by non 3GPP method such as GNSS) with one or several network (i.e. RAT dependent) positioning methods.
Proposal 5: for each of the 4 “regulated” services considered by the WI (Emergency calls, Lawful intercept, PWS, Charging), the regulatory requirements applicable to the UE location in terms of Accuracy, Reliability (related to law enforcement and liability), Latency and Privacy need to be analyzed
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