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	In the current specification, the KgNB is used to calculate the PSK (KIAB) to establish the IPSec protection for F1 interface between the IAB-node (gNB-DU) and the IAB-donor-CU, but KgNB is not transferred from CU-CP to CU-UP in case of CP-UP separation. The IAB-donor-CU-UP is not able to derive KIAB because of the absence of KgNB, and how to obtain the KIAB at the IAB-donor-CU-UP is missing from the current specification, then the establishment of IPsec Security Association (SA) will fail. 
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	1) Introduce IAB PSK NOTIFICATION procedure and related description.
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START OF CHANGE
5.1.4
Load management function
The load management function allows an gNB-CU-CP to request the reporting of load measurements to gNB-DU and is used by gNB-CU-UP to report the result of measurements admitted by gNB-CU-UP.
5.1.5
Measurement results transfer function

The measurement results transfer is used by the gNB-CU-CP to transfer UE associated measurement results to the gNB-CU-UP.
5.1.6
Support for IAB
This function is used to update the DL/UL F1-U GTP-U tunnels for an IAB network, and allow the gNB-CU-CP to send the security key info to the gNB-CU-UP for the protection of the F1-U interface with IAB-DU.

NEXT CHANGE
6.5
Measurement results transfer procedures
The measurement results transfer procedures are listed as below:

-
GNB-CU-CP Measurement Results Information

6.6
IAB procedures
The IAB procedures are listed as below:

-
IAB UP TNL Address Update procedure
-
IAB PSK Notification procedure
END OF CHANGE
