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Table 5.5.3.2.1-1: MCPTT-Info from the UE
	Derivation Path: TS 24.379 [9] clause F.1.2

	Information Element
	Value/remark
	Comment
	Reference
	Condition

	mcpttinfo
	
	
	
	

	  mcptt-Params
	
	
	
	

	    mcptt-access-token
	not present
	
	
	

	
	Encrypted (NOTE 2) <mcptt-access-token> with mcpttString set to access token as assigned to the UE in the Token Response
	The access token is opaque to the MCPTT client
	TS 33.180 [94], clause B.4
RFC 6749 [77]
	CONFIG, GROUPCONFIG

	    session-type
	not present
	
	
	

	
	"prearranged"
	
	
	GROUP-CALL AND INVITE_REFER

	
	"private"
	
	
	PRIVATE-CALL AND INVITE_REFER

	
	“chat”
	
	
	CHAT-GROUP-CALL AND INVITE_REFER

	
	"first-to-answer"
	
	
	FIRST-TO-ANSWER AND INVITE_REFER

	    mcptt-request-uri
	not present
	
	
	

	
	Encrypted (NOTE 2) <mcptt-request-uri> with mcpttURI set to px_MCPTT_Group_A_ID
	The URI of the group
	
	(GROUP-CALL OR CHAT-GROUP-CALL) AND INVITE_REFER

	
	not present or encrypted (NOTE 2) <mcptt-request-uri> with mcpttURI set to px_MCPTT_User_B_ID
	The URI of the invited MCPTT Client
	
	PRIVATE-CALL AND INVITE_REFER

	
	encrypted (NOTE 2) <mcptt-request-uri> with mcpttURI set to px_MCPTT_ID_User_A
	
	
	POC-SETTINGS-EVENT

	    mcptt-calling-user-id
	not present or encrypted (NOTE 2) <mcptt-calling-user-id> with mcpttURI set to px_MCPTT_ID_User_A
	
	
	

	
	not present
	
	
	CONFIG, GROUPCONFIG, POC-SETTINGS-EVENT

	    mcptt-called-party-id
	not present
	
	
	

	
	not present or encrypted (NOTE 2) <mcptt-called-party-id> with mcpttURI set to px_MCPTT_ID_User_A
	
	
	INVITE-RSP

	    mcptt-calling-group-id
	not present
	
	
	

	    required
	not present
	
	
	

	    emergency-ind
	not present or encrypted (NOTE 2) <emergency-ind> with mcpttBoolean set to "false"
	
	
	

	
	Encrypted (NOTE 2) <emergency-ind> with mcpttBoolean set to "true"
	
	
	EMERGENCY-CALL AND INVITE_REFER

	    alert-ind
	not present or encrypted (NOTE 2) <alert-ind> with mcpttBoolean set to "false"
	
	
	

	
	Encrypted (NOTE 2) <alert-ind> with mcpttBoolean set to pc_MCX_EmergencyIndWithAlertInd 
	
	
	EMERGENCY-CALL AND INVITE_REFER

	    imminentperil-ind
	not present or encrypted (NOTE 2) <imminentperil-ind> with mcpttBoolean set to "false"
	
	
	

	
	Encrypted (NOTE 2) < imminentperil emergency-ind> with mcpttBoolean set to "true"
	
	
	IMMPERIL-CALL AND INVITE_REFER

	    broadcast-ind
	not present or “false”
	
	
	

	    mc-org"
	not present
	
	
	

	    floor-state
	not present
	
	
	

	    associated-group-id
	not present
	
	
	

	
	px_MCPTT_Group_A_ID if mcptt-request-uri contains a temporary group identity; otherwise, not present
	if the <mcptt-request-uri> element contains a group identity then this element can include an MCPTT group ID associated with the group identity in the <mcptt-request-uri> element. E.g. if the <mcptt-request-uri> element contains a temporary group identity (TGI), then the <associated-group-id> element can contain the constituent MCPTT group ID
	TS 24.379 [9] clause F.1.3
	GROUP-CALL

	    originated-by
	not present
	
	
	

	    MKFC-GKTPs
	not present
	
	
	

	    mcptt-client-id
	not present
	
	
	

	
	encrypted (NOTE 2) <mcptt-client-id> with mcpttString set to valid UUID URN (NOTE 1)
	The UUID URN of the MCPTT Client
	RFC 4122 [106]
TS 24.379 [9] clause 4.10
	(GROUP-CALL OR CHAT-GROUP-CALL OR EMERGENCY-CALL OR IMMPERIL-CALL) AND INVITE_REFER

	
	not present or encrypted (NOTE 2) <mcptt-client-id> with mcpttString set to valid UUID URN (NOTE 1)
	
	
	(PRIVATE-CALL OR FIRST-TO-ANSWER) AND INVITE_REFER

	
	not present or encrypted (NOTE 2) <mcptt-client-id> with mcpttString set to valid UUID URN (NOTE 1)
	[bookmark: _Hlk39247419]in general mcptt-client-id is not mandatory (e.g. for SIP SUBSCRIBE)
	RFC 4122 [106]
TS 24.379 [9] clause 4.10
	CONFIG, GROUPCONFIG

	
	encrypted (NOTE 2) <mcptt-client-id> with mcpttString set to valid UUID URN (NOTE 1)
	mcptt-client-id is mandatory in the SIP REGISTER or SIP PUBLISH for service authorisation according to TS 24.379 [9]  clauses 7.2.1 and 7.2.2
	RFC 4122 [106]
TS 24.379 [9] clause 4.10
	CONFIG AND REGISTER_PUBLISH

	
	encrypted (NOTE 2) <mcptt-client-id> with mcpttString set to valid UUID URN (NOTE 1)
	mcptt-client-id is mandatory in SIP PUBLISH for MCPTT service settings only, according to TS 24.379 [9] clause 7.2.3
	RFC 4122 [106]
TS 24.379 [9] clause 4.10
	POC-SETTINGS-EVENT

	    alert-ind-rcvd
	not present
	
	
	

	    anyExt
	not present or any allowed value
	
	TS 24.379 [9], clause F.1.3
	

	NOTE 1:	The SS shall check the mcptt-client-id
-	at the first time being sent by the UE to be a valid UUID URN with a format like
	"urn:uuid:XXXXXXXX-YYYY-ZZZZ-yyyy-zzzzzzzzzzzz" according to RFC 4122 [106] 
-	to be all the same UUID URN in subsequent messages.
NOTE 2:	Encrypted element as described in Table 5.5.3.2.1-1A




	Condition
	Explanation

	REGISTER_PUBLISH
	MCPTT-Info in SIP REGISTER or SIP PUBLISH request for service authorisation

	INVITE_REFER
	MCPTT-Info in SIP INVITE or SIP REFER request for call establishment

	INVITE-RSP
	MCPTT-Info in SIP response to a SIP INVITE
NOTE: INVITE-RSP is inherited from the SIP response, i.e. it shall be considered as true whenever set for the SIP response 

	For further conditions see table 5.5.1-1



Table 5.5.3.2.1-1A: Encrypted MCPTT info parameter sent by the UE
	Derivation Path: TS 24.379 [9] clauses F.1.2, F.1.3

	Information Element
	Value/remark
	Comment
	Reference
	Condition

	type attribute
	"Encrypted"
	
	
	

	EncryptedData
	EncryptedData as described in Table 5.5.13.2-1 containing encrypted element content of the mcptt parameter 
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Table 5.5.3.2.1-2: MCVideo-Info from the UE
	Derivation Path: TS 24.281 [86] Clause F.1.2

	Information Element
	Value/remark
	Comment
	Reference
	Condition

	mcvideoinfo
	
	
	
	

	  mcvideo-Params
	
	
	
	

	    mcvideo-access-token
	not present
	
	
	

	
	Encrypted (NOTE 2) <mcvideo-access-token> with mcvideoString set to access token as assigned to the UE in the Token Response
	The access token is opaque to the MCVideo client
	TS 33.180 [94], clause B.4
RFC 6749 [77]
	CONFIG
GROUPCONFIG

	    session-type
	not present
	
	
	

	
	"prearranged"
	
	
	GROUP-CALL AND INVITE_REFER

	
	"private"
	
	
	PRIVATE-CALL AND INVITE_REFER

	
	“chat”
	
	
	CHAT-GROUP-CALL AND INVITE_REFER

	    mcvideo-request-uri
	not present
	
	
	

	
	Encrypted (NOTE 2) <mcvideo-request-uri> with mcvideoURI set to px_MCVideo_Group_A_ID
	The URI of the group
	
	(GROUP-CALL OR CHAT-GROUP-CALL) AND INVITE_REFER

	
	not present or Encrypted (NOTE 2) <mcvideo-request-uri> with mcvideoURI set to px_MCVideo_User_B_ID
	The URI of the invited MCVideo Client
	
	PRIVATE-CALL AND INVITE_REFER

	
	Encrypted (NOTE 2) <mcvideo-request-uri> with mcvideoURI set to px_MCVideo_User_A_ID
	
	
	POC-SETTINGS-EVENT

	    mcvideo-calling-user-id
	not present or Encrypted (NOTE 2) <mcvideo-request-uri> with mcvideoURI set to px_MCVideo_ID_User_A
	
	
	

	
	not present
	
	
	CONFIG,
GROUPCONFIG, POC-SETTINGS-EVENT

	    mcvideo-called-party-id
	not present
	
	
	

	
	not present or Encrypted (NOTE 2) <mcvideo-request-uri> with mcvideoURI set to px_MCVideo_ID_User_A
	
	
	INVITE-RSP

	    mcvideo-calling-group-id
	not present
	
	
	

	    required
	not present
	
	
	

	    emergency-ind
	not present or encrypted (NOTE 2) <emergency-ind> with mcvideoBoolean set to "false"
	
	
	

	
	encrypted (NOTE 2) <emergency-ind> with mcvideoBoolean set to true
	
	
	EMERGENCY-CALL AND INVITE-REFER

	    alert-ind
	not present or encrypted (NOTE 2) <emergencyalert-ind> with mcvideoBoolean set to "false"
	
	
	

	
	encrypted (NOTE 2) <alertemergency-ind> with mcvideoBoolean set to true
	
	
	EMERGENCY-CALL AND INVITE_REFER

	    imminentperil-ind
	not present or encrypted (NOTE 2) < emergencyimminentperil-ind> with mcvideoBoolean set to "false"
	
	
	

	
	encrypted (NOTE 2) <emergencyimminentperil-ind> with mcvideoBoolean set to true
	
	
	IMMPERIL-CALL AND INVITE-REFER

	    broadcast-ind
	not present or “false”
	
	
	

	    mc-org"
	not present
	
	
	

	    transmission-state
	not present
	
	
	

	    associated-group-id
	not present
	
	
	

	
	px_MCVideo_Group_A_ID if mcvideo-request-uri contains a temporary group identity; otherwise, not present
	if the <mcvideo-request-uri> element contains a group identity then this element can include an MCVideo group ID associated with the group identity in the <mcvideo-request-uri> element. E.g. if the <mcvideo-request-uri> element contains a temporary group identity (TGI), then the <associated-group-id> element can contain the constituent MCVideo group ID
	TS 24.281 [86] clause F.1.3
	GROUP-CALL

	    originated-by
	not present
	
	
	

	    MKFC-GKTPs
	not present
	
	
	

	    mcvideo-client-id
	not present
	
	
	

	
	encrypted (NOTE 2) < mcvideo-client-id> with mcvideoString set to valid UUID URN (NOTE 1)
	The UUID URN of the MCVIDEO Client
	RFC 4122 [106]
TS 24.281 [86] clause 4.9
	(GROUP-CALL OR CHAT-GROUP-CALL OR

EMERGENCY-CALL OR

IMMPERIL-CALL) 
AND INVITE_REFER

	
	not present or encrypted (NOTE 2) < mcvideo-client-id> with mcvideoString set to valid UUID URN (NOTE 1)
	
	
	PRIVATE-CALL AND INVITE_REFER

	
	not present or encrypted (NOTE 2) < mcvideo-client-id> with mcvideoString set to valid UUID URN (NOTE 1)
	in general mcvideo-client-id is not mandatory (e.g. for SIP SUBSCRIBE)
	RFC 4122 [106]
TS 24.281 [86] clause 4.9
	CONFIG, GROUPCONFIG

	
	encrypted (NOTE 2) < mcvideo-client-id> with mcvideoString set to valid UUID URN (NOTE 1)
	mcvideo-client-id is mandatory in the SIP REGISTER or SIP PUBLISH for service authorisation according to TS 24.281 [86]  clauses 7.2.1 and 7.2.2
	RFC 4122 [106]
TS 24.281 [86] clause 4.9
	CONFIG AND REGISTER_PUBLISH

	
	encrypted (NOTE 2) < mcvideo-client-id> with mcvideoString set to valid UUID URN (NOTE 1)
	mcvideo-client-id is mandatory in SIP PUBLISH for MCVideo service settings only, according to TS 24.281 [86] clause 7.2.3
	RFC 4122 [106]
TS 24.281 [86] clause 4.9
	POC-SETTINGS-EVENT

	    alert-ind-rcvd
	not present
	
	
	

	    anyExt
	not present or any allowed value
	
	TS 24.281 [86] clause F.1.3
	

	NOTE 1:	The SS shall check the mcvideo-client-id
-	at the first time being sent by the UE to be a valid UUID URN with a format like
	"urn:uuid:XXXXXXXX-YYYY-ZZZZ-yyyy-zzzzzzzzzzzz" according to RFC 4122 [106] 
-	to be all the same UUID URN in subsequent messages.
NOTE 2:	Encrypted element as described in Table 5.5.3.2.1-2A



	Condition
	Explanation

	REGISTER_PUBLISH
	MCVideo-Info in SIP REGISTER or SIP PUBLISH request for service authorisation

	INVITE_REFER
	MCVideo-Info in SIP INVITE or SIP REFER request for call establishment

	INVITE-RSP
	MCVideo-Info in SIP response to a SIP INVITE

	For further conditions see table 5.5.1-1



Table 5.5.3.2.1-2A: Encrypted MCVideo info parameter sent by the UE
	Derivation Path: TS 24.281 [86] clauses F.1.2, F.1.3

	Information Element
	Value/remark
	Comment
	Reference
	Condition

	type attribute
	"Encrypted"
	
	
	

	EncryptedData
	EncryptedData as described in Table 5.5.13.2-1 containing encrypted element content of the mcvideo parameter 
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Table 5.5.3.2.1-3: MCData-Info from the UE
	Derivation Path: TS 24.282 [87], Clause D.1

	Information Element
	Value/remark
	Comment
	Reference
	Condition

	mcdata-info
	
	
	
	

	  mcdata-Params
	
	
	
	

	    mcdata-access-token
	not present
	
	
	

	
	Encrypted (NOTE 2) <mcdata-access-token> with mcdataString set to access token as assigned to the UE in the Token Response
	The access token is opaque to the MCData client
	TS 33.180 [94], clause B.4
RFC 6749 [77]
	CONFIG
GROUPCONFIG

	    request-type
	not present
	
	
	

	    request-type
	"one-to-one-sds"
	
	
	MCD_1to1

	    request-type
	“group-sds”
	
	
	MCD_grp

	    mcdata-request-uri
	not present
	
	
	

	    mcdata-request-uri
	Encrypted (NOTE 1) <mcdata-request-uri> with mcdataURI set to px_MCData_Group_A_ID
	
	
	MCD_grp

	
	Encrypted (NOTE 1) <mcdata-request-uri> with mcdataURI set to px_MCData_Group_A_ID
	
	
	POC-SETTINGS-EVENT

	    mcdata-calling-user-id
	not present
	
	
	

	    mcdata-called-party-id
	not present
	
	
	

	    mcdata-calling-group-id
	not present
	
	
	

	    alert-ind
	not present
	
	
	

	    originated-by
	not present
	
	
	

	    mcdata-client-id
	not present
	
	
	

	    mcdata-client-id
	Encrypted (NOTE 1) <mcdata-client-id> with mcdataString set to valid UUID URN (NOTE 1)px_MCData_Client_A_ID
	
	
	MCD_grp

	
	Encrypted (NOTE 1) <mcdata-client-id> with mcdataString set to valid UUID URN (NOTE 1)
	
	
	CONFIG AND PUBLISH

	
	not present or encrypted (NOTE 1) <mcdata-client-id> with mcdataString set to valid UUID URN (NOTE 1)
	in general mcdata-client-id is not mandatory (e.g. for SIP SUBSCRIBE)
	
	(CONFIG OR GROUPCONFIG) AND NOT REGISTER (NOTE 3)

	
	Encrypted (NOTE 1) <mcdata-client-id> with mcdataString set to valid UUID URN (NOTE 1)
	mcdata-client-id is mandatory in SIP PUBLISH for MCData service settings only, according to TS 24.282 [87] clause 7.2.3
	RFC 4122 [106]
	POC-SETTINGS-EVENT

	    mcdata-controller-psi
	not present
	
	
	

	NOTE 1:	The SS shall check the mcvideo-client-id
-	at the first time being sent by the UE to be a valid UUID URN with a format like
	"urn:uuid:XXXXXXXX-YYYY-ZZZZ-yyyy-zzzzzzzzzzzz" according to RFC 4122 [106] 
-	to be all the same UUID URN in subsequent messages.
NOTE 2:	Encrypted element as described in Table 5.5.3.2.1-3A
NOTE 3:	In contrast to MCPTT and MCVideo for MCData TS 24.282 [87] clause 7.2.1 does not specify the client-id to be included in the REGISTER request.



	Condition
	Explanation

	MCD_1to1
	A one-to-one MCData call

	MCD_grp
	A goup MCData call

	REGISTER
	MCData-Info in SIP REGISTER request for service authorisation

	PUBLISH
	MCData-Info in SIP PUBLISH request for service authorisation

	For further conditions see table 5.5.1-1



Table 5.5.3.2.1-3A: Encrypted MCData info parameter sent by the UE
	Derivation Path: TS 24.282 [87] clauses D.1.2, D.1.3

	Information Element
	Value/remark
	Comment
	Reference
	Condition

	type attribute
	"Encrypted"
	
	
	

	EncryptedData
	EncryptedData as described in Table 5.5.13.2-1 containing encrypted element content of the mcdata parameter 
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Table 5.5.3.2.2-1: MCPTT-Info from the SS
	Derivation Path: TS 24.379 [9] clause F.1.2

	Information Element
	Value/remark
	Comment
	Reference
	Condition

	mcpttinfo
	
	
	
	

	  mcptt-Params
	
	
	
	

	    mcptt-access-token
	not present
	
	
	

	    session-type
	not present
	
	
	

	
	"prearranged"
	
	
	GROUP-CALL

	
	"private"
	
	
	PRIVATE-CALL

	
	“chat”
	
	
	CHAT-GROUP-CALL

	
	"first-to-answer"
	
	
	FIRST-TO-ANSWER

	    mcptt-request-uri
	Encrypted (NOTE 1) <mcptt-request-uri> with mcpttURI set to px_MCPTT_ID_User_A
	The URI of the called user
	
	

	    mcptt-calling-user-id
	Encrypted (NOTE 1) <mcptt-calling-user-id> with mcpttURI set to px_MCPTT_ID_User_B
	The URI of the calling user
	
	

	    mcptt-called-party-id
	not present
	
	
	

	    mcptt-calling-group-id
	not present
	
	
	

	
	Encrypted (NOTE 1) <mcptt-calling-group-id> with mcpttURI set to px_MCPTT_Group_A_ID
	The URI of the group
	
	GROUP-CALL OR CHAT-GROUP-CALL

	    required
	not present
	
	
	

	    emergency-ind
	not present
	
	
	

	
	Encrypted (NOTE 1) <emergency-ind> with mcpttBoolean set to "true"
	
	
	EMERGENCY-CALL

	    alert-ind
	not present
	
	
	

	
	Encrypted (NOTE 1) <alert-ind> with mcpttBoolean set to "false"
	
	
	EMERGENCY-CALL

	    imminentperil-ind
	not present
	
	
	

	
	Encrypted (NOTE 1) <imminentperil-ind> with mcpttBoolean set to "true"
	
	
	IMMPERIL-CALL

	    broadcast-ind
	not present
	
	
	

	    mc-org"
	not present
	
	
	

	    floor-state
	not present
	
	
	

	    associated-group-id
	not present
	
	
	

	    originated-by
	not present
	
	
	

	    MKFC-GKTPs
	not present
	
	
	

	    mcptt-client-id
	not present
	
	
	

	    alert-ind-rcvd
	not present
	
	
	

	    anyExt
	not present
	
	TS 24.379 [9], clause F.1.3
	

	NOTE 1:	Encrypted element as described in Table 5.5.3.2.2-1A



Table 5.5.3.2.2-1A: Encrypted MCPTT info parameter sent by the SS
	Derivation Path: TS 24.379 [9] clauses F.1.2, F.1.3

	Information Element
	Value/remark
	Comment
	Reference
	Condition

	type attribute
	"Encrypted"
	
	
	

	EncryptedData
	EncryptedData as described in Table 5.5.13.2-2 containing encrypted element content of the mcptt parameter 
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Table 5.5.3.2.2-2: MCVideo-Info from the SS
	[bookmark: _Hlk23496419]Derivation Path: TS 24.281 [86] Clause F.1.2

	Information Element
	Value/remark
	Comment
	Reference
	Condition

	mcvideoinfo
	
	
	
	

	  mcvideo-Params
	
	
	
	

	    mcvideo-access-token
	not present
	
	
	

	    session-type
	not present
	
	
	

	    session-type
	"prearranged"
	
	
	GROUP-CALL

	
	"private"
	
	
	PRIVATE-CALL

	
	"chat"
	
	
	CHAT-GROUP-CALL

	    mcvideo-request-uri
	Encrypted (NOTE 1) <mcvideo-request-uri> with mcvideoURI set to px_MCVideo_ID_User_A
	The URI of the called user
	
	

	    mcvideo-calling-user-id
	not present or eEncrypted (NOTE 1) <mcvideo-calling-user-id> with mcvideoURI set to px_MCVideo_ID_User_B
	The URI of the calling user
	
	

	    mcvideo-called-party-id
	not present
	
	
	

	    mcvideo-calling-group-id
	not present
	
	
	

	
	Encrypted (NOTE 1) <mcvideo-calling-group-id> with mcvideoURI set to px_MCVideo_Group_A_ID
	The URI of the group
	
	GROUP-CALLOR CHAT-GROUP-CALL

	    required
	not present
	
	
	

	    emergency-ind
	not present or eEncrypted (NOTE 1) <emergency-ind> with mcvideoBoolean set to "false"
	
	
	

	
	Eencrypted (NOTE 1) <emergency-ind> with mcvideoBoolean set to "true"
	
	
	EMERGENCY-CALL

	    alert-ind
	not present
	
	
	

	
	Encrypted (NOTE 1) <alert-ind> with mcvideoBoolean set to "false"
	
	
	EMERGENCY-CALL

	    imminentperil-ind
	not present
	
	
	

	
	Encrypted (NOTE 1) <imminentperil-ind> with mcvideoBoolean set to "true"
	
	
	IMMPERIL-CALL

	    broadcast-ind
	not present
	
	
	

	    mc-org"
	not present
	
	
	

	    floor-state
	not present
	
	
	

	    associated-group-id
	not present
	
	
	

	    originated-by
	not present
	
	
	

	    MKFC-GKTPs
	not present
	
	
	

	    mcvideo-client-id
	not present
	
	
	

	    alert-ind-rcvd
	not present
	
	
	

	    anyExt
	not present
	
	TS 24.281 [86] clause F.1.3
	

	NOTE 1:	Encrypted element as described in Table 5.5.3.2.2-2A



Table 5.5.3.2.2-2A: Encrypted MCVideo info parameter sent by the SS
	Derivation Path: TS 24.281 [86] clauses F.1.2, F.1.3

	Information Element
	Value/remark
	Comment
	Reference
	Condition

	type attribute
	"Encrypted"
	
	
	

	EncryptedData
	EncryptedData as described in Table 5.5.13.2-2 containing encrypted element content of the mcvideo parameter 
	
	
	



[bookmark: _Toc27678075][bookmark: _Toc36037097][bookmark: _Toc44398167][bookmark: _Toc52382352][bookmark: _Toc60687260][bookmark: _Toc68726420][bookmark: _Toc75786346]-	MCData
Table 5.5.3.2.2-3: MCData-Info from the SS
	Derivation Path: TS 24.282 [87], Clause D.1

	Information Element
	Value/remark
	Comment
	Reference
	Condition

	mcdata-info
	
	
	
	

	  mcdata-Params
	
	
	
	

	    mcdata-access-token
	not present
	
	
	

	    request-type
	not present
	
	
	

	    request-type
	"one-to-one-sds"
	
	
	MCD_1to1

	    request-type
	“group-sds”
	
	
	MCD_grp

	    mcdata-request-uri
	Encrypted (NOTE 1) <mcdata-request-uri> with mcdataURI set to px_MCData_ID_User_Apx_MCData_Group_A
	
	
	MCD_grp

	    mcdata-calling-user-id
	Encrypted (NOTE 1) <mcdata-calling-user-id> with mcdataURI set to px_MCData_ID_User_Bpx_MCData_ID_User_B
	
	
	

	    mcdata-called-party-id
	px_MCData_ID_User_Anot present
	
	
	

	    mcdata-calling-group-id
	not present
	
	
	

	
	Encrypted (NOTE 1) <mcdata-calling-group-id> with mcdataURI set to px_MCData_Group_A_ID
	
	
	MCD_grp

	    alert-ind
	not present
	
	
	

	    originated-by
	not present
	
	
	

	    mcdata-client-id
	not present
	
	
	

	    mcdata-client-id
	Encrypted (NOTE 1) <mcdata-client-id> with mcdataString set to px_MCXData_Client_B_ID
	
	
	MCD_grp

	    mcdata-controller-psi
	not present
	
	
	

	NOTE 1:	Encrypted element as described in Table 5.5.3.2.2-3A



	Condition
	Explanation

	MCD_1to1
	A one-to-one MCData call

	MCD_grp
	A group MCData call

	For further conditions see table 5.5.1-1



Table 5.5.3.2.2-3A: Encrypted MCData info parameter sent by the SS
	Derivation Path: TS 24.282 [87] clauses D.1.2, D.1.3

	Information Element
	Value/remark
	Comment
	Reference
	Condition

	type attribute
	"Encrypted"
	
	
	

	EncryptedData
	EncryptedData as described in Table 5.5.13.232 containing encrypted element content of the mcdata parameter 
	
	
	



