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System Simulator:
-	Parameters are set to the default parameters for the basic single cell environment, as defined in subclause 4.4, unless otherwise specified in the test case.
User Equipment:
-	The UE is switched on and camped on the cell in EMM-DEREGISTERED.LIMITED-SERVICE or EMM-REGISTERED.LIMITED-SERVICE state.
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The default system information messages are used.
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The establishment of IMS emergency call is assumed to always be mobile originated.
Table 4.5A.5.3-1: EUTRA/EPS signalling for IMS Emergency Call in limited service
	St
	Procedure
	Message Sequence

	
	
	U - S
	Message

	1
	Make the UE attempt an IMS emergency call
	-
	-

	2
	The UE transmits an RRCConnectionRequest message with 'establishmentCause' set to 'emergency'.
	-->
	RRCConnectionRequest

	3
	SS transmits an RRCConnectionSetup message.
	<--
	RRC: RRCConnectionSetup

	4
	The UE transmits an RRCConnectionSetupComplete message to confirm the successful completion of the connection establishment and to initiate the Attach procedure by including the ATTACH REQUEST message, EPS attach type set to “EPS emergency attach" ('0110'B). The PDN CONNECTIVITY REQUEST message is piggybacked in ATTACH REQUEST, with 'Request type' set to 'emergency ('0100'B)'.
	-->
	RRC: RRCConnectionSetupComplete
NAS: ATTACH REQUEST
NAS: PDN CONNECTIVITY REQUEST

	-
	EXCEPTION: Steps 5a1 to 5a2b1 describe behaviour that depends on the UE ID sent in the ATTACH REQUEST message in step 4 and take place only if the UE does not send IMEI.
	-
	-

	5a1 – 6b1
	The SS transmits an AUTHENTICATION REQUEST message to initiate the EPS authentication and AKA procedure.Void
	<--
	RRC: DLInformationTransfer 
NAS: AUTHENTICATION REQUEST

	-
	EXCEPTION: Steps 5a2a1 to 5a2b1 describe behaviour that depends on the UE state; the "lower case letter" identifies a step sequence that takes place if the UE is in a particular state.
	-
	-

	5a2a1
	UE transmits an AUTHENTICATION RESPONSE message and establishes mutual authentication.
	-->
	RRC: ULInformationTransfer
NAS: AUTHENTICATION RESPONSE

	5a2b1
	UE transmits an AUTHENTICATION FAILURE message with EMM cause #20 "MAC failure" or EMM cause #21 "synch failure". (Note 2)
	-->
	RRC: ULInformationTransfer
NAS: AUTHENTICATION FAILURE

	6a1
	 Void
	-
	-

	6b1
	 Void
	-
	-

	7
	The SS transmits a NAS SECURITY MODE COMMAND message to activate NAS security selecting. 
Note: If UE has sent Authentication Failure in step 5a2b16b1 or the behaviour described in steps 5a1 to 5a2b1 does not take place, KSI value is set to "000" and EIA0 (NULL integrity), and EEA0 (NULL ciphering) algorithms are used.
	<--
	RRC: DLInformationTransfer
NAS: SECURITY MODE COMMAND

	8
	The UE transmits a NAS SECURITY MODE COMPLETE message and establishes the initial security configuration.
	-->
	RRC: ULInformationTransfer
NAS: SECURITY MODE COMPLETE

	-
	EXCEPTION: Steps 9a1 to 9a2 describe behaviour that depends on UE configuration; the "lower case letter" identifies a step sequence that take place if the UE has ESM information which needs to be transferred.
	-
	-

	9a1
	IF the UE sets the ESM information transfer flag in the last PDN CONNECTIVITY REQUEST message THEN the SS transmits an ESM INFORMATION REQUEST message to initiate exchange of protocol configuration options and/or APN.
	<--
	RRC: DLInformationTransfer
NAS: ESM INFORMATION REQUEST

	9a2
	The UE transmits an ESM INFORMATION RESPONSE message to transfer protocol configuration options and/or APN.
	-->
	RRC: ULInformationTransfer
NAS: ESM INFORMATION RESPONSE

	10
	The SS transmits a SecurityModeCommand message to activate AS security. 
Note: If UE has sent Authentication Failure in step 5a2b1, or the behaviour described in steps 5a1 to 5a2b1 does not take place, then, eia0 (NULL integrity), and eea0 (NULL ciphering) algorithms are used.
	<--
	RRC: SecurityModeCommand

	11
	The UE transmits a SecurityModeComplete message and establishes the initial security configuration.
	-->
	RRC: SecurityModeComplete

	12
	The SS transmits a UECapabilityEnquiry message to initiate the UE radio access capability transfer procedure.
	<--
	RRC: UECapabilityEnquiry

	13
	The UE transmits a UECapabilityInformation message to transfer UE radio access capability.
	-->
	RRC: UECapabilityInformation

	14
	The SS transmits an RRCConnectionReconfiguration message to establish the default bearer with condition SRB2-DRB(1, 0). The DRB associated with default EPS bearer context #2 (QCI 5) according to table 6.6.1-1: Reference default EPS bearer contexts, obtained during the attach procedure, is established.
This message includes the ATTACH ACCEPT message with EPS attach result set to “EPS only" ('001'B). The ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message is piggybacked in ATTACH ACCEPT.
Note: The APN is set to the test APN defined for emergency bearer services
	<--
	RRC: RRCConnectionReconfiguration
NAS: ATTACH ACCEPT
NAS: ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST

	-
	EXCEPTION: In parallel to the events described in steps 15 to 19 below, the behaviour in table 4.5A.5.3-2 occurs. (Optional IP address allocation followed by IMS emergency speech call establishment)
	-
	-

	15
	The UE transmits an RRCConnectionReconfigurationComplete message to confirm the establishment of default bearer.
	-->
	RRC: RRCConnectionReconfigurationComplete

	16
	This message includes the ATTACH COMPLETE message. The ACTIVATE DEFAULT EPS BEARER CONTEXT ACCEPT message is piggybacked in ATTACH COMPLETE.
	-->
	RRC: ULInformationTransfer
NAS: ATTACH COMPLETE
NAS: ACTIVATE DEFAULT EPS BEARER CONTEXT ACCEPT

	17
	The SS configures a new RLC-UM data radio bearer, associated with the dedicated EPS bearer context. RRCConnectionReconfiguration message contains the ACTIVATE DEDICATED EPS BEARER CONTEXT REQUEST message.
EPS bearer context #4 (QCI 1) according to table 6.6.2-1: Reference dedicated EPS bearer contexts is used.

Note: the same PDN address is applicable because the linked EPS bearer ID refers to the default EBC allocated in step 10
	<--
	RRC: RRCConnectionReconfiguration
NAS:
ACTIVATE DEDICATED EPS BEARER CONTEXT REQUEST

	18
	The UE transmits an RRCConnectionReconfigurationComplete message to confirm the establishment of the new data radio bearer, associated with the default EPS bearer for emergency IMS signalling.
	-->
	RRC: RRCConnectionReconfigurationComplete

	19
	The UE transmits an ACTIVATE DEDICATED EPS BEARER CONTEXT ACCEPT message.
	-->
	RRC: ULInformationTransfer
NAS: ACTIVATE DEDICATED EPS BEARER CONTEXT ACCEPT

	Note 1:	Void
Note 2:	VoidEMM cause #26 "non-EPS authentication unacceptable" is not expected to happen as SS will not set the "separation bit" in the AMF field of AUTN as 0



Table 4.5A.5.3-2: Parallel behaviour
	St
	Procedure
	Message Sequence

	
	
	U - S
	Message

	-
	EXCEPTION: Step 1 describes behaviour that depends on the UE behaviour.
	-
	-

	1
	If initiated by the UE the generic procedure for IP address allocation in the U-plane specified in TS 36.508 subclause 4.5A.1 takes place performing IP address allocation in the U-plane. 
	-
	-

	2-6
	Steps 1-5 defined in annex C.22 of TS 34.229-1 [35]. IMS Emergency call for EPS is established.
	-
	-
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All specific message contents shall be referred to clause 4.6 and 4.7 with the exceptions below.
Table 4.5A.5.4-1: SECURITY MODE COMMAND (step 7, Table 4.5A.5.3-1)
	Derivation Path: Table 4.7.2-19

	Information Element
	Value/remark
	Comment
	Condition

	  Type of integrity protection algorithm
	EIA0Set according to PIXIT parameter for default integrity protection algorithm
	
	NOT NullAlgorithmUsed

	
	EIA0
	
	NullAlgorithmUsed

	  Type of ciphering algorithm
	EEA0Set according to PIXIT parameter for default ciphering algorithm
	
	NOT NullAlgorithmUsed

	
	EEA0
	
	NullAlgorithmUsed

	NAS key set identifier
	
	
	

	  NAS key set identifier
	'000'B The valid NAS key set identifier.
	
	NOT NullAlgorithmUsed

	
	'000'B
	
	NullAlgorithmUsed

	  TSC
	'0'B
	native security context (for KSIASME)
	

	Spare half octet
	'0000'B
	
	



	Condition
	Explanation

	NullAlgorithmUsed
	UE has sent Authentication Failure in step 5ab1 (Table 4.5A.5.3-1), or the behaviour described in steps 5a1 to 5a2b1 does not take place (Table 4.5A.5.3-1).



Table 4.5A.5.4-2: SecurityModeCommand (step 10, Table 4.5A.5.3-1)
	Derivation Path: Table 4.6.1-19

	Information Element
	Value/remark
	Comment
	Condition

	SecurityModeCommand ::= SEQUENCE {
	
	
	

	  rrc-TransactionIdentifier
	RRC-TransactionIdentifier-DL
	
	

	  criticalExtensions CHOICE {
	
	
	

	    c1 CHOICE{
	
	
	

	      securityModeCommand-r8 SEQUENCE {
	
	
	

	        securityConfigSMC 
	SecurityConfigSMC-LimitedService
	Table 4.5A.5.4-3
	

	        nonCriticalExtension SEQUENCE {}
	Not present
	
	

	      }
	
	
	

	    }
	
	
	

	  }
	
	
	

	}
	
	
	



Table 4.5A.5.4-3: SecurityConfigSMC-LimitedService (Table 4.5A.5.4-2)
	Derivation Path: Table 4.6.4-2

	Information Element
	Value/remark
	Comment
	Condition

	SecurityConfigSMC- LimitedService ::= SEQUENCE {
	
	
	

	  securityAlgorithmConfig SEQUENCE {
	
	
	

	
	
	
	

	    cipheringAlgorithm
	eea0Set according to PIXIT parameter for default ciphering algorithm
	
	NOT NullAlgorithmUsed

	
	eea0
	
	NullAlgorithmUsed

	    integrityProtAlgorithm
	eia0Set according to PIXIT parameter for default integrity protection algorithm
	
	NOT NullAlgorithmUsed

	
	eia0
	
	NullAlgorithmUsed

	}
	
	
	



	Condition
	Explanation

	NullAlgorithmUsed
	UE has sent Authentication Failure in step 5a2b1 (Table 4.5A.5.3-1), or the behaviour described in steps 5a1 to 5a2b1 (Table 4.5A.5.3-1) does not take place.



Table 4.5A.5.4-4: Message ACTIVATE DEDICATED EPS BEARER CONTEXT REQUEST (step 17, Table 4.5A.5.3-1)
	Derivation path: Table 4.7.3-3 and table 4.6.1-8 with condition UM-DRB-ADD(3)

	Information Element
	Value/Remark
	Comment
	Condition

	Linked EPS bearer identity
	Default EBId-2 (same value as in table 4.5A.5.4-4)
	
	

	EPS QoS
	See Reference dedicated EPS bearer context #4 in table 6.6.2-1
	
	

	TFT
	See Reference dedicated EPS bearer context #4 in table 6.6.2-1
	
	



Table 4.5A.5.4-5: Message ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST (step 14, Table 4.5A.5.3-1)
	Derivation path: Table 4.7.3-6 and table 4.6.1-8 with condition AM-DRB-ADD(2)

	Information Element
	Value/Remark
	Comment
	Condition

	Access point name
	sos
	APN value as recommended by IR.88 clause 6.4 [56]
	

	EPS QoS
	According to reference default EPS bearer context #2 – in table 6.6.1-1
	SS defines an additional dedicated EPS bearer
	



Table 4.5A.5.4-6: Message ESM INFORMATION RESPONSE (step 9a2, Table 4.5A.5.3-1)
	Derivation Path: Table 4.7.3-14

	Information Element
	Value/remark
	Comment
	Condition

	Access point name
	Not present or any value
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