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	Reason for change:
	In current X2AP specification, the semantics description for F1-C Traffic Container IE is “Contains an F1-C interface SCTP CHUNK and IP header.”  This does not consider other IP packets, e.g. IPSec and IKEv2 IP packets which are used to protect the traffic on the F1-C interface as defined in TS 33.501 (copied as below).
In order to protect the traffic on the F1-U interface, IPsec ESP and IKEv2 certificates-based authentication shall be supported as specified in sub-clause 9.1.2 of the present document with confidentiality, integrity and replay protection.
In order to protect the traffic on the F1-C interface, IPsec ESP and IKEv2 certificates-based authentication shall be supported as specified in sub-clause 9.1.2 of the present document with confidentiality, integrity and replay protection. 

In additon, the RRC IE name does not align with TS 36.331.


	
	

	Summary of change:
	Clarify the F1-C Traffic Container IE also include the IP packets to protect the traffic on the F1-C interface as defined in TS 33.501.

Correct the RRC IE name to align with TS 36.331. 

Impact Analysis:
Impact assessment towards the previous version of the specification (same release): 
This CR has isolated impact with the previous version of the specification (same release) because it clarified the F1-C Traffic Container IE also include the other IP packets which are used to protect the traffic on the F1-C interface.

	
	

	Consequences if not approved:
	Unclear on how the IPSec/IKEv2 packets are transmitted. It may cause IOT issue.
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The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

Unaffected parts skipped

 [49]	3GPP TS 38.423: "NG-RAN; Xn Application Protocol (XnAP)"
 [xx]	3GPP TS 33.501: "Security architecture and procedures for 5G System".





Next change
[bookmark: _Toc51764169]9.1.5	Messages for IAB Procedures
[bookmark: _Toc45104216][bookmark: _Toc45227712][bookmark: _Toc45891526][bookmark: _Toc51764170]9.1.5.1	F1-C TRAFFIC TRANSFER
This message is sent by the en-gNB to the MeNB or by the MeNB to the en-gNB to transfer the F1-C traffic to and from an IAB-node.
Direction: MeNB  en-gNB or en-gNB  MeNB.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.13
	
	YES
	ignore

	MeNB UE X2AP ID
	M
	
	eNB UE X2AP ID
9.2.24
	Allocated at the MeNB.
	YES
	reject

	SgNB UE X2AP ID
	M
	
	en-gNB UE X2AP ID
9.2.100
	Allocated at the en-gNB.
	YES
	reject

	F1-C Traffic Container
	M
	
	OCTET STRING
	Contains an F1-C interface SCTP CHUNK and IP header, or an IP packet to protect the traffic on the F1-C interface as defined in TS 33.501 [xx]. This IE corresponds to the DdedicatedInfoF1cAP-r16 defined in TS 36.331 [9].
	YES
	reject

	MeNB UE X2AP ID Extension
	O
	
	Extended eNB UE X2AP ID
9.2.86
	Allocated at the MeNB.
	YES
	reject
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