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	Reason for change:
	In order to perform access barring check in case of an AS-triggered access attempt, such as RNA update and response to RAN paging, the UE needs not only the access category (which is determined by RRC) but also access identities. 
How the access identities are determined for AS-triggered access attempts is not clear in the RRC specification and therefore needs to be clarified.
The detemination of access identities can only be performed by the NAS layer since it takes information provided by NAS signalling into account.


	
	

	Summary of change:
	In the RRC connection resume procedure, in case of AS-triggered access attempt, it is clarified that the access identities are determined as specified in the NAS specification (24.501).

In the UAC procedure, it is not specified how the access identity is indicated to the AS layer as this is left to UE implementaion for AS-triggered access attempts.
Impact analysis

Impacted functionality

Unified Access Control
Inter-operability analysis
If the UE does not implement this change it may determine the access identities in an incorrect way and access barring of access categories ‘0’ and ‘8’ will not affect the UE as network expects when the UE has access identities other than ‘0’ configured.


	
	

	Consequences if not approved:
	Unclear how a UE determines access identities for AS triggered events, which may lead to inconsistent access barring behaviour for the concerned access categories ‘0’ and ‘8’.
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START OF CHANGES
5.3.13.2
Initiation

The UE initiates the procedure when upper layers or AS (when responding to NG-RAN paging or upon triggering RNA updates while the UE is in RRC_INACTIVE) requests the resume of a suspended RRC connection.

Upon initiation of the procedure, the UE shall:

Editor's Note: FFS Whether SCG configuration should be released or whether that should be treated as any other configuration (i.e. with delta signalling).
1>
if the upper layers provide an Access Category and one or more Access Identities upon requesting the resumption of an RRC connection:

2>
perform the unified access control procedure as specified in 5.3.14 using the Access Category and Access Identities provided by upper layers;

3>
if the access attempt is barred, the procedure ends;

1>
if the resumption of the RRC connection is triggered due to an RNA update:

2>
if an emergency service is ongoing:

NOTE:
How the RRC layer in the UE is aware of an ongoing emergency service is up to UE implementation.
3>
select '2' as the Access Category;

2>
else:

3>
select [the standardised RAN specific access category] as the Access Category;

Editor's note: Which value to use for the standardised RAN specific access category needs to be confirmed by SA1.
2>
perform the unified access control procedure as specified in 5.3.14 using the selected Access Category and one or more Access Identities to be applied as specified in TS 24.501 [23];
3>
if the access attempt is barred:

4>
set the variable pendingRnaUpdate to 'TRUE';

4>
the procedure ends;

1>
if the resumption of the RRC connection is triggered by response to NG-RAN paging:

2>
select '0' as the Access Category;

2>
perform the unified access control procedure as specified in 5.3.14 using the selected Access Category and one or more Access Identities provided by upper layers;

3>
if the access attempt is barred, the procedure ends;

1>
release the current dedicated Serving Cell configuration and apply the specified values in corresponding specification except for the parameters for which values are provided in SIB1;

1>
apply the default MAC Cell Group configuration as specified in 9.2.x1;

1>
release delayBudgetReportingConfig, if configured and stop timer T3xx, if running;

1>
apply the CCCH configuration as specified in 9.1.1.x2;

1>
apply the timeAlignmentTimerCommon included in SIB1;

1>
start timer T319;

1>
stop timer T380, if running;

1>
initiate transmission of the RRCResumeRequest message or RRCResumeRequest1 in accordance with 5.3.13.3.

Editor's Note: FFS Requirements on up to date system information acquisition before connection resumption.
NEXT CHANGE

5.3.14.5
Access barring check
The UE shall:
1>
if one or more Access Identities are indicated according to TS 24.501 [23] and

1>
if for at least one of these Access Identities the corresponding bit in the uac-BarringForAccessIdentity contained in "UAC barring parameter" is set to zero:

2>
consider the access attempt as allowed;

1>
else:

2>
draw a random number 'rand' uniformly distributed in the range: 0 ≤ rand < 1;

2>
if 'rand' is lower than the value indicated by uac-BarringFactor included in "UAC barring parameter":

3>
consider the access attempt as allowed;

2>
else:

3>
consider the access attempt as barred;

1>
if the access attempt is considered as barred:

2>
draw a random number 'rand' that is uniformly distributed in the range 0 ≤ rand < 1;

2>
start timer T390 for the Access Category with the timer value calculated as follows, using the uac-BarringTime included in "AC barring parameter":


T390 = (0.7+ 0.6 * rand) * uac-BarringTime.
END OF CHANGES

