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Impact analysis

Impacted functionality:

Access control.

Inter-operability: 

1. If the network is implemented according to the CR and the UE is not, the UE UAC can not be supported (as incomplete functionality is specified).

2. If the UE is implemented according to the CR and the network is not, the UE UAC can not be supported (as incomplete functionality is specified).
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Modified Subclause

7.4
Access Control

NG-RAN supports overload and access control functionality such as RACH back off, RRC Connection Reject, RRC Connection Release and UE based access barring mechanisms.

One unified access control framework as specified in 3GPP TS 22.261 [19] is applied for NR. For each access attempt one Access Category and one or more Access Identities are selected. 
NG-RAN broadcasts barring control information associated with Access Categories and Access Identities and the UE determines whether an identified access attempt is authorized or not, based on the broadcasted barring information and the selected Access Category and Access Identities. In the case of multiple core networks sharing the same NG-RAN, the NG-RAN provides broadcasted barring control information for each PLMN individually.

The unified access control framework is applicable to all UE states (RRC_IDLE, RRC_INACTIVE and RRC_CONNECTED state).

For NAS triggered requests, the UE NAS determines one access category and access identity(ies) for the given access attempt and provides them to RRC for access control check. The RRC performs access barring check based on the access control information and the determined access category and access identities. The RRC indicates whether the access attempt is allowed or not to NAS layer. The NAS also performs the mapping of the access category and access identity(ies) associated with the access attempt to establishement cause and provides the establishement cause to RRC for inclusion in connection request to enable the gNB to decide whether to reject the request.
For AS triggered request (i.e. RNA update), the RRC determines the resume cause value and the corresponding access category. 

