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7.7.3
System information modification

For system information modification, the same rules as defined in clause 7.7.1 are applied.

The SFN and the HSFN for the start of modification period are calculated by TTCN. The modified system information and the calculated SFN, HSFN are provided in the ASP SYSTEM_CTRL_REQ.
7.7.3.1
Non-PWS System Information modification

The modification of system information is notified by paging messages containing the systemInfoModification (normal DRX) or systemInfoModification-eDRX (extended DRX). The paging messages are sent during one modification period before broadcasting the modified system information for normal DRX, and within a Paging Time Window (PTW) for extended DRX. The paging messages are sent on paging occasions (PO) within the paging frames (PF). With the default paging and sysinfo parameters provided in TS 36.508 [3] PO is set to 9 for FDD and 0 for TDD.
In case the UE is configured by the SS with an extended DRX cycle and the cell indicates support for eDRX in System Information, eDRX is performed. See to TS 36.304 [14], clause 7.3
7.7.3.1.1
UE in Idle_mode

In the case of normal DRX, the paging frames calculation is based on the UE identity (see to TS 36.304 [14], clause 7). With:

defaultPagingCycle=128

nB=oneT

modificationPeriodCoeff=n4

it results in 4 paging messages to be sent on the paging occasions during the modification period in the frames of: 


SFN mod 128 = (UE_ID) mod 128.
In the case of eDRX, the DRX cycle is longer than the modification period and the parameter is the Paging Hyperframe (PH) and refers to the hyper SFN (H-SFN) in which the UE starts monitoring POs during a Paging Time Window (PTW). The H-SFN is broadcasted by the cell and increments by one when the SFN wraps around. 
When a change notification is received, the UE acquires the updated system information at the next H-SFN boundary defined by:

H-SFN mod 256 = 0
If the UE is configured with a TeDRX cycle of 512 radio frames, it monitors POs as defined on normal DRX with parameter T = 512, otherwise it will monitor POs calculated as normal DRX only within the periodic PTW configured for the UE. The calculation of the bounds for the PTW are UE-specific and described on TS 36.304 [14] clause 7.3
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Figure 7.7.3.1.1-1: Paging cycles in eDRX idle mode
<START OF NEXT MODIFIED SECTION>
8
External Function Definitions
The following external functions are required to be implemented by the SS.

	TTCN-3 External Function

	Name
	fx_KeyDerivationFunction

	Description
	Hashing function for Hashing algorithms as defined in TS 33.401 [24]
SHA-256 encoding algorithm is used as KEY Description Function

	Parameters
	KDF
	KDF_HMAC_SHA_256 (no other KDF defined yet)

	
	Key
	bit key

	
	String
	string being constructed acc. to TS 33.401 [24], annex A

	Return Value
	256 bit derived key


	TTCN-3 External Function

	Name
	fx_NasIntegrityAlgorithm

	Description
	Apply integrity protection algorithm on a given octetstring

	Parameters
	NAS PDU
	octetstring according to TS 24.301 [21], clause 4.4.3.3 this shall include octet 6 to n of the security protected NAS message, i.e. the sequence number IE and the NAS message IE

	
	Integrity Algorithm
	3 bits as defined in TS 24.301 [21], clause 9.9.3.23

	
	KNASint
	Integrity key

	
	NAS COUNT
	as documented in TS 24.301

	
	BEARER Id
	fix value ('00000'B) acc. TS 33.401 [24], clause 8.1

	
	Direction
	UL: 0
DL: 1
(acc. to TS 33.401 [24], clause B.1)

	Return Value
	Message Authentication Code (4 octets)


	TTCN-3 External Function

	Name
	fx_NasCiphering

	Description
	Apply ciphering on a given octetstring

	Parameters
	NAS PDU
	octetstring

	
	Ciphering Algorithm
	3 bits as defined in TS 24.301 [21], clause 9.9.3.23

	
	KNASenc
	Ciphering Key

	
	NAS COUNT
	as documented in TS 24.301

	
	BEARER Id
	fixed value ('00000'B) acc. TS 33.401 [24], clause 8.1

	Return Value
	ciphered octet string


	TTCN-3 External Function

	Name
	fx_NasDeciphering

	Description
	Apply deciphering on a given octetstring

	Parameters
	ciphered NAS PDU
	octetstring

	
	Ciphering Algorithm
	3 bits as defined in TS 24.301 [21], clause 9.9.3.23

	
	KNASenc
	Ciphering Key

	
	NAS COUNT
	as documented in TS 24.301 [21]

	
	BEARER Id
	fixed value ('00000'B) acc. TS 33.401 [24], clause 8.1

	Return Value
	deciphered octet string


	TTCN-3 External Function

	Name
	fx_AsIntegrityAlgorithm

	Description
	Apply integrity protection algorithm on a given octetstring

	Parameters
	PDCP PDU
	octetstring

	
	Integrity Algorithm
	3 bits as defined in TS 33.401 [24]

	
	KRRCint
	Integrity key

	
	PDCP COUNT
	octetstring, length 4

	
	BEARER Id
	the value of the DRB identity minus one

	
	Direction
	UL: 0
DL: 1
(acc. to TS 33.401 [24], clause B.2)

	Return Value
	Message Authentication Code (4 octets)


	TTCN-3 External Function

	Name
	fx_AsCiphering

	Description
	Apply ciphering on a given octetstring

	Parameters
	SDU
	octetstring

	
	Ciphering Algorithm
	3 bits as defined in TS 33.401 [24]

	
	KRRCenc
	Ciphering Key

	
	PDCP COUNT
	octetstring, length 4

	
	BEARER Id
	the value of the DRB identity minus one

	Return Value
	ciphered octet string


	TTCN-3 External Function

	Name
	fx_AsDeciphering

	Description
	Apply deciphering on a given octetstring

	Parameters
	ciphered SDU
	octetstring

	
	Ciphering Algorithm
	3 bits as defined in TS 33.401 [24]

	
	KRRCenc
	Ciphering Key

	
	PDCP COUNT
	octetstring, length 4

	
	BEARER Id
	the value of the DRB identity minus one

	Return Value
	deciphered octet string


	TTCN-3 External Function

	Name
	fx_GetSystemTime

	Description
	Function to get the system time: Implementation is based on C standard library (time.h)

	Parameters
	p_Struct_tm (out)
	p_Struct_tm returns local system time equivalent to "struct tm" as defined for C standard library (time.h or ctime):

type record Struct_tm_Type {

  integer tm_sec,  // seconds after the minute

                   // (0..61; see NOTE)

  integer tm_min,  // minutes after the hour (0..59)

  integer tm_hour, // hours since midnight (0..23)

  integer tm_mday, // day of the month (1..31)

  integer tm_mon,  // months since January (0..11)

  integer tm_year, // years since 1900

  integer tm_wday, // days since Sunday (0..6)

  integer tm_yday, // days since January 1 (0..365)

  integer tm_isdst // Daylight Saving Time flag

};

NOTE: tm_sec is generally 0-59. Extra range to accommodate for leap seconds in certain systems

C implementation:

    time_t v_Now = time(NULL);

    struct tm *v_Tm = localtime(&v_Now);

	
	p_TimezoneInfo (out)
	p_TimezoneInfo returns the difference (in seconds) between the UTC time (GMT) and the local time (integer value);

C implementation:

    int timezone = 

      (int)difftime(mktime(gmtime(&v_Now)), v_Now);

NOTE:

p_TimezoneInfo does not consider daylight saving e.g. it is always 3600 for CET independent of summer/winter

	Return Value
	None


	TTCN-3 External Function

	Name
	fx_MD5_Hex

	Description
	external function to calculate the MD5 Message-Digest Algorithm according to RFC 1321

	Parameters
	Data
	octetstring

	Return Value
	octetstring


	TTCN-3 External Function

	Name
	fx_CalculateCRC32

	Description
	Cyclic Redundancy Check calculation according to ITU-T Recommendation V.42 of CRC-32 algorithm.

	Parameters
	p_Input
	bitstring

	Return Value
	bitstring, length 32


