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Next Modified Subclause
5.6.17
LTE-WLAN aggregation with IPsec tunnel
5.6.17.1
General
The WLAN resources that are used over the LWIP tunnel [9] established as part of LWIP procedures are referred to as 'LWIP resources'. The purpose of this section is to specify procedures to indicate to higher layers to initiate the establishment/ release of the LWIP tunnel over WLAN and to indicate which DRB(s) shall use the LWIP resources.
5.6.17.2
LWIP reconfiguration

The UE shall:

1>
if the received lwip-Configuration is set to release:
2> perform LWIP release procedure as specified in section 5.6.17.3;

1>
else:
2>
if lwip-MobilityConfig is included:
3>
if the received lwip-MobilityConfig includes wlanToReleaseList:
4>
for each WLAN-Identifiers included in wlanToReleaseList:
5>
remove WLAN-Identifiers if already part of the current wlan-MobilitySet in VarWLAN-MobilityConfig;
3>
if the received lwip-MobilityConfig includes wlanToAddList:
4>
for each WLAN-Identifiers included in wlanToAddList:
5>
add WLAN-Identifiers to the current wlan-MobilitySet in VarWLAN-MobilityConfig;
3>
if the received lwip-MobilityConfig includes associationTimer:
4>
start timer T351 with the timer value set according to the value of associationTimer;

3>
set successReportRequested in VarWLAN-MobilityConfig to the value of successReportRequested;

3>
start WLAN Status Monitoring as described in 5.6.15.4;

2>
if tunnelConfigLWIP is included:
3>
indicate to higher layers to configure the LWIP tunnel according to the received tunnelConfigLWIP [32];
2>
if lwip-Counter is included:
3>
determine the LWIP-PSK key based on the KeNB and received lwip-Counter value, as specified in TS 33.401 [32];

3>
forward the LWIP-PSK key to upper layers for LWIP tunnel establishment;
Next Modified Subclause
6.3.2
Radio resource control information elements

<SKIPPED UNNECESSARY PARTS>
–
LWIP-Configuration

The IE LWIP-Configurationis used to add, modify or release DRBs that are using LWIP Tunnel.

-- ASN1START

LWIP-Configuration-r13 ::=


CHOICE {


release







NULL,


setup







SEQUENCE {


lwip-Config-r13




LWIP-Config-r13


}

}

LWIP-Config-r13 ::=
SEQUENCE {


lwip-MobilityConfig-r13


WLAN-MobilityConfig-r13

OPTIONAL,
-- Need ON

tunnelConfigLWIP-r13


TunnelConfigLWIP-r13

OPTIONAL,
-- Need ON

...
}

-- ASN1STOP
	LWIP-Configuration field descriptions

	lwip-MobilityConfig 

Indicates the WLAN mobility set for LWIP.

	tunnelConfigLWIP 

Indicates the parameters used for establishing the LWIP tunnel.


<SKIPPED UNNECESSARY PARTS>
–
TunnelConfigLWIP
The IE TunnelConfigLWIP is used to setup/release LWIP Tunnel.

-- ASN1START

TunnelConfigLWIP-r13 ::= SEQUENCE {


ip-Address-r13


IP-Address-r13,


ike-Identity-r13


IKE-Identity-r13,


...,


[[
lwip-Counter-r13
INTEGER (0..65535)

OPTIONAL
-- Cond LWIP-Setup

]]
}
IKE-Identity-r13 ::= SEQUENCE {


idI-r13




OCTET STRING

}

IP-Address-r13 ::= CHOICE {


ipv4-r13




BIT STRING (SIZE (32)),


ipv6-r13




BIT STRING (SIZE (128))

}

-- ASN1STOP
	TunnelConfigLWIP field descriptions

	ip-Address
Parameter indicates the LWIP-SeGW IP Address to be used by the UE for initiating LWIP Tunnel establishment. [32]

	ike-Identity

Parameter indicates the IKE Identity elements (IDi) to be used in IKE Authentication Procedures [32]

	lwip-Counter 

Indicates the parameter used by UE for computing the security keys used in LWIP tunnel establishment, as specified in TS 33.401 [32].


	Conditional presence
	Explanation

	LWIP-Setup
	The field is mandatory present upon setup of LWIP tunnel. Otherwise the field is optional, Need ON.


