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***** Next change *****
15.27
Communication Waiting and answering the call
15.27.1
Definition and applicability
Test to verify that the MT UE correctly performs MTSI Communication Waiting. This process is described in 3GPP TS 24.615 [95]. The test case is applicable for IMS security or early IMS security.
15.27.2
Conformance requirement

Generic requirements for Communication Waiting can be found in subclauses 4.5.5.3.2, 4.5.5.3.3, and 4.5.5.3.4 of TS 24.615.

[TS 24.615 subclause 4.5.5.3.2]:

Upon receipt of an INVITE request containing:

-
a Content-Type header field set to "application/vnd.3gpp.cw+xml";

-
a MIME body according to subclause 4.4.1 with the with the <communication-waiting-indication> element contained in the <ims-cw> root element; and 

-
if the maximum number of waiting communications is not reached (i.e. UDUB condition has not occurred), the UE shall:

-
provide a CW indication to the user;

-
send a 180 (Ringing) response to the INVITE request according to the provisional response procedures described in 3GPP TS 24.229 [2];

-
optionally, if the INVITE includes an Expires header field, use the value of this header field to provide the time to expiry information of the communication waiting to the user; and

-
optionally start timer TUE-CW;

NOTE 1:
The timer TUE-CW is used in order to limit the duration of the CW condition at the UE. For terminals that can provide an indication to the user that a CW condition is occurring without disturbing the active communication, this timer is not needed.

NOTE 2:
RFC 5621 [9] describes conditions under which a 415 (Unsupported Media Type) response is returned.

The UE may insert an Alert-Info header field set to "<urn:alert:service:call-waiting>" according to RFC 7462 [129] in the 180 (Ringing) response, according to the provisional response procedures described in 3GPP TS 24.229 [2].

[TS 24.615 subclause 4.5.5.3.3]:

Case A

If user B accepts the waiting communication and holds (per procedures in 3GPP TS 24.610 [5]) or releases (per procedures in 3GPP TS 24.229 [2]) the active communication and timer TUE-CW has not expired, user B's UE shall:

-
stop timer TUE-CW (if it has been started);

-
stop providing the CW indication to User B; and

-
apply the procedures for answering the waiting communication to User B as described in 3GPP TS 24.229 [2].

Case B

If TUE-CW was started and expires, user B's UE shall:

-
stop providing the CW indication to User B; and

-
send a 480 (Temporarily Unavailable) response towards User C, optionally including a Reason header field set to cause 19, in accordance with RFC 6432 [130].

[TS 24.615 subclause 4.5.5.3.4]:

If user B's UE receives a CANCEL request or BYE request from User C during a CW condition, user B's UE shall:

-
stop timer TUE-CW (if necessary);

-
stop providing the CW indication to User B; and

-
apply the terminating UE procedures upon receipt of CANCEL or BYE as described in 3GPP TS 24.229 [2].

If user B's UE receives a CANCEL request or BYE request from User A and during a CW condition, user B's UE shall:

-
stop timer TUE-CW (if necessary);

-
stop providing the CW indication to User B;

-
apply the terminating UE procedures upon receipt of CANCEL request or BYE request as described in 3GPP TS 24.229 [2]; and

-
optionally apply the procedure for accepting the waiting communication as described in 3GPP TS 24.229 [2].

Reference(s)

3GPP TS 24.615 [95], clauses 4.5.5.3.2, 4.5.5.3.3, and 4.5.5.3.4
15.27.3
Test purpose

1)
To verify that the invoking UE is able to support the terminal based communication waiting service;

2)
To verify that the invoking UE sends 180 (Ringing) response with a Alert-Info header field set to "<urn:alert:service:call-waiting>" in a communication waiting process.
15.27.4
Method of test
Initial conditions

UE contains either ISIM and USIM applications or only USIM application on UICC. UE discovered P-CSCF, registered to IMS services and set up an MO call, by executing the generic test procedure in Annex C.2 or C.2a (early IMS security only) up to the last step and thereafter executing the generic test procedure in Annex C.21, as described in TS 36.508 [94] table 4.5A.6.3-1, up to its last step.

SS is configured with the shared secret key of IMS AKA algorithm, related to the IMS private user identity (IMPI) configured on the UICC card equipped into the UE. SS has performed AKAv1-MD5 authentication with the UE and accepted the registration and MO call.

Related ICS/IXIT Statement(s)
Support for initiating a session

(Yes/No) 

Support for MTSI
(Yes/No)

Support for speech
(Yes/No)

Support for integration of resource management and SIP (use of preconditions)
(Yes/No)

Support for Communication Waiting
(Yes/No)

IMS security (Yes/No)

Early IMS security (Yes/No)

Test procedure applicable for a UE with E-UTRA support (TS 34.229-2 [5] A.18/1)



1-8)
Execute steps 1-8 of annex C.11

9)
SS receives 180 Ringing from the UE with an Alert-Info header field set to "<urn:alert:service:call-waiting>".

10)
SS may send PRACK to the UE to acknowledge the 180 Ringing.

11)
SS may receive 200 OK for PRACK from the UE.
11a)
The user terminates the previous session manually.

12)
UE shall send a BYE request after step11a.

13)
SS responds to the BYE request with a 200 OK response.
14)
SS expects and receives 200 OK for INVITE from the UE. 

15)
SS sends ACK to the UE. 

Expected sequence
	Step
	Direction
	Message
	Comment

	
	UE
	SS
	
	

	1-8
	
	 Steps defined in annex C.11
	MTSI MT speech call

	9
	(
	180 Ringing
	The UE responds to INVITE with 180 Ringing.

	10
	(
	PRACK
	(Optional) The SS shall send PRACK only if the 180 response contains 100rel option tag within the Require header.

	11
	(
	200 OK
	(Optional) The UE acknowledges the PRACK with 200 OK.

	11a
	
	
	The user terminates the previous session manually

	12
	(
	BYE
	The UE shall send a BYE to terminate its previous session. 

	13
	(
	200 OK
	The SS responds to the BYE request with a valid 200 OK response.

	13a
	
	
	The user accepts the incoming call

	14
	(
	200 OK
	The UE responds to INVITE with a 200 OK final response after the user answers the call.

	15
	(
	ACK
	The SS acknowledges the receipt of 200 OK for INVITE.


Specific Message Contents
180 Ringing (step 9)

Use the default message "180 Ringing for INVITE" in annex A.2.6 with the following exceptions:

	Header/param
	Value/remark

	Alert-Info
	<urn:alert:service:call-waiting>


PRACK (step 10)

Use the default message "PRACK" in annex A.2.4. No content body is included in this PRACK message

200 OK (step 11)

Use the default message “200 OK for other requests than REGISTER or SUBSCRIBE” in annex A.3.1. 
BYE (step 12)
Use the default message "BYE" in annex A.2.8.
200 OK (step 13)
Use the default message "200 OK for other requests than REGISTER or SUBSCRIBE" in annex A.3.1.

200 OK (step 14)

Use the default message "200 OK for other requests than REGISTER or SUBSCRIBE" in annex A.3.1. 

ACK (step 15)

Use the default message "ACK" in annex A.2.7.

15.27.5
Test requirements

SS must check that if the UE uses IMS security, it sends all the requests over the security associations set up during registration, in accordance to 3GPP TS 24.229 [10], clause 5.1.1.5.1.
The UE shall send requests and responses as described in clause 15.27.4.

***** Next change *****
15.28
Communication Waiting and cancelling the call

15.28.1
Definition and applicability
Test to verify that the UE correctly performs IMS Multimedia Telephony Communication Waiting (CW) terminal based procedure. This process is described in 3GPP TS 24.615 [95]. The test case is applicable for IMS security or early IMS security.
15.28.2
Conformance requirement

[TS 24.615 clause 1]:

The Communication Waiting (CW) service enables a user to be informed, that very limited resources are available for an incoming communication. The user then has the choice of accepting, rejecting or ignoring the waiting call (as per basic call procedures).

[TS 24.615 clause 4.2.1]:

When a communication arrives at the destination user, the UE validates the status of the user. If the user is already involved in one or more communications, the terminal notifies the served user of a communication waiting situation.

[TS 24.615 clause 4.5.5.3.2]:

The UE may insert an Alert-Info header field set to "<urn:alert:service:call-waiting>" according to RFC 7462 [129] in the 180 (Ringing) response, according to the provisional response procedures described in 3GPP TS 24.229.

[TS 24.615 clause 4.5.5.3.4]:

If user B's UE receives a CANCEL request or BYE request from User C during a CW condition, user B's UE shall:

-
stop timer TUE-CW (if necessary);

-
stop providing the CW indication to User B; and

-
apply the terminating UE procedures upon receipt of CANCEL or BYE as described in 3GPP TS 24.229.

Reference(s)

3GPP TS 24.615 [95] clauses 1, 4.2.1, 4.5.5.3.2 and 4.5.5.3.4
15.28.3
Test purpose

1)
To verify that the UE sends a correctly composed Alert-Info header field within its 180 Ringing response, if the user is involved with another IMS session when the INVITE request reaches the UE; and

2)
To verify that the UE notifies the user with CW indication while the communication waiting state persists; and

3)
To verify that the UE will correctly handle the incoming CANCEL request terminating the INVITE transaction.

15.28.4
Method of test
Initial conditions

UE contains either ISIM and USIM applications or only USIM application on UICC. UE discovered P-CSCF, registered to IMS services and set up an MO call, by executing the generic test procedure in Annex C.2 or C.2a (early IMS security only) up to the last step and thereafter executing the generic test procedure in Annex C.21, as described in TS 36.508 [94] table 4.5A.6.3-1, up to its last step.

SS is configured with the shared secret key of IMS AKA algorithm, related to the IMS private user identity (IMPI) configured on the UICC card equipped into the UE. SS has performed AKAv1-MD5 authentication with the UE and accepted the registration and MO call.

Related ICS/IXIT Statement(s)
Support for initiating a session

(Yes/No)

Support for MTSI
(Yes/No) 

Support for speech
(Yes/No)

Support for integration of resource management and SIP (use of preconditions)
(Yes/No)

Support for Communication Waiting
(Yes/No)
IMS security (Yes/No)

Early IMS security
(Yes/No)

Test procedure applicable for a UE with E-UTRA support (TS 34.229-2 [5] A.18/1)



1-8) Execute steps 1-8 of annex C.11

9)
SS shall receive 180 Ringing from the UE. UE shall give communication waiting notification to the user.

10) SS may send PRACK to the UE to acknowledge the 180 Ringing.

11) SS may receive 200 OK for PRACK from the UE.
12) After 5 seconds SS sends a CANCEL request to terminate the pending INVITE transaction

13) SS expects and receives 200 OK for CANCEL from the UE.
14) SS expects and receives 487 Request Terminated for INVITE from the UE. 

15) SS sends ACK to the UE. 

Expected sequence

	Step
	Direction
	Message
	Comment

	
	UE
	SS
	
	

	1-8
	
	 Steps defined in annex C.11
	MTSI MT speech call

	9
	(
	180 Ringing
	The UE responds to INVITE with 180 Ringing.

	10
	(
	PRACK
	(Optional) SS shall send PRACK only if the 180 response contains 100rel option tag within the Require header.

	11
	(
	200 OK
	(Optional) The UE acknowledges the PRACK with 200 OK.

	12
	(
	CANCEL
	SS sends CANCEL request to terminate the INVITE transaction

	13
	(
	200 OK
	The UE acknowledges the CANCEL with 200 OK.

	14
	(
	487 Request Terminated
	The UE responds to INVITE with a 487 Request Terminated final response after transaction was terminated.

	15
	(
	ACK
	The SS acknowledges the receipt of 487 Request Terminated for INVITE.


NOTE:
The default messages contents in annex A are used with condition “IMS security“ or “early IMS security” when applicable.
Steps 13 and 14 can occur in any order.
Specific Message Content

180 Ringing (step 9)

Use the default message "180 Ringing for INVITE" in annex A.2.6 with the following exception:

The response shall contain Alert-Info header field with value "<urn:alert:service:call-waiting>"

PRACK (step 10)

Use the default message "PRACK" in annex A.2.4. No content body is included in this PRACK message

200 OK (step 11)

Use the default message “200 OK for other requests than REGISTER or SUBSCRIBE” in annex A.3.1.

CANCEL (step 12)

Use the default message "CANCEL" in annex A.2.15.

200 OK (step 13)

Use the default message “200 OK for other requests than REGISTER or SUBSCRIBE” in annex A.3.1.

487 Request Terminated (step 14)

Use the default message "487 Request Terminated" in annex A.2.16.

ACK (step 15)

Use the default message "ACK" in annex A.2.7.

15.28.5
Test requirements

The UE shall send requests and responses as described in clause 15.28.4.

