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	Reason for change:
	As per 3GPP TS 24.237, section 12.2.3B.1, in the case of an IMS call in pre-alerting SRVCC, a UE shall include “g.3gpp.ps2cs-srvccorig-pre-alerting” media feature tag in the Contact header field of SIP INVITE message.

The SS should reply with the SIP 183 session progress message including Feature-Caps header field with the “g.3gpp.ps2cs-srvcc-orig-pre-alerting” feature-capability indicator if it supports Pre-Alerting SRVCC.
Currently Feature-Caps header field is missing in 183 session progress message.

As per 3GPP TS 24.237, section 12.2.3B.1:

..

The SC UE shall apply the procedures in subclauses 12.2.3B.3.3 if one of the following is true:

1) there are zero, one or more dialogs supporting a session with speech media component and a SIP INVITE request was sent by SC UE such that:

A) all dialogs are early dialogs created by a SIP response to the SIP INVITE request;

B) a final SIP response to the SIP INVITE request has not been received yet;

C) a SIP 180 (Ringing) response to the SIP INVITE request has not been received yet in any existing early dialog created by a SIP response to the SIP INVITE request;

D) the SC UE included in the SIP INVITE request a Contact header field containing the g.3gpp.ps2cs-srvccorig-pre-alerting media feature tag as described in annex C; and

E) a SIP 1xx response to the SIP INVITE request was received where the SIP 1xx response contained a Feature-Caps header field with the g.3gpp.ps2cs-srvcc-orig-pre-alerting feature-capability indicator as described in annex C; or

NOTE: The SC UE can have zero dialogs if all the early dialogs were terminated by 199 (Early Dialog Terminated) as described in RFC 6228 [80].

	
	

	Summary of change:
	1.  Added Feature-Caps header field containing the feature capability indicator “g.3gpp.ps2cs-srvcc-orig-pre-alerting” in the 183 Session Progress message which will be included based on the new condition A8.
2.  Editiorial updates to Note 1 and Note 3.
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< Start of Modified Section >
A.2.3
183 Session Progress for INVITE

	Header/param
	Cond
	Value/remark
	Rel
	Reference

	Status-Line
	
	
	
	RFC 3261 [15]

	
SIP-Version
	
	SIP/2.0
	
	

	
Status-Code
	
	183
	
	

	
Reason-Phrase
	
	Session Progress
	
	

	Record-Route
	
	order of the parameters in this header must be like in this table
	
	RFC 3261 [15]

	
rec-route
	A1
	<sip:pcscf.other.com;lr>, <sip:scscf.other.com;lr>, <sip:orig@px_scscf;lr>, <sip:SS P-CSCF address: protected server port of SS;lr>
	
	

	
rec-route


rec-route


rec-route
	A3

A2

A4
	<sip:pcscf.other.com;lr>, <sip:scscf.other.com;lr>, <sip:orig@px_scscf;lr>, <sip:SS P-CSCF address: unprotected server port of SS (optional);lr>
same value as received in INVITE

same value as received in INVITE
	
	

	Via
	
	
	
	RFC 3261 [15]

	
via-parm
	
	same value as received in INVITE message
	
	

	Require
	
	
	
	RFC 3261 [15]

	
option-tag

	
	100rel
	
	

	From
	
	
	
	RFC 3261 [15]

	
addr-spec
	
	same value as received in INVITE message
	
	

	
tag
	
	same value as received in INVITE message
	
	

	To
	
	
	
	RFC 3261 [15]

	
addr-spec
	
	same value as received in INVITE message
	
	

	
tag



tag
	A1, A3, A5, A6

A2, A4, A7
	common to-tag (invite)

arbitrary value
	
	

	P-Asserted-Identity
	A5
	px_EmergencyTelURI


	
	RFC 3325 [89]

	
addr-spec
	
	A tel URI that can be recognized as valid emergency numbers if dialled by the user are specified in 3GPP TS 22.101 [39]. The emergency numbers 112 and 911 are stored on the ME, in accordance with 3GPP TS 22.101 [39]
	
	

	
uri-parameter
	
	lr
	
	

	Contact
	
	
	
	RFC 3261 [15]

	
addr-spec 
	A1, A3
	px_CalleeContactUri
	
	

	
addr-spec 
	A2
	SIP URI with IP address or FQDN and protected server port of UE
	
	

	
addr-spec
	A4
	SIP URI with IP address or FQDN and unprotected server port of UE
	
	

	
feature-param
	
	+g.3gpp.icsi-ref="urn%3Aurn-7%3A3gpp-service.ims.icsi.mmtel"(see NOTE 2, 3)
	
	

	
feature-param
	A6, A7
	video
	
	

	Rseq
	
	
	
	RFC 3262 [33]

	
response-num
	
	 arbitrary value
	
	

	Call-ID
	
	
	
	RFC 3261 [15]

	
callid
	
	same value as received in INVITE message
	
	

	Session-ID
	
	
	
	draft-kaplan-dispatch-session-id [115]

	
sess-id
	
	same value as received in INVITE message, if Session-ID header field exists in received INVITE message, otherwise, not present.
	
	

	CSeq
	
	
	
	RFC 3261 [15]

	
value
	
	same value as received in INVITE message
	
	

	Feature-Caps
feature-param
	A8
	+g.3gpp.ps2cs-srvcc-orig-pre-alerting
	
	

	Content-Type
	
	
	
	RFC 3261 [15]

	
media-type
	
	application/sdp
	
	

	Content-Length
	
	
	
	RFC 3261 [15]

	
value
	
	length of message-body
	
	


	Condition
	Explanation

	A1
	183 sent by the SS (IMS security ,A.6a/2 3GPP TS 34.229-2 [5])

	A2
	183 sent by the UE (IMS security ,A.6a/2 3GPP TS 34.229-2 [5])

	A3
	183 sent by the SS (GIBA, A.6a/1 3GPP TS 34.229-2 [5])

	A4
	183 sent by the UE (GIBA, A.6a/1 3GPP TS 34.229-2 [5])

	A5
	183 sent by the SS for INVITE for creating an emergency session

	A6
	183 sent by SS for a video call and UE supports video media feature tag (A.12/32 3GPP TS 34.229-2 [5])

	A7
A8
	183 sent by UE for a video call and UE supports video media feature tag (A.12/32 3GPP TS 34.229-2 [5])
183 sent by the SS for a voice call and UE supports pre-alerting media feature tag (A.12/3 3GPP TS 34.229-2 [5])


NOTE 1:
All choices for applicable conditions are described for each header.

NOTE 2:
The “=” may include optional linear white spaces according to the EQUAL definition in chapter 25.1, RFC 3261 [15].

NOTE 3:
URN is the outcome of the  URL encoding (“Percent-Encoding” according to RFC 3986 [Editor’s note: reference to be added]) of urn:urn-7:3gpp-service.ims.icsi.mmtel.
< End of Modified Section >
