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<Start of first modified section>
15.27
Communication Waiting and answering the call
15.27.1
Definition and applicability
Test to verify that the MT UE correctly performs MTSI Communication Waiting. This process is described in 3GPP TS 24.615 [95]. The test case is applicable for IMS security or early IMS security.
15.27.2
Conformance requirement

Generic requirements for Communication Waiting can be found in Subclause 4.5.5.3.2, 4.5.5.3.3, 4.5.5.3.4 of TS 24.615.

[TS 24.615 subclause 4.5.5.3.2]:

Upon receipt of an INVITE request containing:

-
a Content-Type header field set to "application/vnd.3gpp.cw+xml";

-
a MIME body according to subclause 4.4.1 with the with the <communication-waiting-indication> element contained in the <ims-cw> root element; and 

-
if the maximum number of waiting communications is not reached (i.e. UDUB condition has not occurred), the UE shall:

-
provide a CW indication to the user;

-
send a 180 (Ringing) response to the INVITE request according to the provisional response procedures described in 3GPP TS 24.229 [2];

-
optionally, if the INVITE includes an Expires header field, use the value of this header field to provide the time to expiry information of the communication waiting to the user; and

-
optionally start timer TUE-CW;

NOTE 1:
The timer TUE-CW is used in order to limit the duration of the CW condition at the UE. For terminals that can provide an indication to the user that a CW condition is occurring without disturbing the active communication, this timer is not needed.

NOTE 2:
RFC 5621 [9] describes conditions under which a 415 (Unsupported Media Type) response is returned.

The UE may insert an Alert-Info header field set to "<urn:alert:service:call-waiting>" according to draft-liess-dispatch-alert-info-urns [8] in the 180 (Ringing) response, according to the provisional response procedures described in 3GPP TS 24.229 [2].

[TS 24.615 subclause 4.5.5.3.3]:

Case A

If user B accepts the waiting communication and holds (per procedures in 3GPP TS 24.610 [5]) or releases (per procedures in 3GPP TS 24.229 [2]) the active communication and timer TUE-CW has not expired, user B's UE shall:

-
stop timer TUE-CW (if it has been started);

-
stop providing the CW indication to User B; and

-
apply the procedures for answering the waiting communication to User B as described in 3GPP TS 24.229 [2].

Case B

If TUE-CW was started and expires, user B's UE shall:

-
stop providing the CW indication to User B; and

-
send a 480 (Temporarily Unavailable) response towards User C, optionally including a Reason header field set to cause 19, in accordance with draft-jesske-dispatch-reason-in-responses [11].

[TS 24.615 subclause 4.5.5.3.4]:

If user B's UE receives a CANCEL request or BYE request from User C during a CW condition, user B's UE shall:

-
stop timer TUE-CW (if necessary);

-
stop providing the CW indication to User B; and

-
apply the terminating UE procedures upon receipt of CANCEL or BYE as described in 3GPP TS 24.229 [2].

If user B's UE receives a CANCEL request or BYE request from User A and during a CW condition, user B's UE shall:

-
stop timer TUE-CW (if necessary);

-
stop providing the CW indication to User B;

-
apply the terminating UE procedures upon receipt of CANCEL request or BYE request as described in 3GPP TS 24.229 [2]; and

-
optionally apply the procedure for accepting the waiting communication as described in 3GPP TS 24.229 [2].

Reference(s)

3GPP TS 24.615 [95], clauses 4.5.5.3.2, 4.5.5.3.3 and  4.5.5.3.4
15.27.3
Test purpose

1)
To verify that the invoking UE is able to support the terminal based communication waiting service;

2)
To verify that the invoking UE sends 180 (Ringing) response with a Alert-Info header field set to "<urn:alert:service:call-waiting>" in a communication waiting process.
15.27.4
Method of test
Initial conditions

UE contains either ISIM and USIM applications or only USIM application on UICC. UE has activated a PDP context, discovered P-CSCF, registered to IMS services and set up the MO call, by executing the generic test procedure in Annex C.2 or C.2a (early IMS security only) up to the last step and thereafter executing the generic test procedure in Annex C.21 up to its last step.

SS is configured with the shared secret key of IMS AKA algorithm, related to the IMS private user identity (IMPI) configured on the UICC card equipped into the UE. SS has performed AKAv1-MD5 authentication with the UE and accepted the registration and MO call.

Related ICS/IXIT Statement(s)
Support for initiating a session

(Yes/No) 

Support for MTSI
(Yes/No)

Support for speech
(Yes/No)

Support for integration of resource management and SIP (use of preconditions)
(Yes/No)

Support for Communication Waiting
(Yes/No)

IMS security (Yes/No)

Early IMS security (Yes/No)

Test procedure applicable for a UE with E-UTRA support (TS 34.229-2 [5] A.18/1)

1-17)
UE executes the procedures described in TS 36.508 [94] table 4.5A.7.3-1 steps 9 to26.
Test procedure

1-8)
Execute steps 1-8 of annex C.11

9)
SS shall receives 180 Ringing from the UE response with a Alert-Info header field set to "<urn:alert:service:call-waiting>".

10)
SS may send PRACK to the UE to acknowledge the 180 Ringing.

11)
SS may receive 200 OK for PRACK from the UE.
11a)
The user terminate the previous session manually.
12)
SS expects and receives 200 OK for INVITE from the UE. 

13)
SS sends ACK to the UE. 

14)
UE shall sends a BYE request after step11a. However timing of sending the BYE request is not fixedly defined and it may appear any time after step 11a.

15)
SS responds to the  related request with a valid 200 OK response.
NOTE:
Timing of BYE is not shown in the test sequence as it might appear to the SS between any of the messages 11a and 13 or after the message 13. SS shall be prepared to respond the related request immediately after receiving it from the UE.

Expected sequence
	Step
	Direction
	Message
	Comment

	
	UE
	SS
	
	

	1-8
	
	 Steps defined in annex C.11
	MTSI MT speech call

	9
	(
	180 Ringing
	The UE responds to INVITE with 180 Ringing.

	10
	(
	PRACK
	(Optional) The SS shall send PRACK only if the 180 response contains 100rel option tag within the Require header.

	11
	(
	200 OK
	(Optional) The UE acknowledges the PRACK with 200 OK.

	11a
	
	
	The user terminates the previous session manually

	12
	(
	200 OK
	The UE responds to INVITE with a 200 OK final response after the user answers the call.

	13
	(
	ACK
	The SS acknowledges the receipt of 200 OK for INVITE.

	14
	(
	BYE
	The UE shall send a BYE to terminate its previous session. However timing of sending the BYE request is not fixedly defined and it may appear any time after step 11a.

	15
	(
	200 OK
	The SS responds to the related request with a valid 200 OK response.


Specific Message Contents
180 Ringing (step 9)

Use the default message "180 Ringing for INVITE" in annex A.2.6 with the following exceptions:

	Header/param
	Value/remark

	Alert-Info
	<urn:alert:service:call-waiting>


PRACK (step 10)

Use the default message "PRACK" in annex A.2.4. No content body is included in this PRACK message

200 OK (step 11)

Use the default message “200 OK for other requests than REGISTER or SUBSCRIBE” in annex A.3.1. 
200 OK (step 12)

Use the default message "200 OK for other requests than REGISTER or SUBSCRIBE" in annex A.3.1. 

ACK (step 13)

Use the default message "ACK" in annex A.2.7.

BYE (step 14)
Use the default message "BYE" in annex A.2.8,
200 OK (step 15)
Use the default message "200 OK for other requests than REGISTER or SUBSCRIBE" in annex A.3.1.

15.27.5
Test requirements

SS must check that if the UE uses IMS security, it sends all the requests over the security associations set up during registration, in accordance to 3GPP TS 24.229 [10], clause 5.1.1.5.1.
The UE shall send requests and responses as described in clause 15.27.4.

<End of modified section>
<Start of next modified section>
19.3.1
Non-UE detectable emergency call / IM CN sends a 1xx response / UE geographical location information available

19.3.1.1
Definition and applicability
Test to verify that the UE acts correctly when it receives a  1xx response to an initial request for a dialog from the IM CN, the response containing a P-Asserted-Identity header field set to an emergency number that is recognisable by the UE and the UE sends an UPDATE request with:

· Geolocation header and information if the UE supports this; and

· Contact header set appropriately

19.3.1.2
Conformance requirement

If the UE receives a 1xx or 200 (OK) response to an initial request for a dialog, the response containing a P-Asserted-Identity header field set to an emergency number as specified in 3GPP TS 22.101 [1A], and:

-
if a public GRUU value (pub-gruu) has been saved associated with the public user identity, the public GRUU value has not been included in the Contact header field of the initial request for a dialog as specified in RFC 5627 [93]; 

-
if a public GRUU value (pub-gruu) has not been saved and a protected server port was not included in the address in the Contact header field of the initial request for a dialog; or

-
if the UE has its geographical location information available and the geographical location information has not been included in the initial request for a dialog; then the UE shall send an UPDATE request according to RFC 3311 [29]; and

1)
if available to the UE, and if defined for the access type as specified in subclause 7.2A.4, the UE shall include in the UPDATE request a P-Access-Network-Info header field and it shall contain a location identifier such as the cell id or the identity of the I-WLAN access node;

2)
if the UE has its geographical location information available, then the UE shall include it in the UPDATE request in the following way:

I)
if the UE is aware of the URI that points to where the UE's location is stored, include the URI in the Geolocation header field and set the "inserted-by" parameter to indicate its hostport, all in accordance with RFC 6442 and set the "inserted-by" parameter to indicate its hostport, all in accordance with draft-ietf-sipcore-loca [98]; or 

II)
if the geographical location information of the UE is available to the UE, include its geographical location information as PIDF location object in accordance with RFC 4119 [90] and include the location object in a message body with the content type application/pidf+xml in accordance with RFC 6442 [98]. The Geolocation header field is set to a Content ID and set the "inserted-by" parameter to indicate its hostport, all in accordance withRFC 6442  [98]; 

3)
if the UE has no geographical location information available, the UE shall not include any geographical location information as specified in RFC 6442 [98]; and

4)
if a public GRUU value ("pub-gruu" header field parameter) has been saved associated with the public user identity, then the UE shall insert the public GRUU ("pub-gruu" header field parameter) value in the Contact header field of the UPDATE request as specified in RFC 5627 [93]; otherwise the UE shall include the address in the Contact header field set in accordance with subclause 5.1.6.8.4, item 8.

NOTE 1:
The IMS emergency specification in 3GPP TS 23.167 [4B] describes several methods how the UE can get its location information from the access network or from a server. Such methods are not in the scope of this specification.

Reference(s)

3GPP TS 24.229[10], clauses 5.1.6.10

19.3.1.3
Test purpose

To verify that if the UE is not able to detect that an emergency number has been dialled:

-
in the event the UE receives a 1xx response to an INVITE request the response containing a P-Asserted-Identity header field set to an emergency number, the UE:

-
If the UE is able to obtain its geolocation and the geographical location information has not been included in the initial request for a dialog; then the UE shall include its geolocation information in the UPDATE message

-
If the UE is not able to obtain its geolocation the UE does not include it in the UPDATE message 

-
includes a Contact header in the UPDATE message with the correct contents
19.3.1.4
Method of test
Initial conditions

UE contains ISIM and USIM applications or only USIM application on UICC.

Test environment shall be set up to provide the needed input to the UE, in order for the UE to derive its location, if the UE uses Geolocation header for providing its geographical location. This shall be done by use of the test function Update UE Location Information defined in TS 34.109 [117] or in TS 36.509 [118] depending on the RAT being used in the test case, if supported by the UE according to pc_UpdateUE_LocationInformation. Otherwise, or in addition any other suitable method may also be used.

UE has discovered P-CSCF and registered to IMS services, by executing the generic test procedure in Annex C.2 up to the last step.

SS is configured with the shared secret key of IMS AKA algorithm, related to the IMS private user identity (IMPI) configured on the UICC card equipped into the UE. SS has performed AKAv1-MD5 authentication with the UE and accepted the registration.

Related ICS/IXIT Statement(s)
-
UE supports IMS emergency services
(Yes/No)

-
Support for speech (Yes/No)

-
Support for IMS Multimedia Telephony (Yes/No)
-
UE supports IPSec ESP confidentiality protection (Yes/No)

-
IMS security (Yes/No)

-
obtaining and using GRUUs in the Session Initiation Protocol (SIP) (Yes/No)

-
UE uses Geolocation header to provide its geographical location for emergency session setup
(Yes/No)

-
UE supports test function Update UE Location Information (Yes/No)

Test procedure

1) A non-emergency MO call is initiated up following the generic procedure in Annex C.21.

Expected sequence

	Step
	Direction
	Message
	Comment

	
	UE
	SS
	
	

	1-13
	
	
	Steps 1-13 of Annex C.21. The UE initiates a non-emergency call.


INVITE (Step 2)

Use the default message “INVITE” in annex A.2.1 without options A6 and A7.

183 Session in Progress (Step 4)

Use the default message “183 Session in Progress” in annex A.2.3 with option A5.

UPDATE (Step 7)

Use the default message "UPDATE" in annex A.2.5 with the following exceptions:

	Header/param
	Cond
	Value/remark
	Rel
	Reference

	Geolocation
	A1
	
	Rel-9
	RFC 6442 [98]

	
locationURI
	
	cid-url indicating the Content-Id of the PIDF-LO within the multipart MIME body of INVITE request. 
(Note that location-by-reference URI is not allowed as the SS does not provide any external storage for location info for the UE to refer.)
	
	

	
	
	
	
	

	
	
	
	
	

	Geolocation-Routing
	A1
	“yes”
	Rel-9
	RFC 6442

	Contact
	
	
	
	

	
pub-gruu
	A2
	Public GRUU as the SIP URI got from the To header of the REGISTER request, together with the gr parameter with an arbitrary value
	
	

	
addr-spec
	A3
	SIP URI with IP address or FQDN and protected server port of UE
	
	

	
addr-spec
	A4
	SIP URI with IP address or FQDN and unprotected server port of UE
	
	

	Content-Type
	
	
	
	

	
media-type
	
	multipart/mixed
	
	

	Message-body
	
	If condition A1 applies, the multipart-mime body shall also contain a PIDF-LO element mapped to the same Content-ID which can be found from the Geolocation header

The PIDF-LO shall contain at least the following elements:

-
One or more ‘geopriv’ elements, each containing:

-
One ‘location-info’ element describing the location of the UE; and

-
One ‘usage-rules’ element describing the limitations of the usage of the location info.
	
	RFC 6442 [98]


	Condition
	Explanation

	A1
	UE uses Geolocation header to provide its geographical location for emergency session setup

	A2
	obtaining and using GRUUs in the Session Initiation Protocol (SIP) (A.4/53 3GPP TS 34.229-2 [5])

	A3
	Not A2 and (IMS security ,A.6a/2 3GPP TS 34.229-2 [5])

	A4
	Not A2 and (GIBA, A.6a/1 3GPP TS 34.229-2 [5])


180 Ringing (Step 9)

Use the default message “180 Ringing” in annex A.2.6 with option A4.

19.3.1.5
Test requirements

SS must check that in:

· Step 2 the UE sends a non-emergency INVITE with the correct contents

· Step 7 the UE sends the UPDATE message with:

·  the Geolocation header (if supported) set appropriately

· Conact header set appropriately

<End of modified section>
<Start of next modified section>
C.7
Void















	
	
	
	

	
	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	






















	
	

	
	

	
	

	
	






















	
	

	
	

	
	

	
	

	
	

	
	




















	
	

	
	

	
	

	
	

	
	

	
	
















<End of modified section>
<Start of next modified section>
C.10
Generic test procedure for MTSI conference creation

The generic test procedure for creating MTSI conference may be performed after successful IMS or early IMS registration

Test procedure

1-7a) UE creates the voice conference. The same message sequence as in steps 1 - 8 of Annex C.21 are used to create the conference into the conference focus and negotiate the media.

8)
SS responds to the INVITE request with valid 200 OK response.

9)
SS waits for the UE to send an ACK to acknowledge receipt of the 200 OK for INVITE.

10)
SS waits the UE to optionally subscribe to the conference event package with a SUBSCRIBE message
11)
If UE sent SUBSCRIBE, SS responds to it with 200 OK response.

12)
If UE sent SUBSCRIBE, SS sends a NOTIFY for the conference event package to the UE.

13) If SS sent a NOTIFY, SS waits the UE to respond the NOTIFY with 200 OK.

Expected sequence

	Step
	Direction
	Message
	Comment

	
	UE
	SS
	
	

	1-7a
	
	Steps 1-8 of Annex C.21
	The same messages as in steps 1 - 8 of Annex C.21

	8
	(
	200 OK
	The SS responds INVITE with 200 OK and gives the final conference URI within the response

	9
	(
	ACK
	The UE acknowledges the receipt of 200 OK for INVITE

	10
	(
	SUBSCRIBE
	Optional: UE subscribes the conference event

	11
	(
	200 OK
	Optional: SS responds to the subscription

	12
	(
	NOTIFY
	Optional: SS sends the initial state of the conference event to the UE

	13
	(
	200 OK
	Optional: UE responds to the NOTIFY


NOTE:
The default messages contents in annex A are used with condition “IMS security“ or “early IMS security” when applicable

Specific Message Contents

The specific message contents for steps 1 – 7a is otherwise identical to what has been specified in Annex C.21, but with the additional exceptions to steps 1 and 3 as below:

INVITE (Step 2)

	Header/param
	Value/remark

	Request-Line
	

	
Request-URI
	px_ConferenceFactoryUri

	To
	

	
addr-spec
	px_ConferenceFactoryUri


183 Session in Progress for INVITE (Step 4)
	Header/param
	Value/remark

	Contact
	

	
addr-spec
	px_TemporaryConferenceUri

	
feature-param
	isfocus


200 OK for INVITE (Step 8)

Use the default message “200 OK for other requests than REGISTER or SUBSCRIBE” in annex A.3.1 
ACK (Step 9)

Use the default message “ACK” in annex A.2.7.
SUBSCRIBE (Step 10)

Use the default message “SUBSCRIBE for conference event package” in annex A.5.1.

200 OK for SUBSCRIBE (Step 11)

Use the default message “200 OK for SUBSCRIBE” in annex A.5.2.

NOTIFY (Step 12)

Use the default message “NOTIFY for conference event package” in annex A.5.3. 

200 OK for NOTIFY (Step 13)

Use the default message “200 OK for other requests than REGISTER or SUBSCRIBE” in annex A.3.1.

<End of modified section>
