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Discussion and Decision

1. 
Introduction
At RAN3#83 meeting, it was proposed that MME provides IMEI-SV to eNB and eNB handles UE differently. After the initial discussion, RAN3 technically endorsed the relevant CRs (R3-140087, R3-140088) and agreed that the discussion should take place at the RAN plenary.
The similar topic had been discussed for UMTS in 2003 in TSG RAN level as Rel-5 topic and this contribution is raising some points to consider before making any decision.
2. 
Discussion

2.1
Difference with UMTS case
During the RAN3 meeting, the main motivation of providing IMEI-SV to eNB was to handle NOT-Well-Behaving UEs and it was argued that IMEI-SV can be already delivered to RNC in UMTS. (The CR was agreed earlier to Release 11) Approximately 10 years ago, the similar discussion took place in RAN and SA and the discussion lasted almost 1 year. After long discussion, SA and RAN decided that bit map (which would be provided from the core network if needed) would be introduced to standardize malfunctioning UE behaviour and network does not need to deal with individual IMEI-SV code. 

In UMTS specification many mandatory features were introduced, without IOT possibility being available at the time. However, in LTE, FGI was introduced so that UE can indicate to network whether UE really has performed IOT or not for a mandatory feature, which allows network to separate UEs which have the feature tested and fully supported. Thus, as long as LTE UEs has tested properly against two network vendors to set the FGI true or to indicate its support of optional feature as agreed, the possibility of malfunctioning LTE UE in live network should be significantly less than with the early UMTS UEs.
Observation 1: Unlike to UMTS, LTE standards take into account IOT opportunity in the specifications and UE has a mean to say some mandatory feature has not been tested properly against the networks.
2.2
Points to consider before making the decision

Inter-operability Test

At RAN3 discussion, one example of the motivation was to handle UE which sets the FGI or capability bit to true, even it does not tested properly and UE does not support the feature. If some UEs already set the FGI/Capability bits without testing, provisioning of IMEI-SV to eNB may encourage UEs to overlook the importance of testing and to set the FGI/Capability bits without testing.
Observation 2: It should be clear that provisioning of IMEI-SV should not encourage UEs to set the FGI/Capability bits without testing against real network.

Open interface vs. proprietary solution
Opposite to bit map approach adopted in Rel-5, eNB procedure after receiving the IMEI-SV from MME will be proprietary. For example, the IMEI-SV is not only used for faulty UE handling but eNB can give some incentive to certain UEs. Therefore, the decision should be made carefully considering the side-effects. 
 Observation 3: eNB does not need to use IMEI-SV only to handle faulty UEs but may give some incentives to certain UEs if IMEI-SV is provided.
Available point of the information
In case that IMEI-SV is provided by MME, the eNB will receive it during the initial UE context setup at the earliest. Therefore if faulty UE behaviour is related to IDLE to CONNECTED behaviour, IMEI-SV provisioning from MME will not solve the problem. To solve this problem for UMTS, 3GPP decided that UE provides bit map (i.e, UESBI-Uu) in RRC Connection Request to serving RNC. (i.e. During the RRC Connection Setup phase) Therefore, whether the proposed solution is sufficient to solve all relevant problems or not should be considered carefully.
 Observation 4: IMEI-SV provisioning from MME does not solve the problem if the faulty behaviour is involved in IDLE to CONNECT phase.

Security aspects
At the beginning of LTE architecture discussion, it was agreed that IMSI would not be provided to eNB as eNB may be located in physically not very secured place unlikely as RNC. As providing IMEI-SV is compromising the security aspect in some extend, the clear benefit has to be demonstrated and SA3 should confirm that there is no problem from security or privacy point of view.
There has been also cases observed that a same IMEI-SV value has been appearing for multiple UEs in the past, which is similar also to miss-use of FGI bits (setting them true even without testing)
 Observation 5: It should be confirmed that provisioning of IMEI-SV should not compromise security aspects.

 3. 
Conclusion
We should discuss in TSG RAN plenary, and not leave the issue to TSG RAN3 only, the use cases for IMEI-SV and whether providing that from MME to eNB will address the problem or should be rather rely on the methods already agreed (FGI bits).

The UMTS situation is also different as there the IMEI-SV (done at a much more mature phase of the market) is provided to RNC only rather than all the way to the NB and there the concept of FGI bits does not exist.

If we decide to provide the IMEI-SV to eNB for some use case, we should be clear that it is not replacing the need for proper IOT against network implementations and proper consideration for FGI bits of corresponding Release.
