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5
Test method and test model
5.1
Test method

5.2
IMS CC test model
The test model is shown in figure 2.

5.2.1
Ports interfacing to SS

In TTCN-3, ports are defined in all test components and in the Test System Interface. This is the equivalent of PCOs in TTCN‑2. These ports then have to be mapped, or connected, to the SS at the start of each test.

5.2.1.1
Data ports

IMS_CC ATS in TTCN-3 simulates the SIP behaviour at the P_CSCF side. The scripts of SIP signalling in TTCN-3 communicate with the UE under test through four data ports and the emulations beneath. Each port shall be able to distinguish the use of one of the dual protocol stacks of IPv4 / IPv6.
The type of port (client or server) used to send or received a message will depend on the transport protocol selected for the testing, i.e. UDP or TCP.

· UDP case: The SS will send requests and responses to the UE from its client port. The SS will receive requests and responses from the UE on its server port.

· TCP case: The SS will receive requests from the UE and will send responses to those requests on its server port. The SS will send requests to the UE and will receive responses to those requests on its client port.

For requests originated in the UE, the transport protocol is selected by the UE. This information is extracted in the TTCN-3 and used in subsequent responses sent by the SS.

For requests originating in the SS, the UDP transport protocol is used.

If no security associations have been set up, the unprotected client and server ports will be used. The security ports shall be used by the TTCN-3 authors when a security association has been established.

5.2.1.2
Security Associations Setup

Four unidirectional SAs are established between the UE and the SS:


SA1: port_uc to port_ps
SA2: port_pc to port_us
SA3: port_ps to port_uc
SA4: port_us to port_pc

The first pair (SA1 and SA3) is for bidirectional traffic between port_uc and port_ps. The second pair (SA2 and SA4) is for bidirectional traffic between port_pc and port_us.

While TCP scenario will use all four SAs, in UDP, only two SAs are needed because there is no traffic from port_ps to port_uc nor from port_us to port_pc. Figure 1 shows one example of the use of ports and security association in UDP and TCP.
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Figure 1: Use of port and SA in UDP and TCP
5.2.1.3
Control ports

IMS_CC ATS also controls the SS configuration and passes necessary parameters to the various emulation entities in the SS. This is done by ASPs through an IP-CAN control port, an IP configuration port and a Signalling Compression control port.

From the protocol stack point of view, SIP is an application layer protocol located above transport layer UDP / TCP which in turn use the services provided by the IP/IPsec layer. The IP packages are transmitted via the connected IP-CAN bearer, the EUTRA bearer, the UTRA bearer or the GERAN bearer. The emulations of these protocol layers in the SS shall be compliant with the relevant core specifications (3GPP and IETF).
The IP-CAN bearers are created, configured, modified and released though the ASP at the IP-CAN control port. The TTCN-3 codes shall also be able to control the UDP/IP/IPsec configurations and provide necessary parameters through the control ASPs.
The configuration of IP-CAN in the SS depends upon the technologies the UE supports. E-UTRA shall be configured for IMS test if E-UTRA technology is supported by the UE.
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Figure 2: IMS CC test mode
5.2.2
SAD

Security Association Database (SAD) shall be made accessible by the IPsec entity and contain sets of parameters corresponding to each security association. During registration/authentication, the UE and the SS will negotiate these parameters for setting up a security association. As the negotiation is carried out on SIP level (through SIP message exchanges), the resulting security parameters are obtained and stored in IMS_CC ATS. A number of ASPs are defined to convey these parameters from TTCN-3 codes to SAD. ASPs manipulating the SAD are also defined.

5.2.3
Network interface

Similar to the majority of TCP/IP stack implementations, a network interface (IF0, IF1, IF2, etc.) structure is used to connect the IP-CAN bearer to IP protocol entity. When the ASP for setting up an IP-CAN bearer is called via the IP‑CAN control port, the SS shall connect the established radio access bearer to the relevant IF structure, in order to provide the radio bearer connectivity to the IP/IPsec layer. In order to ease maintenance, all IP-CAN control has been encapsulated into its own Parallel Test Component.
5.2.4
SigComp and related control port

SIP Compression is mandatory (clause 8 of 3GPP TS 24.229) and Signalling compression (RFC 3320, RFC 3485, RFC 3486, RFC4896, RFC5049) protocol is used for SIP compression. The SigComp entity in the model is used to carry out the compression/decompression functions. In the receiving direction of the SS, the SigComp entity will detect whether the incoming SIP message is compressed and, if so, decompress it. In the sending direction of the SS, the TTCN controls whether the outgoing SIP message is compressed through the SigComp control port. If while decompressing a message, decompression failure occurs, the message shall be discarded. The SigComp layer in the SS shall automatically find if a secure port or un-secure port is being used for transmission or reception of messages. If an un-secure port is used for transmission, then as per clause 8 of 3GPP TS 24.229, it shall not include state creation instructions. If the state creation command is received in a compressed message on an un-secured port (clause 8 of 3GPP TS 24.229), a decompression failure shall be generated.
5.2.5
SIP TTCN 3 Codec

SIP is a text-based protocol, the messages exchanged between the UE and the SS are character strings. In TTCN-3 ATS the messages are structured to take the advantage of TTCN-3 functionality, and to make the debugging and maintenance of the ATS easier. When the TTCN-3 ATS sends a message to the UE, the SIP TTCN-3 codec converts the structured message to the corresponding character string then transfers it to the UE. When the SS receives a message from the UE, the TTCN-3 codec converts the received character string to the structured message and passes it to the TTCN-3 ATS.
5.2.6
DHCP and DNS data ports

The DHCP port is used for receiving the DHCP requests from the UE under test, and sending corresponding responses to the UE. The DNS port is used for receiving domain name resolution requests from the UE and sending the results back to the UE. The TTCN which implements the required DHCP and DNS server functions (only the functions necessary for testing purposes, not full functionality) will receive and send on these ports.
The DHCP and DNS server functionalities in the default test configuration are implemented as Parallel Test Components (PTCs).
5.3
Upper Tester (UT)

In order to support test automation and regression testing, an MMI port has been defined through which MMI commands (e.g. "Please initiate a call") are sent to an external entity. Implementations can customize the external entity according to their needs. This port is enabled by setting PIXIT parameter px_TestAutomation to ‘true’.
5.4
TTCN-3
TTCN is used as specification language. ES 201 873 [12] (TTCN-3) is applied to the notation.

5.5
Extension of the Test Model to support XCAP

Some MTSI supplementary services (TS 24.173) like communication barring (CB) and communication diversion (CDIV) require the XCAP protocol (RFC 4825) for transporting and manipulating XML documents in the network describing these services. Test cases for these services are specified in TS 34.229-1 clause 15. In order to support test case development, the Test Model in section 5.2 or Figure 2 is extended with a HTTP layer and with an external XCAP server as shown below. Also new ASPs are introduced for communicating with the XCAP server and for configuring the HTTP layer and for transferring data from the TTCN engine to the HTTP layer.
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Figure 3: Extension to the Test Model to support XCAP
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