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8.14
Initial registration for three implicit registration sets

8.14.1
Definition and applicability
Test to verify that the UE can correctly register to IMS services when equipped with UICC that contains ISIM application with multiple IMS public user identities (IMPU) belonging to three different implicit registration sets. Test case verifies that the UE is able to register the registration sets on parallel. The test case is applicable for IMS security.

8.14.2
Conformance requirement

[TS 24.229, clause 5.1.1.1A]:

The ISIM shall always be used for authentication to the IM CN subsystem, if it is present, as described in 3GPP TS 33.203.

The ISIM is preconfigured with all the necessary parameters to initiate the registration to the IM CN subsystem. These parameters include:

-
the private user identity;

-
one or more public user identities; and

-
the home network domain name used to address the SIP REGISTER request

The first public user identity in the list stored in the ISIM is used in emergency registration requests. 

[TS 24.229, clause 5.1.1.2.1]:

The initial registration procedure consists of the UE sending an unprotected REGISTER request and, if challenged depending on the security mechanism supported for this UE, sending the integrity-protected REGISTER request or other appropriate response to the challenge. The UE can register a public user identity with any of its contact addresses at any time after it has acquired an IP address, discovered a P-CSCF, and established an IP-CAN bearer that can be used for SIP signalling. However, the UE shall only initiate a new registration procedure when it has received a final response from the registrar for the ongoing registration, or the previous REGISTER request has timed out.
Reference(s)

3GPP TS 24.229[10], clauses 5.1.1.1A and 5.1.1.2.1
8.14.3
Test purpose
1)
To verify that UE is able to register three different IMS public user identities (IMPU), as found from ISIM, belonging to three different implicit registration sets.

8.14.4
Method of test
Initial conditions

SS is configured with the IMSI within the USIM application, the home domain name, public and private user identities together with the shared secret key of IMS AKA algorithm, related to the IMS private user identity (IMPI) that is configured on the UICC card equipped into the UE. SS is listening to SIP default port 5060 for both UDP and TCP protocols. SS is able to perform AKAv1-MD5 authentication algorithm for that IMPI, according to 3GPP TS 33.203 [14] clause 6.1 and RFC 3310 [17].

UE is equipped with a UICC that contains both ISIM and USIM applications. UE is not registered to IMS services, but has an active PDP context/ established EPS default bearer context and has discovered the SS as P-CSCF by executing the generic test procedure in Annex C.2 up to step 3.

Related ICS/IXIT Statement(s)

-
UE supports IPSec ESP confidentiality protection (Yes/No)

-
IMS security (Yes/No)

-
obtaining and using GRUUs in the Session Initiation Protocol (SIP) (Yes/No)

-
UE supports MTSI (Yes/No)

-
UE supports automatic consecutive registration of multiple SIP URI IMPUs stored on the ISIM (belonging to separate implicit registration sets) (Yes/No)

-
UE supports manual registration of multiple SIP URIs IPMUs stored on the ISIM (belonging to separate implicit registration sets) (Yes/No)

Test procedure

1)
If the UE supports automatic consecutive registration of multiple SIP URI IMPUs the UE is made to register all implicit registration sets for the IMPUs found on ISIM othervise if the supports manual registration of multiple SIP URIs IPMUs the UE is triggered to register one of the SIP URI IMPUs. 

2)
The UE executes the procedures of annex C.2 for context activation and subsequent IMS registration. The registration event sent by the SS indicates only that IMPU to have been registered, which was explicitly registered by the UE.

3)
If the UE does not support automatic consecutive registration of multiple SIP URI IMPUs and supports manual registration of multiple SIP URIs IPMUs the UE is triggered to register another SIP URI IMPU.

4)
The UE initiates another registration procedure of annex C.x, in order to register a second implicit registration set. The registration event sent by the SS indicates the rest of the two IMPUs within ISIM to have been registered.
5)
If the UE does not support automatic consecutive registration of multiple SIP URI IMPUs and supports manual registration of multiple SIP URIs IPMUs the UE is triggered to register a third SIP URI IMPU.

6)
The UE initiates a third registration procedure of annex C.x, in order to register a third implicit registration set. The registration event sent by the SS indicates all the three IMPUs within ISIM to have been registered.

Expected sequence

	Step
	Direction
	Message
	Comment

	
	UE
	SS
	
	

	1
	
	
	Registration of first IMPU is triggered either automatically or manually.

	2
	
	Steps defined in annex C.2
	EPS bearer or PDP context activation and subsequent IMS registration for the first implicit registration set by the UE

	3
	
	
	Registration of second IMPU is triggered either automatically or manually.

	4
	
	Steps defined in annex C.x
	IMS registration for the second implicit registration set

	5
	
	
	Registration of second IMPU is triggered either automatically or manually.

	6
	
	Steps defined in annex C.x
	IMS registration for the third implicit registration set


Specific Message Contents

NOTIFY (within step 2)

Use the default message “NOTIFY for reg-event package” in annex A.1.6 with the following exceptions:

	Header/param
	Cond
	Value/remark
	Rel
	Reference

	Message-body
	A3
	<?xml version=”1.0?>

<reginfo xmlns=”urn:ietf:params:xml:ns:reginfo” version=”0” state=”full”>

<registration aor=”<IMPU registered by the UE>” id=”a100” state=”active”>

    <contact id=”980” state=”active” event=”registered”>

    <uri>same value as in Contact header of REGISTER request</uri>

    </contact>

</reginfo>
	
	RFC 3680 [22]

	
	A4
	<?xml version=”1.0?>

<reginfo xmlns=”urn:ietf:params:xml:ns:reginfo” xmlns:gr="urn:ietf:params:xml:ns:gruuinfo" version=”0” state=”full”>

<registration aor=”<IMPU registered by the UE>” id=”a100” state=”active”>

    <contact id=”980” state=”active” event=”registered” callid="Call-Id of most recent REGISTER" cseq="CSeq value of most recent REGISTER">

    <uri>same value as in Contact header of REGISTER request</uri>
<allOneLine>

                  <unknown-param name="+sip.instance">

     "Instance ID of the UE;"

     </unknown-param>

     </allOneLine>

     <allOneLine>

                  <gr:pub-gruu uri="public GRUU for the UE"/>

     </allOneLine>

     <allOneLine>

                  <gr:temp-gruu uri="temporary GRUU for the UE" first-cseq="CSeq of the REGISTER request that caused the temporary GRUU to assigned for the UE"/>

     </allOneLine>

    </contact>

</registration>

</reginfo>
	
	draft-ietf-sipping-gruu-reg-event [62]


NOTIFY (within step 4)

Use the default message “NOTIFY for reg-event package” in annex A.1.6 with the following exceptions: 

-
The version of the reginfo to be 1 insted of 0.

-
The state of the reginfo to be “partial” instead of “full”

-
Within the reginfo XML structure there is only one single <registration> element for the IMPU registered within step 4 by the UE
NOTIFY (within step 6)

Use the default message “NOTIFY for reg-event package” in annex A.1.6 with the following exceptions: 

-
The version of the reginfo to be 2 insted of 0.

-
The state of the reginfo to be “partial” instead of “full”

-
Within the reginfo XML structure there is only one single <registration> element for the IMPU registered within step 6 by the UE

Thus: 

-
The full registration event sent by SS after the first REGISTER from the UE indicates only single IMPU explicity registered to belong to the first implicit registration set.

-
The partial event sent by SS after the second REGISTER from the UE indicates second IMPUs on ISIM to have been registered.

-
The partial event sent by SS after the third REGISTER from the UE indicates the third IMPUs on ISIM to have been registered.



.

8.14.5
Test requirements

UE shall register three implicit registration sets to which the IMPUs on ISIM have been divided.

The UE shall read the following parameters from ISIM and use them for the REGISTER requests:

-
the private user identity; and

-
the public user identities; and

-
the  home network domain name.

< ************  Beginning of the second change ************>
11.1.4
Method of test
Initial conditions

UE contains either SIM application  (early IMS security), ISIM and USIM applications or only USIM application on UICC. UE has activated a PDP context, discovered P-CSCF and registered to IMS services, by executing the generic test procedure in Annex C.2 or C.2a (early IMS security only) up to the last step.

SS is configured with the shared secret key of IMS AKA algorithm, related to the IMS private user identity (IMPI) configured on the UICC card equipped into the UE. SS has performed AKAv1-MD5 authentication with the UE and accepted the registration (IMS security).

Related ICS/IXIT Statement(s)

IMS security (Yes/No)

Early IMS security (Yes/No)
Test procedure

1)
SS sends UE a NOTIFY request for the subscribed registration event package, indicating that registration for all the previously registered user identities has been terminated and that new registration shall not be performed. Request is sent over the existing security associations between SS and UE.
2)
SS waits for the UE to respond the NOTIFY with 200 OK response.

Expected sequence

	Step
	Direction
	Message
	Comment

	
	UE
	SS
	
	

	1
	(
	NOTIFY
	The SS sends a NOTIFY for registration event package, containing full registration state information, with all previously registered public user identities "terminated" and "rejected"

	2
	(
	200 OK
	The UE responds the NOTIFY with 200 OK


NOTE:
The default messages contents in annex A are used with condition “IMS security “ or “early IMS security” when applicable

Specific Message Contents

NOTIFY (Step 1)

Use the default message “NOTIFY for reg-event package” in annex A.1.6 with the following exceptions:

	Header/param
	Value/remark

	CSeq
	

	
value
	2

	Subscription-State
	

	
substate-value
	terminated

	
expires
	0

	Message-body
	<?xml version=”1.0?>

<reginfo xmlns=”urn:ietf:params:xml:ns:reginfo” version=”1” state=”full”>

<registration aor=”px_PublicUserIdentity1” id=”a100” state=”terminated”>

    <contact id=”980” state=”terminated” event=”rejected”>

    <uri>same value as in Contact header of REGISTER request</uri>

    </contact>

</registration>

<registration aor=”px_AssociatedTelUri” id=”a101” state=”terminated”>

    <contact id=”981” state=”terminated” event=”rejected”>

    <uri>same value as in Contact header of REGISTER request</uri>

    </contact>

</registration>

<registration aor=”px_PublicUserIdentity2” id=”a102” state=”terminated”>
    <contact id=”982” state=”terminated” event=”rejected”>

    <uri>same value as in Contact header of REGISTER request</uri>

    </contact>

</registration>
<registration aor=”px_PublicUserIdentity3” id=”a103” state=”terminated”>
    <contact id=”983” state=”terminated” event=”rejected”>

    <uri>same value as in Contact header of REGISTER request</uri>

    </contact>

</registration>
</reginfo>


200 OK for NOTIFY (Step 2)

Use the default message “200 OK for other requests than REGISTER or SUBSCRIBE” in annex A.3.1
< ************  Beginning of the third change ************>
11.2.4
Method of test
Initial conditions

UE contains either ISIM and USIM applications or only USIM application on UICC. UE has activated a PDP context, discovered P-CSCF and registered to IMS services by executing the generic test procedure in Annex C.2 up to the last step.. The expiration time for the registration (as controlled by px_RegisterExpiration) must be at least 600 seconds. Security associations have been set up between UE and the SS.
SS is configured with the IMSI within the USIM application, the home domain name, public and private user identities together with the shared secret key of IMS AKA algorithm, related to the IMS private user identity (IMPI) that is configured on the UICC card equipped into the UE. SS is able to perform AKAv1-MD5 authentication algorithm for that IMPI, according to 3GPP TS 33.203 [14] clause 6.1 and RFC 3310 [17].

Related ICS/IXIT Statement(s)

IMS security (Yes/No)
Test procedure

1)
SS sends UE a NOTIFY request for the subscribed registration event package, indicating the shortened expiration time as 60 seconds. Request is sent over the existing security associations between SS and UE.
2)
SS waits for the UE to respond the NOTIFY with 200 OK response.

3)
SS waits for the UE send a REGISTER request 30 seconds before the expected new expiration time.

4)
SS responds to the REGISTER request with a valid 401 Unauthorized response, headers populated according to the 401 response common message definition.
5)
SS waits for the UE to set up a new set of security associations and send another REGISTER request, over those security associations.
6)
 The SS responds with 200 OK over the new security association

Expected sequence

	Step
	Direction
	Message
	Comment

	
	UE
	SS
	
	

	1
	(
	NOTIFY
	The SS sends a NOTIFY for registration event package, containing partial registration state information, indicating shortened expiration time (60 seconds) for the registered public user identity in the XML body.

	2
	(
	200 OK
	The UE responds the NOTIFY with 200 OK.

	3
	(
	REGISTER
	UE re-registers the user 30 seconds before the expected expiration.

	4
	(
	401 Unauthorized
	The SS responds with a valid AKAv1-MD5 authentication challenge and security mechanisms supported by the network.

	5
	(
	REGISTER
	UE completes the security negotiation procedures, sets up a new temporary set of SAs and uses those for sending another REGISTER with AKAv1-MD5 credentials.

	6
	<-
	200 OK
	The UE responds with 200 OK.


Specific Message Contents

NOTIFY (Step 1)

Use the default message “NOTIFY for reg-event package” in annex A.1.6 with the following exceptions:

	Header/param
	Value/remark

	CSeq
	

	
value
	2

	Message-body
	<?xml version=”1.0?>

<reginfo xmlns=”urn:ietf:params:xml:ns:reginfo” version=”1” state=”partial”>

<registration aor=”any IMPU within the set of IMPUs on ISIM” id=”a100” state=”active”>
    <contact id=”980” state=”active” event=”shortened” expires="60">

    <uri>same value as in Contact header of REGISTER request</uri>

    </contact>

</registration>

</reginfo>


200 OK for NOTIFY (Step 2)

Use the default message “200 OK for other requests than REGISTER or SUBSCRIBE” in annex A.3.1
REGISTER (Step 3)

Use the default message “REGISTER” in annex A.1.1 condition A2 with the following exceptions:

	Header/param
	Value/remark

	Security-Client
	

	
spi-c
	new SPI number of the inbound SA at the protected client port

	
spi-s
	new SPI number of the inbound SA at the protected server port

	
port-c
	new protected client port needed for the setup of new pairs of security associations

	
port-s
	Same value as in the previous REGISTER


401 Unauthorized for REGISTER (Step 4)

Use the default message “401 Unauthorized for REGISTER” in annex A.1.2 with the following exceptions:

	Header/param
	Value/remark

	Security-Server
	

	
spi-c
	new SPI number of the inbound SA at the protected client port

	
spi-s
	new SPI number of the inbound SA at the protected server port

	
port-c
	new protected client port needed for the setup of new pairs of security associations

	
port-s
	Same value as in the previous Security-Server headers

	WWW-Authenticate
	

	
nonce

	Base 64 encoding of a new RAND and AUTN


REGISTER (Step 5)

Use the default message “REGISTER” in annex A.1.1 with condition A2.

< ************  Beginning of the fourth change ************>
15.1.5
Test requirements

SS must check that all the HTTP requests sent by the UE are syntactically correct HTTP 1.1 messages (as specified in RFC 2616 [69]). SS must also check that the UE can authenticate itself correctly with the authentication scheme that the UE supports :

-
HTTP Digest authentication

-
GAA based authentication as specified in 33.222 and 24.109. 
If the UE supports HTTP Digest XCAP authentication, SS must check that the UE provides correct credentials for the user within Authorization header (as specified in RFC 2617 [16] or RFC 3310 [17]). If the UE, which supports HTTP Digest for XCAP, does not provide the credentials and a valid nonce within its initial request the SS shall challenge the UE by sending 401 response to it.

SS must check that in all the HTTP requests sent by the UE the XCAP URI (which appears in the Request Line of the HTTP request as specified in RFC 4825 [70]) refers correctly to the simservs document. In such XCAP URI the document selector consists of the following path segments (separated by a slash) in this order:

-
Configured XCAP root URI

-
simservs.ngn.etsi.org
-
users
-
any IMPU within the set of IMPUs on ISIM
-
simservs.xml
The node selector of the XCAP URI must identify a valid part of a simservs document or whole document itself.

SS must check that within the steps 2 and 4 the UE sends one syntactically XML Common Policy Markup Language body (as specified in the XML schema within RFC 4745 [71]) within each HTTP PUT request for simservs document to activate and deactivate the Originating Identification Presentation. SS must check that the UE indicates the presence of such a XML body in HTTP request by including Content-Type header with value application/simservs+xml.
SS must check that after step 2 the simservs document stored in the SS contains the following pieces of information supplied by the UE:

-
<originating-identity-presentation> element with "active" attribute set as "true"

SS must check that after step 4 the simservs document stored in the SS contains the following pieces of information supplied by the UE:

-
<originating-identity-presentation> element with "active" attribute being set "false"

15.2
Originating Identification Restriction

15.2.1
Definition and applicability
Test to verify that the UE activates and deactivates IMS Multimedia Telephony Originating Identification Restriction. This process is described in 3GPP TS 24.607 [102]. The test case is applicable for IMS security or GIBA.
15.2.2
Conformance requirement

Generic requirements for Originating Identification Restriction can be found from Annexes F1 and F.2.

[TS 24.607 clause 4.2.1]:

The OIR service is a service offered to the originating user. It restricts presentation of the originating user's identity information to the terminating user.

When the OIR service is applicable and activated, the originating network provides the destination network with the indication that the originating user's identity information is not allowed to be presented to the terminating user. In this case, no originating user's identity information shall be included in the requests sent to the terminating user. The presentation restriction function shall not influence the forwarding of the originating user's identity information within the network as part of the simulation service procedures.

[TS 24.607 clause 4.10.1]:

The OIR service can be activated/deactivated using the active attribute of the <originating‑identity‑presentation‑restriction> service element. Activating the OIR service this way activates the temporary mode OIR service. When deactivated and not overruled by operator settings, basic communication procedures apply.

Reference(s)

3GPP TS 24.607[102], clauses 4.2.1 and 4.10.1.

15.2.3
Test purpose

1)
To verify that the UE can request activation of Originating Identification Restriction with a correctly composed HTTP PUT request; and

2)
To verify that the UE can request deactivation of Originating Identification Restriction; and

3)
To verify that the UE can authenticate its HTTP requests by including a correctly composed Authorization header with credentials of the user to the request. The UE may either include the Authorization header to its initial request or when sending the request again after receiving 401 response from SS.

15.2.4
Method of test
Initial conditions

UE contains either ISIM and USIM applications or only USIM application on UICC. UE is configured with the name of the XCAP root directory on the XCAP server and the user's directory name. If needed the UE is also configured with the HTTP Digest password to be used for XCAP. UE has activated a PDP context with SS.

SS is configured with the HTTP Digest password for XCAP or shared secret key of IMS AKA algorithm, related to the IMS private user identity (IMPI) configured on the UICC card equipped into the UE.

If the UE uses GAA as XCAP authentication scheme, GAA bootstrapping exchange has been performed.

Related ICS/IXIT Statement(s)
Support for MTSI
(Yes/No)

Support for initiating a session
(Yes/No)

IMS security
(Yes/No)

GIBA
(Yes/No)

Support for Originating Identification Restriction
(Yes/No)

GAA XCAP authentication
(Yes/No)

HTTP Digest XCAP authentication

(Yes/No)

Test procedure

1)
Activation of Originating Identification Restriction is triggered at the UE. 

2)
UE and SS exchange a sequence of HTTP requests and responses. In this sequence UE may query the contents of the simservs document or selected parts of it. The UE shall authenticate itself and activate the service.

3)
Deactivation of Originating Identification Restriction is triggered at the UE. 

4)
UE and SS exchange a sequence of HTTP requests and responses. In this sequence UE may query the contents of the simservs document or selected parts of it. The UE shall authenticate itself and deactivate the Originating Identification Restriction.

15.2.5
Test requirements

SS must check that all the HTTP requests sent by the UE are syntactically correct HTTP 1.1 messages (as specified in RFC 2616 [69]). SS must also check that the UE can authenticate itself correctly with the authentication scheme it that the UE supports.

-
HTTP Digest authentication

-
GAA based authentication as specified in 33.222 and 24.109. 

If the UE supports HTTP Digest XCAP authentication, SS must check that the UE provides correct credentials for the user within Authorization header (as specified in RFC 2617 [16] or RFC 3310 [17]). If the UE, which supports HTTP Digest for XCAP, does not provide the credentials and a valid nonce within its initial request the SS shall challenge the UE by sending 401 response to it.

SS must check that in all the HTTP requests sent by the UE the XCAP URI (which appears in the Request Line of the HTTP request as specified in RFC 4825 [70]) refers correctly to the simservs document. In such XCAP URI the document selector consists of the following path segments (separated by a slash) in this order:

-
Configured XCAP root URI

-
simservs.ngn.etsi.org
-
users
-
any IMPU within the set of IMPUs on ISIM
-
simservs.xml
The node selector of the XCAP URI must identify a valid part of a simservs document or whole document itself.

SS must check that within the steps 2 and 4 the UE sends one syntactically XML Common Policy Markup Language body (as specified in the XML schema within RFC 4745 [71]) within each HTTP PUT request for simservs document to activate and deactivate the Originating Identification Restriction. SS must check that the UE indicates the presence of such a XML body in HTTP request by including Content-Type header with value application/simservs+xml.
SS must check that after step 2 the simservs document stored in the SS contains the following pieces of information supplied by the UE:

-
<originating-identity-presentation-restriction> element with "active" attribute set as "true"

SS must check that after step 4 the simservs document stored in the SS contains the following pieces of information supplied by the UE:

-
<originating-identity-presentation-restriction> element with "active" attribute being set "false"

15.3
Terminating Identification Presentation

15.3.1
Definition and applicability
Test to verify that the UE activates and deactivates IMS Multimedia Telephony Terminating Identification Presentation. This process is described in 3GPP TS 24.608 [103]. The test case is applicable for IMS security or GIBA.
15.3.2
Conformance requirement

[TS 24.608 clause 4.2.1]:

The Terminating Identification Presentation (TIP) service provides the originating party with the possibility of receiving trusted information in order to identify the terminating party.

[TS 24.608 clause 4.9.1]:

The TIP service can be activated/deactivated using the active attribute of the <terminating‑identity‑presentation> service element.

Reference(s)

3GPP TS 24.608[103 ], clauses 4.2.1 and 4.9.1.

15.3.3
Test purpose

1)
To verify that the UE can request activation of Terminating Identification Presentation with a correctly composed HTTP PUT request; and

2)
To verify that the UE can request deactivation of Terminating Identification Presentation; and

3)
To verify that the UE can authenticate its HTTP requests by including a correctly composed Authorization header with credentials of the user to the request. The UE may either include the Authorization header to its initial request or when sending the request again after receiving 401 response from SS.

15.3.4
Method of test
Initial conditions

UE contains either ISIM and USIM applications or only USIM application on UICC. UE is configured with the name of the XCAP root directory on the XCAP server and the user's directory name. If needed the UE is also configured with the HTTP Digest password to be used for XCAP. UE has activated a PDP context with SS.

SS is configured with the HTTP Digest password for XCAP or shared secret key of IMS AKA algorithm, related to the IMS private user identity (IMPI) configured on the UICC card equipped into the UE.

If the UE uses GAA as XCAP authentication scheme, GAA bootstrapping exchange has been performed.

Related ICS/IXIT Statement(s)
Support for MTSI
(Yes/No)

Support for initiating a session
(Yes/No)

IMS security
(Yes/No)

GIBA
(Yes/No)

Support for Terminating Identification Presentation
(Yes/No)

GAA XCAP authentication
(Yes/No)

HTTP Digest XCAP authentication

(Yes/No)

Test procedure

1)
Activation of Terminating Identification Presentation is triggered at the UE. 

2)
UE and SS exchange a sequence of HTTP requests and responses. In this sequence UE may query the contents of the simservs document or selected parts of it. The UE shall authenticate itself and activate the service.

3)
Deactivation of Terminating Identification Presentation is triggered at the UE. 

4)
UE and SS exchange a sequence of HTTP requests and responses. In this sequence UE may query the contents of the simservs document or selected parts of it. The UE shall authenticate itself and deactivate the Terminating Identification Presentation.

15.3.5
Test requirements

SS must check that all the HTTP requests sent by the UE are syntactically correct HTTP 1.1 messages (as specified in RFC 2616 [69]). SS must also check that the UE can authenticate itself correctly with the authentication scheme that the UE supports:

-
HTTP Digest authentication.

-
GAA based authentication as specified in 33.222 and 24.109.

If the UE supports HTTP Digest XCAP authentication, SS must check that the UE provides correct credentials for the user within Authorization header (as specified in RFC 2617 [16] or RFC 3310 [17]). If the UE, which supports HTTP Digest for XCAP, does not provide the credentials and a valid nonce within its initial request the SS shall challenge the UE by sending 401 response to it.

SS must check that in all the HTTP requests sent by the UE the XCAP URI (which appears in the Request Line of the HTTP request as specified in RFC 4825 [70]) refers correctly to the simservs document. In such XCAP URI the document selector consists of the following path segments (separated by a slash) in this order:

-
Configured XCAP root URI

-
simservs.ngn.etsi.org
-
users
-
any IMPU within the set of IMPUs on ISIM
-
simservs.xml
The node selector of the XCAP URI must identify a valid part of a simservs document or whole document itself.

SS must check that within the steps 2 and 4 the UE sends one syntactically XML Common Policy Markup Language body (as specified in the XML schema within RFC 4745 [71]) within each HTTP PUT request for simservs document to activate and deactivate the Terminating Identification Presentation. SS must check that the UE indicates the presence of such a XML body in HTTP request by including Content-Type header with value application/simservs+xml.
SS must check that after step 2 the simservs document stored in the SS contains the following pieces of information supplied by the UE:

-
<terminating-identity-presentation> element with "active" attribute set as "true"

SS must check that after step 4 the simservs document stored in the SS contains the following pieces of information supplied by the UE:

-
<terminating-identity-presentation> element with "active" attribute being set "false"

15.4
Terminating Identification Restriction

15.4.1
Definition and applicability
Test to verify that the UE activates and deactivates IMS Multimedia Telephony Terminating Identification Restriction. This process is described in 3GPP TS 24.608 [103 ]. The test case is applicable for IMS security or GIBA.
15.4.2
Conformance requirement

[TS 24.608 clause 4.2.1]:

The Terminating Identification Restriction (TIR) is a service offered to the terminating party which enables the terminating party to prevent presentation of the terminating identity information to originating party.

[TS 24.608 clause 4.9.1]:

The TIR service can be activated/deactivated using the active attribute of the <terminating‑identity‑presentation‑restriction> service element. Activating the TIR service this way activates the temporary mode TIR service. When deactivated and not overruled by operator settings, basic communication procedures apply.

Reference(s)

3GPP TS 24.608[103], clauses 4.2.1 and 4.9.1.

15.4.3
Test purpose

1)
To verify that the UE can request activation of Terminating Identification Restriction with a correctly composed HTTP PUT request; and

2)
To verify that the UE can request deactivation of Terminating Identification Restriction; and

3)
To verify that the UE can authenticate its HTTP requests by including a correctly composed Authorization header with credentials of the user to the request. The UE may either include the Authorization header to its initial request or when sending the request again after receiving 401 response from SS.

15.4.4
Method of test
Initial conditions

UE contains either ISIM and USIM applications or only USIM application on UICC. UE is configured with the name of the XCAP root directory on the XCAP server and the user's directory name. If needed the UE is also configured with the HTTP Digest password to be used for XCAP. UE has activated a PDP context with SS.

SS is configured with the HTTP Digest password for XCAP or shared secret key of IMS AKA algorithm, related to the IMS private user identity (IMPI) configured on the UICC card equipped into the UE.

If the UE uses GAA as XCAP authentication scheme, GAA bootstrapping exchange has been performed.

Related ICS/IXIT Statement(s)
Support for MTSI
(Yes/No)

Support for initiating a session
(Yes/No)

IMS security
(Yes/No)

GIBA
(Yes/No)

Support for Terminating Identification Restriction
(Yes/No)

GAA XCAP authentication
(Yes/No)

HTTP Digest XCAP authentication

(Yes/No)

Test procedure

1)
Activation of Terminating Identification Restriction is triggered at the UE. 

2)
UE and SS exchange a sequence of HTTP requests and responses. In this sequence UE may query the contents of the simservs document or selected parts of it. The UE shall authenticate itself and activate the service.

3)
Deactivation of Terminating Identification Restriction is triggered at the UE. 

4)
UE and SS exchange a sequence of HTTP requests and responses. In this sequence UE may query the contents of the simservs document or selected parts of it. The UE shall authenticate itself and deactivate the Terminating Identification Restriction.

15.4.5
Test requirements

SS must check that all the HTTP requests sent by the UE are syntactically correct HTTP 1.1 messages (as specified in RFC 2616 [69]). SS must also check that the UE can authenticate itself correctly with the authentication scheme that the UE supports :

-
HTTP Digest authentication.

-
GAA based authentication as specified in 33.222 and 24.109.

If the UE supports HTTP Digest XCAP authentication, SS must check that the UE provides correct credentials for the user within Authorization header (as specified in RFC 2617 [16] or RFC 3310 [17]). If the UE, which supports HTTP Digest for XCAP, does not provide the credentials and a valid nonce within its initial request the SS shall challenge the UE by sending 401 response to it.

SS must check that in all the HTTP requests sent by the UE the XCAP URI (which appears in the Request Line of the HTTP request as specified in RFC 4825 [70]) refers correctly to the simservs document. In such XCAP URI the document selector consists of the following path segments (separated by a slash) in this order:

-
Configured XCAP root URI

-
simservs.ngn.etsi.org
-
users
-
any IMPU within the set of IMPUs on ISIM
-
simservs.xml
The node selector of the XCAP URI must identify a valid part of a simservs document or whole document itself.

SS must check that within the steps 2 and 4 the UE sends one syntactically XML Common Policy Markup Language body (as specified in the XML schema within RFC 4745 [71]) within each HTTP PUT request for simservs document to activate and deactivate the Terminating Identification Restriction. SS must check that the UE indicates the presence of such a XML body in HTTP request by including Content-Type header with value application/simservs+xml.
SS must check that after step 2 the simservs document stored in the SS contains the following pieces of information supplied by the UE:

-
<terminating-identity-presentation-restriction> element with "active" attribute set as "true"

SS must check that after step 4 the simservs document stored in the SS contains the following pieces of information supplied by the UE:

-
<terminating-identity-presentation-restriction> element with "active" attribute being set "false"

15.5
Communication Forwarding unconditional

15.5.1
Definition and applicability
Test to verify that the UE activates and deactivates IMS Multimedia Telephony Communication Forwarding unconditional. This process is described in 3GPP TS 24.604  [106]. The test case is applicable for IMS security or GIBA.
15.5.2
Conformance requirement

Generic requirements for Communication Forwarding can be found from Annexes F1 and F.4..

[TS 24.604, clause 4.2.1.2]:

The CFU service enables a served user to have the network redirect to another user communications which are addressed to the served user's address. The CFU service may operate on all communication, or just those associated with specified services. The served user's ability to originate communications is unaffected by the CFU supplementary service. After the CFU service has been activated, communications are forwarded independent of the status of the served user.

As a service provider option, a subscription option can be provided to enable the served user to receive an indication that the CFU service has been activated. This indication shall be provided when the served user originates a communication if the CFU service has been activated for the served user's address and for the service requested for the communication.

The maximum number of diversions permitted for each communication is a service provider option. The service provider shall define the upper limit of diversions. When counting the number of diversions, all types of diversion are included. 

Reference(s)

3GPP TS 24.604  [106].
15.5.3
Test purpose

1)
To verify that the UE can request activation of Communication unconditional with a correctly composed HTTP PUT request; and

2)
To verify that the UE can request deactivation of Communication Forwarding; and

3)
To verify that the UE can authenticate its HTTP requests by including a correctly composed Authorization header with credentials of the user to the request. The UE may either include the Authorization header to its initial request or when sending the request again after receiving 401 response from SS.

15.5.4
Method of test
Initial conditions

UE contains either ISIM and USIM applications or only USIM application on UICC. UE is configured with the name of the XCAP root directory on the XCAP server and the user's directory name. If needed the UE is also configured with the HTTP Digest password to be used for XCAP. UE has activated a PDP context with SS.

SS is configured with the HTTP Digest password for XCAP or shared secret key of IMS AKA algorithm, related to the IMS private user identity (IMPI) configured on the UICC card equipped into the UE.
If the UE uses GAA as XCAP authentication scheme, GAA bootstrapping exchange has been performed.
Related ICS/IXIT Statement(s)
Support for MTSI
(Yes/No)

Support for initiating a session

(Yes/No)

IMS security (Yes/No)

GIBA
(Yes/No)

Support for Communication Diversion  (Yes/No)
GAA XCAP authentication
(Yes/No)

HTTP Digest XCAP authentication

(Yes/No)

Test procedure

1)
Communication Forwarding is activated on the UE so that the incoming call will be unconditionally forwarded to SIP URI "sip:user@domain.com". 

2)
UE and SS exchange a sequence of HTTP requests and responses. In this sequence UE may query the contents of the simservs document or selected parts of it. The UE shall authenticate itself, add a rule for communication forwarding unconditional to target "sip:user@domain.com" and finally activate the communication forwarding service.

3)
Communication Forwarding is deactivated on the UE. 

4)
UE and SS exchange a sequence of HTTP requests and responses. In this sequence UE may query the contents of the simservs document or selected parts of it. The UE shall authenticate itself and deactivate the communication forwarding. The UE may also delete any rules for communication forwarding.

15.5.5
Test requirements

SS must check that all the HTTP requests sent by the UE are syntactically correct HTTP 1.1 messages (as specified in RFC 2616 [69]). SS must also check that the UE can authenticate itself correctly with the authentication scheme it supports:

-
HTTP Digest authentication

-
GAA based authentication as specified in 33.222 and 24.109. 
If the UE supports HTTP Digest authentication for XCAP, SS must check that the UE provides correct credentials for the user within Authorization header (as specified in RFC 2617 [16] or RFC 3310 [17]). If the UE, which supports HTTP Digest for XCAP, does not provide the credentials and a valid nonce within its initial request the SS shall challenge the UE by sending 401 response to it.

SS must check that in all the HTTP requests sent by the UE the XCAP URI (which appears in the Request Line of the HTTP request as specified in RFC 4825 [70]) refers correctly to the simservs document. In such XCAP URI the document selector consists of the following path segments (separated by a slash) in this order:

-
Configured XCAP root URI

-
simservs.ngn.etsi.org
-
users
-
any IMPU within the set of IMPUs on ISIM
-
simservs.xml
The node selector of the XCAP URI must identify a valid part of a simservs document or whole document itself.

SS must check that within the steps 2 and 4 the UE sends one syntactically XML Common Policy Markup Language body (as specified in the XML schema within RFC 4745 [71]) within each HTTP PUT request for simservs document to activate and deactivate the Communication Forwarding unconditional to target user "sip:user@domain.com". SS must check that the UE indicates the presence of such a XML body in HTTP request by including Content-Type header with value application/simservs+xml.
SS must check that after step 2 the simservs document stored in the SS contains the following pieces of information supplied by the UE:

-
<communication-diversion> element with "active" attribute set as "true"

-
within <cp:ruleset> one <cp:rule> element for communication forwarding as follows:

-
<cp:conditions> element missing or empty as forwarding is supposed to be unconditional

-
<cp:actions> element containing <forward-to> element containing <target> element

-
value of target address to be "sip:user@domain.com"
SS must check that after step 4 the simservs document stored in the SS contains the following pieces of information supplied by the UE:

-
<communication-diversion> element with "active" attribute being set "false"

15.6
Communication Deflection 

15.6.1
Definition and applicability

Test to verify that the MT UE correctly performs MTSI Communication Deflection. This process is described in 3GPP TS 24.173 [65] and TS 24.604  [106]. The test case is applicable for IMS security or GIBA.
15.6.2
Conformance requirement

[TS 24.604, clause 4.2.1.6]:

The CD service enables the served user to respond to an incoming communication by requesting redirection of that communication to another user. The CD service can only be invoked before the connection is established by the served user, i.e. in response to the offered communication (before ringing), i.e. CD Immediate, or during the period that the served user is being informed of the communication (during ringing). The served user's ability to originate communications is unaffected by the CD supplementary service.

The maximum number of diversions permitted for each communication is a network provider option. The network provider shall define the upper limit of diversions. When counting the number of diversions, all types of diversion are included.

Reference(s)

3GPP TS 24.604  [106] clause 4.2.1
15.6.3
Test purpose

1) To verify that the UE correctly returns 302 when initiating MTSI Communication Deflection
15.6.4
Method of test
Initial conditions

UE contains either SIM application  (GIBA), ISIM and USIM applications or only USIM application on UICC. UE has activated a PDP context, discovered P-CSCF and registered to IMS services, by executing the generic test procedure in Annex C.2 or C.2a (GIBA only) up to the last step. UE is configured to deflect incoming sessions so that the session should be diverted to "sip:user@company.com".

SS is configured with the shared secret key of IMS AKA algorithm, related to the IMS private user identity (IMPI) configured on the UICC card equipped into the UE. SS has performed AKAv1-MD5 authentication with the UE and accepted the registration (IMS security).

Related ICS/IXIT Statement(s)

IMS security (Yes/No)

GIBA (Yes/No)
Support for MTSI
(Yes/No)

Support for initiating a session (Yes/No)

Support for speech (Yes/No)

Support for Communication Diversion  (Yes/No)
Test procedure

1)
SS sends an INVITE request to the UE.

2)
SS may receive 100 Trying from the UE.
3)
SS receives 302 Moved Temporarily from the UE.

4)
SS send an ACK to the UE

Expected sequence

	Step
	Direction
	Message
	Comment

	
	UE
	SS
	
	

	1
	(
	INVITE
	SS sends INVITE with the first SDP offer.

	2
	(
	100 Trying
	(Optional) The UE responds with a 100 Trying provisional response.

	3
	(
	302 Moved Temporarily
	The UE responds to INVITE with 302 Moved Temporarily

	4
	(
	ACK
	The SS acknowledges the receipt of 200 OK for INVITE.


NOTE:
The default messages contents in annex A are used with condition “IMS security “ or “GIBA”  when applicable

Specific Message Contents

INVITE (Step 1)

Use the default message "INVITE for MT Call" in annex A.2.9, with the following exceptions:

	Header/param
	Value/Remark

	Supported
	

	    option-tag
	precondition

	Message-body
	The following SDP types and values.

Session description:

· v=0
· o= - 1111111111 1111111111 IN (addrtype) (unicast-address for SS)

· s=IMS conformance test
· b=AS:30
Time description:

· t=0 0
Media description:
· m=audio (transport port) RTP/AVPF 99
· c= IN (addrtype) (connection-address for SS)

· b=AS:30
Attributes for media: 

· a=rtpmap:99 AMR/8000/1 
· a=fmtp:99 mode-change-capability=2; max-red=220 

· a=ptime:20
· a=maxptime:240
Attributes for preconditions:

· a=curr:qos local sendrecv
· a=curr:qos remote none
· a=des:qos mandatory local sendrecv
· a=des:qos optional remote sendrecv



100 Trying for INVITE (Step 2)

Use the default message “100 Trying for INVITE” in annex A.2.2

302 Moved Temporarily (Step 3)

Use the default message “302 Moved Temporarily” in annex A.4.5
ACK (Step 4)

Use the default message “ACK” in annex A.2.7 
15.6.5
Test requirements

The UE shall send requests and responses as described in clause 15.6.4

15.7
Communication Forwarding on non Reply: activation

15.7.1
Definition and applicability
Test to verify that the UE activates and deactivates IMS Multimedia Telephony Communication Forwarding for the case when user does not answer to the phone. This process is described in 3GPP TS 24.604  [106]. The test case is applicable for IMS security or GIBA.
15.7.2
Conformance requirement

Generic requirements for Communication Forwarding can be found from Annexes F1 and F.4..

[TS 24.604, clause 4.2.1.4]:

The CFNR service enables a served user to have the network redirect to another user communications which are addressed to the served user's address, and for which the connection is not established within a defined period of time. The CFNR service may operate on all communications, or just those associated with specified services. The served user's ability to originate communications is unaffected by the CFNR supplementary service.

The CFNR service can only be invoked by the network after the communication has been offered to the served user and an indication that the called user is being informed of the communication has been received.

As a service provider option, a subscription option can be provided to enable the served user to receive an indication that the CFNR service has been activated. This indication shall be provided when the served user originates a communication if the CFNR service has been activated for the served user's address and for the service requested for the communication.

The maximum number of diversions permitted for each communication is a service provider option. The service provider shall define the upper limit of diversions. When counting the number of diversions, all types of diversion are included.

Reference(s)

3GPP TS 24.604  [106]
15.7.3
Test purpose

1)
To verify that the UE can request activation of Communication Forwarding (when the called user does not answer) with a correctly composed HTTP PUT request; and

2)
To verify that the UE can request deactivation of Communication Forwarding; and

3)
To verify that the UE can authenticate its HTTP requests by including a correctly composed Authorization header with credentials of the user to the request. The UE may either include the Authorization header to its initial request or when sending the request again after receiving 401 response from SS.

15.7.4
Method of test
Initial conditions

UE contains either ISIM and USIM applications or only USIM application on UICC. UE is configured with the name of the XCAP root directory on the XCAP server and the user's directory name. If needed the UE is also configured with the HTTP Digest password to be used for XCAP. UE has activated a PDP context with SS.

SS is configured with the HTTP Digest password for XCAP or shared secret key of IMS AKA algorithm, related to the IMS private user identity (IMPI) configured on the UICC card equipped into the UE.

If the UE uses GAA as XCAP authentication scheme, GAA bootstrapping exchange has been performed.

Related ICS/IXIT Statement(s)
Support for MTSI
(Yes/No)

Support for initiating a session

(Yes/No)

IMS security (Yes/No)

GIBA
(Yes/No)

Support for Communication Diversion  (Yes/No)
Support for no reply timer setting
(Yes/No)

GAA XCAP authentication
(Yes/No)

HTTP Digest XCAP authentication

(Yes/No)

Test procedure

1)
Communication Forwarding is activated on the UE so that when the user does not answer, the incoming call will be forwarded to SIP URI "sip:user@domain.com". If the UE supports no reply timer setting, the value shall be set as 10 seconds. 

2)
UE and SS exchange a sequence of HTTP requests and responses. In this sequence UE may query the contents of the simservs document or selected parts of it. The UE shall authenticate itself, add a rule for communication forwarding due to no-answer to target "sip:user@domain.com" and finally activate the communication forwarding service.

3)
Communication Forwarding is deactivated on the UE. 

4)
UE and SS exchange a sequence of HTTP requests and responses. In this sequence UE may query the contents of the simservs document or selected parts of it. The UE shall authenticate itself and deactivate the communication forwarding. The UE may also delete any rules for communication forwarding.

15.7.5
Test requirements

SS must check that all the HTTP requests sent by the UE are syntactically correct HTTP 1.1 messages (as specified in RFC 2616 [69]). SS must also check that the UE can authenticate itself correctly with the authentication scheme that the UE supports :

-
HTTP Digest authentication

-
GAA based authentication as specified in 33.222 and 24.109.
If the UE supports HTTP Digest authentication for XCAP, SS must check that the UE provides correct credentials for the user within Authorization header (as specified in RFC 2617 [16] or RFC 3310 [17]). If the UE, which supports HTTP Digest for XCAP, does not provide the credentials and a valid nonce within its initial request the SS shall challenge the UE by sending 401 response to it.

SS must check that in all the HTTP requests sent by the UE the XCAP URI (which appears in the Request Line of the HTTP request as specified in RFC 4825 [70]) refers correctly to the simservs document. In such XCAP URI the document selector consists of the following path segments (separated by a slash) in this order:

-
Configured XCAP root URI

-
simservs.ngn.etsi.org
-
users
-
any IMPU within the set of IMPUs on ISIM
-
simservs.xml
The node selector of the XCAP URI must identify a valid part of a simservs document or whole document itself.

SS must check that within the steps 2 and 4 the UE sends one syntactically XML Common Policy Markup Language body (as specified in the XML schema within RFC 4745 [71]) within each HTTP PUT request for simservs document to activate and deactivate the Communication Forwarding No Reply to target user "sip:user@domain.com". SS must check that the UE indicates the presence of such a XML body in HTTP request by including Content-Type header with value application/simservs+xml.. 

SS must check that after step 2 the simservs document stored in the SS contains the following pieces of information supplied by the UE:

-
<communication-diversion> element with "active" attribute set as "true"

-
within <cp:ruleset> one <cp:rule> element for communication forwarding as follows:

-
<cp:conditions> element containing a <no-answer> element

-
<cp:actions> element containing <forward-to> element containing <target> element. Additionally <NoReplyTimer> element shall be included, if the UE supports no reply timer setting.
-
value of target address to be "sip:user@domain.com"-
value of NoReplyTimer (if included) to be 10 seconds
SS must check that after step 4 the simservs document stored in the SS contains the following pieces of information supplied by the UE:

-
<communication-diversion> element with "active" attribute being set "false"

15.8
Communication Forwarding on non reply: MO call initiation

15.8.1
Definition and applicability
Test to verify that the MTSI MO UE correctly handles session setup where call is being forwarded due to no reply. This process is described in 3GPP TS 24.604  [106], clauses 4.2.1, 4.5.2.1 and A.1.3 and 3GPP TS 24.229 [10], clause 9.2.3. The test case is applicable for IMS security or GIBA.
15.8.2
Conformance requirement

[TS 24.604, clause 4.2.1.4]:

The CFNR service enables a served user to have the network redirect to another user communications which are addressed to the served user's address, and for which the connection is not established within a defined period of time. The CFNR service may operate on all communications, or just those associated with specified services. The served user's ability to originate communications is unaffected by the CFNR supplementary service.

The CFNR service can only be invoked by the network after the communication has been offered to the served user and an indication that the called user is being informed of the communication has been received.

[TS 24.604, clause 4.5.2.1]:

When communication diversion has occurred on the served user side and the network option "Originating" user receives notification that his communication has been diverted (forwarded or deflected)" is set to true, the originating UA may receive a 181 (Call is being forwarded) response according to the procedures described in 3GPP TS 24.229 .

The Information given by the History header could be displayed by the UA if it is a UE.

[TS 24.229, clause 9.2.3]:

Since the UE does not know that forking has occurred until a second provisional response arrives, the UE will request the radio/bearer resources as required by the first provisional response. For each subsequent provisional response that may be received, different alternative actions may be performed depending on the requirements in the SDP answer:

-
the UE has sufficient radio/bearer resources to handle the media specified in the SDP of the subsequent provisional response, or

-
the UE must request additional radio/bearer resources to accommodate the media specified in the SDP of the subsequent provisional response.

NOTE 1:
When several forked responses are received, the resources requested by the UE is the "logical OR" of the resources indicated in the multiple responses to avoid allocation of unnecessary resources. The UE does not request more resources than proposed in the original INVITE request.

NOTE 2:
When service-based local policy is applied, the UE receives the same authorization token for all forked requests/responses related to the same SIP session.
When an 199 (Early Dialog Terminated) response for the INVITE request is received for an early dialogue, the UE shall release reserved radio/bearer resources associated with that early dialogue.

When the first final 200 (OK) response for the INVITE request is received for one of the early dialogues, the UE proceeds to set up the SIP session using the radio/bearer resources required for this session. Upon the reception of the first final 200 (OK) response for the INVITE request, the UE shall release all unneeded radio/bearer resources.

GIBA:

NOTE 1:
GIBA does not allow SIP requests to be protected using an IPsec security association because it does not perform a key agreement procedure.

Reference(s)

3GPP TS 24.604  [106], clauses 4.2.1 and 4.5.2.1; 3GPP TS 24.229 [10], clause 9.2.3
15.8.3
Test purpose

1)
To verify that when initiating MO call the UE handles correctly the successive 180 and 181 provisional responses received during call setup.

15.8.4
Method of test
Initial conditions

UE contains either SIM application  (GIBA), ISIM and USIM applications or only USIM application on UICC. UE has activated a PDP context, discovered P-CSCF and registered to IMS services, by executing the generic test procedure in Annex C.2 or C.2a (GIBA only) up to the last step.

SS is configured with the shared secret key of IMS AKA algorithm, related to the IMS private user identity (IMPI) configured on the UICC card equipped into the UE. SS has performed AKAv1-MD5 authentication with the UE and accepted the registration (IMS security).

Related ICS/IXIT Statement(s)
-
Support for initiating a session

(Yes/No)

-
Support for MTSI
(Yes/No)

-
Support for speech
(Yes/No)

-
Support for integration of resource management and SIP (use of preconditions)
(Yes/No)

-
Support for Communication Diversion  (Yes/No)

-
IMS security (Yes/No)

-
GIBA (Yes/No)
Test procedure

1-8) MO voice call is initiated on the UE. The same procedure as in steps 1 - 8 of Annex C.7 is used to negotiate the session parameters with the called UE simulated by the SS.

9)
SS responds to the INVITE with a valid 181 Call Is Being Forwarded response.

10)
SS (now starting to simulate the UE to which call was forwarded) sends another 183 Session in Progress response to the INVITE request. As this response contains an SDP answer it is sent reliably.
11)
SS waits for the UE to send a PRACK request, containing an SDP offer in which the UE tells to have reserved the local resources.

12)
SS responds to the PRACK request with valid 200 OK response. The response contains an SDP answer which tells that SS has reserved its local resources as well.

13)
SS responds to the INVITE request with 180 Ringing response. 

14)
SS responds to the INVITE request with valid 200 OK response.

15)
SS waits for the UE to send an ACK to acknowledge receipt of the 200 OK for INVITE.

16)
Call is released on the UE. SS waits the UE to send a BYE request.

17)
SS responds to the BYE request with valid 200 OK response.
Expected sequence

	Step
	Direction
	Message
	Comment

	
	UE
	SS
	
	

	1-8
	(
	Steps 1-8 as defined in Annex C.7
	The same messages as in steps 1 - 8 of Annex C.7 are used

	9
	(
	181 Call is being forwarded
	SS sends 181 response to indicate that call forwarding has been started as the user did not answer to the phone

	10
	(
	183 Session in Progress
	SS (simulating the phone to which the call was forwarded) responds with 183 Session in Progress containing an SDP answer indicating support for AMR codec and state of the local preconditions. UE will consider this response as forked one since it has different To tag this time compared to step 8.

	11
	(
	PRACK
	UE acknowledges the receipt of 183 response by sending PRACK

	12
	(
	200 OK
	The SS responds PRACK with 200 OK

	13
	(
	180 Ringing
	The SS sends 180 Ringing response to the UE

	14
	(
	200 OK
	The SS responds INVITE with 200 OK to indicate that the virtual remote UE had answered the call

	15
	(
	ACK
	The UE acknowledges the receipt of 200 OK for INVITE

	16
	(
	BYE
	The UE releases the call with BYE

	17
	(
	200 OK
	The SS sends 200 OK for BYE


NOTE:
The default messages contents in annex A are used with condition “IMS security“ or “GIBA” when applicable

Specific Message Contents

181 Call is being forwarded for INVITE (Step 9)

Use the default message “181 Call is being forwarded” in annex A.2.14

183 Session in Progress for INVITE (Step 10)

Use the default message “183 Session in Progress for INVITE” in annex A.2.3 with the following exceptions:

	Header/param
	Value/remark

	To
	

	
tag
	different tag must be used than the one used in steps 3-9 as this response is now from another UE and belongs to another dialog instance. Note that this new tag must be used within the rest of the steps (10-17) in this test case instead of the tag used within steps 3-9.

	Contact
	

	
addr-spec 
	different URI must be used than the one used in step 3 as this is supposed now to represent another UE to which the call is being forwarded. . Note that this new Contact must be used within the rest of the steps (13-14) in this test case.

	Require
	

	
option-tag

	precondition

	Message-body
	SDP body of the 183 response copied from the received INVITE but modified as follows:


- IP address on "o=" and "c=" lines and transport port on "m=" lines changed to indicate to which IP address and port the UE should start sending the media; and

- For speech media, the SS shall indicate only the AMR codec which the UE also supports. For all other media lines (if any) SS shall set the port number as zero in order to reject non-speech streams.

-
the "a=" lines describing the current and desired state of the preconditions, as described in RFC 3312 [31], updated as follows:

a=curr:qos local none
a=curr:qos remote [none or sendrecv]  (*
a=des:qos mandatory local sendrecv
a=des:qos mandatory remote sendrecv 

*) like the UE indicated its local status in the INVITE


PRACK (Step 11)

Use the default message “PRACK” in annex A.2.4. For the contents of the SDP body, see the test requirements.
200 OK for PRACK (Step 12)

Use the default message "200 OK for other requests than REGISTER or SUBSCRIBE" in annex A.3.1 with the following exceptions:

	Header/param
	Value/remark

	Content-Type
	

	
media-type
	application/sdp

	Content-Length
	

	
value
	length of message-body

	Message-body
	SDP body of the 200 response copied from the received PRACK, but modified as follows:


-
IP address on "o=" and "c=" lines and transport port on "m=" lines changed to indicate to which IP address and port the UE should start sending the media; and

- For speech media, the SS shall indicate only the AMR codec which the UE also supports. For all other media lines (if any) SS shall set the port number as zero in order to reject non-speech streams.


-
the "a=" lines describing the current and desired state of the preconditions, as described in RFC 3312 [31], updated as follows:

a=curr:qos local sendrecv
a=curr:qos remote sendrecv
a=des:qos mandatory local sendrecv
a=des:qos mandatory remote sendrecv 




180 Ringing for INVITE (Step 13)

Use the default message “180 Ringing for INVITE” in annex A.2.6 with the following exceptions:

	Header/param
	Value/remark

	Contact
	

	
addr-spec
	Same value as in the 183 response of step 10

	History-Info
	

	
hi-targeted-to-uri
	<sip:user@company.com>

	
hi-index
	1


200 OK for INVITE (Step 14)

Use the default message “200 OK for other requests than REGISTER or SUBSCRIBE” in annex A.3.1 with the following exceptions:

	Header/param
	Value/remark

	Contact
	

	
addr-spec
	Same value as in the 183 response of step 10

	History-Info
	

	
hi-targeted-to-uri
	<sip:user@company.com>

	
hi-index
	1


ACK (Step 15)

Use the default message “ACK” in annex A.2.7.
BYE (Step 16)

Use the default message “BYE” in annex A.2.8.

200 OK for BYE (Step 17)

Use the default message “200 OK for other requests than REGISTER or SUBSCRIBE” in annex A.3.1.
15.8.5
Test requirements

SS must check that if the UE uses IMS security, it sends all the requests over the security associations set up during registration, in accordance to 3GPP TS 24.229 [10], clause 5.1.1.5.1.
Step 11: the UE shall send a PRACK request with the correct content. The UE shall include a SDP body in the PRACK request containing the following lines:

-
All mandatory SDP lines are present; and

-
"o" line shall be the same like in INVITE request, except that the version number shall be increased; and

-
SDP must contain at least as many media description lines as the SDP in the INVITE contained; and

-
four "a=" lines describing the current and desired state of the preconditions, as described in RFC 3312 [31]. At this stage of the call setup the lines shall be as follows:
a=curr:qos local sendrecv
a=curr:qos remote none
a=des:qos mandatory local sendrecv
a=des:qos optional remote sendrecv
These four "a=" lines may appear in any order.

-
as the UE has met its local preconditions the a=inactive line must be replaced with a=sendrecv line.

15.9
Communication Forwarding on Busy

15.9.1
Definition and applicability
Test to verify that the UE activates and deactivates IMS Multimedia Telephony Communication Forwarding for the case when user is busy. This process is described in 3GPP TS 24.604  [106]. The test case is applicable for IMS security or GIBA.
15.9.2
Conformance requirement

Generic requirements for Communication Forwarding can be found from Annexes F.1 and F.4.

[TS 24.604, clause 4.2.1.3]:

The CFB service enables a served user to have the network redirect to another user communications which are addressed to the served user's address and meet busy. The CFB service may operate on all communications, or just those associated with specified services. The served user's ability to originate communications is unaffected by the CFB supplementary service.

As a service provider option, a subscription option can be provided to enable the served user to receive an indication that the CFB service has been activated. This indication shall be provided when the served user originates a communication if the CFB service has been activated for the served user's address and for the service requested for the communication.

The maximum number of diversions permitted for each communication is a service provider option. The service provider shall define the upper limit of diversions. When counting the number of diversions, all types of diversion are included.

Reference(s)

3GPP TS 24.604  [106]
15.9.3
Test purpose

1)
To verify that the UE can request activation of Communication Forwarding (when the called user is busy) with a correctly composed HTTP PUT request; and

2)
To verify that the UE can request deactivation of Communication Forwarding; and

3)
To verify that the UE can authenticate its HTTP requests by including a correctly composed Authorization header with credentials of the user to the request. The UE may either include the Authorization header to its initial request or when sending the request again after receiving 401 response from SS.

15.9.4
Method of test
Initial conditions

UE contains either ISIM and USIM applications or only USIM application on UICC. UE is configured with the name of the XCAP root directory on the XCAP server and the user's directory name. If needed the UE is also configured with the HTTP Digest password to be used for XCAP. UE has activated a PDP context with SS.

SS is configured with the HTTP Digest password for XCAP or shared secret key of IMS AKA algorithm, related to the IMS private user identity (IMPI) configured on the UICC card equipped into the UE.

If the UE uses GAA as XCAP authentication scheme, GAA bootstrapping exchange has been performed.

Related ICS/IXIT Statement(s)
Support for MTSI
(Yes/No)

Support for initiating a session

(Yes/No)

IMS security (Yes/No)

GIBA
(Yes/No)

Support for Communication Diversion  (Yes/No)

GAA XCAP authentication
(Yes/No)

HTTP Digest XCAP authentication

(Yes/No)

Test procedure

1)
Communication Forwarding is activated on the UE so that when the user is busy, the incoming call will be forwarded to SIP URI "sip:user@domain.com". 

2)
UE and SS exchange a sequence of HTTP requests and responses. In this sequence UE may query the contents of the simservs document or selected parts of it. The UE shall authenticate itself, add a rule for communication forwarding due to busy to target "sip:user@domain.com" and finally activate the communication forwarding service.

3)
Communication Forwarding is deactivated on the UE. 

4)
UE and SS exchange a sequence of HTTP requests and responses. In this sequence UE may query the contents of the simservs document or selected parts of it. The UE shall authenticate itself and deactivate the communication forwarding. The UE may also delete any rules for communication forwarding.

15.9.5
Test requirements

SS must check that all the HTTP requests sent by the UE are syntactically correct HTTP 1.1 messages (as specified in RFC 2616 [69]). SS must also check that the UE can authenticate itself correctly with the authentication scheme that the UE supports:

-
HTTP Digest authentication

-
GAA based authentication as specified in 33.222 and 24.109. 

If the UE supports HTTP Digest authentication for XCAP, SS must check that the UE provides correct credentials for the user within Authorization header (as specified in RFC 2617 [16] or RFC 3310 [17]). If the UE, which supports HTTP Digest for XCAP, does not provide the credentials and a valid nonce within its initial request the SS shall challenge the UE by sending 401 response to it.

SS must check that in all the HTTP requests sent by the UE the XCAP URI (which appears in the Request Line of the HTTP request as specified in RFC 4825 [70]) refers correctly to the simservs document. In such XCAP URI the document selector consists of the following path segments (separated by a slash) in this order:

-
Configured XCAP root URI

-
simservs.ngn.etsi.org
-
users
-
any IMPU within the set of IMPUs on ISIM
-
simservs.xml
The node selector of the XCAP URI must identify a valid part of a simservs document or whole document itself.

SS must check that within the steps 2 and 4 the UE sends one syntactically XML Common Policy Markup Language body (as specified in the XML schema within RFC 4745 [71]) within each HTTP PUT request for simservs document to activate and deactivate the Communication Forwarding on Busy to target user "sip:user@domain.com". SS must check that the UE indicates the presence of such a XML body in HTTP request by including Content-Type header with value application/simservs+xml.. 

SS must check that after step 2 the simservs document stored in the SS contains the following pieces of information supplied by the UE:

-
<communication-diversion> element with "active" attribute set as "true"

-
within <cp:ruleset> one <cp:rule> element for communication forwarding as follows:

-
<cp:conditions> element containing a <busy> element

-
<cp:actions> element containing <forward-to> element containing <target> element

-
value of target address to be "sip:user@domain.com"
SS must check that after step 4 the simservs document stored in the SS contains the following pieces of information supplied by the UE:

-
<communication-diversion> element with "active" attribute being set "false"

15.10
Communication Forwarding on Not logged-in

15.10.1
Definition and applicability
Test to verify that the UE activates and deactivates IMS Multimedia Telephony Communication Forwarding for the case when user is not registered to IMS service. This process is described in 3GPP TS 24.604  [106]. The test case is applicable for IMS security or GIBA.
15.10.2
Conformance requirement

Generic requirements for Communication Forwarding can be found from Annexes F.1 and F.4.

[TS 24.604, clause 4.2.1.7]:

The Communication Forwarding on Not Logged-in (CFNL) service enables a served user to redirect incoming communications which are addressed to the served user's address, to another user (forwarded-to address) in case the served user is not registered (logged-in). The CFNL service may operate on all communications, or just those associated with specified basic services. 

As a service provider option, a subscription option can be provided to enable the served user to receive an indication that the CFNL service has been activated. This indication shall be provided when the served user logs out according to procedures described in RFC 3261

The maximum number of diversions permitted for each communication is a service provider option. The service provider shall define the upper limit of diversions. When counting the number of diversions, all types of diversion are included.

Reference(s)

3GPP TS 24.604  [106]
15.10.3
Test purpose

1)
To verify that the UE can request activation of Communication Forwarding (when the called user is not logged in) with a correctly composed HTTP PUT request; and

2)
To verify that the UE can request deactivation of Communication Forwarding; and

3)
To verify that the UE can authenticate its HTTP requests by including a correctly composed Authorization header with credentials of the user to the request. The UE may either include the Authorization header to its initial request or when sending the request again after receiving 401 response from SS.

15.10.4
Method of test
Initial conditions

UE contains either ISIM and USIM applications or only USIM application on UICC. UE is configured with the name of the XCAP root directory on the XCAP server and the user's directory name. If needed the UE is also configured with the HTTP Digest password to be used for XCAP. UE has activated a PDP context with SS.

SS is configured with the HTTP Digest password for XCAP or shared secret key of IMS AKA algorithm, related to the IMS private user identity (IMPI) configured on the UICC card equipped into the UE.

If the UE uses GAA as XCAP authentication scheme, GAA bootstrapping exchange has been performed.

Related ICS/IXIT Statement(s)
Support for MTSI
(Yes/No)

Support for initiating a session

(Yes/No)

IMS security (Yes/No)

GIBA
(Yes/No)

Support for Communication Diversion  (Yes/No)

GAA XCAP authentication
(Yes/No)

HTTP Digest XCAP authentication

(Yes/No)

Test procedure

1)
Communication Forwarding is activated on the UE so that when the user is not logged into IMS, the incoming call will be forwarded to SIP URI "sip:user@domain.com". 

2)
UE and SS exchange a sequence of HTTP requests and responses. In this sequence UE may query the contents of the simservs document or selected parts of it. The UE shall authenticate itself, add a rule for communication forwarding due to not-registered to target "sip:user@domain.com" and finally activate the communication forwarding service.

3)
Communication Forwarding is deactivated on the UE. 

4)
UE and SS exchange a sequence of HTTP requests and responses. In this sequence UE may query the contents of the simservs document or selected parts of it. The UE shall authenticate itself and deactivate the communication forwarding. The UE may also delete any rules for communication forwarding.

15.10.5
Test requirements

SS must check that all the HTTP requests sent by the UE are syntactically correct HTTP 1.1 messages (as specified in RFC 2616 [69]). SS must also check that the UE can authenticate itself correctly with the authentication scheme that the UE supports:

-
HTTP Digest authentication

-
GAA based authentication as specified in 33.222 and 24.109. 

If the UE supports HTTP Digest authentication for XCAP, SS must check that the UE provides correct credentials for the user within Authorization header (as specified in RFC 2617 [16] or RFC 3310 [17]). If the UE, which supports HTTP Digest for XCAP, does not provide the credentials and a valid nonce within its initial request the SS shall challenge the UE by sending 401 response to it.

SS must check that in all the HTTP requests sent by the UE the XCAP URI (which appears in the Request Line of the HTTP request as specified in RFC 4825 [70]) refers correctly to the simservs document. In such XCAP URI the document selector consists of the following path segments (separated by a slash) in this order:

-
Configured XCAP root URI

-
simservs.ngn.etsi.org
-
users
-
any IMPU within the set of IMPUs on ISIM
-
simservs.xml
The node selector of the XCAP URI must identify a valid part of a simservs document or whole document itself.

SS must check that within the steps 2 and 4 the UE sends one syntactically XML Common Policy Markup Language body (as specified in the XML schema within RFC 4745 [71]) within each HTTP PUT request for simservs document to activate and deactivate the Communication Forwarding Not Logged-in to target user "sip:user@domain.com". SS must check that the UE indicates the presence of such a XML body in HTTP request by including Content-Type header with value application/simservs+xml.. 

SS must check that after step 2 the simservs document stored in the SS contains the following pieces of information supplied by the UE:

-
<communication-diversion> element with "active" attribute set as "true"

-
within <cp:ruleset> one <cp:rule> element for communication forwarding as follows:

-
<cp:conditions> element containing a <not-registered> element

-
<cp:actions> element containing <forward-to> element containing <target> element

-
value of target address to be "sip:user@domain.com"
SS must check that after step 4 the simservs document stored in the SS contains the following pieces of information supplied by the UE:

-
<communication-diversion> element with "active" attribute being set "false"

15.10a
Communication Forwarding on Not reachable

15.10a.1
Definition and applicability
Test to verify that the UE activates and deactivates IMS Multimedia Telephony Communication Forwarding for the case when user is not reachable. This process is described in 3GPP TS 24.604  [106]. The test case is applicable for IMS security or GIBA.
15.10a.2
Conformance requirement

Generic requirements for Communication Forwarding can be found from Annexes F.1 and F.4.

[TS 24.604]:

Communication Forwarding on Subscriber Not Reachable (CFNRc)

The CFNRc service enables an user to have the network redirect all incoming communications, when the user is not reachable (e.g. there is no IP connectivity to the user's terminal), to another user. The CFNRc service may operate on all communications, or just those associated with specified services. The user's ability to originate communications is unaffected by the CFNRc simulation service.

As a service provider option, a subscription option can be provided to enable the user to receive an indication that the CFNRc service has been activated. This indication may be provided when the user originates a communication if the CFNRc service has been activated for the user and for the service requested for the communication.

The maximum number of diversions permitted for each communication is a service provider option. The service provider shall define the upper limit of diversions. When counting the number of diversions, all types of diversion are included.

Reference(s)

3GPP TS 24.604  [106]
15.10a.3
Test purpose

1)
To verify that the UE can request activation of Communication Forwarding (when the called user is not reachable) with a correctly composed HTTP PUT request; and

2)
To verify that the UE can request deactivation of Communication Forwarding; and

3)
To verify that the UE can authenticate its HTTP requests by including a correctly composed Authorization header with credentials of the user to the request. The UE may either include the Authorization header to its initial request or when sending the request again after receiving 401 response from SS.

15.10a.4
Method of test
Initial conditions

UE contains either ISIM and USIM applications or only USIM application on UICC. UE is configured with the name of the XCAP root directory on the XCAP server and the user's directory name. If needed the UE is also configured with the HTTP Digest password to be used for XCAP. UE has activated a PDP context with SS.

SS is configured with the HTTP Digest password for XCAP or shared secret key of IMS AKA algorithm, related to the IMS private user identity (IMPI) configured on the UICC card equipped into the UE.

If the UE uses GAA as XCAP authentication scheme, GAA bootstrapping exchange has been performed.

Related ICS/IXIT Statement(s)
Support for MTSI
(Yes/No)

Support for initiating a session

(Yes/No)

IMS security (Yes/No)

GIBA
(Yes/No)

Support for Communication Diversion  (Yes/No)

GAA XCAP authentication
(Yes/No)

HTTP Digest XCAP authentication

(Yes/No)

Test procedure

1)
Communication Forwarding is activated on the UE so that when the user is not reachable, the incoming call will be forwarded to SIP URI "sip:user@domain.com". 

2)
UE and SS exchange a sequence of HTTP requests and responses. In this sequence UE may query the contents of the simservs document or selected parts of it. The UE shall authenticate itself, add a rule for communication forwarding due to not-reachable to target "sip:user@domain.com" and finally activate the communication forwarding service.

3)
Communication Forwarding is deactivated on the UE. 

4)
UE and SS exchange a sequence of HTTP requests and responses. In this sequence UE may query the contents of the simservs document or selected parts of it. The UE shall authenticate itself and deactivate the communication forwarding. The UE may also delete any rules for communication forwarding.

15.10a.5
Test requirements

SS must check that all the HTTP requests sent by the UE are syntactically correct HTTP 1.1 messages (as specified in RFC 2616 [69]). SS must also check that the UE can authenticate itself correctly with the authentication scheme that the UE supports:

-
HTTP Digest authentication

-
GAA based authentication as specified in 33.222 and 24.109. 

If the UE supports HTTP Digest authentication for XCAP, SS must check that the UE provides correct credentials for the user within Authorization header (as specified in RFC 2617 [16] or RFC 3310 [17]). If the UE, which supports HTTP Digest for XCAP, does not provide the credentials and a valid nonce within its initial request the SS shall challenge the UE by sending 401 response to it.

SS must check that in all the HTTP requests sent by the UE the XCAP URI (which appears in the Request Line of the HTTP request as specified in RFC 4825 [70]) refers correctly to the simservs document. In such XCAP URI the document selector consists of the following path segments (separated by a slash) in this order:

-
Configured XCAP root URI

-
simservs.ngn.etsi.org
-
users
-
any IMPU within the set of IMPUs on ISIM
-
simservs.xml
The node selector of the XCAP URI must identify a valid part of a simservs document or whole document itself.

SS must check that within the steps 2 and 4 the UE sends one syntactically XML Common Policy Markup Language body (as specified in the XML schema within RFC 4745 [71]) within each HTTP PUT request for simservs document to activate and deactivate the Communication Forwarding Not Reachable to target user "sip:user@domain.com". SS must check that the UE indicates the presence of such a XML body in HTTP request by including Content-Type header with value application/simservs+xml.. 

SS must check that after step 2 the simservs document stored in the SS contains the following pieces of information supplied by the UE:

-
<communication-diversion> element with "active" attribute set as "true"

-
within <cp:ruleset> one <cp:rule> element for communication forwarding as follows:

-
<cp:conditions> element containing a <not-reachable> element

-
<cp:actions> element containing <forward-to> element containing <target> element

-
value of target address to be "sip:user@domain.com"
SS must check that after step 4 the simservs document stored in the SS contains the following pieces of information supplied by the UE:

-
<communication-diversion> element with "active" attribute being set "false".

15.11
MO Call Hold without announcement

15.11.1
Definition and applicability
Test to verify that the UE correctly performs IMS mobile originated call hold and resume. This process is described in 3GPP TS 24.610  [108], The test case is applicable for IMS security or GIBA.
15.11.2
Conformance requirement
[TS 24.610 clause 4.5.2.1]:
In addition to the application of procedures according to 3GPP TS 24.229, the following procedures shall be applied at the invoking UE in accordance with RFC 3264.

If individual media streams are affected, the invoking UE shall generate a new SDP offer where:

-
for each media stream that is to be held, the SDP offer that contains:

-
an "inactive" SDP attribute if the stream was previously set to "recvonly" media stream; or

-
a "sendonly" SDP attribute if the stream was previously set to "sendrecv" media stream;

-
for each media stream that is to be resumed, the SDP offer contains:

-
a "recvonly" SDP attribute if the stream was previously an inactive media stream; or

-
a "sendrecv" SDP attribute if the stream was previously a sendonly media stream, or the attribute may be omitted, since sendrecv is the default; or

-
for each media stream that is unaffected, the media parameters in the SDP offer remain unchanged from the previous SDP offer.

If all the media streams are to be held, the invoking UE shall generate an SDP offer containing a session level direction attribute, or separate media level direction attributes, in the SDP that is set to:

-
"inactive" if the streams were previously set to "recvonly" media streams; or

-
"sendonly" if the streams were previously set to "sendrecv" media streams; or

If all the media streams that shall be resumed, the invoking UE shall generate a session level direction attribute, or separate media level direction attributes, in the SDP that is set to:

-
"recvonly" if the streams were previously inactive media streams; or

-
"sendrecv" if the streams were previously sendonly media streams, or the attribute may be omitted, since sendrecv is the default.

Then the UE shall send the generated SDP offer in a re-INVITE request (or UPDATE request) to the remote UE.

[TS 26.114 clause 7.3.1]:

RTCP packets should be sent for all types of multimedia sessions to enable synchronization with other RTP transported media, remote end-point aliveness information, monitoring of the transmission quality, and carriage of feedback messages such as TMMBR for video and RTCP APP for speech. Point-to-point speech only sessions may not require these functionalities and may therefore turn off RTCP by setting the SDP bandwidth modifiers (RR and RS) to zero. When RTCP is turned off (for point-to-point speech only sessions) and the media is put on hold, the MTSI client should re-negotiate the RTCP bandwidth with SDP bandwidth modifiers values greater than zero, and send RTCP packets to the other end. This allows the remote end to detect link aliveness during hold. When media is resumed, the resuming MTSI client should turn off the RTCP sending again through a re-negotiation of the RTCP bandwidth with SDP bandwidth modifiers equal to zero.

[TS 24.229 clause 6.1.1]:

If the media line in the SDP indicates the usage of RTP/RTCP, and if the UE is configured to request an RTCP bandwidth level for the session is different than the default RTCP bandwidth as specified in RFC 3556, then in addition to the "AS" bandwidth modifier in the media-level "b=" line, the UE shall include two media-level "b=" lines, one with the "RS" bandwidth modifier and the other with the "RR" bandwidth modifier as described in RFC 3556 to specify the required bandwidth allocation for RTCP. The bandwidth-value in the b=RS: and b=RR: lines may include transport overhead as described in subclause 6.1 of RFC 3890.

For other media streams the "b=" media descriptor may be included. The value or absence of the "b=" parameter will affect the assigned QoS which is defined in or 3GPP 29.213.

NOTE 1:
In a two-party session where both participants are active, the RTCP receiver reports are not sent, therefore, the RR bandwidth modifier will typically get the value of zero.

Reference(s)

3GPP TS 24.610  [108], 3GPP TS 24.229 [10]
15.11.3
Test purpose

1)
To verify that the invoking UE puts the call to hold with a correct exchange of  SIP/SDP protocol signalling messages; and

2)
To verify that the invoking UE is able to resume the call with a correct exchange of  SIP/SDP protocol signalling messages.
15.11.4
Method of test
Initial conditions

UE contains either ISIM and USIM applications or only USIM application on UICC. UE has activated a PDP context, discovered P-CSCF, registered to IMS services and set up the MO call, by executing the generic test procedure in Annex C.2 or C.2a (GIBA only) up to the last step and thereafter executing the generic test procedure in Annex C.7 up to its last step.

SS is configured with the shared secret key of IMS AKA algorithm, related to the IMS private user identity (IMPI) configured on the UICC card equipped into the UE. SS has performed AKAv1-MD5 authentication with the UE and accepted the registration and MO call.

Related ICS/IXIT Statement(s)
Support for initiating a session

(Yes/No) 

Support for MTSI
(Yes/No)

Support for speech
(Yes/No)

Support for integration of resource management and SIP (use of preconditions)
(Yes/No)

Support for Communication Hold
(Yes/No)
Support for sending RTCP while call is being hold
(Yes/No)

Support for suppressing RTCP during the active two-way voice sessions
(Yes/No)
IMS security (Yes/No)

GIBA (Yes/No)
Test procedure

1)
Call hold is initiated on the UE. SS waits the UE to send an INVITE or UPDATE request with a SDP offer

2)
If UE sent an INVITE request in step 1, SS responds to the it with a 100 Trying response. No such response is sent for UPDATE.

3)
SS responds to the INVITE or UPDATE request with valid 200 OK response.

4)
If UE sent an INVITE in step 1 SS waits for the UE to send an ACK to acknowledge receipt of the 200 OK for INVITE.

5)
Call resume is initiated on the UE. SS waits the UE to send an INVITE or UPDATE request with a SDP offer

6)
If UE sent an INVITE request in step 5, SS responds to the it with a 100 Trying response. No such response is sent for UPDATE.

7)
SS responds to the INVITE or UPDATE request with valid 200 OK response.

8)
If UE sent an INVITE in step 5 SS waits for the UE to send an ACK to acknowledge receipt of the 200 OK for INVITE.

9)
Call is released on the UE. SS waits the UE to send a BYE request.

10)
SS responds to the BYE request with valid 200 OK response.
Expected sequence

	Step
	Direction
	Message
	Comment

	
	UE
	SS
	
	

	1
	(
	INVITE or UPDATE
	UE sends INVITE or UPDATE with a SDP offer indicating all medias either as inactive or sendonly

	2
	(
	100 Trying
	Optional: The SS responds to the INVITE with a 100 Trying provisional response

	3
	(
	200 OK
	The SS responds INVITE or UPDATE with 200 OK to indicate that the remote UE is no more sending any media

	4
	(
	ACK
	Optional: If  the UE sent INVITE in step 1 then UE acknowledges the receipt of 200 OK for INVITE

	5
	(
	INVITE or UPDATE
	UE sends INVITE or UPDATE with a SDP offer indicating all medias either as recvonly or sendrecv

	6
	(
	100 Trying
	Optional: The SS responds to the INVITE with a 100 Trying provisional response

	7
	(
	200 OK
	The SS responds INVITE or UPDATE with 200 OK to indicate that the remote UE can again send media

	8
	(
	ACK
	Optional: If  the UE sent INVITE in step 5 then UE acknowledges the receipt of 200 OK for INVITE

	9
	(
	BYE
	The UE releases the call with BYE

	10
	(
	200 OK
	The SS sends 200 OK for BYE


Specific Message Contents

INVITE or UPDATE (Step 1)

Use the default message “INVITE for MO call setup” in annex A.2.1 or “UPDATE” in annex A.2.5.
For the contents of the SDP body see test requirement details.
100 Trying for INVITE (Step 2) optional step used when UE sent INVITE in step 1

Use the default message “100 Trying for INVITE” in annex A.2.2.
200 OK for INVITE or UPDATE (Step 3)

Use the default message “200 OK for other requests than REGISTER or SUBSCRIBE” in annex A.3.1 with the following exceptions:

	Header/param
	Value/remark

	Message-body
	SDP body of the 200 OK response copied from the received INVITE or UPDATE but modified as follows:


- IP address on "o=" and "c=" lines and transport port on "m=" lines changed to indicate to which IP address and port the UE should send the media; and

- every "sendonly" directionality attribute inverted to "recvonly"


ACK (Step 4) optional step used when UE sent INVITE in step 1

Use the default message “ACK” in annex A.2.7.

INVITE or UPDATE (Step 5)

Use the default message “INVITE for MO call setup” in annex A.2.1 or “UPDATE” in annex A.2.5.
For the contents of the SDP body see test requirement details.
100 Trying for INVITE (Step 6) optional step used when UE sent INVITE in step 5

Use the default message “100 Trying for INVITE” in annex A.2.2.
200 OK for INVITE or UPDATE (Step 7)

Use the default message “200 OK for other requests than REGISTER or SUBSCRIBE” in annex A.3.1 with the following exceptions:

	Header/param
	Value/remark

	Message-body
	SDP body of the 200 OK response copied from the received INVITE or UPDATE but modified as follows:


- IP address on "o=" and "c=" lines and transport port on "m=" lines changed to indicate to which IP address and port the UE should send the media; and

- every "sendonly" directionality attribute inverted to "recvonly"


ACK (Step 8) optional step used when UE sent INVITE in step 5

Use the default message “ACK” in annex A.2.7.

BYE (Step 9)

Use the default message “BYE” in annex A.2.8.

200 OK for BYE (Step 10)

Use the default message “200 OK for other requests than REGISTER or SUBSCRIBE” in annex A.3.1.
15.11.5
Test requirements

SS must check that if the UE uses IMS security, it sends all the requests over the security associations set up during registration, in accordance to 3GPP TS 24.229 [10], clause 5.1.1.5.1.
Step 1: the UE shall send an INVITE or UPDATE message with correct content. The UE shall include the same lines in the SDP body as in its previous offer but with the following exceptions:

-
Version number of the SDP shall be incremented by one; and
-
If the UE supports sending RTCP while the call is being hold, it shall add a "b=" line for the RTCP "RS" bandwidth modifier, proposing a value greater than zero; and

-
If the UE supports sending RTCP while the call is being hold, it shall add a "b=" line for the RTCP "RR" bandwidth modifier, proposing a value greater than zero; and
-
Either to add a session level direction attribute (and remove the direction attributes of all the media lines) or modify the direction attributes of all the media lines as follows:

-
If the directionality of the media lines were originally as "recvonly" then the directionality attributes within the INVITE in step 1 shall be "inactive"  

-
If the directionality of the media lines were originally as "sendrecv"then the directionality attributes within the INVITE in step 1 shall be "sendonly"

...

Step 5: the UE shall send an INVITE or UPDATE message so that the value of the directionality attributes within the SDP body have been restored to their original values. The UE may use either a single session level attribute or separate attributes for each media line. Version number of the SDP shall again be incremented by one. If the UE suppresses RTCP during the active two-way voice sessions, the values of RTCP "RR" and “RS” bandwidth modifiers shall be returned back to zero.
15.12
MT Call Hold without announcement

15.12.1
Definition and applicability
Test to verify that the UE correctly performs IMS mobile terminated call hold and resume. This process is described in 3GPP TS 24.610  [108]. The test case is applicable for IMS security or GIBA.
15.12.2
Conformance requirement

[TS 24.610 clause 4.5.2.9]:

Basic communication procedures according to TS 24.229 shall apply.
[TS 24.229 clause 6.1.1]:

If the media line in the SDP indicates the usage of RTP/RTCP, and if the UE is configured to request an RTCP bandwidth level for the session is different than the default RTCP bandwidth as specified in RFC 3556, then in addition to the "AS" bandwidth modifier in the media-level "b=" line, the UE shall include two media-level "b=" lines, one with the "RS" bandwidth modifier and the other with the "RR" bandwidth modifier as described in RFC 3556 to specify the required bandwidth allocation for RTCP. The bandwidth-value in the b=RS: and b=RR: lines may include transport overhead as described in subclause 6.1 of RFC 3890.

For other media streams the "b=" media descriptor may be included. The value or absence of the "b=" parameter will affect the assigned QoS which is defined in or 3GPP 29.213.

NOTE 1:
In a two-party session where both participants are active, the RTCP receiver reports are not sent, therefore, the RR bandwidth modifier will typically get the value of zero.
[TS 26.114  clause 7.3.1]:

RTCP packets should be sent for all types of multimedia sessions to enable synchronization with other RTP transported media, remote end-point aliveness information, monitoring of the transmission quality, and carriage of feedback messages such as TMMBR for video and RTCP APP for speech. Point-to-point speech only sessions may not require these functionalities and may therefore turn off RTCP by setting the SDP bandwidth modifiers (RR and RS) to zero. When RTCP is turned off (for point-to-point speech only sessions) and the media is put on hold, the MTSI client should re-negotiate the RTCP bandwidth with SDP bandwidth modifiers values greater than zero, and send RTCP packets to the other end. This allows the remote end to detect link aliveness during hold. When media is resumed, the resuming MTSI client should turn off the RTCP sending again through a re-negotiation of the RTCP bandwidth with SDP bandwidth modifiers equal to zero.

Reference(s)

3GPP TS 24.610  [108], TS 24.229 [10]
15.12.3
Test purpose

1)
To verify that the held UE responds correctly to call hold and resume requests from SS.

15.12.4
Method of test
Initial conditions

UE contains either ISIM and USIM applications or only USIM application on UICC. UE has activated a PDP context, discovered P-CSCF, registered to IMS services and set up the MO call, by executing the generic test procedure in Annex C.2 or C.2a (GIBA only) up to the last step and thereafter executing the generic test procedure in Annex C.7 up to its last step.

SS is configured with the shared secret key of IMS AKA algorithm, related to the IMS private user identity (IMPI) configured on the UICC card equipped into the UE. SS has performed AKAv1-MD5 authentication with the UE and accepted the registration and MO call.

Related ICS/IXIT Statement(s)
Support for initiating a session

(Yes/No)

Support for MTSI
(Yes/No) 

Support for speech
(Yes/No)

Support for integration of resource management and SIP (use of preconditions)
(Yes/No)

Support for Communication Hold
(Yes/No)
Support for sending RTCP while call is being hold
(Yes/No)

IMS security (Yes/No)

GIBA (Yes/No)
Test procedure

1)
SS initiates the call hold by sending a re-INVITE to set the media streams into sendonly state.

2)
Optional: SS waits for the UE to respond to the INVITE request with a 100 Trying response.

3)
SS waits for the UE to respond to the INVITE request with valid 200 OK response.

4)
SS sends an ACK to acknowledge receipt of the 200 OK for INVITE.

5)
SS resumes the call by sending another re-INVITE request with a SDP offer to set the media streams into sendrecv state again.
6)
Optional: SS waits for the UE to respond to the INVITE request with a 100 Trying response.

7)
SS waits for the UE to respond to the INVITE request with valid 200 OK response.

8)
SS sends an ACK to acknowledge receipt of the 200 OK for INVITE.

9)
SS sends a BYE request to the UE in order to release the call.

10)
UE responds to the BYE request with valid 200 OK response.
Expected sequence

	Step
	Direction
	Message
	Comment

	
	UE
	SS
	
	

	1
	(
	INVITE
	SS sends INVITE with a SDP offer indicating all medias as sendonly

	2
	(
	100 Trying
	Optional: The UE responds with a 100 Trying provisional response

	3
	(
	200 OK
	The UE responds INVITE with 200 OK to indicate that the  UE is no more expecting to receive any media

	4
	(
	ACK
	The SS acknowledges the receipt of 200 OK for INVITE

	5
	(
	INVITE
	SS sends INVITE with a SDP offer indicating all medias as sendrecv

	6
	(
	100 Trying
	Optional: The UE responds with a 100 Trying provisional response

	7
	(
	200 OK
	The UE responds INVITE with 200 OK to indicate that the SS can again send media

	8
	(
	ACK
	The SS acknowledges the receipt of 200 OK for INVITE

	9
	(
	BYE
	The SS releases the call with BYE

	10
	(
	200 OK
	The UE sends 200 OK for BYE


Specific Message Contents

INVITE (Step 1)

Use the default message “INVITE for MT call setup” in annex A.2.9 with the following exceptions:

The SS shall include the same lines in the SDP body as finally accepted for the dialog but change the directionality of all media lines as "sendonly". Version number of the SDP must be incremented by one compared to the previous SDP sent by the SS.

100 Trying for INVITE (Step 2)

Use the default message “100 Trying for INVITE” in annex A.2.2.
200 OK for INVITE (Step 3)

Use the default message “200 OK for other requests than REGISTER or SUBSCRIBE” in annex A.3.1 with the following exceptions:

	Header/param
	Value/remark

	Message-body
	Properly generated SDP answer to the SDP offer contained in the INVITE including:


- All mandatory SDP lines as specified in RFC 4566[27].

- The same number of media lines (“m=”) as in the INVITE.

- All the media lines having directionality as "recvonly
- RTCP “RR” and “RS” modifiers having values greater than zero, if the UE supports sending RTCP while call is being hold"




ACK (Step 4)

Use the default message “ACK” in annex A.2.7.

INVITE (Step 5)

Use the default message “INVITE for MT call setup” in annex A.2.9 with the following exceptions:

The SS shall include the same lines in the SDP body as in Step 1 but change the directionality of all media lines as "sendrecv". Version number of the SDP must be incremented by one compared to the previous SDP sent by the SS.

100 Trying for INVITE (Step 6)

Use the default message “100 Trying for INVITE” in annex A.2.2.
200 OK for INVITE (Step 7)

Use the default message “200 OK for other requests than REGISTER or SUBSCRIBE” in annex A.3.1 with the following exceptions:

	Header/param
	Value/remark

	Message-body
	Properly generated SDP answer to the SDP offer contained in the INVITE including:


- All mandatory SDP lines as specified in RFC 4566[27].

- The same number of media lines (“m=”) as in the INVITE.

- All the media lines having directionality as "sendrecv"




ACK (Step 8)

Use the default message “ACK” in annex A.2.7.

BYE (Step 9)

Use the default message “BYE” in annex A.2.8.

200 OK for BYE (Step 10)

Use the default message “200 OK for other requests than REGISTER or SUBSCRIBE” in annex A.3.1.
15.12.5
Test requirements

SS must check that the UE correctly responds to all the mid-dialog INVITEs sent by the SS.

15.13
Incoming Communication Barring except for a specific user

15.13.1
Definition and applicability
Test to verify that the UE activates and deactivates IMS Multimedia Telephony Communication Barring (CB) correctly when incoming calls are allowed from one single address only. This process is described in 3GPP TS 24.611  [101]. The test case is applicable for IMS security or GIBA.
15.13.2
Conformance requirement

Generic requirements for activating and deactivating Communication Barring can be found from Annexes F.1 and F.5 of this document. Summary of the XML conditions specific to this test case is given here:

[TS .24.611]:

cp:identity: This condition evaluates to true when the remote user's identity matches with the value of the identity element. The interpretation of all the elements of this condition is described in the in the common policy draft (see RFC 4745). In all other cases the condition evaluates to false.

...

ocp:other‑identity: If present in any rule, the "other‑identity" element, which is empty, matches all identities that are not referenced in any rule. It allows for specifying a default policy. The exact interpretation of this condition is specified in OMA‑TS‑XDM_Core.

Reference(s)

3GPP TS .24.611  [101].
15.13.3
Test purpose

1)
To verify that the UE can request activation of Incoming Communication Barring with a correctly composed HTTP PUT request; and

2)
To verify that the UE can request deactivation of Incoming Communication Barring; and

3)
To verify that the UE supporting HTTP Digest authentication can authenticate its HTTP requests by including a correctly composed Authorization header with credentials of the user to the request. The UE may either include the Authorization header to its initial request or when sending the request again after receiving 401 response from SS.

15.13.4
Method of test
Initial conditions

UE contains either ISIM and USIM applications or only USIM application on UICC. UE is configured with the name of the XCAP root directory on the XCAP server and the user's directory name. If needed the UE is also configured with the HTTP Digest password to be used for XCAP. UE has activated a PDP context with SS.

SS is configured with the HTTP Digest password for XCAP or shared secret key of IMS AKA algorithm, related to the IMS private user identity (IMPI) configured on the UICC card equipped into the UE.
If the UE uses GAA as XCAP authentication scheme, GAA bootstrapping exchange has been performed.
Related ICS/IXIT Statement(s)
Support for MTSI
(Yes/No)

Support for initiating a session

(Yes/No) 

Support for Communication Barring
(Yes/No)
IMS security (Yes/No)

GIBA
(Yes/No)
GAA XCAP authentication
(Yes/No)

HTTP Digest XCAP authentication

(Yes/No)

Test procedure

1)
Incoming Communication Barring is activated on the UE so that all incoming calls will be barred except when the SIP URI of the caller is "sip:user@domain.com". 

2)
UE and SS exchange a sequence of HTTP requests and responses. In this sequence UE may query the contents of the simservs document or selected parts of it. The UE shall authenticate itself and add a rule for barring incoming communication from all other users except "sip:user@domain.com" and finally activate the incoming communication barring.

3)
Incoming Communication Barring is deactivated on the UE. 

4)
UE and SS exchange a sequence of HTTP requests and responses. In this sequence UE may query the contents of the simservs document or selected parts of it. The UE shall authenticate itself and deactivate the incoming communication barring. The UE may also delete any rules for incoming communication barring.

15.13.5
Test requirements

SS must check that all the HTTP requests sent by the UE are syntactically correct HTTP 1.1 messages (as specified in RFC 2616 [69]). SS must also check that the UE can authenticate itself with correctly with the authentication scheme that the UE supports:

-
HTTP Digest authentication

-
GAA based authentication as specified in 33.222 and 24.109.
If the UE supports HTTP Digest authentication for XCAP, SS must check that the UE provides correct credentials for the user within Authorization header (as specified in RFC 2617 [16] or RFC 3310 [17]). If the UE, which supports HTTP Digest for XCAP, does not provide the credentials and a valid nonce within its initial request the SS shall challenge the UE by sending 401 response to it.

SS must check that in all the HTTP requests sent by the UE the XCAP URI (which appears in the Request Line of the HTTP request as specified in RFC 4825 [70]) refers correctly to the simservs document. In such XCAP URI the document selector consists of the following path segments (separated by a slash) in this order:

-
Configured XCAP root URI

-
simservs.ngn.etsi.org
-
users
-
any IMPU within the set of IMPUs on ISIM
-
simservs.xml
The node selector of the XCAP URI must identify a valid part of a simservs document or whole document itself.

SS must check that within the steps 2 and 4 the UE sends one syntactically XML Common Policy Markup Language body (as specified in the XML schema within RFC 4745 [71]) within each HTTP PUT request for simservs document to activate and deactivate the Incoming Communication Barring. Calls from user "sip:user@domain.com" shall always be allowed. SS must check that the UE indicates the presence of such a XML body in HTTP request by including Content-Type header with value application/simservs+xml.
SS must check that after step 2 the simservs document stored in the SS contains the following pieces of information supplied by the UE. Note that the UE has two alternative ways for expressing the desired barring behaviour:

Option 1:

-
<incoming-communication-barring> element with "active" attribute set as "true"

-
within <cp:ruleset> one <cp:rule> element for incoming communications barring as follows:

-
<cp:conditions> element containing an <cp:identity> element containing a <cp:many> element 

-
element <cp:except id="sip:user@domain com"> within the <cp:many> element

-
<cp:actions> element containing <allow> element with value "false"

Option 2:

-
<incoming-communication-barring> element with "active" attribute set as "true"

-
within <cp:ruleset> two rules as follows:

-
one <cp:rule> element for incoming communications barring as follows:

-
<cp:conditions> element containing an <cp:identity> element 

-
element <cp:one id="sip:user@domain com"> within the <cp:identity> element

-
<cp:actions> element containing <allow> element with value "true"

-
another <cp:rule> element for incoming communications barring as follows:

-
<cp:conditions> element containing an empty <ocp:other-identity> element 

-
<cp:actions> element containing <allow> element with value "false"

SS must check that after step 4 the simservs document stored in the SS contains the following pieces of information supplied by the UE:

-
<incoming-communication-barring> element with "active" attribute being set "false"

15.14
Incoming Communication Barring for anonymous users

15.14.1
Definition and applicability
Test to verify that the UE activates and deactivates IMS Multimedia Telephony Communication Barring (CB) correctly when incoming calls are rejected for anonymous users. This process is described in 3GPP TS 24.611  [101]. The test case is applicable for IMS security or GIBA.
15.14.2
Conformance requirement

Generic requirements for activating and deactivating Communication Barring can be found from Annexes F.1 and F.5 of this document. Summary of the XML conditions specific to this test case is given here:

[TS 24.611, clause 4.2.1]:

The Anonymous Communication Rejection (ACR) service allows the served user to reject incoming communications on which the asserted public user identity of the originating user is restricted. In case the asserted public user identity of the originating user is not provided then the communication shall be allowed by the ACR service.

An example where the originating user restricts presentation of the asserted public user identity is when he activated the OIR service 3GPP TS 24.607 .

The originating user is given an appropriate indication that the communication has been rejected due to the application of the ACR service.

The Anonymous Communication Rejection (ACR) simulation service is a special case of the ICB service, which is highlighted here because it is a regulatory service in many countries. The ACR service can be activated for a specific subscriber by configuring an ICB service barring rule where the conditional part contains the "Condition=anonymous" and the action part "allow=false".

 [TS 24.611, clause 4.5.2.6.2]:

The AS providing the ACR service shall reject all incoming communications where the incoming SIP request:

1) includes the P-Asserted-Identity header field AND includes the Privacy header field indicating "id" as specified in RFC 3325; or

2) includes the P-Asserted-Identity header field AND includes the Privacy header field indicating "header" as specified in RFC 3323; or

3) includes the P-Asserted-Identity header field AND includes the Privacy header field indicating "user" as specified in RFC 3323; or

4) includes the P-Asserted-Identity header field AND includes the Privacy header field indicating "critical" as specified in RFC 3323.

[TS 24.611, clause 4.9.1.4]:

anonymous: To comply with the requirements as set for simulation of the ACR service, the anonymous element shall only evaluate to true when the conditions as set out in clause 4.5.2.6.2 for asserted originating public user identity apply.

Reference(s)

3GPP TS 24.611  [101], clauses 4.2.1, 4.5.2.6.2 and 4.9.1.4
15.14.3
Test purpose

1)
To verify that the UE can request activation of Anonymous Communication Rejection with a correctly composed HTTP PUT request; and

2)
To verify that the UE can request deactivation of Anonymous Communication Rejection; and

3)
To verify that the UE supporting HTTP Digest authentication can authenticate its HTTP requests by including a correctly composed Authorization header with credentials of the user to the request. The UE may either include the Authorization header to its initial request or when sending the request again after receiving 401 response from SS.

15.14.4
Method of test
Initial conditions

UE contains either ISIM and USIM applications or only USIM application on UICC. UE is configured with the name of the XCAP root directory on the XCAP server and the user's directory name. If needed the UE is also configured with the HTTP Digest password to be used for XCAP. UE has activated a PDP context with SS.

SS is configured with the HTTP Digest password for XCAP or shared secret key of IMS AKA algorithm, related to the IMS private user identity (IMPI) configured on the UICC card equipped into the UE.

If the UE uses GAA as XCAP authentication scheme, GAA bootstrapping exchange has been performed.

Related ICS/IXIT Statement(s)
Support for MTSI
(Yes/No)

Support for initiating a session

(Yes/No)

Support for anonymous communication rejection (ACR)

(Yes/No)
IMS security (Yes/No)

GIBA
(Yes/No)

GAA XCAP authentication
(Yes/No)

HTTP Digest XCAP authentication

(Yes/No)

Test procedure

1)
Anonymous Communication Rejection is activated on the UE 

2)
UE and SS exchange a sequence of HTTP requests and responses. In this sequence UE may query the contents of the simservs document or selected parts of it. The UE shall authenticate itself and add a rule for barring incoming communication from all anonymous users and finally activate the incoming communication barring.

3)
Anonymous Communication Rejection is deactivated on the UE. 

4)
UE and SS exchange a sequence of HTTP requests and responses. In this sequence UE may query the contents of the simservs document or selected parts of it. The UE shall authenticate itself and deactivate the incoming communication barring. The UE may also delete any rules for incoming communication barring.

15.14.5
Test requirements

SS must check that all the HTTP requests sent by the UE are syntactically correct HTTP 1.1 messages (as specified in RFC 2616 [69]). SS must also check that the UE can authenticate itself correctly with the authentication scheme that the UE supports :

-
HTTP Digest authentication

-
GAA based authentication as specified in 33.222 and 24.109.
If the UE supports HTTP Digest authentication for XCAP, SS must check that the UE provides correct credentials for the user within Authorization header (as specified in RFC 2617 [16] or RFC 3310 [17]). If the UE, which supports HTTP Digest for XCAP, does not provide the credentials and a valid nonce within its initial request the SS shall challenge the UE by sending 401 response to it.

SS must check that in all the HTTP requests sent by the UE the XCAP URI (which appears in the Request Line of the HTTP request as specified in RFC 4825 [70]) refers correctly to the simservs document. In such XCAP URI the document selector consists of the following path segments (separated by a slash) in this order:

-
Configured XCAP root URI

-
simservs.ngn.etsi.org
-
users
-
any IMPU within the set of IMPUs on ISIM
-
simservs.xml
The node selector of the XCAP URI must identify a valid part of a simservs document or whole document itself.

SS must check that within the steps 2 and 4 the UE sends one syntactically XML Common Policy Markup Language body (as specified in the XML schema within RFC 4745 [71]) within each HTTP PUT request for simservs document to activate and deactivate the Incoming Communication Barring for anonymous users. SS must check that the UE indicates the presence of such a XML body in HTTP request by including Content-Type header with value application/simservs+xml.
SS must check that after step 2 the simservs document stored in the SS contains the following pieces of information supplied by the UE:

-
<incoming-communication-barring> element with "active" attribute set as "true"

-
within <cp:ruleset> one <cp:rule> element for incoming communications barring as follows:

-
<cp:conditions> element containing an <anonymous> element

-
<cp:actions> element containing <allow> element with value "false"

SS must check that after step 4 the simservs document stored in the SS contains the following pieces of information supplied by the UE:

-
<incoming-communication-barring> element with "active" attribute being set "false"

15.14a
Communication Barring while roaming

15.14a.1
Definition and applicability
Test to verify that the UE activates and deactivates IMS Multimedia Telephony Communication Barring for incoming and outgoing calls while the user is roaming. This process is described in 3GPP TS 24.611 [101].

15.14a.2
Conformance requirement

Generic requirements for Communication Barring can be found from Annexes F.1 and F.5.

[TS 24.611, clause 4.9.1.4]:

roaming: This condition evaluates to true when the served user is registered from an access network other then the served users home network.

NOTE:
Whether the served user is registered from another network then the served users home network can be determined from the P-Visited-Network-ID header field specified in IETF RFC 3455 [15] and the P-Access-Network-Info header field specified in IETF RFC 3455 [15] both are provided during the registration process, see 3GPP TS 24.229 [2], subclause 5.7.1.3.

Reference(s)

3GPP TS 24.611 [101]
15.14a.3
Test purpose

1)
To verify that the UE can request activation of Communication Barring for incoming and outgoing calls while the user is roaming with a correctly composed HTTP PUT request; and

2)
To verify that the UE can request deactivation of Communication Barring; and

3)
To verify that the UE can authenticate its HTTP requests by including a correctly composed Authorization header with credentials of the user to the request. The UE may either include the Authorization header to its initial request or when sending the request again after receiving 401 response from SS.

15.14a.4
Method of test
Initial conditions

UE contains either ISIM and USIM applications or only USIM application on UICC. UE is configured with the name of the XCAP root directory on the XCAP server and the user's directory name. If needed the UE is also configured with the HTTP Digest password to be used for XCAP. UE has activated a PDP context with SS.

SS is configured with the HTTP Digest password for XCAP or shared secret key of IMS AKA algorithm, related to the IMS private user identity (IMPI) configured on the UICC card equipped into the UE.

If the UE uses GAA as XCAP authentication scheme, GAA bootstrapping exchange has been performed.

Related ICS/IXIT Statement(s)
Support for MTSI
(Yes/No)

Support for initiating a session

(Yes/No)

IMS security (Yes/No)

Support for Communication Barring  (Yes/No)

GAA XCAP authentication
(Yes/No)

HTTP Digest XCAP authentication

(Yes/No)

Test procedure

1)
Communication Barring for incoming and outgoing calls are activated on the UE for the condition that the user is roaming.

2)
UE and SS exchange a sequence of HTTP requests and responses. In this sequence UE may query the contents of the simservs document or selected parts of it. The UE shall authenticate itself, add a rules for barring communication while the user is roaming and finally activate the communication barring.

3)
Communication Barring is deactivated on the UE. 

4)
UE and SS exchange a sequence of HTTP requests and responses. In this sequence UE may query the contents of the simservs document or selected parts of it. The UE shall authenticate itself and deactivate the communication barring. The UE may also delete any rules for communication barring.

15.14a.5
Test requirements

SS must check that all the HTTP requests sent by the UE are syntactically correct HTTP 1.1 messages (as specified in RFC 2616 [69]). SS must also check that the UE can authenticate itself correctly with the authentication scheme that the UE supports:

-
HTTP Digest authentication

-
GAA based authentication as specified in 33.222 and 24.109. 

If the UE supports HTTP Digest authentication for XCAP, SS must check that the UE provides correct credentials for the user within Authorization header (as specified in RFC 2617 [16] or RFC 3310 [17]). If the UE, which supports HTTP Digest for XCAP, does not provide the credentials and a valid nonce within its initial request the SS shall challenge the UE by sending 401 response to it.

SS must check that in all the HTTP requests sent by the UE the XCAP URI (which appears in the Request Line of the HTTP request as specified in RFC 4825 [70]) refers correctly to the simservs document. In such XCAP URI the document selector consists of the following path segments (separated by a slash) in this order:

-
Configured XCAP root URI

-
simservs.ngn.etsi.org
-
users
-
any IMPU within the set of IMPUs on ISIM
-
simservs.xml
The node selector of the XCAP URI must identify a valid part of a simservs document or whole document itself.

SS must check that within the steps 2 and 4 the UE sends one syntactically XML Common Policy Markup Language body (as specified in the XML schema within RFC 4745 [71]) within each HTTP PUT request for simservs document to activate and deactivate the Communication Barring while roaming. SS must check that the UE indicates the presence of such a XML body in HTTP request by including Content-Type header with value application/simservs+xml.. 

SS must check that after step 2 the simservs document stored in the SS contains the following pieces of information supplied by the UE:

-
<incoming-communication-barring> element with "active" attribute set as "true"

-
within <cp:ruleset> one <cp:rule> element for communication forwarding as follows:

-
<cp:conditions> element containing a <roaming> element

-
<cp:actions> element containing <allow> element with value "false"

-
<outgoing-communication-barring> element with "active" attribute set as "true"

-
within <cp:ruleset> one <cp:rule> element for communication forwarding as follows:

-
<cp:conditions> element containing a <roaming> element

-
<cp:actions> element containing <allow> element with value "false"

SS must check that after step 4 the simservs document stored in the SS contains the following pieces of information supplied by the UE:

-
<incoming-communication-barring> and <outgoing-communication-barring> elements with "active" attribute being set "false" or those elements simply deleted

15.15
Subscription to the MWI event package

15.15.1
Definition and applicability
Test to verify that the UE is able to subscribe a MTSI message waiting notification and handle such notifications received after subscription. This process is described in 3GPP TS 24.229 [10] and TS 24.606  [107]. The test case is applicable for IMS security or GIBA.
15.15.2
Conformance requirement

[TS 24.606, clause 4.1]:

The Message Waiting Indication (MWI) service enables the network, upon the request of a controlling user to indicate to the receiving user, that there is at least one message waiting.

[TS 24.606, clause 4.6]:

The application/simple-message-summary MIME type used to provide Message Summary and Message Waiting Indication Information shall be coded as described in clause 5 of RFC 3842.

The coding of the message types in the message-context-class values shall follow the rules defined in the specifications listed in the "reference" column of table 1.

Table 1: Coding requirements
	Value
	Reference

	voice-message
	RFC 3458

	video-message
	RFC 3938

	fax-message
	RFC 3458

	pager-message
	RFC 3458

	multimedia-message
	RFC 3458

	text-message
	RFC 3458

	none
	RFC 3458


The coding of the additional information about deposited messages in the application/simple-message-summary MIME type body shall be in alignment with the rules defined in clause 25 of RFC 3261 for SIP extension-header (clause 3.5 of RFC 3842) and follow the rules defined in the specifications listed in the "reference" column of table 2.

Table 2: Additional information

	Header
	Description
	Reference

	To:
	Indicates the subscriber's public user identity used by correspondent to deposit a message.
	clause 3.6.3 of RFC 2822

	From:
	Indicates the correspondent's public user identity, if available.
	clause 3.6.2 of RFC 2822

	Subject:
	Indicates the topic of the deposited message as provided by correspondent.
	clause 3.6.5 of RFC 2822

	Date:
	Indicates the time and date information about message deposit.
	clause 3.6.1 of RFC 2822

	Priority:
	Indicates the message priority as provided by correspondent.
	RFC 2156

	Message-ID:
	Indicates a single unique message identity.
	clause 3.6.4 of RFC 2822

	Message-Context:
	Indicates a type or context of message.
	RFC 3458


[TS 24.606, clause 4.7.1]:

The MWI service is immediately activated after successful SUBSCRIBE request from the subscriber's UE, see clause 4.7.2.

The MWI service is deactivated after subscription expiry or after unsuccessful attempt to deliver a notification about message waiting. 

[TS 24.606, clause 4.7.2.1]:

When the subscriber user agent intends to subscribe for status information changes of a message account, it shall generate a SUBSCRIBE request in accordance with RFC 3265 and RFC 3842 and in alignment with the procedures described in TS 24.229.

Depending on the service provisioning the UE will address the SUBSCRIBE request either to one of the subscriber's public user identities or to the public service identity of the message account (see clause 4.5.1).

The subscriber's UE shall implement the "application/simple-message-summary" content type as described in RFC 3842.

Reference(s)

3GPP TS 24.606 clause 4.1, 4.6, 4.7.1 and 4.7.2.1

15.15.3
Test purpose

1)
To verify that when subscribing the message waiting indicator the MTSI UE performs correct exchange of SIP protocol signalling messages; and

2)
After the receipt of the NOTIFY message, if the MS has a UI with the capability to notify the user of a Message Waiting Indication, the MS shall provide the appropriate user indication (which is to be described by the manufacturer) for the message waiting.
15.15.4
Method of test
Initial conditions

UE contains either SIM application  (GIBA), ISIM and USIM applications or only USIM application on UICC. UE has activated a PDP context, discovered P-CSCF and registered to IMS services, by executing the generic test procedure in Annex C.2 or C.2a (GIBA only) but the UE has not yet executed test procedure specified in annex C.14. If public service identity of the message account will be used in the test, that identity is configured to the phone. Otherwise the phone is expected to use the public identity of the user when subscribing to Message Waiting Indication package.
SS is configured with the shared secret key of IMS AKA algorithm, related to the IMS private user identity (IMPI) configured on the UICC card equipped into the UE. SS has performed AKAv1-MD5 authentication with the UE (IMS security) and accepted the registration.

Related ICS/IXIT Statement(s)
Support for IMS Multimedia Telephony (Yes/No)

Support for Message Waiting Indication  (Yes/No)
Support for UI capable of showing user notification for Message Waiting Indication (Yes/No)
IMS security (Yes/No)

GIBA (Yes/No)

Description of the user indication for the message waiting.

Test procedure

1)
The UE sends a SUBSCRIBE request for Message Waiting Indication package

2)
SS responds to the SUBSCRIBE request with a valid 200 OK response

3)
SS sends UE a NOTIFY request for the subscribed Message Waiting Indication event package referring to no messages waiting.

4)
SS waits for the UE to respond the NOTIFY with 200 OK response.

5)
SS sends UE a NOTIFY request for the subscribed Message Waiting Indication event package containing one messages waiting.

6)
SS waits for the UE to respond the NOTIFY with 200 OK response.

Expected sequence

	Step
	Direction
	Message
	Comment

	
	UE
	SS
	
	

	1
	(
	SUBSCRIBE
	UE subscribes to the Message Waiting Indication event package. 

	2
	(
	200 OK
	The SS responds SUBSCRIBE with 200 OK

	3
	(
	NOTIFY
	The SS sends initial NOTIFY for Message Waiting Indication event package 

	4
	(
	200 OK
	The UE responds the NOTIFY with 200 OK

	5
	(
	NOTIFY
	The SS sends another NOTIFY for Message Waiting Indication event package, now referring to one voice message waiting

	6
	(
	200 OK
	The UE responds the NOTIFY with 200 OK


NOTE:
The default messages contents in annex A are used with condition “IMS security “ or “GIBA” when applicable

Specific Message Contents

SUBSCRIBE (Step 1)

Use the default message “SUBSCRIBE for Message Waiting Indication package” in annex A.6.1
200 OK for SUBSCRIBE (Step 2)

Use the default message “200 OK for SUBSCRIBE” in annex A.1.5
NOTIFY (Step 3)

Use the default message “NOTIFY for Message Waiting Indication package” in annex A.6.2

200 OK for NOTIFY (Step 4)

Use the default message “200 OK for other requests than REGISTER or SUBSCRIBE” in annex A.3.1

NOTIFY (Step 5)

Use the default message “NOTIFY for Message Waiting Indication package” in annex A.6.2 but with the following exceptions:

	Header/param
	Value/remark

	Message-body
	Messages-Waiting: yes

Message-Account: any IMPU within the set of IMPUs on ISIM or px_MessageAccountIdentity as in From header
Voice-Message: 1/0 (0/0)

To: <any IMPU within the set of IMPUs on ISIM>
From: <user2_public1@home1.net>

Subject: call me back!

Message-ID: 27775334485@px_MessageServerDomainName
Message-Context: voice-message




200 OK for NOTIFY (Step 6)

Use the default message “200 OK for other requests than REGISTER or SUBSCRIBE” in annex A.3.1

< **************** Beginning of the fifth change **************>
Annex A (normative):
Default Messages

For all the message definitions below, the acceptable order and syntax of headers and fields within these headers must be according to IETF RFCs where those headers have been defined. Typically the order of headers is not significant, but there are well defined exceptions (like Via, Route and Record-Route headers) where the order is important.
The contents of the messages described in the present Annex is not complete - only the fields and headers required to be checked or generated by SS are listed here.  The messages sent by the UE may contain additional parameters, fields and headers which are not checked and must thus be ignored by SS.

Values prefixed with px_ will be implemented in the TTCN with a PIXIT.

Values shown in italics shall be used in the messages as such.

A.1
Default messages for IMS Registration

A.1.1
REGISTER

	Header/param
	Cond
	Value/remark
	Rel
	Reference

	Request-Line
	
	
	
	RFC 3261 [15]

	
Method
	
	REGISTER 
	
	

	
Request-URI
	
	SIP URI formed from px_HomeDomainName (when using ISIM) or

SIP URI formed from home domain name derived from px_IMSI (when no ISIM available on the UICC)
	
	

	
SIP-Version
	
	SIP/2.0
	
	

	Route 
	
	(if present)
	
	RFC 3261 [15]

	
route-param
	A1, A3
	<sip:px_pcscf;lr>
	
	

	
route-param
	A2
	<sip:px_pcscf:protected server port of P-CSCF;lr>
	
	

	Via 
	
	
	
	RFC 3261 [15]
RFC 3581 [96]

	
sent-protocol
	
	SIP/2.0/UDP (when using UDP) or 

SIP/2.0/TCP  (when using TCP)
	
	

	
sent-by
	A1, A3
	IP address or FQDN, port (optional) and not checked  
	
	

	
sent-by
	A2
	IP address or FQDN and protected server port of the UE
	
	

	
via-branch
	
	value starting with ‘z9hG4bk’
	
	

	
response-port
	A1
	rport
	
	

	From
	
	
	
	RFC 3261 [15]

	
addr-spec
	A1, A2
	any IMPU within the set of IMPUs on ISIM (when using ISIM) or

public user identity derived from px_IMSI (when no ISIM available on the UICC)
	
	

	
addr-spec

addr-spec
	A3
A7
	public user identity derived from px_IMSI
px_EmergencyPublicUserIdentity (if the UE is already registered to IMS or if the UE is using ISIM)  or
public user identity derived from px_IMSI (when UE is using USIM and UE is not yet registered to IMS)
	
	

	
tag
	
	must be present, value not checked
	
	

	To
	
	
	
	RFC 3261 [15]

	
addr-spec
	A1, A2
	any IMPU within the set of IMPUs on ISIM (when using ISIM) or

public user identity derived from px_IMSI (when no ISIM available on the UICC)
	
	

	
addr-spec

addr-spec
	A3
A7
	public user identity derived from px_IMSI
px_EmergencyPublicUserIdentity (if the UE is already registered to IMS or if the UE is using ISIM) or
public user identity derived from px_IMSI (when UE is using USIM and UE is not yet registered to IMS)
	
	

	
tag
	
	must not be present
	
	

	Contact
	
	
	
	RFC 3261 [15]
draft-ietf-sip-gruu [61]

	
addr-spec
	A1, A3
	SIP URI to either indicate an unprotected port selected by the UE or no port at all. When A7 the SIP URI shall contain the req-type=sos URI parameter.
	
	

	
addr-spec
	A2
	SIP URI with IP address or FQDN and protected server port of UE. When A7 the SIP URI shall contain the req-type=sos URI parameter.
	
	

	
feature-param
	A4
	+g.3gpp.icsi-ref="urn%3Aurn-7%3A3gpp-service.ims.icsi.mmtel" (see NOTE 2)
	
	

	feature-param
	A6
	+g.3gpp.smsip
	
	

	
c-p-instance
	A5
	+sip.instance media feature tag with the instance ID of the UE
	
	

	
expires
	
	600000 (if present)
	
	

	Expires 
	
	(if present)
	
	RFC 3261 [15]

	
delta-seconds
	
	600000
	
	

	Require
	A1, A2
	
	
	RFC 3261 [15]
RFC 3329 [21]

	
option-tag
	
	sec-agree
	
	

	Proxy-Require
	A1, A2
	
	
	RFC 3261 [15]
RFC 3329 [21]

	
option-tag
	
	sec-agree
	
	

	Supported
	
	
	
	RFC 3261 [15]

	
option-tag
	A5
	gruu
	
	

	
option-tag
	
	path
	
	

	CSeq
	
	
	
	RFC 3261 [15]

	
value
	A1, A3
	must be present, value not checked
	
	

	
value
	A2
	must be incremented from the previous REGISTER
	
	

	
method
	
	REGISTER
	
	

	Call-ID
	
	
	
	RFC 3261 [15]

	
callid
	
	value not checked
	
	

	Security-Client
	A1, A2
	
	
	RFC 3329 [21]

	
mechanism-name
	
	ipsec-3gpp
	
	

	
algorithm
	
	hmac-md5-96
	
	

	
protocol
	
	esp (if present)
	
	

	
mode
	
	trans (if present)
	
	

	
encrypt-algorithm
	
	des-ede3-cbc or aes-cbc, if UE supports IPSec ESP confidentiality protection
null or parameter not present, if the UE does not support IPSec ESP confidentiality protection
	
	

	
spi-c
	
	SPI number of the inbound SA at the protected client port
	
	

	
spi-s
	
	SPI number of the inbound SA at the protected server port
	
	

	
port-c
	
	protected client port
	
	

	
port-s
	
	protected server port
	
	

	
mechanism-name
	
	ipsec-3gpp
	
	

	
algorithm
	
	hmac-sha-1-96
	
	

	
protocol
	
	esp (if present)
	
	

	
mode
	
	trans (if present)
	
	

	
encrypt-algorithm
	
	des-ede3-cbc or aes-cbc, if UE supports IPSec ESP confidentiality protection
null or parameter not present, if the UE does not support IPSec ESP confidentiality protection
	
	

	
spi-c
	
	SPI number of the inbound SA at the protected client port
	
	

	
spi-s
	
	SPI number of the inbound SA at the protected server port
	
	

	
port-c
	
	protected client port
	
	

	
port-s
	
	protected server port
	
	

	Security-Verify
	A2
	(not present when A1, A3)
	
	RFC 3329 [21]

	
sec-mechanism
	A2
	same value as SecurityServer header sent by SS
	
	

	Authorization
	A1
	
	
	RFC 2617 [16]

RFC 3310 [17]

	
username
	A1
	px_PrivateUserIdentity (when using ISIM) or

private user identity derived from px_IMSI (when no ISIM available on the UICC)
	
	

	
realm
	A1
	px_HomeDomainName (when using ISIM) or

home domain name derived from px_IMSI (when no ISIM available on the UICC)
	
	

	
nonce
	A1
	set to an empty value
	
	

	
digest-uri
	A1
	SIP URI formed from px_HomeDomainName (when using ISIM) or formed from home domain name derived from px_IMSI (when no ISIM available on the UICC)
	
	

	
response
	A1
	set to an empty value
	
	

	Authorization
	A2
	
	
	RFC 2617 [16]

RFC 3310 [17]

	
username
	A2
	px_PrivateUserIdentity (when using ISIM) or

private user identity derived from px_IMSI (when no ISIM available on the UICC)
	
	

	
realm
	A2
	 same value as received in the realm directive in the WWW Authenticate header sent by SS
	
	

	
nonce
	A2
	same value as in WWW-Authenticate header sent by SS
	
	

	
opaque
	A2
	px_Opaque
	
	

	
digest-uri
	A2
	SIP URI formed from px_HomeDomainName (when using ISIM) or formed from home domain name derived from px_IMSI (when no ISIM available on the UICC)
	
	

	
qop-value
	A2
	auth
	
	

	
cnonce-value
	A2
	value assigned by UE affecting the response calculation
	
	

	
nonce-count
	A2
	counter to indicate how many times UE has sent the same value of nonce within successive REGISTERs, initial value shall be 1
	
	

	
response
	A2
	response calculated by UE
	
	

	
algorithm
	A2
	AKAv1-MD5
	
	

	Max-Forwards
	
	
	
	RFC 3261 [15]

	
value
	
	non-zero value
	
	

	P-Access-Network-Info
	A2
	(header optional when A1, A3)
	
	RFC 3455 [18]

	
access-net-spec
	A2
	access network technology and, if applicable, the cell ID
	
	

	Content-Length
	
	
	
	RFC 3261 [15]

	
value
	
	length of request body, if such is present
	
	


	Condition
	Explanation

	A1
	Initial unprotected REGISTER (IMS security, A.6a/2 3GPP TS 34.229-2 [5]) 

	A2
	Subsequent REGISTER sent over security associations (IMS security, A.6a/2 3GPP TS 34.229-2 [5]) 

	A3
	REGISTER for the case UE supports GIBA (A.6a/1 3GPP TS 34.229-2 [5])

	A4
	The UE supports IMS Multimedia Telephony (MTSI) (A.12/18  3GPP TS 34.229-2 [5])

	A5
	obtaining and using GRUUs in the Session Initiation Protocol (SIP) (A.4/53 3GPP TS 34.229-2 [5])

	A6
A7
	The UE supports SM-over-IP receiver (A.12/nn 3GPP TS 34.229-2 [5])
Initial IMS emergency registration


NOTE 1:
All choices for applicable conditions are described for each header.
NOTE 2:
The “=” may include optional linear white spaces according to the EQUAL definition in chapter 25.1, RFC 3261 [15].

A.1.2
401 Unauthorized for REGISTER

	Header/param
	Value/remark
	Rel
	Reference

	Status-Line
	
	
	RFC 3261 [15]

	
SIP-Version
	SIP/2.0
	
	

	
Status-Code
	401
	
	

	
Reason-Phrase
	Unauthorized
	
	

	Via
	
	
	RFC 3261 [15]

	
via-parm
	same value as received in REGISTER message
	
	

	To
	
	
	RFC 3261 [15]

	
addr-spec

	same value as received in REGISTER message
	
	

	
tag
	px_ToTagRegister
	
	

	From
	
	
	RFC 3261 [15]

	
addr-spec

	same value as received in REGISTER message
	
	

	
tag
	same value as received in REGISTER message
	
	

	Call-ID
	
	
	RFC 3261 [15]

	
callid
	same value as received in REGISTER message
	
	

	CSeq
	
	
	RFC 3261 [15]

	
value
	same value as received in REGISTER message
	
	

	WWW-Authenticate
	
	
	RFC 2617 [16]

RFC 3310 [17]

	
realm
	px_HomeDomainName or home domain name derived from px_IMSI NOTE: this value could be set different by the SS (see CP-060230)
	
	

	
algorithm
	AKAv1-MD5
	
	

	
qop-value
	auth
	
	

	
nonce
	Base 64 encoding of RAND and AUTN
	
	

	
opaque
	px_Opaque
	
	

	Security-Server
	
	
	RFC 3329 [21]

	
mechanism-name
	ipsec-3gpp
	
	

	
algorithm
	px_IpSecAlgorithm (hmac-md5-96 or hmac-sha-1-96)
	
	

	
spi-c
	SPI number of the inbound SA at the protected client port
	
	

	
spi-s
	SPI number of the inbound SA at the protected server port
	
	

	
port-c
	px_SSProtectedClientPort
	
	

	
port-s
	px_SSProtectedServerPort
	
	

	
Encrypt-algorithm
	des-ede3-cbc or aes-cbc, if UE supports IPSec ESP confidentiality protection (px_CiphAlgo_Def)
	
	

	
q
	0.9
	
	

	
Mechanism-name 
	Ipsec-3gpp
	
	

	
algorithm
	Algorithm not selected by px_IpSecAlgorithm (hmac-sha-1-96 or hmac-md5-96)
	
	

	
spi-c
	SPI number of the inbound SA at the protected client port
	
	

	
spi-s
	SPI number of the inbound SA at the protected server port
	
	

	
port-c
	px_SSProtectedClientPort
	
	

	
port-s
	px_SSProtectedServerPort
	
	

	
encrypt-algorithm
	des-ede3-cbc or aes-cbc, if UE supports IPSec ESP confidentiality protection (px_CiphAlgo_Def)
	
	

	
q
	0.7
	
	

	Content-Length
	
	
	RFC 3261 [15]

	
value
	0
	
	


A.1.3
200 OK for REGISTER

	Header/param
	Cond
	Value/remark
	Rel
	Reference

	Status-Line
	
	
	
	RFC 3261 [15]

	
SIP-Version
	
	SIP/2.0
	
	

	
Status-Code
	
	200
	
	

	
Reason-Phrase
	
	OK
	
	

	Via
	
	
	
	RFC 3261 [15]

	
via-parm
	
	same value as received in REGISTER message
	
	

	To
	
	
	
	RFC 3261 [15]

	
addr-spec

	
	same value as received in REGISTER message
	
	

	
tag
	
	px_ToTagRegister
	
	

	From
	
	
	
	RFC 3261 [15]

	
addr-spec
	
	same value as received in REGISTER message
	
	

	
tag
	
	same value as received in REGISTER message
	
	

	Call-ID
	
	
	
	RFC 3261 [15]

	
callid
	
	same value as received in REGISTER message
	
	

	CSeq
	
	
	
	RFC 3261 [15]

	
value
	
	same value as received in REGISTER message
	
	

	Contact
	
	
	
	RFC 3261 [15]

draft-ietf-sip-gruu [61]

	
addr-spec
	
	same value as received in REGISTER message
	
	

	
pub-gruu
	A1
	Public GRUU as the SIP URI got from the To header of the REGISTER request, together with the gr parameter with an arbitrary value
	
	

	
temp-gruu
	A1
	Temporary GRUU with an arbitrary value in the user part and the host part matching with the domain of the To header of the REGISTER and gr parameter without any value (temp-gruu parameter missing when A3)
	
	

	
expires
	
	px_RegisterExpiration
	
	

	P-Associated-URI
	
	order of the parameters in this header must be like in this table 
	
	RFC 3455 [18]

	
addr-spec
	A2
	all the IMPUs within the set of IMPUs on ISIM
	
	

	
addr-spec


	A2


	px_AssociatedTelUri    any arbitary TEL URI for the user
	
	

	
addr-spec
	A3
	px_EmergencyPublicUserIdentity
	
	

	Service-Route
	
	(header missing when A3)
	
	RFC 3608 [19]

	
addr-spec
	A2
	px_scscf
	
	

	
uri-parameter
	
	lr
	
	

	Path
	
	
	
	RFC 3327 [20]

	
addr-spec
	
	px_pcscf
	
	

	
uri-parameter
	
	lr
	
	

	Content-Length
	
	
	
	RFC 3261 [15]

	
value
	
	0
	
	


	Condition
	Explanation

	A1
	obtaining and using GRUUs in the Session Initiation Protocol (SIP) (A.4/53 3GPP TS 34.229-2 [5])

	A2
	Response for an non-emergency registration

	A3
	Response for an emergency registration


A.1.4
SUBSCRIBE for reg-event package

	Header/param
	Cond
	Value/remark
	Rel
	Reference

	Request-Line
	
	
	
	RFC 3261 [15]

	
Method
	
	SUBSCRIBE
	
	

	
Request-URI
	
	 any IMPU within the set of IMPUs on ISIM
	
	

	
SIP-Version
	
	 SIP/2.0
	
	

	Route
	
	order of the parameters in this header must be like in this table
	
	RFC 3261 [15]

	
route-param
	A1
	<sip:px_pcscf:protected server port of P-CSCF;lr>, <sip:px_scscf;lr>
	
	

	      route-param
	A2
	<sip:px_pcscf: unprotected server port of P-CSCF (optional);lr>, <sip:px_scscf;lr>
	
	

	Via
	
	
	
	RFC 3261 [15]

	
sent-protocol
	
	SIP/2.0/UDP  when using UDP or SIP/2.0/TCP  when using TCP
	
	

	
sent-by
	A1
	IP address or FQDN and protected server port of the UE
	
	

	
sent-by
	A2
	IP address or FQDN, port (optional) and not checked
	
	

	
via-branch

	
	value starting with ‘z9hG4bk’
	
	

	From
	
	
	
	RFC 3261 [15]

	
addr-spec
	
	any IMPU within the set of IMPUs on ISIM
	
	

	
tag
	
	must be present, value not checked but stored for later reference
	
	

	To
	
	
	
	RFC 3261 [15]

	
addr-spec

	
	any IMPU within the set of IMPUs on ISIM
	
	

	
tag

	
	must not be present
	
	

	Contact
	
	
	
	RFC 3261 [15]

	
addr-spec
	A1
	SIP URI with IP address or FQDN and protected server port of UE or GRUU as returned by the SS in registration
	
	

	
addr-spec
	A2
	SIP URI with IP address or FQDN and unprotected server port of UE or GRUU as returned by the SS in registration
	
	

	Expires
	
	
	
	RFC 3261 [15]

	
delta-seconds
	
	600000
	
	

	Security-Verify
	A1
	
	
	RFC 3329 [21]

	
sec-mechanism
	
	same value as SecurityServer header sent by SS
	
	

	Require
	A1
	
	
	RFC 3261 [15]
RFC 3329 [21]

	
option-tag
	
	sec-agree
	
	

	Proxy-Require
	A1
	
	
	RFC 3261 [15]
RFC 3329 [21]

	
option-tag
	
	sec-agree
	
	

	CSeq
	
	
	
	RFC 3261 [15]

	
value
	
	must be present, value not checked
	
	

	
method
	
	SUBSCRIBE
	
	

	Call-ID
	
	
	
	RFC 3261 [15]

	
callid
	
	value not checked, but stored for later reference
	
	

	Max-Forwards
	
	
	
	RFC 3261 [15]

	
value
	
	non-zero value
	
	

	P-Access-Network-Info
	A1
	(header optional when A2)
	
	RFC 3455 [18]

	
access-net-spec
	
	access network technology and, if applicable, the cell ID
	
	

	Accept 
	
	(if present)
	
	RFC 3261 [15]
RFC 3680 [22]

	
media-range
	
	application/reginfo+xml
	
	

	Event
	
	
	
	RFC 3265 [34]
RFC 3680 [22]

	
event-type
	
	reg
	
	

	Content-Length
	
	
	
	RFC 3261 [15]

	
value
	
	length of request body, if such is present
	
	


	Condition
	Explanation

	A1
	IMS security (A.6a/2 3GPP TS 34.229-2 [5])

	A2
	GIBA (A.6a/1 3GPP TS 34.229-2 [5])


NOTE1:
All choices for applicable conditions are described for each header.

A.1.5
200 OK for SUBSCRIBE

	Header/param
	Cond
	Value/remark
	Rel
	Reference

	Status-Line
	
	
	
	RFC 3261 [15]

	
SIP-Version
	
	SIP/2.0
	
	

	
Status-Code
	
	200
	
	

	
Reason-Phrase
	
	OK
	
	

	Via
	
	
	
	RFC 3261 [15]

	
via-parm
	
	same value as received in SUBSCRIBE message
	
	

	To
	
	
	
	RFC 3261 [15]

	
addr-spec
	
	any IMPU within the set of IMPUs on ISIM
	
	

	
tag
	
	px_ToTagSubscribeDialog
	
	

	From
	
	
	
	RFC 3261 [15]

	
addr-spec
	
	same value as received in SUBSCRIBE message
	
	

	
tag
	
	same value as received in SUBSCRIBE message
	
	

	Call-ID
	
	
	
	RFC 3261 [15]

	
callid
	
	same value as received in SUBSCRIBE message
	
	

	CSeq
	
	
	
	RFC 3261 [15]

	
value
	
	same value as received in SUBSCRIBE message
	
	

	Contact
	
	
	
	RFC 3261 [15]

	
addr-spec
	
	<sip:px_scscf>
	
	

	Expires
	
	
	
	RFC 3261 [15]

	
delta-seconds
	
	600000
	
	

	Record-Route
	
	
	
	RFC 3261 [15]

	
addr-spec
	A1
	px_pcscf: protected server port of SS 
	
	

	
addr-spec
	A2
	px_pcscf: unprotected server port of SS (optional) 
	
	

	
uri-parameter
	
	lr
	
	

	Content-Length
	
	
	
	RFC 3261 [15]

	
value
	
	0
	
	


	Condition
	Explanation

	A1
	IMS security (A.6a/2 3GPP TS 34.229-2 [5])

	A2
	GIBA (A.6a/1 3GPP TS 34.229-2 [5])


NOTE1:
All choices for applicable conditions are described for each header.

A.1.6
NOTIFY for reg-event package

	Header/param
	Cond
	Value/remark
	Rel
	Reference

	Request-Line
	
	
	
	RFC 3261 [15]

	
Method
	
	NOTIFY
	
	

	
Request-URI
	A1
	SIP URI with IP address or FQDN and protected server port of UE
	
	

	
Request-URI
	A2
	SIP URI with IP address or FQDN and unprotected server port of UE
	
	

	
SIP-Version
	
	SIP/2.0
	
	

	Via
	
	order of the parameters in this header must be like in this table
	
	RFC 3261 [15]

	
via-parm1:
	
	
	
	

	

Sent-protocol
	
	SIP/2.0/UDP  when using UDP or SIP/2.0/TCP  when using TCP
	
	

	

sent-by
	A1
	IP address and protected server port of SS
	
	

	

sent-by
	A2
	IP address and unprotected server port of SS (optional)
	
	

	

via-branch
	
	value starting with ‘z9hG4bk’
	
	

	
via-parm2:
	
	
	
	

	

sent-protocol
	
	SIP/2.0/UDP  when using UDP or SIP/2.0/TCP  when using TCP
	
	

	

sent-by
	
	px_scscf
	
	

	

via-branch

	
	value starting with ‘z9hG4bk’
	
	

	From
	
	
	
	RFC 3261 [15]

	
addr-spec
	
	any IMPU within the set of IMPUs on ISIM
	
	

	
tag
	
	px_ToTagSubscribeDialog
	
	

	To
	
	
	
	RFC 3261 [15]

	
addr-spec
	
	any IMPU within the set of IMPUs on ISIM
	
	

	
tag

	
	same value as received in From tag of SUBSCRIBE message
	
	

	Call-ID
	
	
	
	RFC 3261 [15]

	
callid
	
	same as value received in SUBSCRIBE message
	
	

	CSeq
	A1,A2
	
	
	RFC 3261 [15]

	
value
	
	1
	
	

	
method
	
	NOTIFY
	
	

	Contact
	
	
	
	RFC 3261 [15]

	
addr-spec
	
	<sip:px_scscf>
	
	

	Content-Type
	
	
	
	RFC 3261 [15]
RFC 3680 [22]

	
media-type
	
	application/reginfo+xml
	
	

	Event
	A1,A2
	
	
	RFC 3265[34]
RFC 3680 [22]

	
event-type
	
	reg
	
	

	Max-Forwards
	
	
	
	RFC 3261 [15]

	
value
	
	69
	
	

	Subscription-State
	
	
	
	RFC 3265[34]

	
substate-value
	
	active
	
	

	
expires
	
	600000
	
	

	Content-Length
	
	
	
	RFC 3261 [15]
RFC 3680 [22]

	
value
	
	length of message-body
	
	

	Message-body
	A3
	<?xml version=”1.0?>

<reginfo xmlns=”urn:ietf:params:xml:ns:reginfo” version=”0” state=”full”>

<registration aor=”px_PublicUserIdentity1” id=”a100” state=”active”>

    <contact id=”980” state=”active” event=”registered”>

    <uri>same value as in Contact header of REGISTER request</uri>

    </contact>

</registration>

<registration aor=”px_AssociatedTelUri” id=”a101” state=”active”>

    <contact id=”981” state=”active” event=”created”>

    <uri>same value as in Contact header of REGISTER request</uri>

    </contact>

</registration>
<registration aor=”px_PublicUserIdentity2” id=”a102” state=”active”>

    <contact id=”982” state=”active” event=”registered”>

    <uri>same value as in Contact header of REGISTER request</uri>

    </contact>

</registration>
<registration aor=”px_PublicUserIdentity3” id=”a103” state=”active”>

    <contact id=”983” state=”active” event=”registered”>

    <uri>same value as in Contact header of REGISTER request</uri>

    </contact>

</registration>
</reginfo>
	
	

	
	A4
	<?xml version=”1.0?>

<reginfo xmlns=”urn:ietf:params:xml:ns:reginfo” xmlns:gr="urn:ietf:params:xml:ns:gruuinfo" version=”0” state=”full”>

<registration aor=”px_PublicUserIdentity1” id=”a100” state=”active”>

    <contact id=”980” state=”active” event=”registered” callid="Call-Id of most recent REGISTER" cseq="CSeq value of most recent REGISTER">

    <uri>same value as in Contact header of REGISTER request</uri>
<allOneLine>

                  <unknown-param name="+sip.instance">

     "Instance ID of the UE;"

     </unknown-param>

     </allOneLine>

     <allOneLine>

                  <gr:pub-gruu uri="public GRUU for the UE"/>

     </allOneLine>

     <allOneLine>

                  <gr:temp-gruu uri="temporary GRUU for the UE" first-cseq="CSeq of the REGISTER request that caused the temporary GRUU to assigned for the UE"/>

     </allOneLine>

    </contact>

</registration>

<registration aor=”px_AssociatedTelUri” id=”a101” state=”active”>

    <contact id=”981” state=”active” event=”created”>

    <uri>same value as in Contact header of REGISTER request</uri>

<allOneLine>

                  <unknown-param name="+sip.instance">

     "Instance ID of the UE;"

     </unknown-param>

     </allOneLine>

     <allOneLine>

                  <gr:pub-gruu uri="public GRUU for the UE"/>

     </allOneLine>

     <allOneLine>

                  <gr:temp-gruu uri="temporary GRUU for the UE" first-cseq="CSeq of the REGISTER request that caused the temporary GRUU to assigned for the UE"/>

     </allOneLine>

    </contact>

</registration>
<registration aor=”px_PublicUserIdentity2” id” id=”a102” state=”active”>

    <contact id=”982” state=”active” event=”registered” callid="Call-Id of most recent REGISTER" cseq="CSeq value of most recent REGISTER">

    <uri>same value as in Contact header of REGISTER request</uri>
<allOneLine>

                  <unknown-param name="+sip.instance">

     "Instance ID of the UE;"

     </unknown-param>

     </allOneLine>

     <allOneLine>

                  <gr:pub-gruu uri="public GRUU for the UE"/>

     </allOneLine>

     <allOneLine>

                  <gr:temp-gruu uri="temporary GRUU for the UE" first-cseq="CSeq of the REGISTER request that caused the temporary GRUU to assigned for the UE"/>

     </allOneLine>

    </contact>

</registration>
<registration aor=”px_PublicUserIdentity3” id” id=”a103” state=”active”>

    <contact id=”983” state=”active” event=”registered” callid="Call-Id of most recent REGISTER" cseq="CSeq value of most recent REGISTER">

    <uri>same value as in Contact header of REGISTER request</uri>
<allOneLine>

                  <unknown-param name="+sip.instance">

     "Instance ID of the UE;"

     </unknown-param>

     </allOneLine>

     <allOneLine>

                  <gr:pub-gruu uri="public GRUU for the UE"/>

     </allOneLine>

     <allOneLine>

                  <gr:temp-gruu uri="temporary GRUU for the UE" first-cseq="CSeq of the REGISTER request that caused the temporary GRUU to assigned for the UE"/>

     </allOneLine>

    </contact>

</registration>
</reginfo>
	
	draft-ietf-sipping-gruu-reg-event [62]


	Condition
	Explanation

	A1
	IMS security (A.6a/2 3GPP TS 34.229-2 [5])

	A2
	GIBA (A.6a/1 3GPP TS 34.229-2 [5]

	A3
	NOT obtaining and using GRUUs in the Session Initiation Protocol (SIP) (A.4/53 3GPP TS 34.229-2 [5])

	A4
	obtaining and using GRUUs in the Session Initiation Protocol (SIP) (A.4/53 3GPP TS 34.229-2 [5])


NOTE1:
All choices for applicable conditions are described for each header.

A.1.7
423 Interval Too Brief for REGISTER

	Header/param
	Value/remark
	Rel
	Reference

	Status-Line
	
	
	RFC 3261 [15]

	
SIP-Version
	SIP/2.0
	
	

	
Status-Code
	423
	
	

	
Reason-Phrase
	Interval Too Brief
	
	

	Via
	
	
	RFC 3261 [15]

	
via-parm
	same value as received in REGISTER message
	
	

	To
	
	
	RFC 3261 [15]

	
addr-spec
	same value as received in REGISTER message
	
	

	
tag
	px_ToTagRegister
	
	

	From
	
	
	RFC 3261 [15]

	
addr-spec
	same value as received in REGISTER message
	
	

	Call-ID
	
	
	RFC 3261 [15]

	
callid
	same value as received in REGISTER message
	
	

	CSeq
	
	
	RFC 3261 [15]

	
value
	same value as received in REGISTER message
	
	

	Min-Expires
	
	
	RFC 3261 [15]

	
delta-seconds
	T (a decimal integer number of seconds from 0 to

   (2**32)-1) 
	
	


A.1.8
420 Bad Extension for REGISTER

	Header/param
	Value/remark
	Rel
	Reference

	Status-Line
	
	
	RFC 3261 [15]

	
SIP-Version
	SIP/2.0
	
	

	
Status-Code
	420
	
	

	
Reason-Phrase
	Bad Extension
	
	

	Via
	
	
	RFC 3261 [15]

	
via-parm
	same value as received in REGISTER message
	
	

	To
	
	
	RFC 3261 [15]

	
addr-spec
	same value as received in REGISTER message
	
	

	
tag
	px_ToTagRegister
	
	

	From
	
	
	RFC 3261 [15]

	
addr-spec
	same value as received in REGISTER message
	
	

	Call-ID
	
	
	RFC 3261 [15]

	
callid
	same value as received in REGISTER message
	
	

	CSeq
	
	
	RFC 3261 [15]

	
value
	same value as received in REGISTER message
	
	

	Unsupported
	
	
	RFC 3261 [15]

	
option-tag
	sec-agree 
	
	


A.2
Default messages for Call Setup

A.2.1
INVITE for MO Call Setup

	Header/param
	Cond
	Value/remark
	Rel
	Reference

	Request-Line
	
	
	
	RFC 3261 [15]
RFC 5031 [97]

TS 24.229 [10]
5.1.2A.1.3, 5.1.2A.1.5,
7.2A.10

	
Method
	
	INVITE
	
	

	
Request-URI
	A4
	Px_CalleeUri

px_CalleeURI may be either SIP or Tel URI. It may contain a dialstring and phone-context parameter, when calling to dialstring. When calling to dialstring SIP URI must also contain user=phone or user=dialstring parameter.

The dialstring, if used, may be global, home local number or geo-local number. For home local numbers the value of phone-context parameter must equal the home domain name i.e. px_HomeDomainName. For geo-local numbers the home domain name must be prefixed by string “geo-local.” or access technology specific prefix, if the UE supports that option.

Note: The way how the UE determines whether numbers in a non-international format are geo-local, home-local or relating to another network, is UE implementation specific. For instance the UE migh have a UI setting.
	
	

	
Request-URI
	A5
	px_CalleeContactUri
	
	

	
Request-URI
	A6, A7
	emergency service URN beginning as urn:service:sos
	
	

	
SIP-Version
	
	SIP/2.0
	
	

	Via
	
	
	
	RFC 3261 [15]

RFC 3581 [96]

	
sent-protocol
	
	SIP/2.0/UDP  (when using UDP) or 

SIP/2.0/TCP  (when using TCP)
	
	

	
sent-by
	A1, A7
	IP address or FQDN and protected server port of the UE
	
	

	
	A2
	IP address or FQDN, port (optional) and not checked
	
	

	
	A6
	IP address and unprotected server port of the UE
	
	

	
response-port
	A6
	rport
	
	

	
via-branch

	
	value starting with ‘z9hG4bk’
	
	

	Route
	
	order of the parameters in this header must be like in this table
	
	RFC 3261 [15]

	
route-param
	A1
	<sip:px_pcscf:px_SSProtectedServerPort;lr>, <sip:px_scscf;lr>
	
	

	
	A2
	<sip:px_pcscf:px_SSUnprotectedServerPort (optional);lr>, <sip:px_scscf;lr
	
	

	
	A6
	<sip:px_pcscf:px_SSUnprotectedServerPort>
	
	

	
	A7
	<sip:px_pcscf:px_SSProtectedServerPort>
	
	

	From
	
	
	
	RFC 3261 [15]

	
addr-spec
	A6
	Any SIP URI with display name as “Anonymous”
	
	

	
	A7
	px_EmergencyPublicUserIdentity
	
	

	
	A4
	any SIP URI (except public user identity derived from px_IMSI) matching with the URI within the P-Preferred-Identity header or any IMPU within the set of IMPUs on ISIM if there is no P-Preferred-Identity header within the INVITE request
	
	

	
tag
	A4
	must be present, value not checked
	
	

	
addr-spec
	A5
	local SIP URI of the UE as used in any previous request in the same dialog  (In the earlier requests within the same dialog this URI appears in From header within requests sent by the UE and in To header within requests sent by the SS)
	
	

	
tag
	A5
	local tag value corresponding to the SIP URI of the UE in the same dialog. (In the earlier requests within the same dialog this tag appears in From header within requests sent by the UE and in To header within requests sent by the SS)
	
	

	To
	
	
	
	RFC 3261 [15]

RFC 5031 [97]

	
addr-spec
	A6, A7
	emergency service URN beginning as urn:service:sos
	
	

	
addr-spec
	A4
	px_CalleeUri
	
	

	
tag

	A4
	not present
	
	

	
addr-spec
	A5
	remote SIP URI of SS (i.e. the remote UE) as used in any previous request in the same dialog  (In the earlier requests within the same dialog this URI appears in To header within requests sent by the UE and in From header within requests sent by the SS)
	
	

	
tag
	A5
	remote tag value corresponding to the SIP URI of the SS in the same dialog. (In the earlier requests within the same dialog this tag appears in To header within requests sent by the UE and in From header within requests sent by the SS)
	
	

	Call-ID
	
	
	
	RFC 3261 [15]

	
callid
	A4
	value different to that received in REGISTER message
	
	

	
callid
	A5
	value of Call-ID as in any previous request in the same dialog
	
	

	CSeq
	
	
	
	RFC 3261 [15]

	
value
	A4
	must be present, value not checked
	
	

	
value
	A5
	value of CSeq sent by the UE within its previous request in the same dialog but increased by one
	
	

	
method
	
	INVITE
	
	

	Supported
	
	
	
	RFC 3261 [15]
draft-ietf-sipcore-location-conveyance [98]


	
option-tag
	
	100rel
	
	

	
option-tag
	A8
	geolocation
	
	

	Geolocation
	A8
	
	Rel-9
	draft-ietf-sipcore-location-conveyance [98]

	
locationURI
	
	cid-url indicating the Content-Id of the PIDF-LO within the multipart MIME body of INVITE request. 
(Note that location-by-reference URI is not allowed as the SS does not provide any external storage for location info for the UE to refer.)
	
	

	
inserted-param
	
	inserted-by=“ value of sent-by within the Via header”
	
	

	
routing-param
	
	routing-allowed=yes
	
	

	Require
	
	(header optional in A2 and not present in A6)
	
	RFC 3261 [15]
RFC 3312 [31]

RFC 3329 [21]

	
option-tag
	A1, A7
	sec-agree
	
	

	
	
	
	
	

	Proxy-Require
	
	(header optional in A2 and not present in A6)
	
	RFC 3261 [15]

RFC 3329 [21]

	
option-tag
	A1, A7
	sec-agree
	
	

	
	
	
	
	

	Security-Verify
	A1, A7
	(not present in A2 or A6)
	
	RFC 3329 [21]

	
sec-mechanism
	
	same value as SecurityServer header sent by SS
	
	

	
	
	
	
	

	Contact
	
	
	
	RFC 3261 [15]

RFC 3840 [63]
draft-ietf-sip-gruu [61] 
RFC 5626 [109]

	
addr-spec
	A1, A7
	SIP URI with IP address or FQDN and protected server port of UE or GRUU as returned by the SS in registration
	
	

	
	A2
	SIP URI with IP address or FQDN and unprotected server port of UE or GRUU as returned by the SS in registration
	
	

	
	A6
	SIP URI with IP address and unprotected server port of UE


	
	

	
feature-param
	A6

A3
	+sip.instance="<urn:gsma:imei:<gsma-specifier-defined-substring>”
where gsma-specifier-defined-substring shall be the IMEI code of the UE, coded as specified in draft-montemurro-gsma-imei-urn, without optional parameters +g.3gpp.icsi-ref="urn%3Aurn-7%3A3gpp-service.ims.icsi.mmtel" (see NOTE 2)
	
	

	Content-Type
	
	
	
	RFC 3261 [15]

	
media-type
	
	application/sdp or
multipart/mixed  (when A8)
	
	

	Max-Forwards
	
	
	
	RFC 3261 [15]

	
value
	
	non-zero value
	
	

	P-Access-Network-Info
	
	(header optional when A2)
	
	RFC 3455 [18]

	
access-net-spec
	
	access network technology and, if applicable, the cell ID
	
	

	Accept
	
	(header optional when A5)
	Rel-7
	RFC 3261 [15]

	
Media-range
	A4
	application/sdp,application/3gpp-ims+xml
(additional medias can be added in any order)
	
	

	P-Preferred-Service
	
	
	
	draft-drage-sipping-service-identification [68]

	
Service-ID
	A3
	urn:urn-7:3gpp-service.ims.icsi.mmtel
	
	

	P-Preferred-Identity
	
	
	
	RFC 3325 [89]

	  PPreferredID-value
	A7
	px_EmergencyPublicUserIdentity
	
	

	Accept-Contact
	
	
	
	RFC 3841 [64]

	
ac-value
	A3
	+g.3gpp.icsi-ref="urn%3Aurn-7%3A3gpp-service.ims.icsi.mmtel" (see NOTE 2)
	
	

	Content-Length
	
	
	
	RFC 3261 [15]

	
Value
	
	length of message-body
	
	

	Message-body
	
	The message body shall contain the following elements:

a) SDP offer, contents as specified within the specific test cases referring to this common message. If condition A8 applies the SDP shall be one element within the multipart-MIME encapsulation;

b) if condition A8 applies, the multipart-mime body shall also contain a PIDF-LO element be mapped to the same Content-ID which can be found from the Geolocation header

The PIDF-LO shall contain at least the following elements:

-
One or more 'geopriv' elements, each containing:

-
One 'location-info' element describing the location of the UE. The coordinates given in this element shall match with the related input signals given by the test environment, within the accuracy provided by the positioning method used by the UE; and

-
One 'usage-rules' element describing the limitations of the usage of the location info.
	
	RFC 4119 [99]

	
	
	
	
	


	Condition
	Explanation

	A1
	IMS security (A.6a/2 3GPP TS 34.229-2 [5])

	A2
	GIBA (A.6a/1 3GPP TS 34.229-2 [5])

	A3
	UE supports MTSI (A.12/18 3GPP TS 34.229-2 [5])

	A4
	INVITE creating a dialog

	A5
	re-INVITE within a dialog

	A6
	INVITE for creating an emergency session in case of no registration

	A7
	INVITE for creating an emergency session within an emergency registration

	A8
	UE uses Geolocation header to provide its geographical location for emergency session setup, has obtained its location and is setting up an emergency session


NOTE 1:
All choices for applicable conditions are described for each header.
NOTE 2:
The “=” may include optional linear white spaces according to the EQUAL definition in chapter 25.1, RFC 3261 [15].
< **************** Beginning of the sixth change **************>
A.4.3
PUBLISH

	Header/param
	Cond
	Value/remark
	Rel
	Reference

	Request-Line
	
	
	
	RFC 3903 [60]

	
Method
	
	PUBLISH
	
	

	
Request-URI
	
	 any IMPU within the set of IMPUs on ISIM
	
	

	
SIP-Version
	
	 SIP/2.0
	
	

	Route
	
	order of the parameters in this header must be like in this table
	
	RFC 3261 [15]

RFC 3903 [60]

	
route-param
	A1
	<sip:px_pcscf:protected server port of P-CSCF;lr>, <sip:px_scscf;lr>
	
	

	      route-param
	A2
	<sip:px_pcscf: unprotected server port of P-CSCF (optional);lr>, <sip:px_scscf;lr>
	
	

	Via
	
	
	
	RFC 3261 [15]

	
sent-protocol
	
	SIP/2.0/UDP  when using UDP or SIP/2.0/TCP  when using TCP
	
	

	
sent-by
	A1
	IP address or FQDN and protected server port of the UE
	
	

	
sent-by
	A2
	IP address or FQDN, port (optional) and not checked  
	
	

	
via-branch

	
	value starting with ‘z9hG4bk’
	
	

	From
	
	
	
	RFC 3261 [15]

	
addr-spec
	
	any IMPU within the set of IMPUs on ISIM
	
	

	
tag
	
	must be present, value not checked but stored for later reference
	
	

	To
	
	
	
	RFC 3261 [15]

	
addr-spec

	
	any IMPU within the set of IMPUs on ISIM
	
	

	
tag

	
	must not be present
	
	

	Expires
	
	Optional
	
	RFC 3261 [15]



	
delta-seconds
	
	same as registration timer
	
	

	Security-Verify
	A1
	
	
	RFC 3329 [21]

	
sec-mechanism
	
	same value as SecurityServer header sent by SS
	
	

	Require
	A1
	Optional
	
	RFC 3261 [15]
RFC 3329 [21]

	
option-tag
	
	Not checked
	
	

	Proxy-Require
	A1
	Optional
	
	RFC 3261 [15]
RFC 3329 [21]

	
option-tag
	
	Not checked
	
	

	CSeq
	
	
	
	RFC 3261 [15]

	
value
	
	must be present, value not checked
	
	

	
method
	
	PUBLISH
	
	

	Call-ID
	
	
	
	RFC 3261 [15]

	
callid
	
	value not checked, but stored for later reference
	
	

	Max-Forwards
	
	
	
	RFC 3261 [15]

	
value
	
	non-zero value
	
	

	P-Access-Network-Info
	A1
	(header optional when A2)
	
	RFC 3455 [18]

	
access-net-spec
	
	access network technology and, if applicable, the cell ID
	
	

	Event
	
	
	
	RFC 3265 [34]
RFC 3680 [22]

RFC 3903 [60]

	
event-type
	
	value not checked
	
	

	SIP-If-Match
	
	optional
	
	RFC 3903 [60]

	
entry-tag
	
	
	
	

	Content-Length
	
	
	
	RFC 3261 [15]

	
value
	
	length of request body, if such is present
	
	

	Message-body
	
	optional
	
	


	Condition
	Explanation

	A1
	IMS security (A.6a/2 TS 34.229-2 [5]))

	A2
	GIBA (A.6a/1 TS 34.229-2 [5]))


NOTE1:
All choices for applicable conditions are described for each header.

A.4.4
200 OK for PUBLISH

	Header/param
	Value/remark
	Rel
	Reference

	Status-Line
	
	
	RFC 3261 [15]

	
SIP-Version
	SIP/2.0
	
	

	
Status-Code
	200
	
	

	
Reason-Phrase
	OK
	
	

	Via
	
	
	RFC 3261 [15]

	
via-parm
	same value as received in PUBLISH message
	
	

	To
	
	
	RFC 3261 [15]

	
addr-spec
	any IMPU within the set of IMPUs on ISIM
	
	

	
tag
	px_ToTagSubscribeDialog
	
	

	From
	
	
	RFC 3261 [15]

	
addr-spec
	same value as received in PUBLISH message
	
	

	
tag
	same value as received in PUBLISH message
	
	

	Call-ID
	
	
	RFC 3261 [15]

	
callid
	same value as received in PUBLISH message
	
	

	CSeq
	
	
	RFC 3261 [15]

	
value
	same value as received in PUBLISH message
	
	

	Contact
	
	
	RFC 3261 [15]

	
addr-spec
	<sip:px_scscf>
	
	

	Expires
	
	
	RFC 3261 [15]

RFC 3903 [60]

	
delta-seconds
	600000
	
	

	SIP-ETag
	
	
	RFC 3903 [60]

	
entry-tag
	unique generated tag for every request  
	
	

	Content-Length
	
	
	RFC 3261 [15]

	
value
	0
	
	


A.4.5
302 Moved Temporarily

	Header/param
	Value/remark
	Rel
	Reference

	Status-Line
	
	
	RFC 3261 [15]

	
SIP-Version
	SIP/2.0
	
	

	
Status-Code
	302
	
	

	
Reason-Phrase
	Moved Temporarily
	
	

	Via
	
	
	RFC 3261 [15]

	
via-parm
	same value as received in request
	
	

	From
	
	
	RFC 3261 [15]

	
addr-spec
	same value as received in request
	
	

	
tag
	same value as received in request
	
	

	To
	
	
	RFC 3261 [15]

	
addr-spec
	same value as received in request
	
	

	
tag

	any arbitrary tag value added
	
	

	Call-ID
	
	
	RFC 3261 [15]

	
callid
	same value as received in request
	
	

	CSeq
	
	
	RFC 3261 [15]

	
value
	same value as received in request
	
	

	Content-Length
	
	
	RFC 3261 [15]

	
value
	0
	
	

	Contact
	
	
	RFC 3261 [15]

	
addr-spec
	sip:user@company.com
	
	


A.4.6
504 Server Time-out

	Header/param
	Value/remark
	Rel
	Reference

	Status-Line
	
	
	RFC 3261 [15]

	
SIP-Version
	SIP/2.0
	
	

	
Status-Code
	504
	
	

	
Reason-Phrase
	Server Time-out
	
	

	Via
	
	
	RFC 3261 [15]

	
via-parm
	same value as received in request
	
	

	From
	
	
	RFC 3261 [15]

	
addr-spec
	same value as received in request
	
	

	
tag
	same value as received in request
	
	

	To
	
	
	RFC 3261 [15]

	
addr-spec
	same value as received in request
	
	

	
tag

	any arbitrary tag value added
	
	

	P-Asserted-Identity
	
	
	RFC 3325 [89]

	
addr-spec
	px_scscf
	
	

	
uri-parameter
	lr
	
	

	Call-ID
	
	
	RFC 3261 [15]

	
callid
	same value as received in request
	
	

	CSeq
	
	
	RFC 3261 [15]

	
value
	same value as received in request
	
	

	Content-Length
	
	
	RFC 3261 [15]

	
value
	Length of message-body
	
	

	Content-Type
	
	
	RFC 3261 [15]

	
media-type
	application/3gpp-ims+xml
	
	

	Message-body
	<?xml version="1.0"?>

<ims-3gpp version="1">

  <alternative-service>

    <type>restoration</type>

    <reason/>

    <action>initial-registration</action>

  </alternative-service>

</ims-3gpp>
	
	


A.5
Default messages for Conferencing

A.5.1
SUBSCRIBE for conference event package

	Header/param
	Cond
	Value/remark
	Rel
	Reference

	Request-Line
	
	
	
	RFC 3261 [15]

	
Method
	
	SUBSCRIBE
	
	

	
Request-URI
	
	px_FinalConferenceUri
	
	

	
SIP-Version
	
	 SIP/2.0
	
	

	Route
	
	order of the parameters in this header must be like in this table
	
	RFC 3261 [15]

	
route-param
	A1
	<sip:px_pcscf:protected server port of P-CSCF;lr>, <sip:px_scscf;lr>
	
	

	      route-param
	A2
	<sip:px_pcscf: unprotected server port of P-CSCF (optional);lr>, <sip:px_scscf;lr>
	
	

	Via
	
	
	
	RFC 3261 [15]

	
sent-protocol
	
	SIP/2.0/UDP  when using UDP or SIP/2.0/TCP  when using TCP
	
	

	
sent-by
	A1
	IP address or FQDN and protected server port of the UE
	
	

	
sent-by
	A2
	IP address or FQDN and unprotected server port of the UE
	
	

	
via-branch

	
	value starting with ‘z9hG4bk’
	
	

	From
	
	
	
	RFC 3261 [15]

	
addr-spec
	
	any IMPU within the set of IMPUs on ISIM
	
	

	
tag
	
	must be present, value not checked but stored for later reference
	
	

	To
	
	
	
	RFC 3261 [15]

	
addr-spec

	
	px_FinalConferenceUri
	
	

	
tag

	
	not present
	
	

	Contact
	
	
	
	RFC 3261 [15]

	
addr-spec
	A1
	SIP URI with IP address or FQDN and protected server port of UE
	
	

	
addr-spec
	A2
	SIP URI with IP address or FQDN and unprotected server port of UE
	
	

	Expires
	
	
	
	RFC 3261 [15]

	
delta-seconds
	
	must be present but value not checked
	
	

	Security-Verify
	A1
	
	
	RFC 3329 [21]

	
sec-mechanism
	
	same value as SecurityServer header sent by SS
	
	

	Require
	A1
	
	
	RFC 3261 [15]
RFC 3329 [21]

	
option-tag
	
	sec-agree
	
	

	Proxy-Require
	A1
	
	
	RFC 3261 [15]
RFC 3329 [21]

	
option-tag
	
	sec-agree
	
	

	CSeq
	
	
	
	RFC 3261 [15]

	
value
	
	must be present, value not checked
	
	

	
method
	
	SUBSCRIBE
	
	

	Call-ID
	
	
	
	RFC 3261 [15]

	
callid
	
	value not checked, but stored for later reference
	
	

	Max-Forwards
	
	
	
	RFC 3261 [15]

	
value
	
	non-zero value
	
	

	P-Access-Network-Info
	A1
	(header optional when A2)
	
	RFC 3455 [18]

	
access-net-spec
	
	access network technology and, if applicable, the cell ID
	
	

	Accept 
	
	
	
	RFC 3261 [15]
RFC 3680 [22]

	
media-range
	
	application/conference-info+xml
	
	

	Event
	
	
	
	RFC 3265 [34]
RFC 3680 [22]

	
event-type
	
	conference
	
	

	Content-Length
	
	
	
	RFC 3261 [15]

	
value
	
	length of request body, if such is present
	
	


	Condition
	Explanation

	A1
	IMS security (A.6a/2 TS 34.229-2 [5]))

	A2
	GIBA (A.6a/1 TS 34.229-2 [5]))


NOTE1:
All choices for applicable conditions are described for each header.

A.5.2
200 OK for SUBSCRIBE

	Header/param
	Cond
	Value/remark
	Rel
	Reference

	Status-Line
	
	
	
	RFC 3261 [15]

	
SIP-Version
	
	SIP/2.0
	
	

	
Status-Code
	
	200
	
	

	
Reason-Phrase
	
	OK
	
	

	Via
	
	
	
	RFC 3261 [15]

	
via-parm
	
	same value as received in SUBSCRIBE message
	
	

	To
	
	
	
	RFC 3261 [15]

	
addr-spec
	
	any IMPU within the set of IMPUs on ISIM
	
	

	
tag
	
	px_ToTagSubscribeConferenceDialog
	
	

	From
	
	
	
	RFC 3261 [15]

	
addr-spec
	
	same value as received in SUBSCRIBE message
	
	

	
tag
	
	same value as received in SUBSCRIBE message
	
	

	Call-ID
	
	
	
	RFC 3261 [15]

	
callid
	
	same value as received in SUBSCRIBE message
	
	

	CSeq
	
	
	
	RFC 3261 [15]

	
value
	
	same value as received in SUBSCRIBE message
	
	

	Contact
	
	
	
	RFC 3261 [15]

	
addr-spec
	
	px_FinalConferenceUri
	
	

	Expires
	
	
	
	RFC 3261 [15]

	
delta-seconds
	
	7200
	
	

	Record-Route
	
	
	
	RFC 3261 [15]

	
addr-spec
	A1
	px_pcscf: protected server port of SS 
	
	

	
addr-spec
	A2
	px_pcscf: unprotected server port of SS (optional) 
	
	

	
uri-parameter
	
	Lr
	
	

	Content-Length
	
	
	
	RFC 3261 [15]

	
value
	
	0
	
	


	Condition
	Explanation

	A1
	IMS security (A.6a/2 TS 34.229-2 [5]))

	A2
	GIBA (A.6a/1 TS 34.229-2 [5]))


NOTE1:
All choices for applicable conditions are described for each header.

A.5.3
NOTIFY for conference event package

	Header/param
	Cond
	Value/remark
	Rel
	Reference

	Request-Line
	
	
	
	RFC 3261 [15]

	
Method
	
	NOTIFY
	
	

	
Request-URI
	
	UE’s contact address in SIP URI form, as provided in the Contact header within the SUBSCRIBE creating the dialog
	
	

	
SIP-Version
	
	SIP/2.0
	
	

	Via
	
	order of the parameters in this header must be like in this table
	
	RFC 3261 [15]

	
via-parm1:
	
	
	
	

	

Sent-protocol
	
	SIP/2.0/UDP  when using UDP or SIP/2.0/TCP  when using TCP
	
	

	

sent-by
	A1
	IP address and protected server port of SS
	
	

	

sent-by
	A2
	IP address and unprotected server port of SS (optional)
	
	

	

via-branch
	
	value starting with ‘z9hG4bk’
	
	

	
via-parm2:
	
	
	
	

	

sent-protocol
	
	SIP/2.0/UDP  when using UDP or SIP/2.0/TCP  when using TCP
	
	

	

sent-by
	
	px_scscf
	
	

	

via-branch

	
	value starting with ‘z9hG4bk’
	
	

	From
	
	
	
	RFC 3261 [15]

	
addr-spec
	
	px_FinalConferenceUri
	
	

	
tag
	
	tag value corresponding to the SIP URI in the From header
	
	

	To
	
	
	
	RFC 3261 [15]

	
addr-spec
	
	any IMPU within the set of IMPUs on ISIM
	
	

	
tag

	
	tag value corresponding to the SIP URI in the To header
	
	

	Call-ID
	
	
	
	RFC 3261 [15]

	
callid
	
	same as value received in SUBSCRIBE message
	
	

	CSeq
	A1,A2
	
	
	RFC 3261 [15]

	
value
	
	value of CSeq sent by the SS within its previous request in the same dialog but increased by one
	
	

	
method
	
	NOTIFY
	
	

	Contact
	
	
	
	RFC 3261 [15]

	
addr-spec
	
	px_FinalConferenceUri
	
	

	Content-Type
	
	
	
	RFC 3261 [15]
RFC 4575 [86]

	
media-type
	
	application/conference-info+xml
	
	

	Event
	A1,A2
	
	
	RFC 3265[34]
RFC 4575 [86]

	
event-type
	
	conference
	
	

	Max-Forwards
	
	
	
	RFC 3261 [15]

	
value
	
	69
	
	

	Subscription-State
	
	
	
	RFC 3265[34]

	
substate-value
	
	active
	
	

	
expires
	
	7200
	
	

	Content-Length
	
	
	
	RFC 3261 [15]
RFC 4575 [86]

	
value
	
	length of message-body
	
	

	Message-body
	
	 <?xml version="1.0" encoding="UTF-8"?>

 <conference-info   xmlns="urn:ietf:params:xml:ns:conference-info">

                      entity="px_FinalConferenceUri" 

                      state="full" 

                      version="0" 

   <users>

     <user entity=" any IMPU within the set of IMPUs on ISIM">

      <endpoint entity=" Contact URI of the UE">

       <status>connected</status>

       <joining-method>dialed-in</joining-method>

       <media id="1">

        <type>audio</type>

        <label>34567</label>

        <src-id>SSRC of UE's RTP packets</src-id>

        <status>sendrecv</status>

       </media>

      </endpoint>

     </users>

   </conference-info>
	
	


	Condition
	Explanation

	A1
	IMS security (A.6a/2 TS 34.229-2 [5]))

	A2
	GIBA (A.6a/1 TS 34.229-2 [5]))


NOTE1:
All choices for applicable conditions are described for each header.
A.6
Default messages for Message Waiting Indication

A.6.1
SUBSCRIBE for message-summary event package

	Header/param
	Cond
	Value/remark
	Rel
	Reference

	Request-Line
	
	
	
	RFC 3261 [15]

	
Method
	
	SUBSCRIBE
	
	

	
Request-URI
	
	any IMPU within the set of IMPUs on ISIM or px_MessageAccountIdentity.

UE shall use px_MessageAccountIdentity when that is configured to the phone as Public service identity of the message account.
	
	

	
SIP-Version
	
	 SIP/2.0
	
	

	Route
	
	order of the parameters in this header must be like in this table
	
	RFC 3261 [15]

	
route-param
	A1
	<sip:px_pcscf:protected server port of P-CSCF;lr>, <sip:px_scscf;lr>
	
	

	      route-param
	A2
	<sip:px_pcscf: unprotected server port of P-CSCF (optional);lr>, <sip:px_scscf;lr>
	
	

	Via
	
	
	
	RFC 3261 [15]

	
sent-protocol
	
	SIP/2.0/UDP  when using UDP or SIP/2.0/TCP  when using TCP
	
	

	
sent-by
	A1
	IP address or FQDN and protected server port of the UE
	
	

	
sent-by
	A2
	IP address or FQDN and unprotected server port of the UE
	
	

	
via-branch

	
	value starting with ‘z9hG4bk’
	
	

	From
	
	
	
	RFC 3261 [15]

	
addr-spec
	
	any IMPU within the set of IMPUs on ISIM
	
	

	
tag
	
	must be present, value not checked but stored for later reference
	
	

	To
	
	
	
	RFC 3261 [15]

	
addr-spec

	
	any IMPU within the set of IMPUs on ISIM or px_MessageAccountIdentity.

UE shall use px_MessageAccountIdentity when that is configured to the phone as Public service identity of the message account.
	
	

	
tag

	
	not present
	
	

	Contact
	
	
	
	RFC 3261 [15]

	
addr-spec
	A1
	SIP URI with IP address or FQDN and protected server port of UE
	
	

	
addr-spec
	A2
	SIP URI with IP address or FQDN and unprotected server port of UE
	
	

	Expires
	
	
	
	RFC 3261 [15]

	
delta-seconds
	
	must be present but value not checked
	
	

	Security-Verify
	A1
	
	
	RFC 3329 [21]

	
sec-mechanism
	
	same value as SecurityServer header sent by SS
	
	

	Require
	A1
	
	
	RFC 3261 [15]
RFC 3329 [21]

	
option-tag
	
	sec-agree
	
	

	Proxy-Require
	A1
	
	
	RFC 3261 [15]
RFC 3329 [21]

	
option-tag
	
	sec-agree
	
	

	CSeq
	
	
	
	RFC 3261 [15]

	
value
	
	must be present, value not checked
	
	

	
method
	
	SUBSCRIBE
	
	

	Call-ID
	
	
	
	RFC 3261 [15]

	
callid
	
	value not checked, but stored for later reference
	
	

	Max-Forwards
	
	
	
	RFC 3261 [15]

	
value
	
	non-zero value
	
	

	P-Access-Network-Info
	A1
	(header optional when A2)
	
	RFC 3455 [18]

	
access-net-spec
	
	access network technology and, if applicable, the cell ID
	
	

	Accept 
	
	
	
	RFC 3261 [15]
RFC 3842 [88]

	
media-range
	
	application/simple-message-summary
	
	

	Event
	
	
	
	RFC 3265 [34]
RFC 3842 [88]

	
event-type
	
	message-summary
	
	

	Content-Length
	
	
	
	RFC 3261 [15]

	
value
	
	length of request body, if such is present
	
	


	Condition
	Explanation

	A1
	IMS security (A.6a/2)

	A2
	GIBA (A.6a/1)


NOTE 1:
All choices for applicable conditions are described for each header.

A.6.2
NOTIFY for message-summary event package

	Header/param
	Cond
	Value/remark
	Rel
	Reference

	Request-Line
	
	
	
	RFC 3261 [15]

	
Method
	
	NOTIFY
	
	

	
Request-URI
	
	UE’s contact address in SIP URI form, as provided in the Contact header within the SUBSCRIBE creating the dialog
	
	

	
SIP-Version
	
	SIP/2.0
	
	

	Via
	
	order of the parameters in this header must be like in this table
	
	RFC 3261 [15]

	
via-parm1:
	
	
	
	

	

Sent-protocol
	
	SIP/2.0/UDP  when using UDP or SIP/2.0/TCP  when using TCP
	
	

	

sent-by
	A1
	IP address and protected server port of SS
	
	

	

sent-by
	A2
	IP address and unprotected server port of SS (optional)
	
	

	

via-branch
	
	value starting with ‘z9hG4bk’
	
	

	
via-parm2:
	
	
	
	

	

sent-protocol
	
	SIP/2.0/UDP  when using UDP or SIP/2.0/TCP  when using TCP
	
	

	

sent-by
	
	px_scscf
	
	

	

via-branch

	
	value starting with ‘z9hG4bk’
	
	

	
via-parm3:
	
	
	
	

	

sent-protocol
	
	SIP/2.0/UDP  when using UDP or SIP/2.0/TCP  when using TCP
	
	

	

sent-by
	
	px_MessageServerDomainName
	
	

	

via-branch

	
	value starting with ‘z9hG4bk’
	
	

	From
	
	
	
	RFC 3261 [15]

	
addr-spec
	
	any IMPU within the set of IMPUs on ISIM or px_MessageAccountIdentity.

SS shall use px_MessageAccountIdentity when that is configured to the phone as Public service identity of the message account.
	
	

	
tag
	
	tag value corresponding to the SIP URI in the From header
	
	

	To
	
	
	
	RFC 3261 [15]

	
addr-spec
	
	any IMPU within the set of IMPUs on ISIM
	
	

	
tag

	
	tag value corresponding to the SIP URI in the To header
	
	

	Call-ID
	
	
	
	RFC 3261 [15]

	
callid
	
	same as value received in SUBSCRIBE message
	
	

	CSeq
	A1,A2
	
	
	RFC 3261 [15]

	
value
	
	value of CSeq sent by the SS within its previous request in the same dialog but increased by one
	
	

	
method
	
	NOTIFY
	
	

	Contact
	
	
	
	RFC 3261 [15]

	
addr-spec
	
	px_MessageServerContactUri
	
	

	Content-Type
	
	
	
	RFC 3261 [15]
RFC 4575 [86]

	
media-type
	
	application/simple-message-summary
	
	

	Event
	A1,A2
	
	
	RFC 3265[34]
RFC 3842 [88]

	
event-type
	
	message-summary
	
	

	Max-Forwards
	
	
	
	RFC 3261 [15]

	
value
	
	69
	
	

	Subscription-State
	
	
	
	RFC 3265[34]

	
substate-value
	
	active
	
	

	
expires
	
	7200
	
	

	Content-Length
	
	
	
	RFC 3261 [15]
RFC 3842 [88]

	
value
	
	length of message-body
	
	

	Message-body
	
	Messages-Waiting: no

Message-Account:  any IMPU within the set of IMPUs on ISIM or px_MessageAccountIdentity as in From header
	
	


	Condition
	Explanation

	A1
	IMS security (A.6a/2)

	A2
	GIBA (A.6a/1)


NOTE 1:
All choices for applicable conditions are described for each header.

A.7
Default messages for SMS

A.7.1
MESSAGE for MT SMS

	Header/param
	Cond
	Value/remark
	Rel
	Reference

	Request-Line
	
	
	
	RFC 3261 [15]

RFC 3428 [92]

	
Method
	
	MESSAGE
	
	

	
Request-URI
	
	UE’s registered contact address in SIP URI form, as provided in the Contact header of the REGISTER message
	
	

	
SIP-Version
	
	SIP/2.0
	
	

	Via
	
	
	
	RFC 3261 [15]

	
sent-protocol
	
	SIP/2.0/UDP 
	
	

	
sent-by
	
	px_pcscf:px_SSProtectedServerPort
	
	

	
via-branch

	
	value starting with ‘z9hG4bk’
	
	

	From
	
	
	
	RFC 3261 [15]

	
addr-spec
	
	a SIP URI of the SS
	
	

	
tag
	
	any value
	
	

	To
	
	
	
	RFC 3261 [15]

	
addr-spec
	
	SIP URI of the UE
	
	

	
tag

	
	not present
	
	

	Call-ID
	
	
	
	RFC 3261 [15]

	
callid
	
	a random text string generated by the SS
	
	

	CSeq
	
	    
	
	RFC 3261 [15]

	
value
	
	any value
	
	

	
method
	
	MESSAGE
	
	

	Max-Forwards
	
	
	
	RFC 3261 [15]

	
value
	
	non-zero value
	
	

	Accept-Contact
	
	
	
	RFC 3841 [64]

	      ac-value
	
	+g.3gpp.smsip;require;explicit
	
	

	Request-Disposition
	
	
	
	RFC 3841 [64]

	      fork-directive
	
	no-fork
	
	

	P-Asserted-Identity
	
	
	
	RFC 3325 [89]

	      addr-spec
	
	a SIP URI of the SS representing  IP-SM-GW
	
	

	P-Called-Party-ID
	
	
	
	RFC 3455 [18]

	       called-pty-id-spec
	
	UE’s registered contact address in SIP URI form, as provided in the Contact header of the REGISTER message
	
	

	Content-Type
	
	
	
	RFC 3261 [15]

	
media-type
	
	application/vnd.3gpp.sms
	
	

	Content-Length
	
	
	
	RFC 3261 [15]

	
value
	
	length of message-body
	
	

	Message-body
	
	RP-DATA message including a SMS-DELIVER TPDU equal to px_MT_SMS if px_MT_SMS_defined is set to ‘TRUE’

otherwise
- TP-MTI=’00’B 

- TP-MMS=’1’B (No more messages are waiting for the MS in this SC)
- TP-RP=any allowed value

- TP-OA=any allowed value

- TP-PID=any allowed value

- TP-DCS=any allowed value

- TP-SCTS=any allowed value

- TP-UDL=set according to length of TP-UD field

- TP-UD=a valid SMS generated by SS
	
	TS 24.011 [92]

TS 23.040 [93]


A.7.2
MESSAGE for delivery report

	Header/param
	Cond
	Value/remark
	Rel
	Reference

	Request-Line
	
	
	
	RFC 3261 [15]

RFC 3428 [92]

	
Method
	
	MESSAGE
	
	

	
Request-URI
	
	same URI as received in A.7.1
	
	

	
SIP-Version
	
	SIP/2.0
	
	

	Via
	
	
	
	RFC 3261 [15]

	
sent-protocol
	
	SIP/2.0/UDP 
	
	

	
sent-by
	
	not checked
	
	

	
via-branch

	
	value starting with ‘z9hG4bk’
	
	

	From
	
	
	
	RFC 3261 [15]

	
addr-spec
	
	a SIP URI of the SS representing the calling UE
	
	

	
tag
	
	any value
	
	

	To
	
	
	
	RFC 3261 [15]

	
addr-spec
	
	SIP URI of the SS
	
	

	
tag

	
	not present
	
	

	Call-ID
	
	
	
	RFC 3261 [15]

	
callid
	
	not checked
	
	

	CSeq
	
	    
	
	RFC 3261 [15]

	
value
	
	any value
	
	

	
method
	
	MESSAGE
	
	

	Max-Forwards
	
	
	
	RFC 3261 [15]

	
value
	
	non-zero value
	
	

	Content-Type
	
	
	
	RFC 3261 [15]

	
media-type
	
	application/vnd.3gpp.sms
	
	

	Content-Length
	
	
	
	RFC 3261 [15]

	
value
	
	length of message-body
	
	

	Message-body
	
	RP-ACK message with RP‑User Data including a SMS-DELIVER-REPORT TPDU

- TP-MTI=’00’B

- TP-PI=any allowed value
	
	TS 24.011 [92]


A.7.3
MESSAGE for MO SMS

	Header/param
	Cond
	Value/remark
	Rel
	Reference

	Request-Line
	
	
	
	RFC 3261 [15]

RFC 3428 [91]

	
Method
	
	MESSAGE
	
	

	
Request-URI
	
	px_psi_SMSC
	
	

	
SIP-Version
	
	SIP/2.0
	
	

	Via
	
	
	
	RFC 3261 [15]

	
sent-protocol
	
	SIP/2.0/UDP 
	
	

	
sent-by
	
	IP address or FQDN and protected server port of the UE
	
	

	
via-branch

	
	value starting with ‘z9hG4bk’
	
	

	From
	
	
	
	RFC 3261 [15]

	
addr-spec
	
	any SIP URI
	
	

	
tag
	
	any value
	
	

	To
	
	
	
	RFC 3261 [15]

	
addr-spec
	
	px_CalleeUri
	
	

	
tag

	
	not present
	
	

	Call-ID
	
	
	
	RFC 3261 [15]

	
callid
	
	must be present, value not checked
	
	

	CSeq
	
	
	
	RFC 3261 [15]

	
value
	
	any value
	
	

	
method
	
	MESSAGE
	
	

	Max-Forwards
	
	
	
	RFC 3261 [15]

	
value
	
	non-zero value
	
	

	P-Access-Network-Info
	
	
	
	RFC 3455 [18]

	
access-net-spec  
	
	access network technology and, if applicable, the cell ID  
	
	

	Route
	
	
	
	RFC 3261 [15]

	
route-param
	
	<sip:px_pcscf:px_SSProtectedServerPort;lr>, <sip:px_scscf;lr>
	
	

	Content-Type
	
	
	
	RFC 3261 [15]

	
media-type
	
	application/vnd.3gpp.sms
	
	

	Content-Length
	
	
	
	RFC 3261 [15]

	
Value
	
	length of message-body
	
	

	Message-body

	
	RP-DATA message with RP‑User Data set to SMS-SUBMIT type equal to px_MO_SMS if px_MO_SMS_defined is set to ‘TRUE’

 otherwise:

- TP-MTI=’ 01’B (SMS-SUBMIT)

- TP-RD=any allowed value

- TP-VPF=any allowed value

- TP-RP=any allowed value

- TP-MR=any allowed value 

- TP-DA=any allowed value

- TP-PID=any allowed value

- TP-DCS=any allowed value

- TP-UDL=set according to length of TP-UD field

- TP-UD=must be present and non-empty
	
	TS 24.011 [92]


A.7.4
Submission report for MO SMS

	Header/param
	Cond
	Value/remark
	Rel
	Reference

	Request-Line
	
	
	
	RFC 3261 [15]

RFC 3428 [91]

	
Method
	
	MESSAGE
	
	

	
Request-URI
	
	 UE's registered contact address in SIP URI form, as provided in the Contact header of the REGISTER messageSIP/2.0
	
	

	
SIP-Version
	
	MESSAGE
	
	

	Via
	
	
	
	RFC 3261 [15]

	
sent-protocol
	
	SIP/2.0/UDP 
	
	

	
sent-by
	
	not checked
	
	

	
via-branch

	
	value starting with ‘z9hG4bk’
	
	

	From
	
	
	
	RFC 3261 [15]

	
addr-spec
	
	a SIP URI of the SS
	
	

	
Tag
	
	any value
	
	

	To
	
	
	
	RFC 3261 [15]

	
addr-spec
	
	any IMPU within the set of IMPUs on ISIM
	
	

	
tag

	
	must not be present
	
	

	Call-ID
	
	
	
	RFC 3261 [15]

	
Callid
	
	any value
	
	

	In-Reply-to
	
	
	
	RFC 3261 [15]

	
callid
	
	any value
	
	

	Cseq
	
	
	
	RFC 3261 [15]

	
value
	
	any value
	
	

	
method
	
	MESSAGE
	
	

	Max-Forwards
	
	
	
	RFC 3261 [15]

	
Value
	
	non-zero value
	
	

	Request-Disposition
	
	
	
	RFC 3261 [15]

	
fork-directive
	
	Fork
	
	

	P-Called-Party-ID
	
	
	
	RFC 3455 [18]

	
value
	
	any value
	
	

	P-Asserted-Identity
	
	
	
	RFC 3325 [13]

	
value
	
	px_psi_SMSC
	
	

	Content-Type
	
	
	
	RFC 3261 [15]

	
media-type
	
	application/vnd.3gpp.sms
	
	

	Content-Length
	
	
	
	RFC 3261 [15]

	
Value
	
	length of message-body
	
	

	Message-body
	
	RP-ACK message with RP‑User Data inclouding SMS-SUBMIT-REPORT:


- TP-MTI=‘01’B (SMS-SUBMIT-REPORT)

- TP-PI=‘00000000’B

- TP-SCTS=set by the SS (encoded as specified in TS 23.040 clause 9.2.3.11)
	
	TS 24.011 [92]

TS 23.040 [93]


A.7.5
Status report for MO SMS

	Header/param
	Cond
	Value/remark
	Rel
	Reference

	Request-Line
	
	
	
	RFC 3261 [15]

RFC 3428 [91]

	
Method
	
	MESSAGE
	
	

	
Request-URI
	
	UE's registered contact address in SIP URI form, as provided in the Contact header of the REGISTER message
	
	

	
SIP-Version
	
	SIP/2.0
	
	

	Via
	
	
	
	RFC 3261 [15]

	
sent-protocol
	
	SIP/2.0/UDP 
	
	

	
sent-by
	
	not checked
	
	

	
via-branch

	
	value starting with ‘z9hG4bk’
	
	

	From
	
	
	
	RFC 3261 [15]

	
addr-spec
	
	a SIP URI of the SS 
	
	

	
Tag
	
	any value
	
	

	To
	
	
	
	RFC 3261 [15]

	
addr-spec
	
	any IMPU within the set of IMPUs on ISIM
	
	

	
tag

	
	must not be present
	
	

	Call-ID
	
	
	
	RFC 3261 [15]

	
Callid
	
	any value
	
	

	P-Asserted-Identity
	
	
	
	RFC 3325 [89]

	
addr-spec
	
	px_psi_SMSC
	
	

	Cseq
	
	
	
	RFC 3261 [15]

	
Value
	
	any value
	
	

	
method
	
	MESSAGE
	
	

	Max-Forwards
	
	
	
	RFC 3261 [15]

	
Value
	
	non-zero value
	
	

	Request-Disposition
	
	
	
	RFC 3261 [15]

	
fork-directive
	
	no-fork
	
	

	Accept-Contact
	
	
	
	RFC 3841 [64]

	
ac-value
	
	+g.3gpp.smsip;require;explicit
	
	

	Content-Type
	
	
	
	RFC 3261 [15]

	
media-type
	
	application/vnd.3gpp.sms
	
	

	Content-Length
	
	
	
	RFC 3261 [15]

	
Value
	
	length of message-body
	
	

	Message-body
	
	RP-DATA message with RP‑User Data including SMS-STATUS-REPORT:

- TP-MTI=’10’B (SMS-STATUS-REPORT)

- TP-MMS=’0’B

- TP-SRQ=’0’B

- TP-MR=same value as that set by the UE in the RP-DATA of the MO SMS
- TP-RA=same value as the TP-DA set by the UE in the RP-DATA of the MO SMS
- TP-SCTS=same value as that set by the SS in the RP-ACK acknowledging the MO SMS
- TP-DT=set by the SS (encoded as specified in TS 23.040 clause 9.2.3.11)

- TP-ST=’0000000’B (Short message received by the SME)
	
	TS 24.011 [92]


< **************** Beginning of the seventh change **************>

C.x
Procedure to register another IMPU over existing SAs
The generic test procedure:

1
The UE initiates IMS registration for the new IMPU. SS waits for the UE to send an initial REGISTER request over the existing set of IPSec SAs.
2
The SS responds to the initial REGISTER request with a valid 401 Unauthorized response.
3
The SS waits for the UE to send another REGISTER request, over the existing security associations.
4
The SS responds to the second REGISTER request with valid 200 OK response
5
The SS sends a NOTIFY request for the registration event package. 

6
The SS waits for the UE to respond to the NOTIFY with a 200 OK response.

Expected sequence

	Step
	Direction
	Message
	Comment

	
	UE
	SS
	
	

	1
	(
	REGISTER
	The UE sends initial registration for the new IMPU over the existing IPSec SAs

	2
	(
	401 Unauthorized
	The SS responds with a valid AKAv1-MD5 authentication challenge 

	3
	(
	REGISTER
	The UE sends another REGISTER with AKAv1-MD5 credentials.

	4
	(
	200 OK
	The SS responds with 200 OK.

	5
	(
	NOTIFY
	The SS sends a NOTIFY for registration event package, containing partial registration state information for the newly registered public user identity in the XML body 

	6
	(
	200 OK
	The UE responds with 200 OK.


NOTE:
The default message contents in annex A are used apart from the XML body in step 5. The body shall be specified within the test case referring to this procedure.
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