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8.25
Overload Control

8.25.1
General

This procedure is defined to give some degree of signalling flow control. At the UTRAN side, "Processor Overload" and "Overload in the Capability to Send Signalling Messages to the UE" are catered for, and at the CN side, "Processor Overload" is catered for. The procedure uses connectionless signalling.

The philosophy used is to stem the traffic at source with known effect on the service. The algorithm used is:

At the CN side:

-
If TigOC is not running and an OVERLOAD message or "Signalling Point Congested" information is received, the traffic should be reduced by one step. It is also possible, optionally, to indicate the number of steps to reduce the traffic within the Number of Steps IE. At the same time, timers TigOC and TinTC should be started.

-
During TigOC all received OVERLOAD messages or "Signalling Point Congested" information should be ignored.

-
This step by step reduction of traffic should be continued until maximum reduction is obtained by arriving at the last step.

-
If TinTC expires, the traffic should be increased by one step and TinTC should be re-started unless the number of steps by which the traffic is reduced is back to zero.

At the UTRAN side:

-
If TigOR is not running and an OVERLOAD message not including the Priority Class Indicator IE or "Signalling Point Congested" information is received, all the traffic should be reduced by one step. It is also possible, optionally, to indicate the number of steps to reduce the traffic within the Number of Steps IE. At the same time, timers TigOR and TinTR should be started.
-
If TigOR is not running and an OVERLOAD message including the Priority Class Indicator IE is received and a procedure for reduction of all traffic is not being processed , then signalling traffic for the indicated priority class should be reduced by one step. It is also possible, optionally, to indicate the number of steps to reduce the traffic within the Number of Steps IE. At the same time, timers TigOR and TinTR should be started.
-
During TigOR all received OVERLOAD messages or "Signalling Point Congested" information should be ignored.

-
This step-by-step reduction of traffic should be continued until maximum reduction is obtained by arriving at the last step.

-
If TinTR expires, the traffic should be increased by one step and TinTR should be re-started unless the number of steps by which the traffic is reduced is back to zero.

The number of steps and the method for reducing the load are implementation-specific.

There may be other traffic control mechanisms from O&M activities occurring simultaneously.

8.25.2
Philosophy
Void.

8.25.3
Successful Operation

8.25.3.1
Overload at the CN
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Figure 27: Overload at the CN. Successful operation.

The CN should indicate to the RNC that it is in a congested state by sending an OVERLOAD message. The CN Domain Indicator IE may be included, if the CN can determine the domain suffering from the signalling traffic overload. A specific CN node shall send this message only towards those RNCs from which it can receive the INITIAL UE MESSAGE message.

Reception of the message by the UTRAN should cause reduction of signalling traffic towards the CN. If the CN Domain Indicator IE is included in the OVERLOAD message, and the Global CN-ID IE is not, the RNC should apply signalling traffic reduction mechanisms towards the indicated domain. If the Priority Class Indicator IE is included then the RNC should take the appropriate action to reduce the traffic for the priority class indicated in the IE.
If the NNSF is active, the CN shall include the Global CN-ID IE within the OVERLOAD message, and the RNC should apply signalling traffic reduction mechanisms towards the indicated CN node only.
8.25.3.2
Overload at the UTRAN
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Figure 28: Overload at the UTRAN. Successful operation.

If the UTRAN is not capable of sending signalling messages to UEs due to overloaded resources, the UTRAN should send an OVERLOAD message to the CN. The RNC shall include the Global RNC-ID IE in this message. The message shall be sent only towards those CN nodes towards which theRNC can send the INITIAL UE MESSAGE message. If the Priority Class Indicator IE is included it shall be ignored.
8.25.4
Abnormal Conditions

Not applicable.

<ommitted material>
9.1.38
OVERLOAD
This message is sent by either the CN or the RNC to indicate that the control plane of the node is overloaded.

Direction: RNC ( CN and CN ( RNC.

Signalling bearer mode: Connectionless.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	ignore

	Number Of Steps
	O
	
	9.2.1.32
	
	YES
	ignore

	Global RNC-ID
	O
	
	9.2.1.39
	If the Extended RNC-ID IE is included in the message, the RNC-ID IE in the Global RNC-ID IE shall be ignored.
	YES
	ignore

	CN Domain Indicator
	O
	
	9.2.1.5
	
	YES
	ignore

	Global CN-ID
	O
	
	9.2.1.46
	
	YES
	ignore

	Extended RNC-ID
	O
	
	9.2.1.39a
	The Extended RNC-ID IE shall be used if the RNC identity has a value larger than 4095.
	YES
	reject

	Priority Class Indicator
	O
	
	9.2.1.x
	
	YES
	ignore


9.2.1.93
Cell Access Mode 
This information element indicates that the cell operates in Hybrid Access mode as defined in [56].
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	Cell Access Mode
	M
	
	ENUMERATED (hybrid,…)
	


9.2.1.x
Priority Class Indicator
This information element indicates that overload has occurred and traffic for the indicated priority class should be reduced.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	Priority Class Indicator
	M
	
	BIT STRING(SIZE(8))
	If the bit is set to “1“ the indicated signalling traffic should be reduced.

Bit (0) = Delay Tolerant traffic limited.
Bits (1..7) reserved for future use.


9.3.3
PDU Definitions

-- **************************************************************

--

-- PDU definitions for RANAP.

--

-- **************************************************************

RANAP-PDU-Contents {

itu-t (0) identified-organization (4) etsi (0) mobileDomain (0)

umts-Access (20) modules (3) ranap (0) version1 (1) ranap-PDU-Contents (1) }

DEFINITIONS AUTOMATIC TAGS ::=

BEGIN

-- **************************************************************

--

-- IE parameter types from other modules.

--

-- **************************************************************

IMPORTS


AccuracyFulfilmentIndicator,


APN,


BroadcastAssistanceDataDecipheringKeys,


LocationRelatedDataRequestType,


LocationRelatedDataRequestTypeSpecificToGERANIuMode,


DataVolumeReference,


CellLoadInformation,


AreaIdentity,


CN-DomainIndicator,


Cause,


Cell-Access-Mode,

ClientType,


CriticalityDiagnostics,


ChosenEncryptionAlgorithm,


ChosenIntegrityProtectionAlgorithm,


ClassmarkInformation2,


ClassmarkInformation3,


CSG-Id,


CSG-Id-List,


CSG-Membership-Status,

DL-GTP-PDU-SequenceNumber,


DL-N-PDU-SequenceNumber,


DataVolumeReportingIndication,


DeltaRAListofIdleModeUEs,


DRX-CycleLengthCoefficient,


EncryptionInformation,


EncryptionKey,


E-UTRAN-Service-Handover,


ExtendedRNC-ID,


FrequenceLayerConvergenceFlag,


GERAN-BSC-Container,


GERAN-Classmark,


GlobalCN-ID,


GlobalRNC-ID,


GTP-TEI,


IncludeVelocity,


InformationExchangeID,


InformationExchangeType,


InformationRequested,


InformationRequestType,


InformationTransferID,


InformationTransferType,


InterSystemInformationTransferType,


IntegrityProtectionInformation,


IntegrityProtectionKey,


InterSystemInformation-TransparentContainer,


IPMulticastAddress,


IuSignallingConnectionIdentifier,


IuTransportAssociation,


KeyStatus,


L3-Information,


LAI,


LastKnownServiceArea,


MBMS-PTP-RAB-ID,


MBMSBearerServiceType,


MBMSCountingInformation,

MBMSCNDe-Registration,


MBMSHCIndicator,


MBMSRegistrationRequestType,


MBMSServiceArea,


MBMSSessionDuration,


MBMSSessionIdentity,

MBMSSessionRepetitionNumber,

NAS-PDU,


NAS-SequenceNumber,


NAS-SynchronisationIndicator,


NewBSS-To-OldBSS-Information,

NonSearchingIndication,


NumberOfSteps,


OMC-ID,


OldBSS-ToNewBSS-Information,


PagingAreaID,


PagingCause,


PDP-TypeInformation, 

PDP-TypeInformation-extension,

PermanentNAS-UE-ID,


PLMNidentity,

PositionData,


PositionDataSpecificToGERANIuMode,


PositioningPriority,


ProvidedData,


RAB-ID,


RAB-Parameters,


RAC,


RAListofIdleModeUEs,

RAT-Type,

RedirectAttemptFlag,


RedirectionCompleted,


RejectCauseValue,

RelocationType,


RequestedGANSSAssistanceData,


RequestType,


Requested-RAB-Parameter-Values,


ResponseTime,


RRC-Container,


SAI,


SAPI,

Service-Handover,


SessionUpdateID,


SNA-Access-Information,

SourceBSS-ToTargetBSS-TransparentContainer,


SourceID,


Source-ToTarget-TransparentContainer,


SourceRNC-ToTargetRNC-TransparentContainer,


SRVCC-HO-Indication,


SRVCC-Information,


SRVCC-Operation-Possible,


TargetBSS-ToSourceBSS-TransparentContainer,


TargetID,


Target-ToSource-TransparentContainer,


TargetRNC-ToSourceRNC-TransparentContainer,


TemporaryUE-ID,


TimeToMBMSDataTransfer,


TMGI,


TracePropagationParameters,


TraceReference,


TraceType,


UnsuccessfullyTransmittedDataVolume,


TransportLayerAddress,


TriggerID,


UE-AggregateMaximumBitRate,

UE-ID,


UESBI-Iu,


UL-GTP-PDU-SequenceNumber,


UL-N-PDU-SequenceNumber,


UP-ModeVersions,


UserPlaneMode,


VelocityEstimate,


VerticalAccuracyCode,


Alt-RAB-Parameters,


Ass-RAB-Parameters,


PeriodicLocationInfo,


SubscriberProfileIDforRFP,


Priority-Class-Indicator
FROM RANAP-IEs


PrivateIE-Container{},


ProtocolExtensionContainer{},


ProtocolIE-ContainerList{},


ProtocolIE-ContainerPair{},


ProtocolIE-ContainerPairList{},


ProtocolIE-Container{},


RANAP-PRIVATE-IES,


RANAP-PROTOCOL-EXTENSION,


RANAP-PROTOCOL-IES,


RANAP-PROTOCOL-IES-PAIR

FROM RANAP-Containers


maxNrOfDTs,


maxNrOfErrors,


maxNrOfIuSigConIds,


maxNrOfRABs,


maxNrOfVol,


maxnoofMulticastServicesPerUE,


id-AccuracyFulfilmentIndicator,


id-APN,


id-AreaIdentity,


id-Alt-RAB-Parameters,


id-Ass-RAB-Parameters,


id-BroadcastAssistanceDataDecipheringKeys,


id-LocationRelatedDataRequestType,


id-CN-DomainIndicator,


id-Cause,


id-Cell-Access-Mode,

id-ChosenEncryptionAlgorithm,


id-ChosenIntegrityProtectionAlgorithm,


id-ClassmarkInformation2,


id-ClassmarkInformation3,


id-ClientType,


id-CNMBMSLinkingInformation,


id-CriticalityDiagnostics,


id-CSG-Id,


id-CSG-Id-List,


id-CSG-Membership-Status,

id-DeltaRAListofIdleModeUEs,


id-DRX-CycleLengthCoefficient,


id-DirectTransferInformationItem-RANAP-RelocInf,


id-DirectTransferInformationList-RANAP-RelocInf,


id-DL-GTP-PDU-SequenceNumber,


id-EncryptionInformation,


id-EncryptionKey,


id-ExtendedRNC-ID,


id-FrequenceLayerConvergenceFlag,


id-GERAN-BSC-Container,


id-GERAN-Classmark,

id-GERAN-Iumode-RAB-Failed-RABAssgntResponse-Item,


id-GERAN-Iumode-RAB-FailedList-RABAssgntResponse,


id-GlobalCN-ID,


id-GlobalCN-IDCS,


id-GlobalCN-IDPS,


id-GlobalRNC-ID,


id-IncludeVelocity,


id-InformationExchangeID,


id-InformationExchangeType,


id-InformationRequested,


id-InformationRequestType,


id-InformationTransferID,


id-InformationTransferType,


id-IntegrityProtectionInformation,


id-IntegrityProtectionKey,


id-InterSystemInformationTransferType,


id-InterSystemInformation-TransparentContainer,


id-IPMulticastAddress,


id-IuSigConId,

id-OldIuSigConId,

id-OldIuSigConIdCS,


id-OldIuSigConIdPS,


id-IuSigConIdItem,


id-IuSigConIdList,


id-IuTransportAssociation,


id-JoinedMBMSBearerServicesList,


id-KeyStatus,


id-L3-Information,


id-LAI,


id-LastKnownServiceArea,


id-LeftMBMSBearerServicesList,


id-LocationRelatedDataRequestTypeSpecificToGERANIuMode,


id-MBMSBearerServiceType,


id-MBMSCountingInformation,


id-MBMSCNDe-Registration,


id-MBMSRegistrationRequestType,


id-MBMSSynchronisationInformation,


id-MBMSServiceArea,


id-MBMSSessionDuration,


id-MBMSSessionIdentity,

id-MBMSSessionRepetitionNumber,

id-NAS-PDU,


id-NAS-SequenceNumber,

id-NewBSS-To-OldBSS-Information,


id-NonSearchingIndication,


id-NumberOfSteps,


id-OMC-ID,


id-OldBSS-ToNewBSS-Information,


id-PagingAreaID,


id-PagingCause,


id-PDP-TypeInformation, 

id-PDP-TypeInformation-extension,


id-PermanentNAS-UE-ID,


id-PositionData,


id-PositionDataSpecificToGERANIuMode,


id-PositioningPriority,


id-ProvidedData,


id-RAB-ContextItem,


id-RAB-ContextList,


id-RAB-ContextFailedtoTransferItem,

id-RAB-ContextFailedtoTransferList,


id-RAB-ContextItem-RANAP-RelocInf,


id-RAB-ContextList-RANAP-RelocInf,


id-RAB-DataForwardingItem,


id-RAB-DataForwardingItem-SRNS-CtxReq,


id-RAB-DataForwardingList,


id-RAB-DataForwardingList-SRNS-CtxReq,


id-RAB-DataVolumeReportItem,


id-RAB-DataVolumeReportList,


id-RAB-DataVolumeReportRequestItem,


id-RAB-DataVolumeReportRequestList,


id-RAB-FailedItem,


id-RAB-FailedList,


id-RAB-FailedList-EnhRelocInfoRes,


id-RAB-FailedItem-EnhRelocInfoRes,


id-RAB-FailedtoReportItem,


id-RAB-FailedtoReportList,


id-RAB-ID,


id-RAB-ModifyList,


id-RAB-ModifyItem,


id-RAB-Parameters,


id-RAB-QueuedItem,


id-RAB-QueuedList,


id-RAB-ReleaseFailedList,


id-RAB-ReleaseItem,


id-RAB-ReleasedItem-IuRelComp,


id-RAB-ReleaseList,


id-RAB-ReleasedItem,


id-RAB-ReleasedList,


id-RAB-ReleasedList-IuRelComp,


id-RAB-RelocationReleaseItem,


id-RAB-RelocationReleaseList,


id-RAB-SetupItem-RelocReq,


id-RAB-SetupItem-RelocReqAck,


id-RAB-SetupList-RelocReq,


id-RAB-SetupList-RelocReqAck,


id-RAB-SetupList-EnhRelocInfoReq,


id-RAB-SetupItem-EnhRelocInfoReq,


id-RAB-SetupList-EnhRelocInfoRes,


id-RAB-SetupItem-EnhRelocInfoRes,


id-RAB-SetupList-EnhancedRelocCompleteReq,


id-RAB-SetupItem-EnhancedRelocCompleteReq,


id-RAB-SetupList-EnhancedRelocCompleteRes,


id-RAB-SetupItem-EnhancedRelocCompleteRes,


id-RAB-SetupOrModifiedItem,


id-RAB-SetupOrModifiedList,


id-RAB-SetupOrModifyItem,


id-RAB-SetupOrModifyList,


id-RAB-ToBeReleasedItem-EnhancedRelocCompleteRes,


id-RAB-ToBeReleasedList-EnhancedRelocCompleteRes,


id-RAC,


id-RAListofIdleModeUEs,

id-RAT-Type,

id-RedirectAttemptFlag,


id-RedirectionCompleted,


id-RedirectionIndication,


id-RejectCauseValue,

id-RelocationType,


id-Relocation-SourceRNC-ID,


id-Relocation-SourceExtendedRNC-ID,


id-Relocation-TargetRNC-ID,


id-Relocation-TargetExtendedRNC-ID,


id-RequestedGANSSAssistanceData,

id-RequestType,


id-ResponseTime,


id-SAI,


id-SAPI,


id-SelectedPLMN-ID,


id-SessionUpdateID,


id-SNA-Access-Information,


id-SourceBSS-ToTargetBSS-TransparentContainer,


id-SourceRNC-ID,


id-SourceExtendedRNC-ID,


id-SourceID,


id-Source-ToTarget-TransparentContainer,


id-SourceRNC-PDCP-context-info,


id-SRVCC-HO-Indication,


id-SRVCC-Information,


id-SRVCC-Operation-Possible,


id-TargetBSS-ToSourceBSS-TransparentContainer,


id-TargetID,


id-Target-ToSource-TransparentContainer,


id-TemporaryUE-ID,


id-TimeToMBMSDataTransfer,


id-TMGI,


id-TracePropagationParameters,


id-TraceReference,


id-TraceType,


id-TransportLayerAddress,


id-TransportLayerInformation,


id-TriggerID,


id-UE-AggregateMaximumBitRate,

id-UE-ID,


id-UESBI-Iu,


id-UL-GTP-PDU-SequenceNumber,


id-UnsuccessfulLinkingList,


id-VelocityEstimate,


id-VerticalAccuracyCode,


id-PeriodicLocationInfo,


id-BroadcastGANSSAssistanceDataDecipheringKeys,


id-SubscriberProfileIDforRFP,


id-E-UTRAN-Service-Handover,


id-IP-Source-Address,


id-Priority-Class-Indicator
FROM RANAP-Constants;

<unchanged ASN.1 omitted>
-- **************************************************************

--

-- OVERLOAD CONTROL ELEMENTARY PROCEDURE

--

-- **************************************************************

-- **************************************************************

--

-- Overload

--

-- **************************************************************

Overload ::= SEQUENCE {


protocolIEs


ProtocolIE-Container


{ {OverloadIEs} },


protocolExtensions

ProtocolExtensionContainer
{ {OverloadExtensions} }




OPTIONAL,


...

}

OverloadIEs RANAP-PROTOCOL-IES ::= {


{ ID id-NumberOfSteps



CRITICALITY ignore
TYPE NumberOfSteps



PRESENCE optional
} |


{ ID id-GlobalRNC-ID



CRITICALITY ignore
TYPE GlobalRNC-ID



PRESENCE optional
},


...

}

OverloadExtensions RANAP-PROTOCOL-EXTENSION ::= {

-- Extension for Release 99 to enable the indication to the RNC which CN domain is suffering the signalling traffic overload --

{ ID id-CN-DomainIndicator


CRITICALITY ignore
EXTENSION CN-DomainIndicator
PRESENCE optional
} |

-- Extension for Release 5 to enable NNSF --

{ ID id-GlobalCN-ID




CRITICALITY ignore
EXTENSION GlobalCN-ID


PRESENCE optional
} |
-- Extension for Release 7 to indicate extended RNC-ID --


{ ID id-ExtendedRNC-ID



CRITICALITY reject
EXTENSION ExtendedRNC-ID

PRESENCE optional
}
-- Extension for Release 10 to support Low Priority overload --

( ID id-Priority-Class-Indicator

CRTICALITY ignore
EXTENSION Priority-Class-Indicator
PRESENCE optional
),


...

}

<unchanged ASN.1 omitted>
9.3.4
Information Element Definitions

<unchanged ASN.1 omitted>
Pre-emptionVulnerability ::= ENUMERATED {


not-pre-emptable,


pre-emptable

}

PriorityLevel



::= INTEGER { spare (0), highest (1), lowest (14), no-priority (15) } (0..15)

Priority-Class-Indicator ::= BIT STRING (SIZE(8))
ProvidedData ::= CHOICE {


shared-network-information



Shared-Network-Information,


...

}

P-TMSI




::= OCTET STRING (SIZE (4))

-- Q

9.3.6
Constant Definitions

<unchanged ASN.1 omitted>
id-CSFB-Information









INTEGER ::= 237

id-PDP-TypeInformation-extension





INTEGER ::= 238
id-MSISDN











INTEGER ::= 239

id-Offload-RAB-Parameters







INTEGER ::= 240
id-LGW-TransportLayerAddress






INTEGER ::= 241

id-Correlation-ID









INTEGER ::= 242

id-IRAT-Measurement-Configuration





INTEGER ::= 243
id-Priority-Class-Indicator







INTEGER ::= 245
END
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