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1 Introduction
This document provides answers and comments to documents RP-101249, RP-101250 and RP-101251 provided to RAN#50. The documents list a number of perceived issues with the proposed RNSAP based inter-HNB mobility solution defined in R3-103807 (RP-101188).
2 Discussion
The 3 documents submitted to RAN#50 list a number of comments that can be grouped into a few categories. Hence this document contains responses to those comments as described in the relevant sub-sections below.
In addition we feel it is worth highlighting some of the issues with the style of the stage 2 and stage 3 material provided by the proponents of the “RANAP” solution. We respect the fact, that these documents have been technically endorsed (as has the RNSAP solution), but we acknowledge only the fact that this means that no fundamental technical issues are highlighted. Hence our comments are more on the 3GPP specification principles, and architecture-minded 3GPP Working Group like RAN3 should follow.

2.1 Technical issues remain with the RNSAP solution
Both RP-101249 & RP-101250 argue that a number of technical issues still have to be resolved with the RNSAP based approach defined in R3-103807. However it is clear from the email discussions on the RAN3 reflector that all the issues raised have been answered. We would further note that only one company has perceived issues with the RNSAP approach and therefore it can be assumed that other interested parties do not see such issues, which is confirmed by that fact that R3-103807 has been technically endorsed by RAN3.

In our view it is pointless within this document to attempt to address each and every technical issue raised, since the issues have already been discussed and responded to both within the last RAN3 meeting and on the RAN3 reflector. However we have provided responses on what might be considered key issues for the benefit of the RAN plenary.

2.1.1 IuUP re-initialisation (RP-101249 2.1)
RP-10249 claims that during HO frequently re-initialisation of the IuUP can occur as referred to in TS23.153. However this comment is clearly a mistake as 23.153 makes the following point:

-
Re-init may happen only between a Target RNC and the CN, if the IuUP Init data does not match with the Initialisation data present before (It is always the RNC that triggers the IuUP Init) 
However it is clear from the Stage 2 & Stage 3 RNSAP submissions that the source HNB provides IuUP initialisation data to the target HNB, precisely to allow the target HNB to establish an exact replica of the IuUP state on the source HNB and to avoid it having to perform an IuUP init. Indeed it is one of the overall guiding principles of the inter-HNB mobility solutions (both the RANAP & RNSAP approaches) that the CN is not impacted by the handover. Therefore it is clear that this perceived issue is not actually an issue at all.

2.1.2 Keeping IuUP user frames in sequence (RP-101249 2.2)
It has been claimed in RP-101249 that the RNSAP based solution will lead to dropping of Iu-UP PDUs during the handover from the data forwarding aspect. However this is not true as it is incorrect to assume that data forwarding will always result in PDUs being discarded. Indeed the RNSAP solution specifically introduces mechanisms to reduce the chances of packets having to be discarded. And even in the extreme situation whereby packets arrive too late at the target HNB and have to be discarded, this is a valid solution as per 25.415 which specifies that packets from real time services can be discarded if they arrive too late.
In addition it is worth noting that in previous RAN3 meetings exactly the same issue was raised against the RANAP solution proposed in R3-103516. In this case the proponents of the RANAP solution dismissed this issue as not important, however it is precisely the same issue that they now claim is a problem with the RNSAP based solution. In addition the RNSAP based solution has included mechanisms to reduce the probability of Downlink discontinuities which the RANAP based solution does not include. So it seems bizarre to claim that this issue is relevant for one solution but irrelevant for the other.

2.1.3 Access Control

It is suggested that a major issue is that access control is not performed for SHO. However a solution already exists for non-CSG UEs which can use the already defined Access Control query procedure. Hence this is not a significant issue as there is an easy solution.

2.2 Lack of stage 2 completeness (RP-101249 2.3)
We have pointed out that the Sequence Figure in step 1 has the wording “or RNA Direct Transfer if already in SHO”, this indeed is not technical correct because if UE is already in SHO and the relocation is triggered, the message sequence chart will be different depend on if the Relocation is “UE Involved” or “UE Not Involved”. If the proponent has in their mind that this is a “UE Not Involved” then there will be no RRC RB Reconfiguration and no “Detect UE Sync”.  If the proponents have in their mind that this is a “UE Involved” then we need more study and discussion how this can be done.
As the difference between "UE Involved" and "UE not involved" in case of relocation is not a new concept and respective functionality is specified already in 3GPP, this flowchart shows only the relevant parts for discovering the main differences compared to Enhanced Relocation. Btw, the paragraph above the flow chart clearly states:

" Figure 5.7.2.1-x below depicts the case where the UE is involved in the RNSAP Relocation and the HNBs are directly Iurh-connected. In case of UE not being involved, an Iurh signalling connection (i.e. RNA signalling resources) already exists between the involved HNBs which can be utilized for RNSAP signalling. In case of Iurh-connectivity via the HNB-GW, RNA signalling terminates at the HNB-GW, whereas RNSAP signalling is still performed peer-to-peer.”
2.3 
Security for Iuhr 

The security of the proposed RNSAP solution has been highlighted as an issue in RP-101249. However the meeting notes from the last RAN3 clearly indicate in R3-103754 why SA3 should work on standardised security solutions for the direct interface:

RAN3 has agreed to support direct interface between HeNBs (FFS between HNBs) because it was deemed beneficial in terms of latency reduction, transport optimization (especially in case of enterprise deployments).

It also needs to be kept in mind that discussions during RAN3 meetings always referred to “standardised” security measures. This wording explicitly assumes that in the meantime “non-standardised” security measures are applied, based on methods available in the enterprise and acceptable to the PLMN operator.

Furthermore the term “rogue HNB” is assuming that the security measures introduced by SA3 to ensure that an the HNB hasn’t been modified (i.e. “secure boot”) aren’t considered trustworthy.

Additionally it should be kept in mind that the communication on the Iurh interface could also be carried via the IPsec tunnels established from every HNB to the SeGW and the messages routed based on IP addresses (NEC was the only company in RAN3#69bis that expressed doubts on this possibility, but no attempts have been made to include this issue in the response back to SA3 and ask them for guidance). This configuration is ensuring security in case the enterprise could not provide a sufficiently secure communication using the local network only. Hence it can be concluded that the issue highlighted in RP-101249 is erroneous and hence can be dismissed.
2.4 SHO Bandwidth. (RP-101249 2.5)
It has been claimed in RP-101249 that the backhaul bandwidth will be an issue when supporting soft handover. It may be reasonable to expect that SHO could be problematic when using a DSL link for the backhaul, though this deployment scenario has never been proposed in RAN3. However yet again this issue is not as significant as claimed, since the bandwidth needed for any deployment (Femto or Macro) is an issue for the customer/operator to agree and for successful operation with SHO in an enterprise environment it is very unlikely that the backhaul would be supported over a single DSL link.
2.5 RNSAP based solution appeared late (RP-101249 1, 2, 2.8, RP-101250 2)
Both RP-101249 & RP-101250 claim that the RNSAP based solution for inter-HNB mobility appeared late in RAN3 and hence there has not been sufficient time to discuss it. This is clearly incorrect in that the current RNSAP solution has been based on:

a) the previous HRNSAP proposal and

b) the RNSAP Enhanced Relocation procedures

The HRNSAP proposal was initially submitted to RAN3 during Release 9 (R3-091512 which included both a proposed direct interface solution and a proposed HNBAP GW based solution) and was subsequently enhanced for RAN3#68. Since then the same procedures and overall solution has been submitted to each RAN3 with virtually no comments or issues raised, so it is misleading to suggest that the proposed solution is new and has not had sufficient consideration time. Since a significant portion of the RNSAP solution is based on a solution that has been available for a number of RAN3 meetings.

In addition by leveraging the existing RNSAP Enhanced Relocation procedures the proposed RNSAP based solution reuses key concepts and procedures that have been defined in RNSAP & RANAP since Rel-8. So this is hardly new.

Finally whilst it is correct to state that the solution as defined in R3-103807 was proposed at RAN3#70. The rationale behind this proposal was precisely to look for a compromise solution that reduced the number of options that RAN3 had to consider. This compromise was a natural consequence of the discussions that took place at RAN3#70 and was at the behest of the RAN3 chairman, who recognised the need to reduce the options available. So it is misleading to suggest that this is a “new” solution and hence has not had sufficient discussion. Without such discussions and a willingness to compromise and agree on a viable way forward it would be hard for the RAN sub-groups to ever agree on solutions. It is also worth noting that the RNSAP solution has been technically endorsed by RAN3 and this reflects the level of maturity and support needed for presentation to RAN.
2.6 HNB market segmentation (RP-101251 2.2, 2.4)
RP-101251 outlines a proposal whereby HNBs could be targeted at different market segments. In our view this is irrelevant from a standardisation point of view. It is an implementation decision based on discussions between each vendor and operator which functions need to be supported on the HNB. Whilst standardising a particular function within a 3GPP release allows vendors to implement coherent solutions, it does not mandate that all vendors have to implement these solutions. So it is wrong to try and link a particular standard solution to a specific implementation of an HNB. In addition it is claimed that the HNB market segmentation is based on the cost and complexity of each HNB. Whilst it is refreshing that NEC have highlighted their pricing structure and that their enterprise HNBs cost 10x their consumer HNBs, this is again irrelevant to the standardisation process as other vendors may have different pricing structures. So what is stated in RP-101251 cannot be applied to all.
2.7 The Way Forward Proposal (RP-101251 2.3, 3)
This offers a proposal to have the RANAP solution agreed now and the RNSAP solution agreed later when it is mature. This will result in two solutions and an increased impact on the HNB-GW to support both. As RP-101251 states the RNSAP solution provides benefits of SHO and enterprise deployment support, that the RANAP solution doesn’t, hence having both solutions standardised will only increase complexity without any benefit.
For time to market issues, but solutions require changes, and for open interfaces both will require interoperability testing. Whilst the RANAP solution doesn’t require HNB changes it does require that the operator upgrades the HNB-GW.  
2.8 Comments to the opinion, that the RNSAP Relocation scheme is not well suited for the current market requirements

The RANAP-based solution is fully compatible with Rel. 8 compliant HNBs since no changes to Rel. 8 RANAP, RUA, or HNBAP procedures are required.  The entire solution is contained within the logical operation of the HNB-GW. (RP-101251)
The fact that not a single protocol change was needed for RANAP, RUA and HNBAP reveals the fact that there might not be a single added value at all to this solution: No new feature, no enhancement, nothing.

The burden imposed upon the HNB-GW in terms of implementation and signalling effort could be easily avoided, without any standard effort.

In fact it would simply be required to upgrade your CNs’ signalling capabilities with already implemented/existing HW and compensate additional signalling traffic for HNB-HNB SRNS Relocations.

However, the added value for the RNSAP Relocation solution is evident: reduced signalling, direct connections in addition to GW connectivity , extensibility, RNSAP features can be applied between HNbs etc.
History teaches us that this is a highly likely outcome given the present segmentation of Wi-Fi APs into ordinary APs and high end enterprise APs costing 10 times as much as the ordinary APs.(RP-101251)
As it is assumed that most of the additions of an RNSAP Relocation capable HNB is software only, at least for the pure relocation feature without SHO and other RNSAP features, it can be assumed that providing such an implementation will result in economies of scale, hence providing reasonable and competitive prices as well.
2.9 Comments on the Material provided for the RANAP solution
25413_CR1079r3_(Rel-10)_ R3-103517

-
so far, the scope of any application part specification in RAN2 and RAN3 is based on a client/server principle, where the behaviour of the server is fully specified (e.g. the UE in RRC, the RNC in RANAP) whereas the client behaviour (the (E-)UTRA in RRC, the CN in RANAP) is left unspecified (with the usual amount of exceptions, of course). I.e., the protocol specifications are organised in a way, that the behaviour of the server upon reception of certain pieces of information (message) is described.

-
Each (E-)UTRA(N) protocol specification is defined between two logical nodes
, e.g. 2 RNCs (with different roles) in case of RNSAP, an RNC and a NodeB in case of NBAP, an RNC and the CN in case of RANAP etc. 
This clear scope of the respective protocol specifications shall be retained by any means. 
-
Introducing new logical nodes like HNB is not necessary, as an HNB is still an RNC from a logical node point of view.

-
Even introducing the HNB-GW as an additional logical node in the scope of RANAP is not necessary (neither directly nor indirectly), as the scope of RANAP is still signalling between the HNB acting as an RNC and the CN. 

-
Having a look at the CR, e.g. the proposed change in §8.2.2 
Interaction with Optimized HNB to HNB Mobility:
For the HNB access network, the HNB-GW accumulates data volume reports from the different HNBs involved in a UE’s Intra HNB GW mobility and reports the final value to the SGSN.
Approving such a change would introduce the terms “HNB” and “HNB-GW”, neither of which are explained, nor is it necessary to introduce them. It would not change the way the HNB (acting as an RNC) and the CN would expect the RAB Data Volume Reporting function to work.
Note:
As an additional comment, the title of the CR contains “clarification” in its title (for a cat F CR!), which proves that the content is not absolutely needed to understand the overall concept.

25467_CR0101r5_(Rel-10)_R3-103516

-     Looking at the architectural consequences of terminating RANAP of the HNB-GW, with the goal to hide inter-HNB SRNS Relocation procedures from the CN:

-     The scope of RANAP is retained, i.e. between an RNC (i.e. the HNB) and the CN.

-     The “RANAP proposal” is an implementation variant, where the CN functions for performing SRNS Relocation between HNBs served by the same HNB-GW is provided by the HNB-GW. 

-     From an HNB perspective the HNB-GW appears as a CN, from a CN perspective, the HNB-GW would appear as an RNC serving the inter-HNB relocations as inter-RNC mobility.

-     The SRNS Relocation as specified since R99 would still be the same for the involved HNBs. The acting nodes as well, as the presence of the HNB-GWs should be invisible for the nodes for which the scope of the SRNS Relocation is defined within RANAP.

-     The HNB-GW doesn’t add anything to the UTRAN logical architecture, apart from adaptation and management functions, specified in RUA and HNBAP, but this is separated in stage 2 in 25.467.

-     From the above point it is possible to deduce that the Iu CP/UP functions introduced within the “RANAP” proposal for hiding mobility towards the CN are indeed nothing more than a possible deployment variant. We do not oppose to capture this possibility into stage 2.

-     In principle, specification of stage 2 of the “RANAP” proposal is only necessary from a requirement point of view, i.e. the requirements to continue Iu CP and UP functions. A possible implementation of the respective CR is given as an attachment to the zipfile.
3 Proposal
We would like RAN to consider the explanations above and consequently

-
Reject CR 25413_CR1079r3_(Rel-10)_ R3-103517
-
If TSG RAN agrees to specify the “RANAP” solution, approve the revised version of CR 25467_CR0101r5_(Rel-10)_R3-103516, as suggested in the attached file “RP-10xxxx_was R3-103516-was-2928-2496-Optimized HNB to HNB mobilityGWbased- CR25467_v01.doc”
-
Approve CR 25467_CR0114r4_(Rel-10)_R3-103807 as technically endorsed by RAN3 (submitted to RAN#50 in RP-101188)
-
Approve provided CRs 25469_CR0059r3_(Rel-10)_R3-103731(RP-101368) and 25413_CR1089r2_(Rel-10)_R3-103730 (RP-101369) as email discussed on the RAN3 reflector.

-
Approve the new specification for “RNSAP User Adaptation (RNA)” as provide in R3-103729 (submitted to RAN#50 in RP-101367).
4 References
[1]
R3-103729, new TS 25.4xx “UTRAN Iurh Interface RNSAP User Adaption (RNA) signalling”
�See e.g. TS 25.413 §4.1 The principle for specifying the procedure logic is to specify the functional behaviour of the RNC exactly and completely. The CN functional behaviour is left unspecified. The EPs Relocation Preparation, Reset, Reset Resource and Overload Control are exceptions from this principle. 
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